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Introduction



The future is unwritten, but how we imagine it to be can influence present attitudes and behaviours, much in the same way that our individual and collective histories can define who we are and how we act, as most psychoanalysts will tell you. In other words, both past and future are always present.


But the future is not distributed equally. Science laboratories, research establishments and academic institutions create and explore new ideas long before they become widely available or fashionable elsewhere. Much the same might be said of younger people, who are often more open to experimenting with new ideas and less invested in, or constrained by, the frameworks of existing thinking.


What you will find inside this book is a selection of 50 ideas from the frontiers of futures thinking, along with some quotes and illustrative timelines. Some of these, and some of the people behind them, might seem a little crazy. But then who, without the benefit of 20/20 hindsight, can tell? Maybe that’s the whole point about thinking of the future. It’s not a matter of people being right or wrong, but is, rather, a way of inspecting our beliefs. It’s a way of disrupting the present and unearthing our assumptions about what can and cannot happen – assumptions that are always embedded in our thinking about the future. Also, it’s a way of reminding people of the oft-forgotten fact that the future is shaped by our present choices and actions.


Most importantly, engaging with the future gives us all the permission to dream. Two other aspects are apparent about the future. The first is that technology tends to act as an accelerant. Second, we often overestimate the impact of technological and social change in the shorter term, while underestimating it over much longer periods.


You may doubt this, but that’s possibly because the future tricks us by wearing a disguise and showing up unannounced. The future trickles into our daily lives, usually without warning or fanfare. If, instead, the future arrived all at once, to the sound of distant drums, we would no doubt be either rather alarmed or pleasantly impressed.


My hope is that the pages that follow will do a bit of both.





01 Ubiquitous surveillance



George Orwell was right. He just got the date wrong. It’s reported that there are now 32 CCTV cameras within 180m (200 yards) of the author’s former home at 27B Canonbury Square in North London. In total, there are more than 4 million CCTV cameras in the UK – one for every 14 citizens. The average Brit appears on screen 300 times every day and this trend is becoming observable elsewhere.


The UK is at the forefront of a global shift in surveillance, and CCTV (closed-circuit television) is only the beginning. In the UK, anyone arrested in connection with a suspected crime has his or her DNA added to a database, where it stays, indefinitely, whether or not the person is found guilty of any wrongdoing. In 2009, the UK government attempted to gain approval for another database that would record in real time the electronic communications of every individual and make the data available to 653 British organizations. That’s every single email, phone call, Google search and credit card transaction. The plan was shelved, but it resurfaced in 2012 under new anti-terror laws, the only real difference being that the information would be held, in the first instance, by landline, mobile phone and broadband providers.


‘In the Huxleyan prophecy, Big Brother does not watch us, by his choice. We watch him, by ours. There is no need for wardens or gates or Ministries of Truth.’
Neil Postman, author and media critic


The rest of Europe isn’t far behind. A paper emanating from the Advisory Group on the Future of European Home Affairs, for instance, suggests monitoring: ‘Every object the individual uses, every transaction they make and almost everywhere they go.’ This could include tax details, employment records, banking details, credit card use, health records, travel history and even membership of social networks. Meanwhile, in India, the government has just embarked on a ten-year plan to create the world’s largest identity database. In theory, this is a good idea, because it will help the government to provide essential services, but history would suggest that uses for this information will multiply, along with the growth of data analytics – and that the government will get considerably more out of the relationship than the citizens.


Then there are seemingly innocent items such as store loyalty cards – private surveillance under the banner of loyalty points essentially. One major company proudly admits to owning 40 terabytes of information about the habits of 24 million individual customers.








They know, you know


Ubiquitous surveillance is often assumed to mean CCTV cameras poking in peoples’ faces and this is indeed true, although in the future the cameras will include those attached to privately owned mobile phones featuring face recognition technology. So if you’re lying on a beach somewhere in the future, someone you don’t know might point a phone at you, find out who you are, then work out where you’re from. If you’ve told others about your future plans via social networks, criminals might access this information then tell someone to visit your home and rob you.








Looking forward So what might surveillance look like in the future? RFID (Radio-Frequency Identification) tags might allow local councils and authorities to monitor domestic dustbin usage, alerting them when incorrect items are placed in recycling bins. As for CCTV cameras, there is very little evidence that they reduce crime. What they do instead is catch criminals in the act and reassure people looking for certainty and control in an age that is becoming more uncertain and complex.


‘Privacy is dead, get over it’
Scott McNealy, CEO, Sun Microsystems


But even these measures are being overtaken by ideas borrowed more from science fiction than from your local hardware store. Biometric products are already being introduced for use with mobiles and we may one day see voice, fingerprint, palm print and iris recognition entry systems in our own homes due to a perceived need for added security plus the falling cost of such technologies. Kwikset, America’s leading lock company, for example, has created a domestic fingerprint entry system. And don’t think you’re safe at work either: 75 per cent of US companies monitor employees’ email and 30 per cent track keystrokes and the amount of time employees spend on their computer. Monitoring employee activity isn’t new, but it is becoming more pervasive thanks to digital technologies that make activities easier to capture, store and search.


Other by-products of the computer age that go unnoticed include mobile phones, most of which now contain cameras, which may one day be linked to face recognition technology. On top of that, people are increasingly choosing to communicate with each other through digital interfaces, which leave a digital trace.


Nothing is private As a consequence, we can now look very closely at things that were previously unobservable. For example, the UK government has plans to centralize the records of the National Health Service to allow social services to monitor every single child in Britain. In the future this could include looking at which toys parents are spending money on or how many portions of fruit a child is likely to be eating each day.







Privacy in a digital age


If you’re walking around with a phone switched on, you’re already broadcasting your presence to others. In the future your phone will replace your wallet, your diary and eventually your house keys. Such devices will therefore collect a host of useful digital memories that will help future governments and law-enforcement agencies piece together a compelling picture of who you are and what you think, based upon your geographical movements, relationships with others and purchasing patterns. But it doesn’t end there. Malicious intent detectors attempt to predict future behaviour based on body language, remote body-temperature readings and eye movement. These devices are already being used by the Department of Homeland Security in the USA, as are automated number plate recognition systems and facial recognition systems in crowds.








Similarly, insurance companies may one day be able to monitor their customers and deny them insurance cover based on observed behaviour. According to Narayanan Kulathuramaiyer, an expert in this area, companies involved in the collection of such data are selling it to government agencies: ‘At a level you would not even imagine.’


This is just the tip of the iceberg. In 2002, the Pentagon in the USA sought funding for a programme called Total Information Awareness, the aim of which was to identify ‘suspicious behaviour’ using data-mining techniques. Funding was refused, but parts of the project have survived. The UK, China, France, Israel and Germany are thought to have similar programmes.


In theory, this could be a good thing, and most people seem eager to give up a little individual liberty in return for the promise of collective security. But governments have a terrible record of keeping records secret. Once a new technology is in place, its uses tend to expand.


the condensed idea


Big Brother is watching






	timeline






	1932

	
Brave New World is published






	1949

	
Nineteen Eighty-four is published






	1973

	First CCTV camera appears in Times Square






	2005

	National rollout of automatic number plate recognition system in UK






	2012

	Kids’ smartphone apps that spy on locations and harvest photographs






	2015

	‘Black boxes’ become mandatory in all new cars in USA






	2019

	Malicious intent detectors in most public spaces






	2020

	Billions of dot-sized cameras are everywhere






	2025

	Governments hold DNA samples of every citizen worldwide










02 Digital democracy



‘Government of the people by the people.’ Really? Democracy was designed to represent the views of the people. But it soon evolved into mediation by a cast of thousands, ranging from unelected officials and advisors to professional lobbyists. Unless they had serious time or money to spare, solitary individuals were rarely able to shape the debate or challenge those in power. But this is changing.


Ubiquitous connectivity means that it is now a practical proposition to ask more of the people more of the time. This doesn’t necessarily mean continuous referenda, but it does represent a credible threat to the legitimacy of some of those who claim to act on the people’s behalf. After all, if a national government can instantly connect with its people, why bother with hoards of intermediaries? (Press 1 followed by # if you agree, press 2 followed by # if you don’t or if you would like to speak to an advisor simply hold.)


Digitalization means that governments will need to listen to citizens more carefully in the future because more ordinary voters will be able to create, transmit and comment upon policy ideas without the need for local party membership, professional lobbyists, PR campaigns, television ads or direct mail campaigns. Similarly, more politicians will use Web 2.0 tools to run ads on YouTube, gather micro-donations via PayPal, or use mobile phones to organize instant protests against rivals. It also means that voting in supermarkets, in McDonald’s and on the bus will all be possible and perhaps even encouraged in the future.


‘The political technology of the industrial age is no longer appropriate technology for the new civilization taking form around us. Our politics are obsolete.’
Alvin Toffler, author of Future Shock


The up side The hope is that developments such as these will make politics more interesting and politicians more accountable and honest. Gone will be the days of utterances made in small rooms ‘off the record’ in the full knowledge that such remarks will not be captured by a television news crew. Nowadays, thanks to mobile devices, the media is always present. This means we will be able to check the accuracy of politicians’ promises against what’s been said before, and alert others to any dishonesty – and this is very good news. Politicians have historically been masters of manipulating facts, and the traditional media, especially television, encouraged this. Politicians could covertly hide behind an altered image and some edited remarks. Not in the future. Global connectivity demands instant authenticity and promotes radical transparency. The media is everyone.


As one Syrian activist called Khaled said in a Financial Times interview: ‘The regimes thought the youth were divorced from politics. They didn’t notice that young people were connected among themselves.’







Mobile uprisings


The Arab Spring is perhaps a timely reminder of how mobile phones, and in particular social media, can be used to access and disseminate alternative sources of news and information and to mobilize protest and dissent rapidly. In theory, this represents a power struggle between rigid, pyramidal command and control hierarchies (e.g. government and institutions of the state) and fluid, often leaderless, networks of ordinary people. In the case of the Middle East, it has been cast as a battle between authoritarian, anti-democratic despots and freedom-loving citizens, but this needn’t always be the case. There is no reason why a democracy could not use the same tools to overthrow a legitimately elected government and replace it with a populist dictator.








The Internet has changed peoples’ lives significantly over a relatively short time, but most notable may be its ability to aggregate opinion instantly, an application that is ideally suited to the democratic process. Moreover, there is no reason why online aggregation should be limited to a single nation. If the whole world has access to digital tools, why can’t the whole world vote on important issues such as climate change? Why would this newfound power be limited to local politics? Why can’t we all vote for the European President or the United Nations Secretary General using whatever digital tool is close at hand?


Furthermore, the principle extends beyond politics. Until recently, if you had a complaint against an energy provider, a hospital or a parking meter, say, you could call customer complaints or write to the CEO, but your voice was solitary and singular. Now you can find and join thousands, if not millions, of other people from around the world with similar complaints and put serious pressure on the company. This represents a significant shift of power away from institutions towards individuals. Alone it’s difficult to be heard, whereas there’s strength in numbers.


‘There is a connection waiting to be made between the decline in democratic participation and the explosion in new ways of communicating.’
Robin Cook, former Foreign Secretary and Leader of the House of Commons, UK


Political connectedness Will these developments change the face of politics? We’ll have to see, but in theory things should be a great deal more transparent in the future. Indeed, Web 2.0 is perfect for political agitation because it encourages political participation and allows individuals with similar beliefs to find each other then agitate for change. It also allows politicians to bypass traditional media and conduct conversations with local voters directly. At least that’s the theory. In reality, many social media organizations are owned by large corporations, some of whom also own newspapers and television stations and, some might argue, the politicians themselves. Moreover, instead of being ignored by traditional media, individuals with original or unorthodox views may be shouted down by the tyranny of the online majority.







Politics 2.0


Will Web 2.0 and social networks change the face of politics? Quite possibly. For example, Congresspedia (now called Open Congress) was a Wikipedia-style site onto which hundreds, if not thousands, of volunteers posted information about everything from which bills a US politician was sponsoring to where his or her political donations had come from. The result was information and transparency at the click of a mouse. Similarly, Proxy Democracy is a website that empowers small investors to hold large corporations accountable.








We are already connecting with presidents using Twitter and it probably won’t be too long before we’re voting for prime ministers via Facebook, especially if politicians want to encourage the youth to vote. But connectivity cuts both ways. If we’re listening more carefully to them perhaps they’re looking more closely at us. There’s also the possibility of foreign interests manipulating local politics.


It’s been said that the strange sound you sometimes hear when you watch politicians on YouTube is the sound of power draining away from hierarchical institutions such as government and going towards networked individuals. But it’s also the sound of power moving in the direction of supranational corporations and, conversely, governments – who are growing stronger due to ubiquitous surveillance.


the condensed idea


Government: control, alt, delete






	timeline






	2011

	Voters identify local problems using Google maps






	2016

	Careless tweet leads to downfall of US President






	2018

	eBay-style ratings of all government services






	2019

	Governments stop writing material down for fear of disclosure






	2020

	Voting in McDonald’s (‘would you like a vote with those fries?’)






	2022

	X Factor producer brought in to advise on MEP election






	2023

	Facebook ‘likes’ legally accepted as voting






	2025

	All political advertisements targeted to audiences of just one










03 Cyber & drone warfare



Historically, advances in military conflict have, to a large degree, been about the creation of new weapons and this is unlikely to change. Moreover, with the cost of killing rising and the willingness of people to die arguably falling in some regions, the emphasis is shifting more to the use of technology to replace all human contact with the enemy.


Wars used to be about lines and columns of armed men. Then it was about machine guns and artillery and after that tanks and aircraft. But in the future there will be networks of technicians controlling remote devices, some of which will be semi-autonomous. In other words, we are partially moving away from a world of large-scale military hardware and large physical targets to one where stealth attacks and cyber-warfare will be used to destroy specific individuals and elements of urban infrastructure. The aim of such attacks will not be wholesale physical destruction, but short-term disruption and paralysis that will eat away at the hearts and minds of politicians and the public. One of the new vulnerabilities of our digital age is our reliance on technology in general and networks in particular.


Future war We will hear more about cyber-warfare, in particular, because everything from aircraft control systems to power grids, financial markets, telecommunications infrastructure, water pipes and government computer networks are now generally run by computers and are therefore vulnerable to attack. As a survivor of World War Two remarked: ‘You don’t need a nuclear bomb to get a country to surrender nowadays; you just need to cut the power off for a week.’







Terminators: Rise of the machines


Robotic weapons that already exist, or are under development, include:




	
The Throwbot (a two-wheeled vehicle that can be thrown by hand into a room to search for enemy soldiers using video).


	
LS3 (a four-legged robot that can carry a soldier or up to 180kg/28 stones of equipment for up to 32km/20 miles).


	
The Packbot (a remote-controlled vehicle primarily used for bomb disposal).


	
Aries (a small remote-controlled submarine).


	
SMSS (an unmanned ground vehicle).


	
Maars (an unmanned, fully armed ground vehicle about the size of a lawn mower).


	
Global Hawk (an unmanned survey drone).


	
MQ-9 Reaper (another small unmanned aircraft).





These last two are especially interesting because drones or UAVs potentially represent an interesting blend of human and machine intelligence that’s relatively silent, cheap and deadly.








Tactics such as these suit informal terrorist groups and are an example of what’s known as asymmetric warfare, where the formal power on one side differs significantly from that of the other. Cyber-war, a form of asymmetric war in many cases, is not limited to the military either. As the cost of winning and losing in business escalates, so too does the temptation to use cyberspace to steal commercial secrets and intellectual property. Moreover, with everyday life moving towards ‘the cloud’, whereby information is stored remotely and accessed on an on-demand basis, the implications of digital disruption and electronic insecurity (whether government-sponsored or inflicted by politicized geeks, information vigilantes or ‘hacktivists’) are enormous. Remember too that China has more Internet users than the USA and therefore has a larger hacker population. This means lots of potential cyber-crime and tightly coordinated electronic spying, some of which is undoubtedly directed at US military installations and defence engineering.


‘I know not with what weapons World War III will be fought, but World War IV will be fought with sticks and stones.’
Albert Einstein, theoretical physicist


Battlefield robots are another example of semi-autonomous warfare, and more than 50 governments across the globe are actively seeking to develop robotic killing machines. This is partly because the ‘value’ of human life is increasing due to public opinion, legal redress and the need to win elections, which means that governments will be less willing to risk individual injury and death. Opponents argue that automation will reduce the cost and the emotional investment of warfare, with the result that wars will become more frequent. There is also the issue of mistaken identity – teaching machines to distinguish between military and civilian targets, especially when final decisions about whether to open fire become automated, is especially difficult. On the opposing side, proponents of robotic weapons argue that intelligent fighting machines will pay more attention to battlefield rules and are less likely to engage in acts of anger or malice. They don’t panic either.


It all sounds like science fiction, but in fact the development of robotic fighting machines has hardly begun. One machine already created by the US army is a wandering veggie-eating robot. The robot – known as EATR (Energetically Autonomous Tactical Robot) – is able to collect raw biomass such as leaves, wood and grass and convert these into fuel for its steam-powered engine. The robot uses smart software to tell what’s edible and what’s not and uses a laser-guided robotic arm to grab the biomass and put it in a hopper that connects with an internal combustion engine, which in turn powers an onboard battery. Why do this? The answer is partly that wars depend on energy (soldiers increasingly rely on battery-powered devices) and partly that wars are often fought in remote regions where supply chains can be easily disrupted.


‘Either war is obsolete or men are.’
Buckminster Fuller, author, inventor and futurist


Friend or foe? When it comes to drones, or UAVs (unmanned aerial vehicles), these are principally surveillance tools not weapons at present. Payloads are generally small and they’re vulnerable to ground defence because of their slow speed. But give it a few decades and things will change. For example, how about networked drones small enough and responsive enough to enter a house through an open window and transmit information as they travel from room to room? Or perhaps they could be used to monitor traffic, observe forest fires, count livestock, chase criminals and so on. Perhaps we’ll see robotic insects with a 3cm (1in) wingspan that could collect information more effectively than a satellite and deliver a tiny biological or chemical payload?


But what happens when the USA loses its lead in drone technology and nations start attacking each other pre-emptively or when terrorist groups use them against civilian targets? Indeed, how about mixing everything up to create a future military, which includes the use of screen-based weapons, remote-controlled aerial drones and joystick-controlled robots? Put another way, what happens when Walt Disney and Hollywood team up to fight the Taliban using 3D glasses, haptic gloves that simulate the sensation of touch and ‘scent collars’ that create microbursts of cordite?


Will this really happen? Quite possibly. And the reason is a mixture of cost savings and the desire to preserve human life. However, it’s not difficult to imagine that the unintended consequences of such developments include a disconnection from reality, real-life risks and understanding, not only on the part of soldiers, but politicians too.







Watching but not necessarily doing


The year is 2022. The US Army has just launched Call to Arms V. Within weeks it becomes the most downloaded game of all time, earning $700 million in sales on day one, a figure that easily beats the movie Avatar 6, which was launched in the same week and pulls in a paltry $270 million worth of downloads on its first day. Call to Arms V has been developed by the US government as a recruiting tool aimed at increasing the number of young soldiers in the US armed forces. However, much as the game appeals to the critical 16–24 age segment, it ultimately fails to pull in very many real recruits, most of whom would rather stay home and play war games on computers.








the condensed idea


War is automated and moves online






	timeline






	1400–1600

	Development of handheld weapons including longbows






	1884

	First fully automatic submachine gun






	1914

	Deployment of the first tank






	1945

	Use of the first atomic bomb






	2011

	US drone kills Anwar al-Awlaki in Yemen






	2020

	A third of all US military vehicles are unmanned






	2021

	A quarter of US army made up of robots






	2023

	Manned fighter aircraft decommissioned






	2025

	SWAT teams use insect-like UAVs in civil airspace










04 Water wars



Is H2O the new CO2? Fresh water has always been vital, more important in the short term than either food or energy, and conflicts have been fought over access to water for centuries. Population increases, urbanization, agriculture and industrialization will all increase demand for water in the future, but climate change, pollution and mismanagement all mean that supplies may soon start to evaporate.


The issue, of course, is not fresh water per se, but where it’s found and what we choose to do with it. Presently, around a billion people do not have access to safe water and it’s estimated that in 20 years half of the world’s population will be living in water-stressed regions. Most rainfall runs straight back to the oceans and as much as 70–80 per cent of piped water is lost through leaky pipes and out-of-date technology. We also waste vast amounts of water. We drink, on average, 2–3 litres (4–6 pints) of water per day, but we typically use around 3,000 litres (over 6,000 pints) each in total. Moreover, as the world’s population increases and people become richer, their diets change towards water-intensive foods such as meat and, ironically perhaps, fish. According to the International Water Management Institute, a research body, global water demand is expected to grow by 25 per cent by 2030. China, for example, is now home to 20 per cent of the world’s population, but has access to only 5 per cent of the world’s fresh water supply. Contamination is another issue – around 90 per cent of rivers near urban areas in China are seriously polluted according to a World Bank study. Hence, while the price of food and oil grab the headlines, perhaps we should be worrying more about water.


‘Water is the oil of the 21st Century.’
Andrew Liveris, CEO, The Dow Chemical Company


Over the longer term we will probably have to pay more for fresh water and there will be further water restrictions due to a mixture of soaring demand, climate change and regulation. We will pay for water according to the amount we use, precisely what we use it for, exactly when we use it and water quality. Unmetered water will increasingly be a thing of the past. Water recycling (purifying waste water) will soar and water infrastructure will be upgraded using the latest technology, especially to prevent leakage. Some countries will start to import water, possibly even transporting icebergs, much as they currently import oil, and some water-poor countries may start trading commodities, such as oil, for clean water.


Expect to see water theft emerging as a major problem, with legal action being initiated by one country, or region, against another for water shortages created by cloud seeding – the artificial, or at least premature, creation of rain from water-laden clouds via the sprinkling of, typically, dry ice or silver iodine into clouds – or geo-engineering projects. Also expect to see a shift in agriculture towards less thirsty crops. Indeed, social pressure may even make the eating of certain types of foodstuffs socially unacceptable in the future – lettuce, for example, squanders what is, after all, the most precious resource on Earth.







The cost of convenience


In the 1970s, the American water industry was based around sales of big bottles for home and office, until Perrier stepped in. Their plan was to market water as a drink, just like Coke or alcohol. First they linked bottled water to exclusivity, then they connected Perrier to health, and finally associated the brand with celebrity. Now Americans drink more bottled water than milk, coffee or beer and in many instances it costs more per litre than petrol. Will this situation continue in the future or will bottled water be banned on the basis that it’s a needless extravagance that wastes water and creates unwanted emissions?








There’s also the issue of conflict created by too much water. If climate change impacts on the world in the way that some suspect, flooding in low-lying coastal areas may trigger unregulated mass population movements. Combined with shortages of food and energy, this may cause internal unrest and ultimately state collapse, especially in developing countries.


Cause of conflict But water isn’t just a problem on the land. Oceans can also become catalysts for conflict between nations, especially those with a hunger for fish, as anyone old enough to remember the Icelandic Cod wars will recall. And let’s not forget that access to the sea floor brings with it vast riches in the form of oil, coal and perhaps rare minerals. Water has been a catalyst for conflict in the past – Darfur in Sudan being perhaps the most recent example – and there is little reason to believe that water won’t create conflict in the future. The Indus Waters Treaty, for instance, whereby India and Pakistan have agreed to share water from the River Indus fairly, could lead to significant tensions between India and Pakistan if water availability declines or water prices increase.


Even if water isn’t the primary cause of local warfare it can still reshape geopolitics. For instance, did you know that around 90 per cent of the world’s opium poppies are located in Afghanistan and that 90 per cent of these plants reside in Helmand province? Perhaps you did, but did you also realize that it was the destruction of the region’s canal system during the 1980s Afghanistan war and the drought that followed during the 1990s that is largely responsible for farmers in the area switching from fruit growing to poppy production?







Too much or not enough?


When Pakistan flooded recently, it was hard to believe the country had a critical shortage of fresh water. This is not only devastating for its citizens, but was a direct threat to American security because a lack of water can fuel conflict. The Middle East and North Africa contain the 16 most water-troubled states in the world, all using more water than they receive (Libya uses 700 times more). As populations increase, aquifers can run dry and oil for desalination plants can run out, creating a triple crisis in water, food and energy, any one of which can trigger trouble. These three basic human needs will always be inextricably linked. While the global population increased by a third in the 20th century, demand for water increased six-fold and this trend is likely to continue.








‘The Romans realized, as have every civilized people since, that living in cities is impossible if the water supply is not reliably clean and fresh.’
Frank Chapelle, author of Wellsprings and Ground-water Microbiology and Geochemistry


Water matters To sum up: in the future, water could well prove to be a bigger threat to national security and economic well-being than oil and terrorism combined, and we will see some radical attempts to change attitudes and behaviour surrounding the use of water at both the societal and the household level.


Examples may include consumer and industrial products indicating on a label (or, more likely, on a product’s virtual duplicate) how much water was used in its manufacture. ‘Virtual water’ (sometimes known as embedded water) is an idea developed by Tony Allan of King’s College London and is intended to convey to anyone who’s interested the volume of water ‘absorbed’ by a product or service during its creation and delivery. Virtual water can be applied to anything from a cotton t-shirt or a bottle of cola to a hamburger or a car and the politics surrounding all this is likely to be a strong feature of the future.


the condensed idea


The world runs out of water






	timeline






	2003

	Washing cars with water banned in Sydney, Australia






	2008

	70 per cent of major Chinese cities water-stressed






	2010

	India suspects China of water theft after it builds new dam






	2011

	Welsh organic water for sale in Los Angeles






	2021

	Sana’a in Yemen becomes first major city to run out of water






	2032

	Las Vegas runs out of water






	2038

	Water labelling of all consumer products






	2050

	Global pricing for a barrel of water (150 litres)










05 Wane of the West



In 2001 Goldman Sachs, a global investment bank, listed Brazil, Russia, India and China as the four (BRIC) countries that would dominate the global economy by 2041. China has already replaced Japan as the world’s second-largest economy and may overtake the United States as early as 2027.


Jim O’Neill, Chief Economist of Goldman Sachs, coined the acronym ‘BRICs’ in a briefing paper issued in London on November 30, 2001. The briefing (Building Better Economic BRICs) described how Brazil, Russia, India and China, all chosen on the basis of population, economic development and attitudes towards globalization, were reshaping the world in terms of economic power. The briefing note also boldly predicted that by 2041 (then revised to 2039) these nations would eclipse the six largest Western nations with regard to economic output. In other words, Russia, Brazil, India and China would soon reshape the world, not only in terms of money, but also in terms of influence and ideas.


‘Here lies a sleeping giant, let him sleep, for when he wakes up, he will shock the world.’
Napoleon, speaking about China in 1803


Critics immediately dismissed the BRIC concept as self-interested spin, especially because their figures were based upon a linear extrapolation way out to 2050 and because China already had by far the strongest economy, certainly in terms of growth. Some critics even tried to respond with acronyms of their own. As a result we saw BRIMC (adding Mexico), CHIME (China, India, Middle East) and even the CEMENT bloc (Countries Excluded from the Emerging New Terminology). Even Goldman Sachs had another go, coining the new acronym N11 to describe the Next Eleven economic powerhouses (Bangladesh, Egypt, Indonesia, Iran, South Korea, Mexico, Nigeria, Pakistan, Philippines, Turkey and Vietnam).


However, despite the cynicism, nobody to date has managed to shoot the BRIC tag down. In fact, following the global recession that started in 2007/8, the concept seems stronger than ever. Asian and southern economic power is still rising and, with the arguable exception of Russia, all of the BRIC nations have emerged from the Global Financial Crisis (GFC) stronger economically than their Western counterparts, which are suffering varying degrees of decline. Goldman now predicts that China will eclipse the USA economically by 2027 and that the BRIC bloc will overtake the six leading Western nations by 2031 – ten years sooner than originally predicted.

OEBPS/styles/page-template.xpgt
 

   

     
	 
    

     
	 
    

     
	 
	 
    

     
	 
    

     
	 
	 
    

     
         
            
             
        
    

  

   
     
  





OEBPS/images/9781780875293.jpg
5o ideas

you really need to know

the future







OEBPS/images/titleimage.jpg





OEBPS/images/pub.jpg
(Juercus





