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Today, everything serves war. There is not one discovery which the military does not study with the aim of applying it to warfare, not one invention which they do not attempt to turn to military use.


—Nikolai Fyodorov, Philosophy of the Common Cause, 1891





 


To fight the bug, we must understand the bug.


—Starship Troopers


















Prologue



Oakland, California


It was February 18, 2014, and already dark when I crossed the Bay Bridge from San Francisco and parked my car in downtown Oakland. The streets were deserted, save for a couple of homeless men slumped in a heap against a closed storefront. Two police cruisers raced through a red light, sirens blaring.


I approached Oakland’s city hall on foot. Even from a distance, I could see that something unusual was going on. A line of parked police cars ran down the block, and news anchors and TV camera crews scampered about, jockeying for position. A large group of people milled near the entrance, a few of them setting up what looked like a giant papier-mâché rat, presumably intended as a symbol for snitching. But the real action was inside. Several hundred people packed Oakland’s ornate high-domed city council chamber. Many of them carried signs. It was an angry crowd, and police officers flanked the sides of the room, ready to push everyone out if things got out of hand.


The commotion was tied to the main agenda item of the night: the city council was scheduled to vote on an ambitious $11 million project to create a citywide police surveillance hub. Its official name was the “Domain Awareness Center”—but everyone called it “the DAC.” Design specs called for linking real-time video feeds from thousands of cameras across the city and funneling them into a unified control hub. Police would be able to punch in a location and watch it in real time or wind back the clock. They could turn on face recognition and vehicle tracking systems, plug in social media feeds, and enhance their view with data coming in from other law enforcement agencies—both local and federal.1


Plans for this surveillance center had been roiling city politics for months, and the outrage was now making its presence felt. Residents, religious leaders, labor activists, retired politicians, masked “black bloc” anarchists, and reps from the American Civil Liberties Union—they were all in attendance, rubbing shoulder to shoulder with a group of dedicated local activists who had banded together to stop the DAC. A nervous, bespectacled city official in a tan suit took the podium to reassure the agitated crowd that the Domain Awareness Center was designed to protect them—not spy on them. “This is not a fusion center. We have no agreements with the NSA or the CIA or the FBI to access our databases,” he said.


The hall blew up in pandemonium. The crowd wasn’t buying it. People booed and hissed. “This is all about monitoring protesters,” someone screamed from the balcony. A young man, his face obscured by a mask, stalked to the front of the room and menacingly jammed his smartphone in the city official’s face and snapped photos. “How does that feel? How do you like that—being surveilled all the time!” he yelled. A middle-aged man—bald, wearing glasses and crumpled khakis—took the podium and tore into the city’s political leaders. “You council members somehow believe that the Oakland Police Department, which has an unparalleled history of violating the civil rights of Oaklanders and which cannot even follow its own policies, be it a crowd control policy or a body camera policy, can somehow be trusted to use the DAC?” He left with a bang, yelling: “The only good DAC is a dead DAC!” Wild applause erupted.


Oakland is one of the most diverse cities in the country. It’s also home to a violent, often unaccountable police department, which has been operating under federal oversight for over a decade. The police abuse has been playing out against a backdrop of increasing gentrification fueled by the area’s Internet boom and the spike in real estate prices that goes along with it. In San Francisco, neighborhoods like the Mission District, historically home to a vibrant Latino community, have turned into condos and lofts and upscale gastro pubs. Teachers, artists, older adults, and anyone else not making a six-figure salary are having a tough time making ends meet. Oakland, which for a time was spared this fate, was now feeling the crush as well. But locals were not going down without a fight. And a lot of their anger was focused on Silicon Valley.


The people gathered at city hall that night saw Oakland’s DAC as an extension of the tech-fueled gentrification that was pushing poorer longtime residents out of the city. “We’re not stupid. We know that the purpose is to monitor Muslims, black and brown communities and protesters,” said a young woman in a headscarf. “This center comes at a time when you’re trying to develop Oakland into a playground and bedroom community for San Francisco professionals. These efforts require you to make Oakland quieter, whiter, less scary and wealthier—and that means getting rid of Muslims, black and brown people and protesters. You know this and so do developers. We heard them at meetings. They are scared. They verbally admit it.”


She had a point. A few months earlier, a pair of Oakland investigative journalists had obtained a cache of internal city-planning documents dealing with the DAC and found that city officials seemed to be interested more in using the proposed surveillance center to monitor political protests and labor union activity at the Oakland docks than in fighting crime.2


There was another wrinkle. Oakland had initially contracted out development of the DAC to the Science Applications International Corporation, a massive California-based military contractor that does so much work for the National Security Agency that it is known in the intelligence business as “NSA West.” The company is also a major CIA contractor, involved in everything from monitoring agency employees as part of the agency’s “insider threat” programs to running the CIA’s drone assassination fleet. Multiple Oakland residents came up to blast the city’s decision to partner with a company that was such an integral part of the US military and intelligence apparatus. “SAIC facilitates the telecommunications for the drone program in Afghanistan that’s murdered over a thousand innocent civilians, including children,” said a man in a black sweater. “And this is the company you chose?”


I looked around the room in amazement. This was the heart of a supposedly progressive San Francisco Bay Area, and yet the city planned on partnering with a powerful intelligence contractor to build a police surveillance center that, if press reports were correct, officials wanted to use to spy on and monitor locals. Something made that scene even stranger to me that night. Thanks to a tip from a local activist, I had gotten wind that Oakland had been in talks with Google about demoing products in what appeared to be an attempt by the company to get a part of the DAC contract.


Google possibly helping Oakland spy on its residents? If true, it would be particularly damning. Many Oaklanders saw Silicon Valley companies such as Google as being the prime drivers of the skyrocketing housing prices, gentrification, and aggressive policing that was making life miserable for poor and low-income residents. Indeed, just a few weeks earlier protesters had picketed outside the local home of a wealthy Google manager who was personally involved in a nearby luxury real estate development.


Google’s name never came up during the tumultuous city council meeting that night, but I did manage to get my hands on a brief email exchange between a Google “strategic partnership manager” and an Oakland official spearheading the DAC project that hinted at something in the works.3


In the weeks after the city council meeting, I attempted to clarify this relationship. What kinds of services did Google offer Oakland’s police surveillance center? How far did the talks progress? Were they fruitful? My requests to Oakland were ignored and Google wasn’t talking either—trying to get answers from the company was like talking to a giant rock. My investigation stalled further when Oakland residents temporarily succeeded in getting the city to halt its plans for the DAC.


Though Oakland’s police surveillance center was put on hold, the question remained: What could Google, a company obsessed with its progressive “Don’t Be Evil” image, offer a controversial police surveillance center?


At the time, I was a reporter for Pando, a small but fearless San Francisco magazine that covered the politics and business of Silicon Valley. I knew that Google made most of its money through a sophisticated targeted advertising system that tracked its users and built predictive models of their behavior and interests. The company had a glimpse into the lives of close to two billion people who used its platforms—from email to video to mobile phones—and it performed a strange kind of alchemy, turning people’s data into gold: nearly $100 billion in annual revenue and a market capitalization of $600 billion; its cofounders Larry Page and Sergey Brin had a combined personal wealth estimated to be $90 billion.


Google is one of the wealthiest and most powerful corporations in the world, yet it presents itself as one of the good guys: a company on a mission to make the world a better place and a bulwark against corrupt and intrusive governments all around the globe. And yet, as I traced the story and dug into the details of Google’s government contracting business, I discovered that the company was already a full-fledged military contractor, selling versions of its consumer data mining and analysis technology to police departments, city governments, and just about every major US intelligence and military agency. Over the years, it had supplied mapping technology used by the US Army in Iraq, hosted data for the Central Intelligence Agency, indexed the National Security Agency’s vast intelligence databases, built military robots, colaunched a spy satellite with the Pentagon, and leased its cloud computing platform to help police departments predict crime. And Google is not alone. From Amazon to eBay to Facebook—most of the Internet companies we use every day have also grown into powerful corporations that track and profile their users while pursuing partnerships and business relationships with major US military and intelligence agencies. Some parts of these companies are so thoroughly intertwined with America’s security services that it is hard to tell where they end and the US government begins.


Since the start of the personal computer and Internet revolution in the 1990s, we’ve been told again and again that we are in the grips of a liberating technology, a tool that decentralizes power, topples entrenched bureaucracies, and brings more democracy and equality to the world. Personal computers and information networks were supposed to be the new frontier of freedom—a techno-utopia where authoritarian and repressive structures lost their power, and where the creation of a better world was still possible. And all that we, global netizens, had to do for this new and better world to flower and bloom was to get out of the way and let Internet companies innovate and the market work its magic. This narrative has been planted deep into our culture’s collective subconscious and holds a powerful sway over the way we view the Internet today.


But spend time looking at the nitty-gritty business details of the Internet and the story gets darker, less optimistic. If the Internet is truly such a revolutionary break from the past, why are companies like Google in bed with cops and spies?


I tried to answer this seemingly simple question after visiting Oakland that night in February. Little did I know then that this would take me on a deep dive into the history of the Internet and ultimately lead me to write this book. Now, after three years of investigative work, interviews, travel across two continents, and countless hours of correlating and researching historical and declassified records, I know the answer.


Pick up any popular history of the Internet and you will generally find a combination of two narratives describing where this computer networking technology came from. The first narrative is that it emerged out of the military’s need for a communication network that could survive a nuclear blast. That led to the development of the early Internet, first known as ARPANET, built by the Pentagon’s Advanced Research Projects Agency (known today as the Defense Advanced Research Projects Agency, or DARPA). The network went live in the late 1960s and featured a decentralized design that could route messages even if parts of the network were destroyed by a nuclear blast. The second narrative, which is the most dominant, contends that there was no military application of the early Internet at all. In this version, the ARPANET was built by radical young computer engineers and playful hackers deeply influenced by the acid-drenched counterculture of the San Francisco Bay Area. They cared not a damn about war or surveillance or anything of the sort, but dreamed of computer-mediated utopias that would make militaries obsolete. They built a civilian network to bring this future into reality, and it is this version of the ARPANET that then grew into the Internet we use today. For years, a conflict has raged between these historical interpretations. These days, most histories offer a mix of the two—acknowledging the first, yet leaning much more heavily on the second.


My research reveals a third historical strand in the creation of the early Internet—a strand that has all but disappeared from the history books. Here, the impetus was rooted not so much in the need to survive a nuclear attack but in the dark military arts of counterinsurgency and America’s fight against the perceived global spread of communism. In the 1960s, America was a global power overseeing an increasingly volatile world: conflicts and regional insurgencies against US-allied governments from South America to Southeast Asia and the Middle East. These were not traditional wars that involved big armies but guerrilla campaigns and local rebellions, frequently fought in regions where Americans had little previous experience. Who were these people? Why were they rebelling? What could be done to stop them? In military circles, it was believed that these questions were of vital importance to America’s pacification efforts, and some argued that the only effective way to answer them was to develop and leverage computer-aided information technology.


The Internet came out of this effort: an attempt to build computer systems that could collect and share intelligence, watch the world in real time, and study and analyze people and political movements with the ultimate goal of predicting and preventing social upheaval. Some even dreamed of creating a sort of early warning radar for human societies: a networked computer system that watched for social and political threats and intercepted them in much the same way that traditional radar did for hostile aircraft. In other words, the Internet was hardwired to be a surveillance tool from the start. No matter what we use the network for today—dating, directions, encrypted chat, email, or just reading the news—it always had a dual-use nature rooted in intelligence gathering and war.


As I traced this forgotten history, I found that I was not so much discovering something new but uncovering something that was plainly obvious to a lot of people not so long ago. Starting in the early 1960s in the United States, a big fear about the proliferation of computer database and networking technologies arose. People worried that these systems would be used by both corporations and governments for surveillance and control. Indeed, the dominant cultural view at the time was that computers and computing technology—including the ARPANET, the military research network that would grow into the Internet we use today—were tools of repression, not liberation.


In the course of my investigation, I was genuinely shocked to discover that as early as 1969, the first year that the ARPANET came online, a group of students at MIT and Harvard attempted to shut down research taking place at their universities under the ARPANET umbrella. They saw this computer network as the start of a hybrid private-public system of surveillance and control—“computerized people-manipulation” they called it—and warned that it would be used to spy on Americans and wage war on progressive political movements. They understood this technology better than we do today. More importantly, they were right. In 1972, almost as soon as the ARPANET was rolled out on a national level, the network was used to help the CIA, the NSA, and the US Army spy on tens of thousands of antiwar and civil rights activists. It was a big scandal at the time, and the ARPANET’s role in it was discussed at length on American television, including NBC Evening News.


This episode, which took place forty-five years ago, is a vital part of the historical record, important to anyone who wants to understand the network that mediates so much of our lives today. Yet you won’t find it mentioned in any recent book or documentary on the origins of the Internet—at least not any that I could find, and I read and watched just about all of them.


Surveillance Valley is an attempt to recover part of this lost history. But it is more than that. The book starts in the past, going back to the development of what we now call the Internet during the Vietnam War. But it quickly moves into the present, looking at the private surveillance business that powers much of Silicon Valley, investigating the ongoing overlap between the Internet and the military-industrial complex that spawned it half a century ago, and uncovering the close ties that exist between US intelligence agencies and the antigovernment privacy movement that has sprung up in the wake of Edward Snowden’s leaks. Surveillance Valley shows that little has changed over the years: the Internet was developed as a weapon and remains a weapon today. American military interests continue to dominate all parts of the network, even those that supposedly stand in opposition.
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Part I



Lost History















Chapter 1



A New Kind of War




Our hatred for the Americans is as high as the sky.


—North Vietnamese song




On June 8, 1961, a military intelligence officer named William Godel arrived in Saigon from Washington, DC. It was a hot summer’s day when he landed in the South Vietnamese capital, and Godel, jetlagged and dripping with sweat, visited several low-slung barracks-style buildings not far from the Saigon River. He walked unevenly, hobbled by the limp he carried from his days fighting Japanese forces in the South Pacific. On the surface, there was nothing special about this excursion. There was little to indicate that these nondescript structures, with their bland white walls and sloping roofs, sat at the center of Project Agile, a top-secret counterinsurgency program that would play a major role in the history of the Vietnam War and the rise of modern computer technology.


From his base in the Pentagon, Godel had been pushing for an initiative like Agile for over a decade. Now, this project had the personal backing of President John F. Kennedy.1


The first results were seen on August 10, 1961, when a Sikorsky H-34 helicopter, shaped like a giant guppy, lazily rose above Saigon and made its way toward the impenetrable jungles of Kon Tum, which borders Laos and Cambodia.2 Once the pilot acquired his target, he signaled, and the crew switched on a special crop duster grafted onto the bottom of the craft. In a slow sweeping motion, they sprayed the jungle below with an experimental mixture of highly toxic defoliation chemicals. Among them was the infamous Agent Orange. Those who smelled it said it resembled perfume.


America was not yet officially at war in Vietnam. Yet for years, the United States had been funneling money and weapons into the region to help the French wage a war against North Vietnam, the communist revolutionary state led by Ho Chi Minh that was fighting to reunify the country and kick out its colonial rulers.3 Now, as Godel’s crew sprayed the jungles below, America was increasing its support in money and weapons. Thousands of military “advisers” were being dispatched to South Vietnam to prop up the puppet government of Ngo Dinh Diem in the hopes of stemming what Americans viewed as a surging global tide of communism.4


In the sweltering jungles of Indochina, it was not an easy fight. Dense vegetation cover was a persistent problem. It was one of the rebels’ greatest tactical advantages, allowing them to move people and supplies through neighboring Laos and Cambodia undetected and launch deadly raids deep in South Vietnamese territory. With Project Agile, Godel was determined to take that advantage away.


The British Empire had pioneered the use of defoliants as a form of chemical warfare, using them against local movements that opposed colonial rule. In the fight against communist rebels in Malaya, Britain ruthlessly deployed them to destroy food supplies and jungle cover.5 British military planners described defoliants as “a form of sanction against a recalcitrant nation which would be more speedy than blockade and less repugnant than the atomic bomb.”


Godel followed Britain’s lead. Under Project Agile, chemists at a secret US Army lab at Fort Detrick, Maryland, had tested and isolated potential defoliant chemicals that could eat away at the dense jungle cover. These were flown to Saigon and tested in the field. They worked with brutal efficiency. Leaves fell several weeks after being sprayed, stripping the canopy bare. A second application increased effectiveness and permanently killed many trees. Bombing the area or lighting it up with napalm also made the defoliation more or less permanent.6 With the tests a success, Godel drew up ambitious plans to cover half of South Vietnam with chemical defoliants.7 The idea was not just to destroy tree cover but also to destroy food crops to starve the North Vietnamese into submission.8


South Vietnam’s President Diem backed the plan. On November 30, 1961, President Kennedy had signed off on it. Thanks to Godel and Project Agile, Operation Ranch Hand was launched.


Ranch Hand got going in 1962 and lasted until the war ended more than a decade later. In that time, American C-123 transport planes doused an area equal in size to half of South Vietnam with twenty million gallons of toxic chemical defoliants. Agent Orange was fortified with other colors of the rainbow: Agent White, Agent Pink, Agent Purple, Agent Blue. The chemicals, produced by American companies like Dow and Monsanto, turned whole swaths of lush jungle into barren moonscapes, causing death and horrible suffering for hundreds of thousands.9


Operation Ranch Hand was merciless, and in clear violation of the Geneva Conventions. It remains one of the most shameful episodes of the Vietnam War. Yet the defoliation project is notable for more than just its unimaginable cruelty. The government body at its lead was a Department of Defense outfit called the Advanced Research Projects Agency (ARPA)—better known today by the slightly retooled name of Defense Research Projects Agency (DARPA). Born in 1958 as a crash program to protect the United States from a Soviet nuclear threat from space, it launched several groundbreaking initiatives tasked with developing advanced weapons and military technologies. Among them were Project Agile and Command and Control Research, two overlapping ARPA initiatives that created the Internet.


America Goes Ballistic


In late 1957, Americans watched as the Soviet Union launched the first manmade satellite, Sputnik 1. The satellite was tiny, about the size of a volleyball, but it was thrust into orbit by hitching a ride atop the world’s first intercontinental ballistic missile. This was both a demonstration and a threat. If the Soviet Union could put a satellite into space, it could also deliver a nuclear warhead to just about any spot in the United States.


Sputnik crashed into America’s paranoid politics like a giant meteor. Politicians seized on the event as a sign of US military and technological weakness, and news reports focused on the Soviet victory of being the first in space. How could America fall behind the communists in something so vital? It was an affront to people’s sense of exceptionalism.10


President Dwight Eisenhower was attacked for being asleep at the wheel. Generals and politicians spun horrific tales of impending Soviet conquest of earth and space and pushed for more defense spending.11 Even Vice President Richard Nixon criticized Eisenhower in public, telling business leaders that the technology gap between America and the Soviet Union was too great for them to expect a tax cut. The country needed their money to catch up.12


As the public reeled from this major defeat in the so-called Space Race, President Eisenhower knew he had to do something big and very public to save face and ease people’s fears. Neil McElroy, his newly appointed secretary of defense, had a plan.


Immaculately groomed and with perfectly coiffed hair parted down the middle, McElroy had the looks and manners of a high-flying advertising executive. Which is, in fact, what he was before Eisenhower tapped him to run the Department of Defense. In his previous role as president of Procter and Gamble, McElroy’s signature innovation was bankrolling “soap operas”—cheesy daytime dramas tailored to housewives—as pure marketing vehicles for his company’s selection of soaps and household detergents. As Time magazine, which put McElroy on the cover of its October 1953 issue, put it: “Soap operas get more advertising messages across to the consumer—and sell more soap—simply because the housewife can absorb the messages for hours on end while she goes about her household chores.”13


In the weeks after the Soviet Union launched Sputnik, McElroy cooked up the perfect public relations project to save the day. He called for the creation of the Advanced Research Projects Agency—ARPA—a new, independent military body whose purpose was to bridge the space gap and to ensure that embarrassing technological defeat like Sputnik would never happen again.14 McElroy was a businessman who believed in the power of business to save the day.15 In November 1957, he pitched ARPA to Congress as an organization that would cut through government red tape and create a public-private vehicle of pure military science to push the frontiers of military technology and develop “vast weapon systems of the future.”16


The idea behind ARPA was simple. It would be a civilian-led outfit housed within the Pentagon. It would be lean, with a tiny staff and a big budget. Though it wouldn’t build or run its own laboratories and research facilities, it would function like an executive management hub that figured out what needed to be done and then farmed out the actual work to universities, private research institutes, and military contractors.17


The plan appealed to President Eisenhower, who distrusted the cynical jockeying for funding and power of various arms of the military—which he believed bloated the budget and burned money on useless projects. The idea of outsourcing research and development to the private sector appealed to the business community as well.18 The military brass, on the other hand, weren’t so pleased. The air force, navy, army, and Joint Chiefs of Staff all balked at the idea of civilians sitting above them and telling them what to do. They feared losing control over technology procurement, a lucrative center of profit and power.


The military pushed back against McElroy’s plan. The conflict with the military loomed so large that it made a cameo in Eisenhower’s 1958 State of the Union address: “I am not attempting today to pass judgment on the charge of harmful service rivalries. But one thing is sure. Whatever they are, America wants them stopped.”19 He got his way. On February 11, 1958, a month after the State of the Union and just five months after the Sputnik launch, Congress wrote ARPA into a US Air Force appropriations bill, giving it $520 million in initial funding and a plan for a gigantic $2 billion budget.20


McElroy chose Roy Johnson, an executive at General Electric, to head the new agency. An internal Pentagon report described him as an “utterly confident, calm, strikingly handsome individual who looked every inch like a Fortune cover tycoon.” It also noted that his only concern with taking the job was potentially losing a lucrative tax loophole: “Johnson was also a very wealthy man, leaving a $158,000 job to accept an $18,000 post at ARPA. For tax reasons, he took the ARPA job on condition that he would be permitted to be physically present in Connecticut for a minimal number of days. This meant he usually left Washington on Friday and returned Monday or Tuesday. He frequently used a private plane.” Protecting America against the Soviet Union was important. But a man had to mind his tax bill.21


In the first few years of its existence, ARPA took on a range of important projects. It had a space division developing ballistic missiles. It worked on spy and weather satellites as well as satellite tracking systems and did early prep work on putting a man in space. It also helped run nuclear tests like Operation Argus, which involved the detonation of several small nukes in the upper reaches of the atmosphere above the South Atlantic in a radical attempt to create an invisible charged-particle shield that would fry the electronics of any nuclear warhead that flew through it.22


With all these projects, it seemed like ARPA was off to a glorious start, but the excitement did not last. Pentagon infighting and the creation of a demilitarized NASA—National Aeronautics and Space Administration—sucked money and prestige out of the agency. Less than a year after it was created, ARPA’s budget was slashed to just $150 million—peanuts compared to the $2 billion budget it was promised.23 Over the next several years, it went through three directors and fought to stay alive. Everyone was convinced that ARPA was on its way to the grave.


Yet one man had a plan to save it: William Godel.


Future War


Five feet ten inches tall, with almond-shaped eyes, a buzz-cut, and a smooth, intellectual manner, William Godel had the manners of a sharply dressed academic or maybe a junior diplomat. He was born in Boulder, Colorado, in 1921, graduated from Georgetown, and got a job doing military intelligence at the War Department. After Japan’s attack on Pearl Harbor, he was drafted into the Marine Corps as an officer and saw action in the South Pacific, where he took a bullet in the leg, an injury that left him permanently crippled. After the war, he shot up the ranks of military intelligence, rising to the GS-18 level—the highest pay grade for government employees—before his thirtieth birthday.24


Over the years, Godel’s clandestine career took a series of sharp and often bizarre turns. He worked at the Office of the Secretary of Defense, where he liaised between the CIA, NSA, and army and became known as an expert in psychological warfare.25 He negotiated with North Korea to retrieve American soldiers taken prisoner during the Korean War26, he helped run former Nazi CIA assets in West Germany27, and he took part in a classified mission to map Antarctica. (For this, he had two glaciers named after him: the Godel Bay and the Godel Iceport.) Part of his storied military intelligence career involved him serving as an assistant to General Graves Erskine, a crusty old retired Marine Corps general with a long history of running counterinsurgency operations. Erskine headed the Pentagon’s Office of Special Operations, which handled psychological warfare, intelligence gathering, and black bag ops.28


In 1950, Godel joined General Erskine on a clandestine mission to Vietnam. The objective was to evaluate the effectiveness of military tactics the French were using to pacify a growing anticolonial insurgency and to determine what kind of support the United States should provide. The trip got off to a bad start when his team narrowly escaped an assassination attempt: three bombs ripped through the lobby of their hotel in Saigon. It was a nice welcoming ceremony—and no one knew whether the bombs had been placed by the North Vietnamese or by their French hosts to serve as kind of warning that they should mind their own business. Whichever it was, the party plowed ahead. They embedded themselves with French colonial troops and toured their bases. On one outing, Erskine’s team accompanied a French-trained Vietnamese unit on a nighttime ambush. Their objective was to grab a few rebels for interrogation and intelligence gathering, but the intel mission quickly devolved into a rage-filled terror raid. The French-backed Vietnamese soldiers beheaded their prisoners before the rebels could be pumped for information.29


There, out in the sweltering jungles, Godel and his team understood that the French had been doing it all wrong. The bulk of French military efforts seemed to focus on protecting their supply convoy lines, which were constantly attacked by massive guerrilla forces that seemed to materialize out of the jungle, deploying up to six thousand men along a three-mile stretch of road. The French were essentially stuck in their fortifications. They had “lost most of their offensive spirit” and were “pinned to their occupied areas,” Godel’s colleague described.


“The way Godel saw it, the French colonialists were trying to fight the Viet Minh guerrillas according to colonial rules of war. But the South Vietnamese, who were receiving weapons and training from the French forces, were actually fighting a different kind of war, based on different rules,” writes Annie Jacobsen, who excavates William Godel’s forgotten story in The Pentagon’s Brain, her history of ARPA.30


This “different kind of war” had a name: counterinsurgency.


Godel understood that the United States was on a deliberate collision path with insurgencies all over the world: Southeast Asia, the Middle East, and Latin America. He supported that collision. He also began to understand that the tactics and strategies required in these new wars were not those of World War II. The United States, he realized, had to learn from France’s mistakes. It had to fight a different kind of war, a smaller war, a covert war, a psychological war, and a high-tech war—a “war that doesn’t have nuclear weapons, doesn’t have the North German Plain and doesn’t necessarily have Americans,” Godel later explained.31


Back in the States, he sketched out what this new warfare would look like.


Counterinsurgency theory wasn’t particularly new. Earlier in the twentieth century, the United States had conducted brutal counterinsurgency operations in the Philippines and South America. And the CIA was in the midst of running a brutal covert counterinsurgency campaign in North Vietnam and Laos—headed by Godel’s future boss, Air Force Col. Edward Lansdale—that included targeted raids, death squads, propaganda, and torture.32 What made Godel’s counterinsurgency vision different was its laser beam focus on the use of technology to bolster effectiveness. Sure, counterinsurgency involved terror and intimidation. It involved coercion and propaganda. But what was equally important was training and equipping fighters—no matter if they were US special operations teams or local forces—with the most cutting-edge military tech available: better weapons, better uniforms, better transportation, better intelligence, and a better understanding of what made the locals tick. “The way Godel saw it, the Pentagon needed to develop advanced weaponry, based on technology that was not just nuclear technology, but that could deal with this coming threat,” writes Jacobsen.33


Godel proselytized this new vision back in the United States, lecturing and speaking about his counterinsurgency theories at military institutions around the country. In the meantime, the newly created ARPA tapped him to run its vaguely named Office of Foreign Developments, from which he would manage the agency’s covert operations. The job was murky, highly secretive, and extremely fluid. Godel would oversee the agency’s highly classified missile and satellite projects one moment, then hatch plans to nuke an area on behalf of the National Security Agency the next. One such plan involved ARPA detonating a nuclear bomb on a small island in the Indian Ocean. The idea was to create a perfectly parabolic crater that could fit a giant antenna the NSA wanted to build to catch faint Soviet radio signals that had scattered into space and bounced back off the moon. “ARPA guaranteed a minimum residual radioactivity and the proper shape of the crater in which the antenna subsequently would be placed,” an NSA official said. “We never pursued this possibility. The nuclear moratorium between the US and the USSR was signed somewhat later and this disappeared.”34


When Godel was not devising plans to blast small tropical islands, he was pursuing his main passion: high-tech counterinsurgency. As Jacobsen recounts in Pentagon’s Brain: “Godel was now in a position to create and implement the very programs he had been telling war college audiences across the country needed to be created. Through inserting a U.S. military presence into foreign lands threatened by communism—through advanced science and technology—democracy would prevail and communism would fail. This quest would quickly become Godel’s obsession.”35


Meanwhile, in his work for ARPA he traveled to Southeast Asia to assess the growing Viet Minh insurgency and booked a trip to Australia to talk counterinsurgency and scope out a potential polar satellite launch site.36 All through this time he pushed his main line: the United States needed to establish a counterinsurgency agency to take on the communist threat. In a series of memos to the assistant secretary of defense, Godel argued, “Conventionally trained, conventionally organized and conventionally equipped military organizations are incapable of employment in anti-guerrilla operations.” Despite the overwhelming size superiority of the South Vietnamese army, it had not been able to put down a much smaller armed insurrection, he pointed out. He pushed for letting ARPA set up a counterinsurgency research center in the field—first to scientifically study and understand the needs of local anti-insurgency forces and then to use the findings to set up local paramilitaries. “These forces should be provided not with conventional arms and equipment requiring third- and fourth-level maintenance but with a capability to be farmers or taxi drivers during the day and anti-guerrilla forces at night,” he wrote.37


Godel’s vision clashed with the dominant US Army thinking at the time, and his proposals did not generate much enthusiasm with President Eisenhower’s people. But they were on their way out, anyway, and he found an eager audience in the incoming administration.



Bugging the Battlefield


John F. Kennedy was sworn in as the thirty-fifth president of the United States on January 20, 1961. Young and dashing, the former Massachusetts senator was progressive on domestic politics and a committed Cold War hawk on foreign policy. His election ushered in a crop of young elite technocrats who truly believed in the power of science and technology to solve the world’s problems. And there were a lot of problems to be solved. It wasn’t just the Soviet Union. Kennedy faced regional insurgencies against American-allied governments all around the world: Cuba, Algiers, Vietnam and Laos, Nicaragua, Guatemala, and Lebanon. Many of these conflicts came out of local movements, recruited local fighters, and were supported by local populations. Countering them was not something that a traditional big military operation or a tactical nuclear strike could solve.


Two months after taking office, President Kennedy delivered a message to Congress arguing for the need to expand and modernize America’s military posture to meet this new threat. “The Free World’s security can be endangered not only by a nuclear attack, but also by being slowly nibbled away at the periphery, regardless of our strategic power, by forces of subversion, infiltration, intimidation, indirect or non-overt aggression, internal revolution, diplomatic blackmail, guerrilla warfare or a series of limited wars,” he said, forcefully arguing for new methods of dealing with insurgencies and local rebellion. “We need a greater ability to deal with guerrilla forces, insurrections, and subversion. Much of our effort to create guerrilla and anti-guerrilla capabilities has in the past been aimed at general war. We must be ready now to deal with any size of force, including small externally supported bands of men; and we must help train local forces to be equally effective.”38


The president wanted a better way of countering communism—and ARPA seemed the perfect vehicle for carrying out his vision.


Shortly after the speech, advisers from the CIA, the Pentagon, and the State Department drew up a plan of action for a huge program of covert military, economic, and psychological warfare initiatives to deal with what Kennedy saw as the biggest problem: the growing insurrection in Vietnam and Laos. The plan included William Godel’s personal obsession: Project Agile, a high-tech counterinsurgency research and development program.39 At a National Security Council meeting on April 29, 1961, President Kennedy signed his name to it: “Assist the G.V.N. [Government of Vietnam] to establish a Combat Development and Test Center in South Vietnam to develop, with the help of modern technology, new techniques for use against the Viet Cong forces.”40


With those few short lines, ARPA’s Project Agile was born. Agile was embedded in a much larger military and diplomatic program initiated by President Kennedy and aimed at shoring up the government of South Vietnam against a growing rebel offensive. The program would very quickly escalate into a full-blown and, ultimately, disastrous military campaign. But for ARPA, it was a new lease on life. It made the agency relevant again and put it at the center of the action.


Godel operated Agile with a free hand and reported to Edward Lansdale, a retired air force officer who ran the CIA’s covert counterinsurgency operations in Vietnam.41 Because of a need for secrecy—the United States was not officially involved militarily in Vietnam—a thick fog hung over the project. “Reporting directly to Lansdale, he conducted work so secret that even the heads of ARPA, let alone the rank and file employees, were unaware of specifics,” writes Sharon Weinberger in The Imagineers of War, her history of ARPA.42


The initial focus of activity was ARPA’s top-secret Combat Development and Test Center, the cluster of buildings on the bank of the Saigon River that Godel helped set up in the summer of 1961. The program started with a single location and a relatively straightforward mission: to develop weapons and adapt counterinsurgency battlefield gadgets for use in the dense and sweltering jungles of Southeast Asia.43 But as US military presence increased in Vietnam and finally morphed into a full-on, grinding war, the project grew in scope and ambition.44 It opened several other large research and development complexes in Thailand as well as smaller outposts in Lebanon and Panama. The agency did not just develop and test weapons technology but also formulated strategy, trained indigenous forces, and took part in counterinsurgency raids and psychological operations missions.45 More and more, it took on a role that would have felt right at home in the CIA. It also went global, aiming its sights on quelling insurgencies and left-wing or socialist political movements wherever they were—including back home in the United States.


The agency tested light combat arms for the South Vietnamese military, which led to the adoption of the AR-15 and M-16 as standard-issue rifles. It helped develop a light surveillance aircraft that glided silently above the jungle canopy. It formulated field rations and food suited to the hot, wet climate. It bankrolled the creation of sophisticated electronic surveillance systems and funded elaborate efforts to collect all manner of conflict-related intelligence. It worked on improving military communication technology to make it function in dense forest. It developed portable radar installations that could be floated up on a balloon, a technology that was quickly deployed commercially back in the United States to monitor the borders for illegal crossings.46 It also designed vehicles that could better traverse the boggy landscape, a prototype “mechanical elephant” similar to the four-legged robots that DARPA and Google developed a half-century later.47


ARPA frequently pushed way past the boundaries of what was considered technologically possible and pioneered electronic surveillance systems that were decades ahead of their time. It played a big role in some of the most ambitious initiatives. That included Project Igloo White, a multi-billion-dollar computerized surveillance barrier.48 Operated out of a secret air force base in Thailand, Igloo White involved depositing thousands of radio-controlled seismic sensors, microphones, and heat and urine detectors in the jungle. These eavesdropping devices, shaped like sticks or plants and usually dropped from airplanes, transmitted signals to a centralized computer control center to alert technicians of any movement in the bush.49 If anything moved, an air strike was called in and the area was blanketed with bombs and napalm. Igloo White was like a giant wireless alarm system that spanned hundreds of miles of jungle. As the US Air Force explained: “We are, in effect, bugging the battlefield.”50


John T. Halliday, a retired air force pilot, described the Igloo White operation center in Thailand in his memoir. “Remember those huge electronic boards from the movie Dr. Strangelove that showed Russian bombers headed for the U.S. and ours headed at them?” he wrote. “Well, Task Force Alpha is a lot like that except with real-time displays in full color, three stories tall—it’s the whole goddamned Ho Chi Minh Trail in full, living color.”51


Halliday was part of a team that flew nighttime bombing raids over the Ho Chi Minh Trail, targeting supply convoys on the basis of intel provided by this electronic fence. He and his unit were amazed by the futuristic nature of it all:




Step out of the jungle and inside the building, you step back into America—but an America fifteen years from now… maybe 1984. It’s beautiful… gleaming tile floors… glass walls everywhere. They have a full cafeteria where you can get anything you want. They even have real milk, not that powdered crap we get at the mess hall. And air-conditioning? The whole damned place is air-conditioned. There’s even a bowling alley and a movie theater. I and a whole bunch of civilians who look like IBM guys running around in three-piece suits all wearing glasses… it’s “Geek Central.” We never see them over on our part of the base, so I guess they have everything they need in there.


Then there’s this main control room that looks like the one we saw on TV during the Apollo moon shots, or maybe something out of a James Bond movie. There’s computer terminals everywhere. But the main feature is this huge, three-story-tall Lucite… or maybe it’s plastic, I don’t know… full-color depiction of the whole Ho Chi Minh Trail with a real-time depiction of trucks coming down the trail. It’s wild, man.52





Igloo White ran for five years with a total cost of somewhere near $5 billion—roughly $30 billion today. Though widely praised at the time, the project was ultimately judged an operational failure. “The guerrillas had simply learned to confuse the American sensors with tape-recorded truck noises, bags of urine, and other decoys, provoking the release of countless tons of bombs onto empty jungle corridors which they then traversed at their leisure,” according to historian Paul N. Edwards.53 Despite the failure, Igloo White’s “electronic fence” technology was deployed a few years later along America’s border with Mexico.54


Project Agile was a huge hit with the South Vietnamese government. President Diem made several visits to the ARPA research center in Saigon and personally met with Godel and the rest of the ARPA team there.55 The president had one main condition: American involvement must remain secret. Godel was of the same mind. Back home, to justify the need for a new counterinsurgency approach, he frequently trotted out what President Diem told him: “The one way we lose is if the Americans come in here.”


Know Your Enemy


To William Godel, high-tech counterinsurgency was about more than just developing modern killing methods. It was also about surveilling, studying, and understanding the people and cultures where the insurrection was taking place. It was all part of his vision for the future of warfare: to use American advanced science to defeat the superior discipline, motivation, and support of local insurgents. The idea was to understand what made them resist and fight, and what it would take to change their minds.56 The ultimate aim was to find a way to predict local insurgencies and stop them before they had time to mature. The problem in Southeast Asia was that Americans were operating in environments and cultures they did not understand. So how to ensure the military was making the right decisions?


In the early 1960s, defense and foreign policy circles were awash in seminars, meetings, reports, and courses trying to establish proper counterinsurgency policy and doctrine. At one influential multiagency seminar organized by the US Army and attended by Godel’s ARPA colleagues, a military researcher described the difficulty of fighting counterinsurgencies in a very direct manner: “The problem is… that we must operate in a strange cultural environment and influence persons with different cultural values, customs, mores, beliefs, and attitudes.” He concluded with a stark statement: “The same bullet will kill with just about the same effectiveness whether used against a target in the United States, Africa, or Asia. However, the effectiveness of the counterinsurgency weapon is dependent upon the specific target.”57


The Pentagon started throwing money at social and behavioral scientists, hiring them to make sure America’s “counterinsurgency weapon” always hit its target, regardless of the culture in which it was being fired. Under William Godel, ARPA became one of the main pipelines for these programs, helping to weaponize anthropology, psychology, and sociology and putting them in the service of American counterinsurgency. ARPA doled out millions to studies of Vietnamese peasants, captured North Vietnamese fighters, and rebellious hill tribes of northern Thailand. Swarms of ARPA contractors—anthropologists, political scientists, linguists, and sociologists—passed through poor villages, putting people under a microscope, measuring, gathering data, interviewing, studying, assessing, and reporting.58 The idea was to understand the enemy, to know their hopes, their fears, their dreams, their social networks, and their relationships to power.59


The RAND Corporation, under an ARPA contract, did most of this work. Based out of a building overlooking the wide, tan beaches of Santa Monica, RAND was a powerful military and intelligence contractor that had been created by the US Air Force several decades earlier as a private-public research agency.60 In the 1950s, RAND was central to formulating America’s belligerent nuclear policy. In the 1960s, it added a big counterinsurgency division and became a de facto privatized extension of ARPA’s Project Agile. ARPA placed the orders; RAND hired the people and got the job done.


In one major effort, RAND scientists studied the effectiveness of the Strategic Hamlet initiative, a pacification effort that had been developed and pushed by Godel and Project Agile and that involved the forced resettlement of South Vietnamese peasants from their traditional villages into new areas that were walled off and made “safe” from rebel infiltration.61 In another study commissioned by ARPA, RAND contractors were tasked with answering questions that nagged the Americans: Why were North Vietnamese fighters not defecting to our side? What was it about their cause? Weren’t the communists supposed to be brutal to their own people? Don’t they want to live like we do in America? Why was their morale so high? And what could be done to undermine their confidence?62 They conducted twenty-four hundred interviews of North Vietnamese prisoners and defectors and generated tens of thousands of pages of intelligence in pursuit of this goal.63


At the same time, ARPA funded multiple projects aimed at studying local populations to pinpoint the social and cultural factors that could be used to predict why and when tribes would go insurgent. One initiative, contracted with RAND, sent a team of political scientists and anthropologists from UCLA and UC Berkeley to Thailand to map out “the religious systems, value systems, group dynamics, civil-military relationships” of Thai hill tribes, focusing in particular on predictive behavior.64 “The objective of this task is to determine the most likely sources of social conflict in Northeast Thailand, concentrating on those local problems and attitudes which could be exploited by the Communists,” reads the report.65 Another study in Thailand, carried out for ARPA by the CIA-connected American Institutes for Research (AIR), aimed at gauging the effectiveness of applied counterinsurgency techniques against rebellious hill tribes—practices such as assassinating tribal leaders, forcibly relocating villages, and using artificially induced famine to pacify rebellious populations.66


A 1970 investigation for Ramparts magazine detailed the effects of these brutal concentration camp–style counterinsurgency methods on a rebellious minority Thai hill tribe known as the Meo. “Conditions in the Meo resettlement villages are harsh, strongly reminiscent of the American Indian reservations of the 19th century. The people lack sufficient rice and water, and corrupt local agents pocket the funds appropriated for the Meo in Bangkok.” The magazine quoted an eye witness report: “Physical hardship and psychological strain have taken a heavy toll on these people. They are gaunt and sickly; many are in a permanent state of semi-withdrawal stimulated by the shortage of opium to feed lifelong habits. Yet the decay of the Meos’ spirit is even more distressing than the deterioration of their bodies. They have lost all semblance of inner strength and independence: they seem to have withered, while assuming the manner of the humbled.”67


An even more disturbing dimension of the AIR’s pacification work in Thailand was that it was supposed to serve as a model for counterinsurgency operations elsewhere in the world—including against black people living in American inner cities, where race riots were breaking out at the time. “The potential applicability of the findings in the United States will also receive special attention. In many of our key domestic programs, especially those directed at disadvantaged sub-cultures, the methodological problems are similar to those described in this proposal,” reads the project’s proposal. “The application of the Thai findings at home constitutes a potentially most significant project contribution.”68


That’s exactly what happened. After the war, researchers, including a young Charles Murray (author of The Bell Curve), who had worked on counterinsurgency programs for ARPA in Southeast Asia, returned to the United States and began to apply the pacification ideas they developed in the jungles to the thorny domestic issues of class, race, and economic inequality.69 The effects were just as disastrous at home as they were overseas, giving a modern scientific veneer to public policies that reinforced racism and structural poverty.70


As the AIR proposal had not so subtly hinted, ARPA’s behavioral science programs in Southeast Asia went hand in hand with a bloodier and more traditional counterinsurgency policy: covert programs of murder, terror, and torture that collectively came to be known as the Phoenix Program.


One of the guiding lights of this dark side of counterinsurgency was Edward Lansdale, a former Levi Strauss and Company executive who learned the trade fighting the communist insurgency in the Philippines after World War II.71 Lansdale’s hallmark psychological warfare strategy was using local myths and beliefs to induce primal terror and fear in his targets. A celebrated trick was exploitation of a Filipino belief in the existence of vampires to scare communist guerrillas. “One of Lansdale’s counter-terror psy-war tactics was to string a captured Communist guerrilla upside down from a tree, stab him in the neck with a stiletto, and drain his blood,” explained Douglas Valentine, a journalist who exposed the Phoenix Program. “The terrorized Commies fled the area and the terrified villagers, who believed in vampires, begged the government for protection.”72 Lansdale, who would become Godel’s boss, replicated the Philippine strategy in Vietnam: assassinations, death squads, torture, and the obliteration of entire villages.73 It was all meant to “deincentivize” peasants from helping the North Vietnamese rebels. Somewhere between forty thousand and eighty thousand Vietnamese were killed in the Phoenix Program’s targeted assassinations; the CIA estimates the number closer to twenty thousand.


By the late 1960s, the Vietnam War had turned into a meat grinder. In 1967, 11,363 American soldiers lost their lives. A year later, that number climbed to almost 17,000. By 1970, American soldiers no longer wanted to fight. There was chaos on the battlefield and insubordination back at base. There were hundreds of cases of “fragging,” superior officers killed by their own soldiers. Drug use was rampant. Soldiers were wasted—drunk, high on grass and opium. ARPA’s Project Agile was not immune to the transformation but connected to it. Indeed, according to a former head of ARPA, William Godel was personally involved with “Air America” missions to supply the CIA’s covert war in Laos, an operation that, according to credible reports, involved smuggling heroin to finance anticommunist militias.74


As Saigon turned into a military camp full of booze, heroin, prostitution, and cheap thrills, ARPA’s research center became a bizarre nexus of stuffy anthropologists, spies, generals, South Vietnamese officials, and sociopathic commandos passing on their way to terror missions deep inside enemy-controlled territory. An old French colonial villa in the city that housed RAND scientists became a social hub for this weird scene, by day a working command center, by night a dinner-and-cocktail-party venue.75


A strange pseudoscience emerged. Blending free-market economics and rational choice theory, military planners and scientists viewed the Vietnamese as automatons, nothing more than rational individuals who were acting purely in their own self-interest. They had no bigger guiding values or ideals—no patriotism, no loyalty to their communities or traditions or to some bigger political idea. They were interested in nothing other than maximizing positive outcomes for themselves. The trick would be to peel the Vietnamese away from the insurgency through a mix of marketing, consumer-style incentives, and a bit of tough love when nothing else worked. Cash handouts, jobs, small infrastructure improvements, land privatization schemes, anticommunist propaganda, crop destruction, mutilations, murder, assassinations—all these were legitimate variables to throw into the coercion equation.76


Some began to doubt America’s mission in Vietnam and questioned the purpose of ARPA’s scientific approach to counterinsurgency. Anthony Russo, a RAND contractor who worked on ARPA projects and who would later help Daniel Ellsberg leak the Pentagon Papers, discovered that when results of ARPA studies contradicted military wishes, his bosses simply suppressed and discarded them.77


“The more I grew to admire Asian culture—especially Vietnamese,” Russo wrote in 1972, “the more I was outraged at the Orwellian horror of the U.S. military machine grinding through Vietnam and destroying everything in its path. Tens of thousands of Vietnamese girls were turned into prostitutes; streets that had been lined with beautiful trees were denuded to make room for the big military trucks. I was fed up with the horror and disgusted by the petulance and pettiness with which the RAND Corporation conducted its business.”78


He believed that ARPA’s entire Project Agile apparatus was a giant racket used by military planners to give scientific cover to whichever existing war policies they were intent on pursuing. This wasn’t cutting-edge military science, but a boondoggle and a fraud. The only people benefiting from Project Agile were the private military contracting firms hired to do the work.


Even William Godel, the counterinsurgency star who started the program, got caught up in a petty embezzlement scheme that involved the misappropriation of part of the $18,000 in cash that he had carried to Saigon in 1961 to set up Project Agile.79 It was a bizarre case that involved an almost insignificant sum of money. Some of his colleagues hinted that it was politically motivated, but it didn’t matter. Godel was ultimately convicted of conspiracy to commit embezzlement and sentenced to five years in prison.80


Other ARPA contractors had reservations about their work in Vietnam as well, but the mission rolled on. Fraudulent or not, Project Agile turned Southeast Asia, from Thailand to Laos and Vietnam, into a giant laboratory. Every tribe, every jungle path, every captured guerrilla was to be studied and analyzed and monitored and understood. While assassination teams terrorized the rural population of Vietnam, ARPA scientists were there to log and measure program effectiveness. Incentive programs were designed and then monitored, analyzed, tweaked, and monitored again. ARPA didn’t just bug the battlefield; it tried to bug entire societies.


Interviews, polls, population counts, detailed anthropological studies of various tribes, maps, available weapons, migration studies, social networks, agricultural practices, dossiers—all this information poured out of ARPA’s centers in Vietnam and Thailand. But there was a problem. The agency was drowning in data: typewritten paper reports, punch cards, giant tape reels, index cards, and tons of crude computer printouts. There was so much information coming in that it was effectively useless. What good was all this intel if no one could find what they needed? Something had to be done.















Chapter 2



Command, Control, and Counterinsurgency




What separates military intelligence in the United States from its counter-parts in totalitarian states is not its capabilities, but its intentions. This is a significant distinction, but one which may not wholly reassure many Americans.


—Christopher Pyle, “Army Surveillance of Civilians: A Documentary Analysis,” 1973




Early Monday morning, October 1, 1962, a man named J. C. R. Licklider woke up in an apartment along the Potomac River across from the White House. He ate breakfast, said goodbye to his wife and daughters, and drove the short way to the Pentagon to start his new job as director of ARPA’s Behavioral Science and Command and Control Research divisions.


Settling into his modest office, he surveyed the scene. For the past few years, those in defense circles had pushed to upgrade America’s military and intelligence communication systems. As soon as he came into office, President Kennedy had complained about the difficulty of effectively exercising command of US military forces. He found himself blind and deaf at the most crucial moments, unable to get real-time intelligence updates or to communicate timely commands to commanders in the field. Believing that military commanders were using the outdated technology as cover to buck his authority and ignore instructions, he pushed Defense Secretary Robert McNamara to investigate solutions. He also harangued Congress about the need to develop “a truly unified, nationwide, indestructible system to insure high-level command, communication and control.”1


Licklider agreed. America’s defense communication systems were indeed pathetically outdated. They simply could not effectively respond to the challenges of the day: dozens of small-scale wars and insurgencies happening in distant places no one knew a damn thing about. All that combined with the ever-present threat of nuclear strikes that could decapitate huge chunks of military command. But what exactly would such a new system look like? What components would it have? What new technologies needed to be invented for it to work? Few people in the Pentagon knew the answers. Licklider was one of the few.


Joseph Carl Robnett Licklider—a ridiculously long name—was simply called “Lick.” He wore Coke-bottle glasses and three-piece suits and was known for his Coca-Cola addiction. In rarified military circles, Lick had a reputation as a brilliant psychologist and a computer futurist with some far-out ideas about the coming age of the man-machine.


He was born in 1915 in St. Louis, Missouri. His father, a Baptist minister and the head of the St. Louis Chamber of Commerce, was a God-fearing, business-oriented man. Lick made his dad proud. In 1937, he graduated from Washington University in St. Louis with a triple major in psychology, mathematics, and physics and then moved on to study how animals processed sound, which mostly involved slicing cats’ skulls open and zapping their brains with electricity.2 During World War II, Lick was recruited to work at Harvard’s Psycho-Acoustic Laboratory, which was established with lavish funding from the US Air Force to study human speech, hearing, and communication.3 At this lab he met his future wife, Louise Thomas, who worked as a secretary in a military research center. She considered herself a socialist and even brought her copy of Socialist Worker to the office. She’d leave it on the edge of her desk so that the men in the lab could grab it on the way to the bathroom and have something to read while they were on the can.


After the war, Lick left Harvard for the Massachusetts Institute of Technology. There, he came into contact with the world’s first networked digital computer surveillance system. It changed the trajectory of his life.


Soviet Nukes


At precisely 7:00 a.m. on August 29, 1949, engineers sitting in a fortified bunker on the isolated steppes of the Kazakh Soviet Socialist Republic threw a switch and detonated the first Soviet nuclear bomb: First Lightning, codename RDS-1.4 The bomb was set up on a wooden tower surrounded by mock buildings and industrial and military machinery trucked there to test the effects of the blast: a T-34 tank, brick buildings, a metal bridge, a small section of a railroad complete with railroad cars, automobiles, trucks, field artillery, an airplane, and over a thousand different live animals—dogs, rats, pigs, sheep, guinea pigs, and rabbits—tied down in trenches, behind walls, and inside vehicles.


It was a fairly small bomb, around the size of the one dropped on Nagasaki. In fact, it was almost a one-to-one replica of Fat Man, as that bomb was known. Before and after photos of the site show heavy damage. Many of the animals died instantly. Those that didn’t were badly burned and died of radiation exposure. Lavrentiy Beria, the notorious NKVD (People’s Commissariat for Internal Affairs, a Soviet secret police organization) chief, was there to observe. He cabled Stalin: the test was a success.5


News of the explosion threw America’s military establishment into a panicked frenzy. US nuclear dominance was no more. The Soviet Union now had the capability to launch a nuclear strike against the United States; all it needed was a long-range bomber. This posed a serious problem.


America’s early warning radar system was sparse and full of holes. The process of tracking airplanes was done by hand: uniformed military men sitting in dark rooms filled with cigarette smoke, watching primitive green radar screens, barking out coordinates and jotting them down on glass boards, and then radioing commands to pilots. The system would be useless in the face of a large, targeted nuclear attack by air.


A report of a special body convened by the US Air Force recommended that the early warning radar system be automated: radar information should be digitized, sent over wires, and processed in real time by computers.6 In 1950, this recommendation was more than just ambitious—it was a crackpot idea. MIT professor George Valley, who headed the air force study, asked several computer companies if they would be able to build such a real-time computer system. He was laughed out of the room. The technology for real-time data processing, especially from multiple radar installations that were hundreds of miles away from the central computer, just did not exist. Nothing even came close.


If the air force wanted an automated radar system, it would have to invent a computer powerful enough to handle the job. Luckily, the Pentagon was already a prime mover and shaker in this field.


During World War II, the US military played a leading role in advancing the primitive state of digital computer technology. The reasons for this were many, and all of them central to the war effort. One was cryptography. The navy’s intelligence division, as well as several other predecessor agencies to the National Security Agency, had long used specialized IBM punch card tabulators to perform cryptographic analysis and code breaking. During the war, they were faced with advanced Nazi encryption techniques and needed machines that could work faster and with much more complicated code. Digital computers were the only thing that could get the job done.


Other services were also desperate for machines that could carry out mathematical calculations at high speeds, but for a slightly different reason. During the war, powerful new cannons and field artillery rolled off production lines and headed out to the European and Pacific theaters. All this firepower was useless if it couldn’t be properly aimed. Artillery, big guns that can hit targets a dozen miles away, don’t shoot in a straight trajectory but lob shells at a slight angle so that they descend on far-off targets after tracing a parabolic arc. Each gun has a firing table that specifies the angle at which to fire so shells hit their mark. Firing tables aren’t simple, one-page sheets but thick booklets with hundreds of variables in the equations. The 155-millimeter “Long Tom” field cannon, one of the most popular big guns used during World War II, incorporates five hundred variables in its firing table.7 Air temperature, gunpowder temperature, elevation, humidity, wind speed and direction, and even soil type—all are important environmental factors required in the complex calculations.


Not surprisingly, these charts were treacherous to calculate. All the variables in hundreds of permutations had to be plugged in and worked out by hand. Mistakes regularly crept in and calculations restarted from scratch. Just one firing table for one type of gun could take more than a month to complete. And there were surprises: the army discovered that tables calculated to work in Europe didn’t work in Africa because the soil variables were different; though the guns were delivered, they were little more than dead weight until the firing data could be recalculated from scratch.8 Squads of clerks—usually women—worked around the clock using pen, paper, and mechanical adding aids to crunch the numbers. These women were called “computers” before digital computers existed, and they were incredibly important to the war effort.9 Firing tables were of such vital significance that both the navy and the army funded separate efforts to build automated calculators—all in the service of aiming giant killing machines—and helped develop the first digital computers in the process. Most notable among them was the ENIAC, built for the army by a team of mathematicians and engineers at University of Pennsylvania’s Moore School of Electrical Engineering. The computer was an instant sensation.


“Robot Calculator Knocks Out Figures Like Chain Lightning” declared a newspaper headline in 1948 in an article reporting the unveiling of the ENIAC:




Philadelphia, PA—The war department tonight unveiled “the world’s fastest calculating machine” and said the robot possibly opened the mathematical way to better living for every man.


Improved industrial products, better communication and transportation, superior weather forecasting and other advances in science and engineering may be made possible, the army said, from the development of “the first all-electronic general-purpose computer.”


The army described the machine as 1,000 times faster than the most advanced calculating machine previously built and declared the apparatus makes it possible “to solve in hours problems which would take years” on any other machine.


Does Everything


The machine, which can add, subtract, multiply, divide and compute square root, as well as do most complex calculations based on those operations, is called the “ENIAC”—short for “electronic numerical integrator and computer.” It also has been nicknamed the “mechanical Einstein.”10





The ENIAC didn’t come fast enough to help with the war, but it stayed in operation for nearly a decade, crunching firing tables, running atomic bomb calculations, and building weather models of the Soviet climate, including mapping the potential spread of fallout from a nuclear war.11 As powerful as it was, the ENIAC wasn’t enough.


To develop the computer and networking technology necessary to power a modern radar defense system, a special research division known as the Lincoln Laboratory was created. Attached to the Massachusetts Institute of Technology and based out of a research campus ten miles east of Cambridge, the Lincoln Lab was a joint project of the navy, air force, army, and IBM. Its sole objective was to build a modern air defense system. An astounding number of resources were thrown at the effort. Thousands of civilian contractors and military personnel were involved over a ten-year period. The software itself took about a thousand man-years to program.12 The entire project cost more than the Manhattan Project, the effort to develop the first atomic weapon.


The Lincoln Lab assembled a monster: the Semi-Automatic Ground Environment, or SAGE. It was the biggest computer system in history and the first real computer network. SAGE was controlled by two dozen “Direction Centers” located strategically around the country. These giant nuclear-proof concrete bunkers housed two IBM computers that together cost $4 billion in today’s dollars, weighed six hundred tons, and took up an acre of floor space; one was always on standby in case the other failed.13 Each control center employed hundreds of people and was connected to land-based and coastal radar arrays, missile silos, and nearby interceptor aircraft bases. The system could track up to four hundred airplanes in real time, scramble fighter jets, launch Nike missiles, and aim antiaircraft cannons.14 SAGE was the eyes, ears, and brains of a massive weapon. It was also the first nationwide computerized surveillance machine—surveillance in the broader sense: a system that collected information from remote sensors, analyzed it, and allowed the military to act on the intelligence it produced.


SAGE was an incredibly sophisticated machine, but in practice it was outdated before it was ever turned on. It went online in the early 1960s, more than three years after the Soviet Union had launched the Sputnik and thereby demonstrated its long-range intercontinental missiles capability. The Soviets could shoot a nuclear payload into space and have it come down anywhere in the United States, and no fancy radar defense system could do anything about it.


On the surface, SAGE was a boondoggle. But in a bigger historical sense it was a phenomenal success. MIT Lincoln Laboratory—with its top-notch engineering talent and nearly limitless resources directed at a narrow set of problems—became more than just a research and development center for a single military project. It turned into a training ground for a new engineering elite: a multidisciplinary group of scientists, academics, government officials, businessmen, and mathematicians who would go on to create the modern computer industry and build the Internet.


And J. C. R. Licklider was at the center of it all. At the Lincoln Laboratory, he worked on the human side of this vast radar computer system and helped develop the system’s graphic display, which had to integrate data from multiple radars and to display real-time heading and speed information that could then be used to guide aircraft interceptors. It was a small but vital component of SAGE, and the work opened his eyes to the possibilities of building tools that integrated people and computers into one continuous system: a man-machine that broke through human physical limitations and created powerful new hybrid beings.


Cyborgs and Cybernetics


The Massachusetts Institute of Technology was ground zero for a new science called cybernetics. Developed by MIT professor Norbert Wiener, cybernetics defined the world as a giant computational machine. It offered a conceptual and mathematical framework for thinking about and designing complex information systems.


Wiener was an odd and brilliant man. He was short, pudgy, with a meaty round head and thick glasses. In his later years, he looked a bit like Hans Moleman from The Simpsons. He was also a true wunderkind. The son of a strict and ambitious academic and Slavic scholar, Wiener was forced to memorize entire books and recite them from memory and to perform complex algebra and trigonometry in his head.15 “My father would be doing his homework for Harvard and I had to stand beside him and recite my lessons by memory, even in Greek, at six years old, and he would ignore me until I made the simplest mistake, then he would verbally reduce me to dust,” he recalled in his autobiography.16


With this kind of training, Wiener went to college at the age of eleven—the “infant prodigy of Boston” one newspaper called him—earned a PhD in mathematics by age eighteen, and, rejected from a job at Harvard, started teaching at MIT. His life of frantic study and pitiless criticism from his father didn’t prepare him for the social dimension of life: he was clumsy, couldn’t talk to women, had few true friends, was depressive, and could barely take care of himself.


His parents arranged his marriage to Margaret Engemann, an immigrant from Germany who had had trouble finding a husband. They had two normal daughters, and the marriage seemed fine, except for one little detail: Margaret was a steadfast supporter of Adolf Hitler and forced their daughters to read Mein Kampf. “One day she told us that the members of her family in Germany had been certified as Judenrein—‘free of Jewish taint.’ She thought we’d be pleased to know,” recalled her daughter. “She said I should not feel sorry for the Jews of Germany because they were not very nice people.” During a Christmas party, she tried to convince guests that Aryan lineage stretched back to the son of God himself. “Jesus was the son of a German mercenary stationed in Jerusalem, and this had been scientifically proven.” It was an awkward situation given that her husband was a Jew of German descent, and her daughters were thereby half Jewish. But this was no ordinary household.


Wiener’s mind was perpetually hungry, devouring everything in its path. He crossed just about every disciplinary boundary, cutting through philosophy, mathematics, engineering, linguistics, physics, psychology, evolutionary biology, neurobiology, and computer science. During World War II, Wiener met a problem that tested the limits of his brilliant multidisciplinary brain. He was recruited to work on a quixotic top-secret venture to build an automatic aiming-targeting mechanism that could increase the effectiveness of ground-to-air antiaircraft cannons. All through the war, he worked on a specialized computer apparatus that used microwave radar to watch, pinpoint, and then predict a plane’s future position on the basis of its pilot’s actions in order to more effectively blast it out of the sky. It was a machine that studied the actions of a human being and responded dynamically to them. While building it, he had a profound insight about the nature of information. He began to see that the communication of information wasn’t just an abstract or ephemeral act but had a powerful physical property to it. Like an invisible force, it could be relied on to trigger a reaction. He also made another simple but profound leap: he realized that communication and transmission of messages were not limited to humans but pervaded all living organisms and could be designed into the mechanical world as well.


Wiener published these ideas in a dense 1948 tract called Cybernetics: Control and Communication in the Animal and the Machine. What was cybernetics? The concept was slippery and maddeningly difficult to define. In simple terms, he described cybernetics as the idea that the biological nervous system and the computer or automatic machine were basically the same thing. They were “devices which make decisions on the basis of decisions they have made in the past,” he explained.17 To Wiener, people and the entire living world could be seen as one giant interlocking information machine, everything responding to everything else in an intricate system of cause, effect, and feedback. He predicted that our lives would increasingly be mediated and enhanced by computers and integrated to the point that there would cease to be any difference between us and the larger cybernetic machine in which we lived.


Despite being full of incomprehensible mathematical proofs and jargon, the book excited the public’s imagination and became an instant best seller. Military circles received it as a revolutionary work as well. What Karl Marx’s Das Kapital did for nineteenth-century socialists, Wiener’s Cybernetics did for America’s anticommunist Cold Warriors. On a very basic level, cybernetics posited that human beings, like all living things, were information processing machines. We were all computers—highly complex, but computers nonetheless. That meant that the military could construct machines that could think like people and act like people: scan for enemy planes and ships, transcribe enemy radio communications, spy on subversives, analyze foreign news for hidden meaning and secret messages—all without needing sleep or food or rest. With computer technology like this, America’s dominance was guaranteed. Cybernetics triggered an elusive decades-long quest by the military to fulfill this particular vision of cybernetics, an effort to create computers with what we now call artificial intelligence.18


Cybernetic concepts, backed by huge amounts of military funding, began to pervade academic disciplines: economics, engineering, psychology, political science, biology, and environmental studies. Neoclassical economists integrated cybernetics into their theories and began looking at markets as distributed information machines.19 Ecologists began to look at the earth itself as a self-regulating computational “bio system,” and cognitive psychologists and cognitive scientists approached the study of the human brain as if it were literally a complex digital computer.20 Political scientists and sociologists began to dream of using cybernetics to create a controlled utopian society, a perfectly well-oiled system where computers and people were integrated into a cohesive whole, managed and controlled to ensure security and prosperity.21 “Put most clearly: in the 1950s both the military and U.S. industry explicitly advocated a messianic understanding of computing, in which computation was the underlying matter of everything in the social world, and could therefore be brought under state-capitalist military control—centralized, hierarchical control,” writes historian David Golumbia in The Cultural Logic of Computation, a groundbreaking study of computational ideology.22


In a big way, this intermeshing of cybernetics and big power was what caused Norbert Wiener to turn against cybernetics almost as soon as he introduced it to the world. He saw scientists and military men taking the narrowest possible interpretation of cybernetics to create better killing machines and more efficient systems of surveillance and control and exploitation. He saw giant corporations using his ideas to automate production and cut labor in their quest for greater wealth and economic power. He began to see that in a society mediated by computer and information systems those who controlled the infrastructure wielded ultimate power.


Wiener envisioned a bleak future and realized that he himself was culpable, comparing his work on cybernetics to that of the world’s greatest scientists who unleashed the destructive power of atomic weapons. In fact, he saw cybernetics in even starker terms than nukes. “The impact of the thinking machine will be a shock certainly of comparable order to that of the atomic bomb,” he said in a 1949 interview. The replacement of human labor with machines—and the social destabilization, mass unemployment, and concentrated economic power, that such change would cause—is what worried Wiener the most.23 “Let us remember that the automatic machine, whatever we think of any feelings it may have or may not have, is the precise economic equivalent of slave labor. Any labor which competes with slave labor must accept the economic conditions of slave labor. It is perfectly clear that this will produce an unemployment situation, in comparison with which the present recession and even the depression of the thirties will seem a pleasant joke,” Wiener wrote in a dark and prescient follow-up book, The Human Use of Human Beings: Cybernetics and Society.24


The destruction would be political and economic.


After popularizing cybernetics, Wiener became a kind of labor and antiwar activist. He reached out to unions to warn them of the danger of automation and the need to take the threat seriously. He turned down offers from giant corporations that wanted help automating their assembly lines according to his cybernetic principles, and refused to work on military research projects. He was against the massive peacetime arms buildup taking place after World War II and publicly lashed out at colleagues for working to help the military build bigger, more efficient tools of destruction. He increasingly hinted at his insider knowledge that a “colossal state machine” was being constructed by government agencies “for the purposes of combat and domination,” a computerized information system that was “sufficiently extensive to include all civilian activities during war, before war and possibly even between wars,” as he described it in The Human Use of Human Beings.


Wiener’s vocal support of labor and his public opposition to corporate and military work made him a pariah among his military contractor–engineer colleagues.25 It also earned him a spot on J. Edgar Hoover’s FBI subversive surveillance list. For years, he was suspected of having communist sympathies, his life documented in a thick FBI file that was closed upon his death in 1964.26



Of Mice and Keyboards


J. C. R. Licklider interacted with Norbert Wiener at MIT and participated in conferences and dinner parties where cybernetic ideas were hashed out, debated, and discussed. He was radicalized by Wiener’s cybernetic vision. Where Wiener saw danger, Lick saw opportunity. He had no qualms about putting this technology in the service of US corporate and military power.


Though most computer engineers thought of computers as little more than oversized calculators, Lick saw them as extensions of the human mind, and he became obsessed with designing machines that could be seamlessly coupled to human beings. In 1960, he published a paper that outlined his vision for the coming “man-computer symbiosis” and described in simple terms the kinds of computer components that needed to be invented to make it happen. The paper essentially described a modern multipurpose computer, complete with a display, keyboard, speech recognition software, networking capabilities, and applications that could be used in real time for a variety of tasks.27 It seems obvious to us now, but back then Lick’s ideas were visionary. His paper was widely circulated in defense circles and earned him an invitation by the Pentagon to do a series of lectures on the topic.28


“My first experience with computers had been listening to a talk by [mathematician John] von Neumann in Chicago back in nineteen forty-eight. It sounded like science fiction then: a machine that could carry out algorithms automatically,” recalled Charles Herzfeld, a physicist who would go on to serve as the director of ARPA in the mid-1960s.29 “But the next big shock was Lick: not only could we use these machines for massive calculations, but we could make them useful in our everyday lives. I listened. I got very excited. And in a very real sense, I became a disciple from then on.”


Indeed, Lick’s papers and interviews show that he thought almost any problem could be solved with the right application of computers. He even came up with a plan to end poverty and “stimulate young ghetto blacks” by having them tinker with computers. He called the process “dynamations,” a 1960s version of an idea that is very popular in Silicon Valley even today, fifty years later: the belief that teaching poor kids to code will somehow magically lift them out of poverty and boost global literacy and education rates.30 “What is difficult to convey in a few words is the almost messianic view carried by Licklider of the potential for advances in the use of computers, the way people could relate to computers, and the resultant impact on how people would come to make decisions,” explained an internal declassified ARPA report.31 Lick infected everyone with his enthusiasm for the coming computer revolution, including top people at ARPA, who were also on a quest to leverage computers to boost military effectiveness.


In 1962, after a brief job interview at the Pentagon, Lick moved his family from Boston to Washington, DC, and went to work building ARPA’s Command and Control Research program from scratch.32


At the time, computers were giant metal monsters that occupied entire basements and were attended by multiple technicians. Despite their complexity and size, they were primitive and had less computational power than a 1990s graphic calculator. They also ran one program at a time, and each one had to be fed in by hand using punch cards. “Imagine trying, for example, to direct a battle with the aid of a computer on such a schedule as this,” Lick explained in his 1960 paper. “You formulate your problem today. Tomorrow you spend with a programmer. Next week the computer devotes 5 minutes to assembling your program and 47 seconds to calculating the answer to your problem. You get a sheet of paper 20 feet long, full of numbers that, instead of providing a final solution, only suggest a tactic that should be explored by simulation. Obviously, the battle would be over before the second step in its planning was begun.”33


And networks? They existed. But, like the network that tied SAGE together, they were usually highly specialized and built for a particular purpose and function. A network would have to be designed and custom built to fit every new situation.


The way Lick saw it, this was the wrong way to handle the command and control technology problem. What ARPA needed was to develop a universal and standardized computer and networking platform that could be modified with minimal effort to handle just about any task: missile tracking, behavioral studies, databases, voice communication, intelligence analysis, or simple text processing and mail functions. This computer framework would have a few basic underlying components. It would be easy to use and have an intuitive graphical user interface, feature a universal operating system and programs that could be loaded onto it, and, most important, would move away from the calculator mode of computer operation by allowing users to work in real time in the same way people interact with one another. Though this may sound basic and obvious, these kinds of computer tools did not exist in the early 1960s.


“There was the belief in the heads of a number of people—a small number—that people could become very much more effective in their thinking and decision making if they had the support of a computer system, good displays, and so forth, good data bases, computation at your command. It was the kind of image that we were working toward the realization of,” explained Lick in an ARPA report.34 “It really wasn’t a command and control research program. It was an interactive computing program. And my belief was, and still is, you can’t really do command and control outside the framework of such a thing.”


The crude state of computer technology meant that Lick’s goal was still years away, and one thing was for sure: it wouldn’t be invented on its own. Someone had to do the work. As Lick saw it, ARPA’s primary mission was to throw money at engineers who could build the underlying computer components that a modern command and control system required. At a minimum, ARPA would at least get people working on computer projects that pointed in the right direction. Lick saw his job in historical terms. He would use ARPA’s budget and influence to push the computer industry into a new territory, one that aligned with his vision and the needs of the defense establishment.


But first, he wanted to make sure that US intelligence agencies hadn’t secretly developed this kind of interactive computing technology already. “I even went over to the CIA and gave them a pitch,” said Lick. “I had to tell them, ‘Look, I do not know what you’re doing about this. I hope you are doing the following. But let me tell you about what I am doing, and then maybe we can figure some way to talk about what the relations are.’” He also arranged a meeting with reps from the NSA and made the same pitch about the beauty of a universal, easy-to-use computer platform. Neither agency was working on interactive computing, but they sure wanted to get their hands on it—“the NSA, they really needed what I wanted,” he recalled in an interview years later.35 Indeed, intelligence agencies were among the first users of the tools ARPA’s command and control program produced just a few years later.


ARPA’s initial Command and Control Research budget was $10 million. Lick spread that cash through his personal and professional networks in the military-academic-contractor world. He bankrolled projects on interactive computing and time sharing, graphical interface design, networking, and artificial intelligence at MIT, UC Berkeley, UCLA, Harvard, Carnegie Mellon University, Stanford, and the RAND Corporation. At MIT, Lick set up one of his biggest and most important initiatives: Project MAC, short for Machine-Aided Cognition, which evolved into a sophisticated interactive computer environment complete with email, bulletin boards, and multiplayer video games. MIT’s Project MAC spawned the first crop of “hackers,” ARPA contractors who tinkered with these giant computers in their free time.


At the Stanford Research Institute, which was also doing ARPA contract work on chemical warfare in Vietnam, Lick funded Douglas C. Engelbart’s Augmentation Research Center. This team became legendary in computer circles. It developed hypertext links, multiuser real-time word processing, video conferencing, and, most notably, the computer mouse. Lick also jumpstarted a whole range of networking projects, efforts that would lead directly to the creation of the Internet. One of these was a $1.5 million joint UCLA–UC Berkeley initiative to develop software and hardware for a network that connected multiple computers to multiple users.36 As a funding proposal explained, this research would be used directly to improve military networks, including the National Military Command System, which was then a new communication system linking the military to the president.37


Lick worked hard and fast, and his efforts at ARPA were remarkable. Companies like General Electric and IBM did not initially accept his ideas about interactive computing. But with his tenacity and ARPA’s funding, his vision gained traction and popularity and ultimately changed the direction of the computer industry. His tenure at ARPA achieved something else as well: computer science became more than just a subdivision of electrical engineering; it developed into a proper field of study of its own.38 The long-term research contracts the ARPA Command and Control Research division handed out to research teams helped seed the creation of independent computer science departments in universities across the country and tied them closely, through funding and personnel, to the US military establishment.


Networking: The Dark Side


Computer history buffs consider Lick one of the most important personalities in the development of computer science and the Internet. A five-hundred-page biography, called The Dream Machine by M. Mitchell Waldrop, chronicles Lick’s life and work. What almost never gets reported, but what comes through the pages and pages of released and declassified government files covering Lick’s tenure at ARPA, is just how much his computer research efforts were infused with the agency’s greater counterinsurgency mission.
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