

[image: cover]




“There have been tyrants … and for a time they can seem


invincible, but in the end they always fall. Think of it. Always.1”


FOREWORD


In this book, you will find the real-life accounts of people who, for one reason or another, found themselves guilty of committing white-collar crimes. Some thought they were doing nothing wrong, but were still convicted, while others intentionally broke the law, but thought they would get away with it. Many buried their secrets deep and successfully avoided detection for a considerable number of years; however, in the end, they were exposed and held to account.


This book is about white-collar crime and the numerous grey areas companies and their employees find themselves in when they stray from the legal and ethical path. Here you will read about power, money and prestige, about crime, immorality, unethical behaviour, old boys’ networks and company secrets – all the things that push successful and wealthy people over the line.


For companies and those who act on their behalf, the business world is a minefield, full of traps that are all too easy to fall into. These dangers are thoroughly explored, and the book discusses where and how such risks emerge and where crimes may occur. For those who commit white-collar crimes, they very often see the world in which they operate in shades of grey. This is a problem when it comes to determining which behaviour is legal and ethical and which isn’t. This is also true for those who interpret the law. The courts are required to intervene to the best of their ability and monitor the ever-changing legal landscape to ensure their decisions strike the correct balance between a successful economy but also properly regulated corporate activity that is both legal and ethical.


White-collar criminals are found engaging in an extremely wide range of activities, from stock frauds and bribery to workplace health and safety violations. This book digs deep into a grubby world of greed-fuelled immorality, tax evasion, counterfeiting, bribery, abuses of power and so much more. Many of the most sensational cases have taken place in the United States, and these are extensively documented here.


In each section of the book, there are numerous case examples of how people have chosen to go the wrong way. The most interesting point is that many of them say not so much about why. Therefore, I will explain the dark side of the human mind theoretically —the forces that drive ordinary people to commit crimes also detailing the white-collar workers’ responsibility and role in organizations—is looked at in detail. Starting with the definitions of business crime and white-collar crime, the book goes on to give multiple examples of improper conduct and criminal activity, especially focusing on bribery.


The temptation experienced by some businesspeople to enrich themselves or perhaps improve business conditions for the company they work for by taking advantage of their position is often enormous – perhaps irresistible – and can, unfortunately, lead too many to break both the law and their ethical responsibilities. I wrote this book so people would learn from the mistakes of others, and avoid making their own. I am fascinated by and interested in the psychological issues related to why white-collar crimes take place repeatedly, such as in banks, and why mere opportunity is enough to make a thief. The underlying narrative of double standards in international law as well as the amount of different moral dimensions cannot be ignored either. Without clear legal frameworks, professional ethics and the moral guidance of a healthy corporate culture, many organisations and the people who work for them can soon find themselves labelled as white-collar criminals.





1 Quote by Mahatma Gandhi.





ACKNOWLEDGEMENTS


I have been very lucky and remain thankful to have had help from Juha Koponen. He and his office have helped me considerably in finishing this book. I would especially like to thank Borenius Attorneys at Law Ltd New York and the Helsinki offices. Sincere thanks to Monika Dziewa and Kenneth Kraszewski for the section dealing with competition law, and also the tax team for their comments on that particular area of law.


In addition, I would like to thank professors Matti S. Kurkela and Matti Rudanko for their continued support. First, for the Finnish business crime book (Business Crime – Minefield of Leaders, Edita Publishing Ltd, 2018), and now for this English international version. I have had many conversations and meetings with both professors, and my interest in white-collar crime has grown over time. In fact, it grew so much that found myself really enjoying the white-collar business crime stories I was reading. My discussions years ago with professors Kurkela and Rudanko helped me realise there was a need for a book on case-specific white-collar business crime. Professor Kurkela pointed out the international need regarding business crime, much of which I had not considered before our discussions. Therefore, I will always remain grateful to him.


I would also like to express my gratitude to all the CEOs, managers, lawyers and directors worldwide who have commented on this book. I have been so lucky to be around these amazing, motivating and inspirational leaders. I have been very fortunate to have also worked with several extraordinary international colleagues and people worldwide. Their encouraging example of how to do things right inspired me to write this book. Since many of you did not wish to be mentioned by name, I only name those who gave their permission—but the rest of you know who you are. Kaisa Mäkelä, CEO, my sincere thanks for commenting on the section on psychology. Your energy and talent helped me understand more deeply the roots of the human mind. Rami Korhonen, CEO, thank you for commenting on the book generally. Your talent for spotting inconsistencies gave me more understanding. Jerry Härkönen, IP lawyer, shared ideas which were inspirational and absolutely needed to give clarity to the section on IPR. Warm thanks go to Linda Piirto, Commercial Counsellor at the Finnish Ministry Foreign Affairs, for commenting on the sections on human rights and CSR. Your comments and modifications were exactly what this book needed. Thanks also go to the qualified language professionals and friends who proofread this book and without whom it would not have been completed.


I also want to express my sincere gratitude to US lawyer Roxanna Chacon for your numerous insightful comments on every chapter in this book. You helped me put my thoughts together.


I would like to offer my sincere thanks to Doctor of Technology Heikki Piirainen for commenting on the text—your contribution was just perfect. You went into details and uncovered issues that needed further reading and more consideration. You really pushed me to the limits of my endurance.


I am extremely grateful to Delingua Language Services and Daniel Merry, English Language Specialist, whose amazing comments were absolutely needed in order to get the book ready. You helped me consider issues more deeply and push this book forward. Your thoughtful advice is much appreciated, and you taught me a lot. I would like to thank the whole team at Edita Publishing Ltd and Nordic Morning Group for helping me write the international version of my book. Your work has been just amazing, and I cannot thank you enough.


Finally, my thanks go to my employer and to my family. I changed jobs in 2019, just when this book project started, and my new employer has supported me in every way possible, for which I could not be more grateful. I do not think I could have found a better workplace, one that has given me the time I needed to write this book. A supportive workplace, a supportive family and an amazing publisher are crucial for writing a book like this.2





2 The originality of this book has been verified with Plagiarisma, Plagiarism Checker and Scribbr.





ABBREVIATIONS





	AFA

	Agence Française Anticorruption





	AI

	Artificial Intelligence





	ASEAN

	Association of Southeast Asian Nations





	AUD

	Australian Dollar





	BEPS

	Base Erosion and Profit Shifting





	Billion

	Thousand million, 1,000,000,000. European term: milliard. American term: billion. American term is used in this book.





	CDO

	Collateralized Debt Obligation (investment product)





	CEO

	Chief Executive Officer





	CFO

	Chief Financial Officer





	CFR

	Council on Foreign Relations





	CFTC

	US Commodity Futures Trading Commission (US)





	CG

	Corporate Governance





	CIA

	Central Intelligence Agency





	CJIP

	La convention judiciaire d’intérêt public





	CLO

	Chief Legal Officer





	CMA

	Competition and Markets Authority





	CMS

	Centers for Medicare & Medicaid Services





	CNBC

	Consumer News and Business Channel





	CNN

	Cable News Network





	Co.

	Company





	CoCom

	Coordinating Committee for Multilateral Export Controls





	CPS

	Crown Prosecution Service





	CSR

	Corporate Social Responsibility





	CTC

	Counter-Terrorism Committee





	DD

	Due Diligence





	DECA

	Development of Espionage and Counterintelligence Awareness





	DGSE

	Direction Générale de la Sécurité Extérieure (FR)





	DOJ

	Department of Justice (US)





	DOS

	Department of State (US)





	
DPA

	Deferred Prosecution Agreement





	DST

	Direction de la Surveillance du territoire (FR)





	EC

	European Commission





	ECJ

	European Court of Justice





	EEC

	European Economic Community





	EFSA

	European Union Food Safety Authority





	EOIR

	Exchange of Tax Information on Request





	ESG

	Environmental, Social and Corporate Governance





	EU

	European Union





	FATF

	Financial Action Task Force (on Money Laundering)





	FBI

	Federal Bureau of Investigation





	FCA

	Financial Conduct Authority





	FCPA

	Foreign Corrupt Practices Act (US)





	FIFA

	Fédération Internationale de Football Association





	FSA

	Financial Services Agency





	FTA

	Forum on Tax Administration





	FTC

	Federal Trade Commission





	G7

	Group of Seven (Canada, France, Germany, Italy, Japan, the United Kingdom and the United States)





	GDPR

	General Data Protection Regulation 2016/679





	GRI

	Global Reporting Initiative





	IAAF

	International Association of Athletics Federations





	IAS

	International Accounting Standards





	ICC

	International Chamber of Commerce





	ICN

	International Competition Network





	ICT

	Information and Communications Technology





	IFRS

	International Financial Reporting Standards





	IMF

	International Monetary Fund





	ILO

	International Labour Organization





	IoT

	Internet of Things





	IPO

	Initial Public Offering





	IPR

	Intellectual Property Rights





	ISAR

	International Standards of Accounting and Reporting





	
ISO

	International Organization for Standardization





	LLC

	Limited Liability Company





	M

	Million





	MFI

	Micro Finance Institution





	NASDAQ

	National Association of Securities Dealers Automated Quotations





	NCP

	National Contact Point





	NGO

	Non-Governmental Organization





	NSA

	National Security Agency





	OCCRP

	Organized Crime and Corruption Reporting Project





	OECD

	Organisation for Economic Co-operation and Development





	OFAC

	Office of Foreign Assets Control





	OFT

	Office of Fair Trading





	OPEC

	Organization of the Petroleum Exporting Countries





	PCAOB

	Public Company Accounting Oversight Board





	PCB

	Polychlorinated Biphenyls





	PNF

	Parquet National Financier (France)





	POIG

	Palm Oil Innovation Group





	PRI

	Principles for Responsible Investment





	RICO

	Racketeer Influenced and Corrupt Organizations





	SAS

	Société par actions simplifiée





	SEC

	US Securities and Exchange Commission





	SFO

	Serious Fraud Office





	SOX

	Sarbanes-Oxley Act





	S.p.A

	Società per Azioni





	SWIFT

	Society for Worldwide Interbank Financial Telecommunication





	TBML

	Trade Based Money Laundering





	TI

	Transparency International





	Trillion

	1,000,000,000,000





	TRIPS

	Agreement on Trade-Related Aspects of Intellectual Property Rights





	U.C.C.

	Uniform Commercial Code





	UK

	United Kingdom





	UN

	United Nations





	UNCAC

	United Nations Convention against Corruption





	
UNGPML

	UN Global Programme against Money Laundering





	UNICEF

	United Nations Children’s Fund





	US

	United States of America





	USC

	United States Code





	WHO

	World Health Organization





	WTO

	World Trade Organization










PART I


A Complex World of Business Crime
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”My father used to always say to me that, you know, if a guy goes out to steal a loaf of bread to feed his family, they’ll give him 10 years, but a guy can do white-collar crime and steal the money of thousands and he’ll get probation and a slap on the wrist.”1


When it comes to understanding the extent of white-collar crime in today’s business world, consider the following: of the top 50 executives in the United States—that is, those who are the leaders, the best of the best—many of them have been convicted and either sent to prison and/or fined for committing white-collar crimes. How is this possible? How can we comprehend that these role models in the business world are crooks? These hard-working and intelligent business leaders have made the near-incomprehensible choice to risk it all. And yet, as sad as it seems, many are prepared to cross the line. For some researchers who have attempted to answer this question, the phenomenon is explained by executives momentarily losing sight of their moral and legal responsibilities. However, the impact of an intuition or gut feeling in a given moment does not by itself explain the crimes that take place in executive suites, that is, the path to perpetrating business crimes is usually a long one and not a spontaneous act.2 We are entering a complex world!


In order to understand what pushes law-abiding businesspeople over the edge, we need to take into account a wide variety of factors, including economic, environmental, legal, genetic, neurological and psychological, and we will do so with numerous examples from around the business world. There are some discussion and examples of genetic, neurological and psychological factors but the hard core is in economic, environmental and legal factors. By focusing on these factors, we see that these rogue executives don’t see the consequences of their actions in the same way as others. For example, Soltes, who interviewed a number of top executives in jail, found that they had a very different mindset from the average employee: they were extremely ambitious, narcissistic, with low levels of self-control and a lack of empathy, all of which combine and lead to an absence of guilt or remorse. One executive he spoke to even stated that while the wrongdoing their case was illegal it was not unethical. This is a key observation: these corporate crooks draw a clear distinction between what is legal and what is ethical. For some, this distinction has even cost them their life: Eli Black, Chairman of United Brands, jumped from the 44th floor of a building in New York after it was revealed that in 1974, he had paid $1.25 million to the president of Honduras to secure a reduction in banana export tax. The shame he felt was too great a burden to carry.3 In such cases, crime may pay in the short term, but the cost to the perpetrator may ultimately be too great.


BUSINESS CRIME AND WHITE-COLLAR CRIME


Before diving into the main subject of this book, white-collar business crime, we need to understand that business crime refers to negative behaviour committed by a company. The FBI uses the term corporate crime. In this book, white-collar business crime consists of 1) business crime and 2) white-collar crime. The image below illustrates how these are linked to each other.
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Image 1. White-collar business crime consists of two elements: business crime and white-collar crime. A business crime is committed by a company, a white-collar crime refers to the crimes of individuals.





Before diving into white-collar business crimes to the micro economic level, let’s look at some macroeconomic factors that explain the complexity of the world. And at some level macroeconomic factors also give more understanding how complexity gives more “chances” for white-collar business crimes.


FIVE KEY MEGATRENDS THAT SHAPE GLOBAL CONSUMER BEHAVIOUR


As we have seen so far in this chapter, the world, especially the environment in which companies do business, is rapidly changing, and new and different megatrends are emerging. This complex international environment has become a dangerous minefield for business leaders. On the one hand, companies rightly fear negative publicity and the losses this may involve. On the other hand, business leaders are also addicted to profit. As Mark Manson in The 3 Paradoxes of Life (2019), has pointed out, if you have enough money, the need for money doesn’t go away, it in fact grows and this creates anxiety. Also, with the increased complexity of the business environment comes the opportunity for improper conduct and even criminal activity.4 Opportunity makes a thief.


White-collar business crimes do not exist in a vacuum but play out in a complex world or economic, political, social, environmental, technological and moral factors that heavily impact on consumer behaviour, which in turn shapes and directs corporate activity. The five most important key megatrends that shape consumer behaviour globally are: 1) shifting economic power, 2) changes in population, 3) environmental shifts and pressures, 4) changes in technology and 5) changes in values.5


The first two megatrends, especially global economic growth and shifts in the global economy (advanced economy stagnation) suggest that the Chinese economy will be 1.8 times larger than the US economy by 2030. In addition, if we look at the fact that by 2030 already three quarters of the world’s population is expected to be connected to the internet, this clearly predicts changes in consumer expectations and pressure on companies. On the other hand, it also provides more opportunities for improper conduct or even criminal activity. This also creates opportunities for companies and inspires new digital business models.6


Regarding the other three megatrends, the global population, lifestyles and purchasing decisions will be very different in the next twenty years due to urbanisation, migration and ageing. Also, it has been seen that a global pandemic such as COVID-19 can severely impact purchasing decisions. Rapid urbanisation and industrialisation have already led to huge pollution and waste problems. When the population increases, the consumption of energy, food and water also increases.7


Ethical consumers buy environmentally responsible products. They also target ethical investments, which means that they invest primarily in companies whose values are close to their own and secondly in those which make a profit. Changing consumer values means that consumers want speed and convenience when it comes to their purchases. They value the experience over material goods. This shift is already happening and, by 2030, it is expected that consumers in developed countries will spend $3.8 billion on services and only $5.3 million on durable goods.8


Importantly, in this context, companies also need to adapt and change the way their people work, i.e. a company’s code of conduct becomes an essential tool in promoting proper corporate behaviour and combatting crime. Transparency in business activities is a commonly held value; however, when abused in practice it becomes a cloak for improper conduct and criminal activity. Transparency is such a key virtue that if it were properly observed, we would not be reading headlines such as the following:9


“European lenders take Libor scandal hit”


“Horse meat in Tesco burgers”


“Volkswagen in meltdown after faked diesel tests”


“High-flying Alibaba executive demoted over personal scandal”


“Japan trade minister Sugawara resigns over money scandal”


ETHICAL CORPORATE BEHAVIOUR


In The 3 Paradoxes of Life (2019), Mark Manson writes: “The anxiety of needing to make money does not go away once we are successful—it instead morphs into an anxiety of not losing the money.” He states three issues you should concentrate on instead of money: 1) control, 2) choice and conformity that leads to growth, 3) discipline and acceptance. Although Manson is talking specifically about relationships, his analysis is a perfect metaphor for considering the directors in a company: healthy companies need a healthy relationship with fine tolerances.10 This, in turn, leads us to ethical corporate behaviour—the principles that guide everyday business: norms, values, ethical and especially unethical practices. In other words, it is about how companies really take care of ethical principles, and how they handle moral dilemmas that arise in the corporate environment in which they operate. Ethics and ethical considerations are everywhere: inside companies, among individuals and in legal systems.11





1 James George Janos also known as Jesse Ventura, former wrestler, American politician and US Navy SEAL veteran.


2 Soltes, 2016, 24–33.


3 Soltes, 2016, 24–33.


4 Manson, 2019.


5 Euromonitor, 2019. Some people even consider ESG information before making, for example, investment decisions. E(conomical), S(ocial), and G(overnance) are megatrends that are here to stay in decision-making processes. In 2019, the Independent Research in Responsible Investment (IRRI) Survey ranked MSCI ESG Research as the best ESG number provider. The research received 954 responses from 44 countries. It is worth keeping in mind, though, that ESG cannot be the only driver when evaluating companies, and in most cases it is likely that companies might not even reveal their ESG numbers. More information Albuquerque – Wallin, 2019.


6 In 2020, there were millions of people who were not part of the digital economy due to the lack of bank accounts. This, in turn, might mean that the Internet of Things (IoT) will be the next crucial evolutionary leap in economic competitiveness and will take machine-to-machine communications totally to the next level. Without IoT, the full usage of AI (artificial intelligence), for example, will never happen. IoT means that technology is spread globally so that everybody can enter into agreements and transfer value without intermediaries. It pays no attention to location or time. This, in turn, means that new generation services will no longer be dependent on, for example, Amazon, Google or Apple platforms. However, IoT needs a nation-wide strategy to succeed. Germany, for example, has already started to construct a national blockchain infrastructure. It goes without saying that all of this creates conditions for criminals as well. PWC, 2017. Nasdaq, 2019. Moné, 2019.


7 In 2022, we are talking about degrowth.


8 The study horizon is between 2018–2030. Ethical and responsible investments are slightly different. Responsible investments are based more on ESG matters, while ethical investments underlie the values of the companies. Euromonitor, 2019.


9 Ahlberg – Romberg, 2019, 5.


10 Manson, 2019.


11 Moriarty, 2017. Ferrell, 2016. The use of the term ”business ethics“ increased dramatically during the 1980s and 1990s. Many major corporations have started to emphasise their commitment to non-economic values: ethics codes, social responsibility measures and charts. Ethics cannot be controlled governmentally, but details and areas of behaviour can be implicitly regulated. Formal ethics regimes were established because large corporations had only limited relationships and sensitivity to the communities in which they operated. Jones – Parker et al., 2005, 17.





1. Bad Apples Among the Good – Defining Business Crime


A company is a business entity with its own legal personality that is separate from the individuals managing its activities. In the worst cases, business crime can lead to the dissolution of a corporate entity, i.e. the dissolution of a company is the equivalent of the death penalty for a person. Under this procedure a company is forced to dissolve or cease to exist due to criminal business activities. Companies do exist as separate corporate entities, but it is the actions of its officers that are imputed to it.


Not all questionable behaviour is considered criminal, and not all jurisdictions regard the same actions in the same way. For example, insider trading, which is generally regarded as improper, could be considered as acceptable in some countries.12


Business crime is often referred to when speaking about white-collar crime, organised crime and state-corporate crime. White-collar professionals are those people who act on behalf of a company. Normally, the interests of white-collar professionals are the same as those of their employer. It is worth bearing in mind that there are also organisations which are established for the sole purpose of crime, such as a company that is set up specifically to launder criminal proceeds. In 2000, De Brie estimated that this type of business crime (gross criminal product) accounts for as much as 20% of world trade.13 Today, two decades later, it is even more. Also, the relationship between a state and a company might make it possible for an individual or individuals to commit crimes.14


How then can this sort of behaviour be regulated? In the United States, it is regulated by civil and criminal law. Companies can commit the same offences as persons. It becomes criminal when the behaviour is proscribed in law as a crime. Simpson argues that we should think more in terms of which behaviour causes mostly loss and damage.15 There is always a link between states and companies or the business sector. It means that the business sector supplies stability and that the state regulates individuals and companies.16 Corporate profitability needs well-managed corporate operations.17


The decision in US v. Southern Pacific Railroad in 1886 is probably the most cited in courts worldwide and therefore crucial. In the decision, a corporation was defined as a legal person.18 The constitution affords protection to all ”legal persons” within its jurisdictions, i.e. to natural as well as artificial legal entities. The 14th amendment in the Constitution of the United States writes that “no State shall make or enforce any law which shall abridge the privileges or immunities of citizens of the United States; nor shall any State deprive any person of life, liberty, or property, without due process of law; nor deny to any person within its jurisdiction the equal protection of the laws”. In English law, a similar decision in found in Salomon v. A Salomon & Co Ltd19. In Australia, China and New Zealand, the definition of a legal person rests on Salomon v. A Salomon. The impact of decisions such as these is that, among other things, a company can own assets and have debts independent of its employees. It has its own legal liability. 20


Not all legal systems recognise corporate criminal liability. It is currently recognised in the United States, Spain and France. Corporate criminal liability exists also in Austria, Denmark, Italy and the Netherlands. In Poland, the discussion on corporate criminal liability is ongoing. German law does not recognise it, but German corporations are subject to fines for administrative violations called Ordnungswidrigkeiten.21


The discussion concerning business crime is a particularly sensitive political question in some parts of the world, such as the UK.22 “The laws in the different jurisdictions provide various scales for the amount of the fine, varying from the type of crime committed, daily rates, size of business, percentage of sales (up to 10%) and a reduction due to the imposition of a compliance structure or the internal investigation efforts of the company. If the responsibility of the company is low due to compliance and cooperative investigation of the case, the prosecution may be concluded against certain charges or with a reduced fine or even without any charges or fine at all.”23 Typically, companies must have efficient compliance and legal controls in order to avoid liability.


Business crime is a mix of social, behavioural and environmental issues.24 This type of crime involves individuals, groups, companies and organisations within an organisational context. It has a lot to do with personality as well as processes and social and environmental factors at both the micro and macro levels. Corporate culture itself—that is, a company’s set of shared attitudes, values, goals and practices—may even lead to deviant acts and a grey zone.25 As Herb Kelleher, Chairman of the Board of Southwest Airlines, has put it: “Culture is what happens when no one is looking.”26


An attempt to understand business crime has been set in motion by investigating cultures such as organised crime, cults, gangs and deviant corporations. In such investigations, deviance was present within a framework of toxic leadership, leveraging reputation through publicity to attract new members, misinformation and violence. This mix of psychological forces, combined with an employer’s need to survive in business life, gives crime a heavy gravitational pull. What all these cultures have in common is that influencers use group dynamics, organisational culture, inter-organisational forces, pressures and constraints. Influencers also use personal, psychological or other internal forces exercising influence over an individual’s behaviour.27


Investigators found that economic cycles result in strain28. This was seen as a precipitating factor in organi-cultural deviance.29 Deviance stems from social pressure and economic forces, which might engage in business crime. Regardless of the background and position of an employee, most strive for monetary success.30


The Federal Bureau of Investigation (FBI) has named and ranked business crime among its highest enforcement priorities. One reason for this is that not only does it lead to “significant financial losses for investors” but “has the potential to cause immeasurable damage to, for example, the US economy and investor confidence”.31





12 Heal – Serafeim, 2019. Please see Hall, 2019.


13 de Brie, 2000.


14 Wikipedia, 2020: Casare Beccaria. Mr. Beccaria (1738–1794) is thought to have pioneered the study of crime and criminology and is therefore called the father of the classical school of criminology.


15 Simpson, 2002.


16 See Snider, 1993. Snider – Pearce, 1995. Pearce – Tombs, 1992. Schulte – Bockholt, 2001. Reed – Yeager, 1996, 357–382. Before Sutherland developed the theory of white-collar crime in 1949, business crime was not recognised officially at all. He was the first person to study this type of crime inside organisations. Schlegel – Weisburd, 1992.


17 Kicenski, 2002.


18 The United States Supreme Court, Santa Clara County v. Southern Pacific Railroad.


19 Salomon v. A Salomon & Co Ltd.


20 Anderson, 2008. Radcliffe, 2009.


21 Jones Day, 2020.


22 This is because of the fatal accidents that happened on the rail network and at sea. The term used to refer more than anything to corporate manslaughter. Moreover, it is used to refer to some technological hazards “posed by business enterprises”. See Wells, 2001.


23 Alliuris, 2019.


24 Later in Part II on white-collar business crime there is more information about Edwin Sutherland (1949), who referred to corporate crime as white-collar crime. In Sutherland‘s view “corporate crime is done by an individual as an isolated end unto itself ”. This means that an individual’s basic needs play an important role. However, that is not all. Business crime is a mix of law, psychology, neuroscience and philosophy, as Soltes, 2016, 8, explains it. For more, see: Sutherland, 1949. Husted, 2008. Gendron – Husted, 2010.


25 Husted, 2008.


26 Milligan, 2016.


27 Gendron – Husted, 2011, II.


28 The term economic cycle means fluctuation of the economy between growth and recession. For example, GDP and interest rates can determine the current economic cycle stage.


29 Gendron – Husted, 2012. The term organi-cultural deviance is also referred to as deviant corporate culture. Both explain how the processes of individual and group socialization work. They also explain how deviant corporate cultures have a link to Abraham Maslow’s (1954) hierarchy of needs. See: Gendron – Husted, 2011, I. Maslow, 1954.


30 During different cycles, companies need different kinds of leaders as well. First, when a company is established, there is a need for a visionary and entrepreneurial personality. These types of leaders are also needed in times of recession. This makes sense since visionary leaders can motivate, innovate and develop new products or services. When the first obstacles arise in economic downturns and the company reaches a certain level of maturity, companies usually want leaders with a more bureaucratic approach. These leaders set standards and operations for the company’s success. At the peak of the business life cycle, the leader type changes again to a person who promises the same as previous leaders but with higher rates of return. However, therein lies the problem: these leaders who tend to display this pseudo-transformational feature are more prone to deviant practices to maintain the illusion of doing better and greater than the previous leaders. See more: Gendron – Husted, 2012. Merton, 1938, 132, 672–682. Cernkovich – Giordano – Rudolph, 2000.


31 The FBI coordinates these issues with the US Securities and Exchange Commission (SEC), Commodity Futures Trading Commission (CFTC), Financial Industry Regulatory Authority, Internal Revenue Service, Department of Labor, Federal Energy Regulatory Commission, the US Postal Inspection Service, and other regulatory and/or law enforcement agencies. See more in FBI, 2020: White Collar Crime. Investopedia, 2020: White Collar Crime.





PART II


White-Collar Crimes and Other Crimes


As we saw in Part I, white-collar business crime is a complex question that requires some understanding of the broader megatrends that influence the business environment as well as the dramatic consequences that can follow from the behaviour of rogue executives, either personally or for the companies they are employed by. The core question remains: why do people in positions of great responsibility commit business crimes? The short answer was stated precisely in a magazine published by Aalto University in Finland: the decision maker is temporarily incapable of seeing the ethical dimension of a decision at stake.32 Let’s take a much closer look at what this means. Most people who commit business crimes might think that their crimes are not harmful to anybody near them. In fact, harm to strangers is easier to accept than harm to people close to you.33


Before we look more into this issue, it is necessary to first distinguish white-collar crime from all the other varieties of crime that are committed within the corporate context. As we are here only concerned with white-collar crime, it is important to be clear about what it is and also what it is not. It means that we have gone from the short explanation of why people commit business crimes to providing a definition of the different types of crimes, designated according to the colour of collar.


The image below represents the different designations of workers and the associated crimes they might commit:
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Image 2. The different designations of workers and the associated crimes they might commit. These all relate to individual crimes.





White-collar crime in almost every instance is non-violent. In most cases, it is committed in order to receive a financial or monetary gain or benefit. According to the FBI, “crimes are characterized by deceit, concealment, or violation of trust”. The motivation for such crimes is normally to obtain or avoid losing money, property, or services, or to secure a personal or business advantage.34


Edwin Sutherland provided what is today regarded as the formal definition of white-collar crime: “a crime committed by a person of respectability and high social status in the course of their occupation.”35 In addition to Sutherland’s definition, white-collar crime is also described by O’Grady and includes:


(i) misrepresentation in financial statements of corporations


(ii) manipulation in the stock market


(iii) commercial bribery


(iv) bribery of public officials, directly or indirectly


(v) misrepresentation in advertisements and salesmanship


(vi) embezzlement and misappropriation of funds


(vii) misapplication of funds in receiverships and bankruptcies”.36


Supervising ethical behaviour is not easy for business organisations. Actually, it is one of the most pervasive and complex problems in any organisation.37 This can be seen as a must-win battle. When leaders decide something, they must get the support of the whole personnel. The support of the personnel cannot risk the ethical stance. If the personnel start to lead the director’s decision-making process at the risk of ethics, leaders lose clear direction and goals, transparency, rectitude, focus, simplicity and right timing.38


BUT WHAT MAKES PEOPLE DO BAD THINGS AND FALL INTO ETHICAL BLINDNESS?


“It is always the same story: top down created corporate cultures that are broken. Cultures that steer people to do wrong things. It has nothing to do with everybody involved being criminals – it is about leaders not thinking carefully about their style of leadership,” says Professor Guido Palazzo of the University of Lausanne.39


It goes without saying that greedy personalities often possess the traits necessary to lead them into unethical decision-making processes. Still, even a person with the best values can become ethically blind under great pressure. People easily become blind within a powerful environment. Take, for example the case of Wells Fargo, where over 5,000 company salespersons were caught acting fraudulently because the environment in which they operated was led by fear. In this case, it was not bad people doing bad things—it was good people with good intentions deciding to act wrongly. People did not really understand the big picture themselves, as they thought they were only doing what managers wanted them to do. Huge scandals of this nature typically involve big companies simply because it is in such environments that no one really has time for ethics. Ethics are certainly mentioned, such as on the company website, but in practice the reality is quite different.40


Gendron and Husted found many aspects that are likely to increase white-collar crime. One of these is group dynamics, which is very similar to how gangs, cults and organised criminal organisations operate. The leaders of such organisations also use pressure with which they influence individual behaviour and cognition. Deviant organisations believe that through social dynamics they can lure in and capture individuals. When an individual starts to demonstrate a need to belong to the organisation, the process starts. When the individual becomes dependent on the organisation and through social pressure and some pressure from an influencer, the individual starts to see their actions in a completely different light and can begin to justify their actions.41


When deviance occurs, it involves aspects of manipulation and twisting the truth, while still maintaining the individual’s basic needs for self-actualisation. This is often called psychological violence. This type of violence might merge with coercive power or monetary threats. What is essential is that organisations maintain a firm grip on these individuals. Moreover, the individuals become psychologically unwilling to leave.42


Harvard Business School identified five warning signals of when a company is edging dangerously close to a scandal: 1) total blindness towards occurrences around the leader; 2) incentives become toxic in nature (before this, fear seems to rise) and, moreover, a sense of urgency is always present which, in turn, lowers the threshold for critical questions; 3) the company’s headquarters seem to be isolated from the company’s other areas, groups or teams, and the headquarters lose their visibility to other areas, and it becomes easy for any leader with an authoritarian mindset to start leading the group badly; 4) decisions are made in isolation; and 5) teams start to compete against each other, and success becomes the norm which defines the individual’s wellbeing. In addition, this type of team starts to use its own vocabulary, in-group jokes and euphemisms.43


In 2019, intensive debate in the US centred on the contention that white-collar crimes are treated more leniently in the US than anywhere else in the world. The discussion escalated when Amy Klobuchar, Democratic Senator for Minnesota and presidential candidate, tweeted: ”Crimes committed in an office building should be treated as seriously as crimes committed on a street corner.” Democratic Congresswoman Alexandria Ocasio-Cortez tweeted that “justice isn’t blind, it’s bought”.


What led to this exchange? US District Court Judge T. S. Ellis sentenced Paul Manafort to 47 months in prison for fraud. The judge’s behaviour and charges against him of fraud were estimated to have cost millions of dollars, leading many to question why the sentence was so shockingly low.


In the US, bank fraud is punishable by up to 30 years in prison and a maximum fine of $1 million. Another example of leniency in a case of white-collar crime concerns the French banker and rogue trader Jerome Kerviel, who was found guilty of one of the biggest banking frauds ever. He lost $4.9 billion through unauthorised transactions. In 2010, he was sentenced to only three years in prison.


Martin Walsh tweeted on 8 March 2019 as follows: “Paul Manafort hides $55m in secret offshore accts to avoid paying $6m tax, defrauds 3 banks of $25m, lies, shows no remorse, sentence recommended 19-24, gets only 47 months. Chrystal Manson accidentally votes in the 2016 US election shows remorse, gets 5 yrs jail”. This tweet illustrates the core problem in the US: people found guilty of other crimes are either sentenced to the maximum the law permits or at least harshly in comparison to white collar economic crimes. According to a study in 2017, “[judges] frequently sentence well below the fraud guideline”.44
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42 Gendron – Husted, 2011, II. One factor that explains white-collar crimes is defense mechanisms. Defense mechanism is “an unconscious or automatic mental activity a person engages in to balance subjectivity and reality. In psychoanalytic theory, they refer to a constellation of mental processes developed to protect the integrity of the ego system (mind). As such, defenses protect against threatening impulses and desires (internally generated) as well as against potential threats from the external environment.” Gerson, 2020. Freud’s defense mechanisms and John Bolwby’s attachment theory explain the crimes at some level. A director could use a defensive mechanism that twists the conception of the world, and this might lead to a wrong assessment in critical thinking. For example, a white-collar worker could analyse a situation purely based on the facts, without any emotions involved. It means that unpleasant issues are put aside. This is Freud’s basic defense mechanism. A white-collar worker could even blame others for something they did not do, in order to protect themself. This is called the unadaptive defense mechanism. The most serious of all are psychotic defense mechanisms, which means that the truth is distorted. One of these mechanisms is denial. In this case, the white-collar worker might deny the existence of some issues or a person. This might happen if they fear something. The other is distorting the truth: the white-collar worker might imagine issues that are not true while another might punish a subordinate because they were angry at the superior in the first place.
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2. Examples of White-Collar Business Crime


Many reported cases of corporate fraud involve accounting schemes. These schemes aim to deceive certain people, such as investors and auditors, by giving untrue information about a corporate entity’s financial affairs. For example, this might occur by manipulating a company’s financial information and share price to suggest the company is doing better financially than it actually is. In addition to the previous chapter, the following are some examples of more recent cases involving accounting scandals.


In 2019, Swedish net operator Ericsson agreed to pay over $1 billion to settle accusations of corruption. According to US prosecutors, Ericsson had used corruption and questionable accounting to secure a better market position in China, Indonesia, Vietnam, Kuwait and Djibouti in the period 2000–2016. Ericsson admitted its internal control was not adequate and it had a lack of respect for ethical codes.45


***


In 2015, the CEO of Japanese electronics conglomerate Toshiba Corporation resigned due to an accounting scandal. The scandal concerned $1.2 billion in overstated operating profits. The actions took place over the seven previous years under three different CEOs. Before the resignation of CEO Hsiao Tanaka, evidence showed that the company had inappropriate accounting practices and misconduct, weak corporate governance, poor internal controls and weak risk management.46


***


In 2003, HealthSouth, one of the largest health care service providers in the US, became aware of certain accounting problems. Executives had falsified earnings reports years before SEC announced exaggerated revenues by $1.4 billion. CEO Richard Scrushy had instructed employees to inflate revenues and overstate the company’s net income. This fraud came to light when CFO William Owens heard Scrushy discussing it and got it on tape. Owens had a dual role—he was also working with the FBI but Scrushy did not know this. Scrushy was convicted of bribery and later was able to arrange a political contribution of $500.000, which gave him a seat on a hospital’s regulatory board.47


***


In 2002, telecommunications giant WorldCom followed Tyco International with an accounting scandal. The company had recorded operating expenses of $3.8 billion (e.g. papers and pencils) as investments for many years. This meant exaggerated profits although the company had already become unprofitable. When the company crashed, the greatest losers were employees and investors.48


***


The year 2002 was memorable in many ways, but also for Tyco International when its unapproved loans and fraudulent stock sales were exposed. Tyco’s CEO Dennis Kozlowski was named by BusinessWeek as one of the Top 25 corporate managers in the world. “Along with CFO Mark Swartz and CLO Mark Belnick, Kozlowski received $170 million in low-to-no interest loans without shareholder approval. Kozlowski and Belnick arranged to sell 7.5 million shares of unauthorised Tyco stock for a reported $450 million. These funds were smuggled out of the company, usually disguised as executive bonuses or benefits. Kozlowski used the funds to pay for his lavish lifestyle, which included multiple properties, an infamous $6,000 shower curtain, and a $2 million birthday party for his wife.” Needless to say, when the scandal came to light, the company’s share price was zero. The executives received sentences of 25 years in jail.49


***


In 2001, the seventh largest company in the US, energy-trading company Enron, collapsed due to complicated accounting practices. The company had used shell companies, which were revealed later when hundreds of millions of dollars in debt was found on the company’s books. The company had fooled investors, accountants and analysts and faked its real financial status. Enron’s chief auditor, David Duncan a partner at Arthur Andersen, ordered thousands of documents to be shredded. This meant not only the end for Enron but also for Arthur Andersen.50


***


In 1997, Canadian mining company Bre-X Minerals Ltd. perpetrated what is probably one of the largest financial frauds in the industry’s history. The company had a property in Indonesia, which was considered to be the world’s richest gold mine, with 200 million ounces of gold. With this information in 1995, the stock price went up as high as CAD$286.50 with split adjusting. This turned ordinary shareholders into millionaires overnight, with a company market capitalisation of a staggering CAD$6 billion. In late 1997, the claims made about the gold mine were shown to be fraudulent.51


If an employee enriches themself to the financial detriment of investors or other parties, it is also considered to be corporate fraud, known as self-dealing. The most egregious form of self-dealing is insider trading. This means that confidential, unpublished information is used for the benefit of the information holder. Another example could be fraud committed using mutual hedge funds with late-day trading or similar features.


In money laundering, cash is “earned from dirty or illicit activities” and transferred “clean” back to bank accounts so that the original crime is hidden. Money laundering will be examined in more detail in Part IV; however, here, let us take the virtual currency bitcoin as an example.


Virtual currency company OneCoin fell into chaos in 2020 due to the collapse of a huge pyramid scheme. OneCoin’s leader Konstantin Ignatov, the brother of the founder, was the subject of an investigation concerning criminal actions over a period of many years. In 2019, he confirmed the investigation was real. He confessed to his crimes and made a smooth exit from the OneCoin leadership team. Over a period of decades of the company’s operations, some countries had invested tens of millions of euros in the company. According to the BBC, the company gained over $15 billion during its existence.52
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48 Beltran, 2002. MCI Inc., previously known as WorldCom or MCI WorldCom, was a telecommunications company, the second largest long-distance telephone company after AT&T. It had operations in about 65 countries. The company mismanaged its accounts for many years. What was fatal to the company was its rapid growth when it acquired other telecommunication companies. MCI Inc. ended in bankruptcy in 2002, but it preceded a large accounting scandal where CEO Bernard Ebbers was convicted along with several other executives. Ebbers made his fortune when the company’s stock price rose. It all went well until 2000 when a large downturn struck the whole telecommunications industry. That stopped WorldCom’s growth, which in turn affected the merger with Sprint. The stock price was also falling and the pressure grew around Ebbers. The fraudulent activity to hide declining earnings started in 1999 modestly and by 2002 it was already at a risky level. Totally misleading financial information was given to keep the stock price high. This very imaginative accounting was showing a profit although it should have been a loss. When the fraudulent activity was finally exposed, it revealed “nearly $4 billion in misdemeanors”. The debts were so great that WorldCom went bankrupt in 2002. In January 2006, the company was acquired by Verizon Communications and was later integrated into Verizon Business. See WorldCom, Inc. 2004 and 2005. Tran, 2002. MCI Inc – SC 13D/A – LCC International Inc, 2003. CNN, 2003. Fox News, 2015.
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3. Definition of Blue-Collar Crime


There is no formal legal classification for blue-collar crime in law since the term is only descriptive in nature. Blue-collar53 crime can be described as a crime committed by a person or individual who is most likely from a lower social class. Normally, instead of working in an office, the blue-collar worker works in, for example, a factory. Blue-collar crimes contrast fundamentally with white-collar crimes since blue-collar workers have no access or opportunity to commit high-level crimes such as securities fraud, embezzlement or similar. Simply put, they lack the status and power within the organisation in which they work to commit such crimes. Blue-collar crimes are typically smaller in nature, and their immediate beneficial gain goes normally directly to the individual or group involved, as would be the case in theft, burglary or assault. It is not only low-income earners in working life but also the unemployed who might commit such crimes. However, it is also worth pointing out that white-collar workers might commit blue-collar crimes, like thefts and burglary and therefore this topic is discussed here shortly.54 Having said this, the social status of the perpetrator is not simple. This means that not always white-collar would mean high social status and blue-collar would mean low social status. Social class is a sociological question and goes beyond the matter of a contract of employment.
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