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Making a list of Network Topology using CDP.

CDP stands for Cisco Discovery Protocol. It is a Cisco proprietary Layer 2 protocol to help administrators collect information about locally attached Cisco devices. Armed with CDP, we can gather hardware and protocol information about directly connected devices, which is crucial information to have when troubleshooting and documenting the network. Another dynamic discovery protocol is the Link Layer Discovery Protocol (LLDP), it is not a proprietary of any vender.

Let’s start by exploring the CDP timer and CDP commands we’ll need to verify our network.

If you run show CDP command on router or switch. It will give you two CDP global parameters that can be configured on Cisco devices. Cisco switch and router both use the same parameters.

1. CDP timer delimits how often CDP packets are transmitted out all active interfaces.

2. CDP hold time delimits the amount of time that the device will hold packets received from neighbor devices.
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As I created a small topology that is given below in the picture. I use sho CDP command on Lucknow Router (in the pic). Cisco device sends a packet every 60 seconds to its neighbor devices and receives the same from them. It also shows the hold time value that is 180 seconds. Third line sending CDPv2 advertisements is enabled which means CDP neighbors are enabled in these devices.

We can use the global commands CDP hold time and CDP timer to configure the CDP hold time and timer on a router if necessary like this.

 

Lucknow(config)#cdp ?

advertise-v2 CDP sends version-2 advertisements

hold time Specify the hold time (in a sec) to be sent in packets

run Enable CDP

timer Specify the rate at which CDP packets are sent (in a sec)

tlv Enable exchange of specific tlv information

Lucknow(config)#cdp holdtime ?

Length of time (in sec) that receiver must keep this packet

Lucknow(config)#cdp timer?

Rate at which CDP packets are sent (in sec)

It is very simple to turn off and turn on CDP on the device.

Router(config)#no cdp run

Router(config)#cdp run

To enable or disable cdp on interface.

Router(config-interface)#no cdp enable

Router(config-interface)#cdp enable
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Lucknow#sho cdp
Global CDP informavion:
Sending CDP packets every €0 seconds
Sending a holdvime value of 180 seconds
Sending CDPv2 advervisements is enabled






