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In the meticulously curated anthology "Vladimir Putin: Authoritarianism and Anti-Americanism," readers are invited to explore the intricate political and socio-cultural dynamics characterizing the leadership of Vladimir Putin. This collection brings together a fascinating array of literary styles, from in-depth analyses and policy reviews to engaging narrative essays, all centered around the pervasive themes of authoritarianism and anti-American sentiment as orchestrated by the Russian regime. The anthology not only captures the diverse interpretations of Putin's governance but also delves into how these practices influence international relations, especially those involving the United States. Edited and compiled by experts from the United States Department of Defense, the U.S. Navy, and Christopher T. Gans, the anthology benefits from a rich tapestry of perspectives from professionals deeply familiar with geopolitical landscapes. These contributors lend their vast expertise to illuminate elements of post-Soviet political maneuvers, revealing how historical legacies and contemporary political stratagems coalesce. The anthology is positioned at the intersection of political science and international diplomacy, drawing links to significant political movements and offering a critical lens on Putin's enduring international impact. "Vladimir Putin: Authoritarianism and Anti-Americanism" is an essential read for anyone seeking to understand the complexity of modern authoritarian regimes and their global ramifications. Whether indulging in detailed policy analysis or exploring broader thematic narratives, readers will find the anthology an invaluable resource for its insightful perspectives and comprehensive overviews. This collection not only serves as an educational treasure trove for students and scholars alike but also as a platform for initiating crucial conversations about power dynamics and international alliances in the 21st century.
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The "Improvised Munitions Handbook," published by the U.S. Department of Defense, serves as a vital resource in the realm of unconventional warfare and military strategy. This meticulously crafted manual outlines various techniques for crafting improvised explosive devices and munitions, reflecting a pragmatic, detail-oriented literary style aimed at military personnel and field operatives. Drawing on a rich context of military history and counterinsurgency efforts, the handbook synthesizes empirical knowledge and tactical insights into a coherent guide that addresses the complexities of asymmetric warfare. The U.S. Department of Defense has a long-standing commitment to equipping military forces with effective strategies and tools. This handbook emerges from a pressing need to adapt to evolving combat scenarios where traditional tactics may fall short. The authors, comprising military strategists and tactical experts, have produced this volume to share critical knowledge that underscores the importance of ingenuity and resourcefulness in conflict situations, particularly in guerrilla warfare environments. Highly recommended for military professionals, security analysts, and scholars of defense studies, the "Improvised Munitions Handbook" is an indispensable text that unveils the reality of modern warfare. Readers seeking to understand unconventional tactics and the rationale behind improvisation in military contexts will find this handbook both enlightening and practical.
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In an era of growing global health challenges and security threats, *The National Biodefense Strategy* offers a comprehensive exploration of the intricate and multifaceted approaches to national preparedness and defense against biological threats. This anthology, without attributing to individual authors, captures a range of perspectives on biodefense policy, exploring the intersecting domains of public health, homeland security, and international cooperation. While diverse in scope, the collection is cohesive in its thorough examination of proactive and reactive strategies, underscoring the necessity of an integrated, systematic approach to biodefense. The anthology is curated by the White House and the U.S. Government, bringing together voices from pivotal agencies and sectors involved in national security and public health. These contributors collectively embody decades of expertise, shaped by historical and contemporary health crises that illuminate the anthology's themes. Aligning with movements towards global health security and cooperative international frameworks, the collection captures diverse insights and analyses that address current and emerging biological threats, aiming to fortify national and global resilience. *The National Biodefense Strategy* serves as an indispensable resource for readers eager to understand the complexity of biodefense. As a tapestry of expert analyses, it encourages readers to appreciate the multifaceted strategies and perspectives within biodefense, presenting a multitude of interpretations and insights that enrich its educational value. This anthology invites professionals, policymakers, and scholars to engage in a dialogue on the critical nexus of health security, promoting awareness and understanding of the evolving challenges in this field.
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In "On Secret Service," William Nelson Taft masterfully explores the clandestine world of espionage and intelligence operations against the backdrop of the early 20th century. The book combines meticulous historical detail with a narrative style reminiscent of both adventure fiction and serious political treatise. Taft delves into the intricacies of covert missions, revealing the psychological and moral dilemmas faced by spies, while also illuminating the broader geopolitical landscape of the era. Written during a time marked by burgeoning global conflicts and the rise of intelligence agencies, Taft's work serves as both a thrilling tale and a critical examination of the shadowy underbelly of politics. William Nelson Taft, a prominent figure in American history and the 27th President of the United States, possessed a unique vantage point from which to write this book. His experiences in politics and law, coupled with his interest in national security, provided him with the insights necessary to depict the complexities of intelligence work. Taft's keen understanding of international relations and his firsthand knowledge of governmental operations undoubtedly informed his narrative, enriching the text with authenticity. Recommended for both historians and general readers alike, "On Secret Service" is an essential read for those intrigued by the intricate dynamics of power, secrecy, and moral ambiguity in statecraft. Taft's articulate prose and profound insights not only entertain but also provoke contemplation on the ethical boundaries of national security, making this book a compelling addition to any literary collection.
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In "Evaluation of the Handling of the Branch Davidian Stand-off in Waco, Texas," Jr. Edward S.G. Dennis meticulously investigates the complex interplay of law enforcement strategies, psychological dynamics, and socio-religious tensions that characterized the infamous 1993 standoff. Written in a clear yet analytical prose style, Dennis employs a multi-faceted approach that incorporates both qualitative and quantitative data. Drawing upon extensive interviews, government reports, and historical context, the book situates the Waco incident within broader discussions of American religious movements and governmental responses, offering critical insights into the failures and successes of crisis management. Jr. Edward S.G. Dennis, a seasoned scholar with a background in sociology and religious studies, brings his rich academic experience and personal interest in cult dynamics to this urgent examination. His investigative work draws from a profound commitment to understanding the implications of the Branch Davidian crisis not only on the immediate community but also on American societal structures and policies. Dennis' previous research on religious groups lends significant depth to his analysis, reflecting a nuanced understanding of the psychological and political landscapes surrounding such events. This book is recommended for scholars, practitioners, and those interested in the intersection of religion, psychology, and public policy. Dennis' compelling narrative and rigorous analysis provide readers with a deeper comprehension of the complexities surrounding the Waco incident, making it an essential read for anyone seeking to understand the implications of governmental intervention in religious affairs.

Buy now and read (Advertising)





    Department of the Army Headquarters
  


  Human Intelligence Collector Operations


  


 



  
    EAN 8596547730354
  



 
    DigiCat, 2023

	Contact: DigiCat@okpublishing.info
    
  








[image: ]



  
Part One
 HUMINT Support, Planning, and Management
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  HUMINT collection activities include three general categories: screening, interrogation, and debriefing. In some cases these may be distinguished by legal distinctions between source categories such as between interrogation and debriefing. In others, the distinction is in the purpose of the questioning. Regardless of the type of activity, or goal of the collection effort, HUMINT collection operations must be characterized by effective support, planning, and management.








  
Chapter 1
Introduction
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  INTELLIGENCE BATTLEFIELD OPERATING SYSTEM




  1-1. The Intelligence battlefield operating system (BOS) is one of seven operating systems—Intelligence, maneuver, fire support, air defense, mobility/countermobility/survivability, combat service support (CSS), and command and control—that enable commanders to build, employ, direct, and sustain combat power. The Intelligence BOS is a flexible force of Intelligence personnel, organizations, and equipment. Individually and collectively, these assets generate knowledge of and products portraying the enemy and the environmental features required by a command planning, preparing, executing, and assessing operations. Inherent within the Intelligence BOS is the capability to plan, direct, and synchronize intelligence, surveillance, and reconnaissance (ISR) operations; collect and process information; produce relevant intelligence; and disseminate intelligence and critical information in an understandable and presentable form to those who need it, when they need it. As one of the seven disciplines of the Intelligence BOS, HUMINT provides a capability to the supported commander in achieving information superiority on the battlefield.




  INTELLIGENCE PROCESS




  1-2. Intelligence operations consist of the functions that constitute the intelligence process: plan, prepare, collect, process, produce, and the common tasks of analyze, disseminate, and assess that occur throughout the intelligence process. Just as the activities of the operations process overlap and recur as circumstances demand, so do the functions of the intelligence process. Additionally, the analyze, disseminate, and assess tasks of the intelligence process occur continuously throughout the intelligence process. (See Figure 1-1.)




  

    	
Plan. This step of the intelligence process consists of activities that include assessing the situation, envisioning a desired outcome (also known as setting the vision), identifying pertinent information and intelligence requirements, developing a strategy for ISR operations to satisfy those requirements, directing intelligence operations, and synchronizing the ISR effort. The commander’s intent, planning guidance, and commander’s critical information requirements (CCIRs) (priority information requirements [PIRs] and friendly force information requirements [FFIRs]) drive the planning of intelligence operations. Commanders must involve their supporting staff judge advocate (SJA) when planning intelligence operations (especially HUMINT operations). Planning, managing, and coordinating these operations are continuous activities necessary to obtain information and produce intelligence essential to decisionmaking.




    	
Prepare. This step includes those staff and leader activities that take place upon receiving the operations plan (OPLAN), operations order (OPORD), warning order (WARNO), or commander’s intent to improve the unit’s ability to execute tasks or missions and survive on the battlefield.




    	
Collect. Recent ISR doctrine necessitates that the entire staff, especially the G3/S3 and G2/S2, must change their reconnaissance and surveillance (R&S) mindset to conducting ISR. The staff must carefully focus ISR on the CCIR but also enable the quick re-tasking of units and assets as the situation changes. This doctrinal requirement ensures that the enemy situation, not just our OPLAN, “drives” ISR operations. Well-developed procedures and carefully planned flexibility to support emerging targets, changing requirements, and the need to support combat assessment are critical. The G3/S3 and G2/S2 play a critical role in this challenging task that is sometimes referred to as “fighting ISR” because it is so staff intensive during planning and execution (it is an operation within the operation). Elements of all units on the battlefield obtain information and data about enemy forces, activities, facilities, and resources as well as information concerning the environmental and geographical characteristics of a particular area.




    	
Process. This step converts relevant information into a form suitable for analysis, production, or immediate use by the commander. Processing also includes sorting through large amounts of collected information and intelligence (multidiscipline reports from the unit’s ISR assets, lateral and higher echelon units and organizations, and non-MI elements in the battlespace). Processing identifies and exploits that information which is pertinent to the commander’s intelligence requirements and facilitates situational understanding. Examples of processing include developing film, enhancing imagery, translating a document from a foreign language, converting electronic data into a standardized report that can be analyzed by a system operator, and correlating dissimilar or jumbled information by assembling like elements before the information is forwarded for analysis.




    	
Produce. In this step, the G2/S2 integrates evaluated, analyzed, and interpreted information from single or multiple sources and disciplines into finished intelligence products. Like collection operations, the G2/S2 must ensure the unit’s information processing and intelligence production are prioritized and synchronized to support answering the collection requirements.


  




  [image: Figure 1-1. Intelligence Process.]




  1-3. For more information on the Intelligence process, see FM 2-0.




  
HUMAN INTELLIGENCE




  1-4. HUMINT is the collection of information by a trained HUMINT collector (military occupational specialties [MOSs] 97E, 351Y [formerly 351C], 351M [formerly 351E], 35E, and 35F), from people and their associated documents and media sources to identify elements, intentions, composition, strength, dispositions, tactics, equipment, personnel, and capabilities. It uses human sources as a tool and a variety of collection methods, both passively and actively, to gather information to satisfy the commander’s intelligence requirements and cross-cue other intelligence disciplines.




  1-5. HUMINT tasks include but are not limited to—




  

    	Conducting source operations.




    	Liaising with host nation (HN) officials and allied counterparts.




    	Eliciting information from select sources.




    	Debriefing US and allied forces and civilian personnel including refugees, displaced persons (DPs), third-country nationals, and local inhabitants.




    	Interrogating EPWs and other detainees.




    	Initially exploiting documents, media, and materiel.


  




  

    




    Note. In accordance with Army regulatory and policy guidance, a select set of intelligence personnel may be trained and certified to conduct certain HUMINT tasks outside of those which are standard for their primary MOS. Such selection and training will qualify these personnel to conduct only those specific additional tasks, and will not constitute qualifications as a HUMINT collector.




    


  




  HUMINT SOURCE




  1-6. A HUMINT source is a person from whom information can be obtained. The source may either possess first- or second-hand knowledge normally obtained through sight or hearing. Potential HUMINT sources include threat, neutral, and friendly military and civilian personnel. Categories of HUMINT sources include but are not limited to detainees, refugees, DPs, local inhabitants, friendly forces, and members of foreign governmental and non-governmental organizations (NGOs).




  HUMINT COLLECTOR




  1-7. For the purpose of this manual, a HUMINT collector is a person who is specifically trained and certified for, tasked with, and engages in the collection of information from individuals (HUMINT sources) for the purpose of answering intelligence information requirements. HUMINT collectors specifically include enlisted personnel in MOS 97E, Warrant Officers (WOs) in MOS 351M (351E) and MOS 351Y (351C), commissioned officers in MOS 35E and MOS 35F, select other specially trained MOSs, and their Federal civilian employee and civilian contractor counterparts. These specially trained and certified individuals are the only personnel authorized to conduct HUMINT collection operations, although CI agents also use HUMINT collection techniques in the conduct of CI operations. HUMINT collection operations must be conducted in accordance with applicable law and policy. Applicable law and policy include US law; the law of war; relevant international law; relevant directives including DOD Directive 3115.09, “DOD Intelligence Interrogations, Detainee Debriefings, and Tactical Questioning”; DOD Directive 2310.1E, “The Department of Defense Detainee Program”; DOD instructions; and military execute orders including FRAGOs. Additional policies and regulations apply to management of contractors engaged in HUMINT collection. (See Bibliography for additional references on contractor management.) HUMINT collectors are not to be confused with CI agents, MOS 97B and WO MOS 351L (351B). CI agents are trained and certified for, tasked with, and carry out the mission of denying the enemy the ability to collect information on the activities and intentions of friendly forces. Although personnel in 97E and 97B MOSs may use similar methods to carry out their missions, commanders should not use them interchangeably. See Figure 1-2 for HUMINT and CI functions.




  PHASES OF HUMINT COLLECTION




  1-8. Every HUMINT questioning session, regardless of the methodology used or the type of operation, consists of five phases. The five phases of HUMINT collection are planning and preparation, approach, questioning, termination, and reporting. They are generally sequential; however, reporting may occur at any point within the process when critical information is obtained and the approach techniques used will be reinforced as required through the questioning and termination phases.




  Planning and Preparation




  1-9. During this phase, the HUMINT collector conducts the necessary research and operational planning in preparation for a specific collection effort with a specific source. Chapter 7 discusses this phase in detail.




  Approach




  1-10. During the approach phase, the HUMINT collector establishes the conditions of control and rapport to gain the cooperation of the source and to facilitate information collection. Chapter 8 discusses approach and termination strategies in detail.




  Questioning




  1-11. During the questioning phase, the HUMINT collector uses an interrogation, debriefing, or elicitation methodology to ask a source questions systematically on relevant topics, collect information in response to the intelligence tasking, and ascertain source veracity. Chapter 9 discusses questioning techniques in detail. (See Appendix B for a source and reliability matrix.)
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  Termination




  1-12. During the termination phase, the HUMINT collector completes a questioning session and establishes the necessary conditions for future collection from the same source by himself or another HUMINT collector. (See Chapter 8.)




  Reporting




  1-13. During the reporting phase, the HUMINT collector writes, edits, and submits written, and possibly oral, reports on information collected in the course of a HUMINT collection effort. These reports will be reviewed, edited, and analyzed as they are forwarded through the appropriate channels. Chapter 10 discusses reporting in detail.




  
HUMINT COLLECTION AND RELATED ACTIVITIES




  1-14. HUMINT collection activities include these categories: tactical questioning, screening, interrogation, debriefing, liaison, human source contact operations (SCOs), document exploitation (DOCEX), and captured enemy equipment (CEE) operations. DOCEX and CEE operations are activities supported by HUMINT collection but usually are only conducted by HUMINT collectors when the CEE or captured enemy document (CED) is associated with a source being questioned. In some cases, these determinations may depend on legal distinctions between collection methods such as interrogation and debriefing. In others, the distinction is in the purpose of the questioning. For example, screening is used to identify the knowledgeability and cooperation of a source, as opposed to the other activities that are used to collect information for intelligence purposes.




  1-15. The activities may be conducted interactively. For example, a HUMINT collector may be screening a potential source. During the course of the screening, the HUMINT collector identifies that the individual has information that can answer requirements. He might at that point debrief or interrogate the source on that specific area. He will then return to screening the source to identify other potential areas of interest.




  1-16. HUMINT collection activities vary depending on the source of the information. Once the type of activity has been determined, leaders use the process of plan, prepare, execute, and assess to conduct the activity. The following are the different types of HUMINT collection activities.




  TACTICAL QUESTIONING




  1-17. Tactical questioning is expedient initial questioning for information of immediate tactical value. Tactical questioning is generally performed by members of patrols, but can be done by any DOD personnel. (See ST 2-91.6.)




  SCREENING




  1-18. Screening is the process of identifying and assessing the areas of knowledge, cooperation, and possible approach techniques for an individual who has information of intelligence value. Indicators and discriminators used in screening can range from general appearance, possessions, and attitude to specific questions to assess areas of knowledge and degree of cooperation to establish if an individual matches a predetermined source profile. Screening is not in itself an intelligence collection technique but a timesaving measure that identifies those individuals most likely to have information of value.




  1-19. Screening operations are conducted to identify the level of knowledge, level of cooperation, and the placement and access of a given source. Screening operations can also assist in the determination of which discipline or agency can best conduct the exploitation. Chapter 6 discusses screening in detail. Screening operations include but are not limited to—




  

    	Mobile and static checkpoint screening, including screening of refugees and DPs.




    	Locally employed personnel screening.




    	
Screening as part of a cordon and search operation.




    	EPW and detainee screening.


  




  INTERROGATION




  1-20. Interrogation is the systematic effort to procure information to answer specific collection requirements by direct and indirect questioning techniques of a person who is in the custody of the forces conducting the questioning. Some examples of interrogation sources include EPWs and other detainees. Interrogation sources range from totally cooperative to highly antagonistic. Interrogations may be conducted at all echelons in all operational environments. Detainee interrogation operations conducted at a Military Police (MP) facility, coalition-operated facility, or other agency-operated collection facility are more robust and require greater planning, but have greater logistical support. Interrogations may only be conducted by personnel trained and certified in the interrogation methodology, including personnel in MOSs 97E, 351M (351E), or select others as may be approved by DOD policy. Interrogations are always to be conducted in accordance with the Law of War, regardless of the echelon or operational environment in which the HUMINT collector is operating.




  DEBRIEFING




  1-21. Debriefing is the process of questioning cooperating human sources to satisfy intelligence requirements, consistent with applicable law. The source usually is not in custody and usually is willing to cooperate. Debriefing may be conducted at all echelons and in all operational environments. The primary categories of sources for debriefing are refugees, émigrés, DPs, and local civilians; and friendly forces.




  

    	
Refugees, Émigrés, DPs, and Local Civilians Debriefing Operations. Refugee, émigré, and DP debriefing operations are the process of questioning cooperating refugees and émigrés to satisfy intelligence requirements. The refugee may or may not be in custody, and a refugee or émigré’s willingness to cooperate need not be immediate or constant. Refugee debriefings are usually conducted at refugee collection points or checkpoints and may be conducted in coordination with civil affairs (CA) or MP operations. Local civilian debriefing operations are the process of questioning cooperating local civilians to satisfy intelligence requirements. As with refugees and émigrés, the local civilians being debriefed may or may not be in custody and the civilian’s willingness to cooperate may not be immediate or constant. Debriefing operations must be conducted consistent with applicable law and policy. Applicable law and policy include US law; the law of war; relevant international law; relevant directives including DOD Directive 3115.09, “DOD Intelligence Interrogations, Detainee Debriefings, and Tactical Questioning”; DOD Directive 2310.1E, “The Department of Defense Detainee Program”; DOD instructions; and military execute orders including FRAGOs.




    	
Friendly Force Debriefing Operations. Friendly force debriefing operations are the systematic debriefing of US forces to answer collection requirements. These operations must be coordinated with US units. (See Chapter 6.)


  




  LIAISON OPERATIONS




  1-22. Liaison operations are programs to coordinate activities and exchange information with host country and allied military and civilian agencies and NGOs.




  HUMAN SOURCE CONTACT OPERATIONS




  1-23. Human SCO are operations directed toward the establishment of human sources who have agreed to meet and cooperate with HUMINT collectors for the purpose of providing information. Within the Army, SCO are conducted by trained personnel under the direction of military commanders. The entire range of HUMINT collection operations can be employed. SCO sources include one-time contacts, continuous contacts, and formal contacts from debriefings, liaison, and contact operations. SCO consist of collection activities that utilize human sources to identify attitude, intentions, composition, strength, dispositions, tactics, equipment, target development, personnel, and capabilities of those elements that pose a potential or actual threat to US and coalition forces. SCO are also employed to develop local source or informant networks that provide early warning of imminent danger to US and coalition forces and contribute to the Military Decision-Making Process (MDMP). See Chapter 5 for discussion of approval, coordination, and review for each type of activity.




  DOCEX OPERATIONS




  1-24. DOCEX operations are the systematic extraction of information from open, closed, published, and electronic source documents. These documents may include documents or data inside electronic communications equipment, including computers, telephones, Personal Digital Assistants (PDAs), and Global Positioning System (GPS) terminals. This operation is not solely a HUMINT function, but may be conducted by any intelligence personnel with appropriate language support.




  1-25. Many CEDs are associated with EPWs and other human sources. Consequently, a HUMINT collector is often the first person to screen them. HUMINT collectors will screen the documents associated with human sources and will extract information of use to them in their immediate collection operation. Any information discovered during this initial screening that might cross-cue another collection effort will be forwarded to the appropriate unit.




  1-26. A captured document is usually something that the enemy has written for his own use. For this reason, captured documents are usually truthful and accurate. There are cases in which falsified documents have been permitted to fall into enemy hands as a means of deception but these cases are not the norm. Normal policy of not relying on single-source information should help prevent deceptions of this type from being effective. Documents also do not forget or misinterpret information although it must be remembered that their authors may have. Usually, each document provides a portion of a larger body of information. Each captured document, much like a single piece of a puzzle, contributes to the whole. In addition to tactical intelligence, technical data and political indicators that are important to strategic and national level agencies can sometimes be extracted from captured documents. Captured documents, while not affected by memory loss, are often time sensitive; therefore, they are to be quickly screened for possible exploitation.




  CEE OPERATIONS




  1-27. CEE includes all types of foreign and non-foreign materiel found on a detainee or on the battlefield that may have a military application or answer a collection requirement. The capturing unit must—




  

    	

      Recognize certain CEE as having immediate intelligence value, and immediately forward such CEE to the unit’s S2. Such items include—




      

        	All electronic communications equipment with a memory card, including computers, telephones, PDAs, and GPS terminals.




        	All video or photographic equipment.


      


    




    	

      Recognize certain CEE as having technical intelligence (TECHINT) value. Such items include—




      

        	New weapons.




        	All communications equipment not immediately exploitable for HUMINT value.




        	Track vehicles.




        	Equipment manuals.




        	All CEE known or believed to be of TECHINT interest.


      


    




    	Evacuate the equipment with the detainee.




    	Confiscate, tag, and evacuate weapons and other equipment found on the detainee the same as CEDs. (See Appendix D.)




    	Secure and report the capture of TECHINT items to the unit’s S2 for disposition instructions.


  




  TRAITS OF A HUMINT COLLECTOR




  1-28. HUMINT collection is a science and an art. Although many HUMINT collection skills may be taught, the development of a skilled HUMINT collector requires experience in dealing with people in all conditions and under all circumstances. Although there are many intangibles in the definition of a “good” HUMINT collector, certain character traits are invaluable:




  

    	
Alertness. The HUMINT collector must be alert on several levels while conducting HUMINT collection. He must concentrate on the information being provided by the source and be constantly evaluating the information for both value and veracity based on collection requirements, current intelligence, and other information obtained from the source. Simultaneously, he must be alert not only to what the source says but also to how it is said and the accompanying body language to assess the source’s truthfulness, degree of cooperation, and current mood. He needs to know when to give the source a break and when to press the source harder. In addition, the HUMINT collector constantly must be alert to his environment to ensure his personal security and that of his source.




    	

      Patience and Tact. The HUMINT collector must have patience and tact in creating and maintaining rapport between himself and the source, thereby enhancing the success of the questioning. Displaying impatience may—




      

        	Encourage a difficult source to think that if he remains unresponsive for a little longer, the HUMINT collector will stop questioning.




        	Cause the source to lose respect for the HUMINT collector, thereby reducing the HUMINT collector’s effectiveness.


      


    




    	
Credibility. The HUMINT collector must provide a clear, accurate, and professional product and an accurate assessment of his capabilities. He must be able to clearly articulate complex situations and concepts. The HUMINT collector must also maintain credibility with his source. He must present himself in a believable and consistent manner, and follow through on any promises made as well as never to promise what cannot be delivered.




    	
Objectivity and Self-control. The HUMINT collector must also be totally objective in evaluating the information obtained. The HUMINT collector must maintain an objective and dispassionate attitude regardless of the emotional reactions he may actually experience or simulate during a questioning session. Without objectivity, he may unconsciously distort the information acquired. He may also be unable to vary his questioning and approach techniques effectively. He must have exceptional self-control to avoid displays of genuine anger, irritation, sympathy, or weariness that may cause him to lose the initiative during questioning but be able to fake any of these emotions as necessary. He must not become emotionally involved with the source.




    	
Adaptability. A HUMINT collector must adapt to the many and varied personalities which he will encounter. He must also adapt to all types of locations, operational tempos, and operational environments. He should try to imagine himself in the source's position. By being adaptable, he can smoothly shift his questioning and approach techniques according to the operational environment and the personality of the source.




    	
Perseverance. A tenacity of purpose can be the difference between a HUMINT collector who is merely good and one who is superior. A HUMINT collector who becomes easily discouraged by opposition, non-cooperation, or other difficulties will not aggressively pursue the objective to a successful conclusion or exploit leads to other valuable information.




    	
Appearance and Demeanor. The HUMINT collector's personal appearance may greatly influence the conduct of any HUMINT collection operation and attitude of the source toward the HUMINT collector. Usually an organized and professional appearance will favorably influence the source. If the HUMINT collector's manner reflects fairness, strength, and efficiency, the source may prove more cooperative and more receptive to questioning.




    	
Initiative. Achieving and maintaining the initiative are essential to a successful questioning session just as the offensive is the key to success in combat operations. The HUMINT collector must grasp the initiative and maintain it throughout all questioning phases. This does not mean he has to dominate the source physically; rather, it means that the HUMINT collector knows his requirements and continues to direct the collection toward those requirements.


  




  REQUIRED AREAS OF KNOWLEDGE




  1-29. The HUMINT collector must be knowledgeable in a variety of areas in order to question sources effectively. The collector must prepare himself for operations in a particular theater or area of intelligence responsibility (AOIR) by conducting research. The G2 can be a valuable source of information for this preparatory research. The HUMINT collector should consult with order of battle (OB) technicians and analysts and collect information from open sources and from the Secret Internet Protocol Router Network (SIPRNET) to enhance his knowledge of the AOIR. Some of these areas of required knowledge are—




  

    	
The area of operations (AO) including the social, political, and economic institutions; geography; history; language; and culture of the target area. Collectors must be aware of all ethnic, social, religious, political, criminal, tribal, and economic groups and the interrelationships between these groups.




    	
All current and potential threat forces within the AOIR and their organization, equipment, motivation, capabilities, limitations, and normal operational methodology.




    	
Applicable law and policy that might affect HUMINT collection activities. Applicable law and policy include US law; the law of war; relevant international law; relevant directives including DOD Directive 3115.09, “DOD Intelligence Interrogations, Detainee Debriefings, and Tactical Questioning”; DOD Directive 2310.1E, “The Department of Defense Detainee Program”; DOD instructions; and military execute orders including FRAGOs. HUMINT collectors are subject to applicable law, which includes US law, the law of war (including the Geneva Conventions as applicable), and relevant international law. Additionally, local agreements with HNs or allies and the applicable execute orders and rules of engagement (ROE) may further restrict HUMINT collection activities. However, these documents cannot permit interrogation actions that would be illegal under applicable US or international law.




    	
The collection requirements, including all specific information requirements (SIRs) and indicators that will lead to the answering of the intelligence requirements.




    	
Cultural awareness in the various AOs will have different social and regional considerations that affect communications and can affect the conduct of operations. These may include social taboos, desired behaviors, customs, and courtesies. The staff must include this information in pre-deployment training at all levels to ensure that personnel are properly equipped to interact with the local populace.


  




  1-30. There are other areas of knowledge that help to develop more effective questioning:




  

    	
Proficiency in the target language. The HUMINT collector can normally use an interpreter (see Chapter 11) and machine translation as they are developed to conduct questioning. Language proficiency is a benefit to the HUMINT collector in a number of ways: He can save time in questioning, be more aware of nuances in the language that might verify or deny truthfulness, and better control and evaluate interpreters.




    	
Understanding basic human behavior. A HUMINT collector can best adapt himself to the source’s personality and control of the source’s reactions when he understands basic behavioral factors, traits, attitudes, drives, motivations, and inhibitions. He must not only understand basic behavioral principles but also know how these principles are manifested in the area and culture in which he is operating.




    	
Neurolinguistics. Neurolinguistics is a behavioral communication model and a set of procedures that improve communication skills. The HUMINT collector should read and react to nonverbal communications. He must be aware of the specific neurolinguistic clues of the cultural framework in which he is operating.


  




  CAPABILITIES AND LIMITATIONS




  CAPABILITIES




  1-31. HUMINT collection capabilities include the ability to—




  

    	Collect information and cross-cue from an almost endless variety of potential sources including friendly forces, civilians, detainees, and source-related documents.




    	Focus on the collection of detailed information not available by other means. This includes information on threat intentions and local civilian and threat force attitudes and morale. It also includes building interiors and facilities that cannot be collected on by other means due to restrictive terrain.




    	Corroborate or refute information collected from other R&S assets.




    	Operate with minimal equipment and deploy in all operational environments in support of offensive, defensive, stability and reconstruction operations, or civil support operations. Based on solid planning and preparation, HUMINT collection can provide timely information if deployed forward in support of maneuver elements.


  




  
LIMITATIONS




  1-32. HUMINT collection limitations include—




  

    	Interpersonal abilities. HUMINT is dependent on the subjective interpersonal capabilities of the individual rather than on the abilities to operate collection equipment. HUMINT collection capability is based on experience within a specific AO that can only be developed over time.




    	Identification of knowledgeable sources. There is often a multitude of potential HUMINT sources. Information in response to specific requirements can only be collected if sources are available and identified that have that information.




    	Limited numbers. There are never enough HUMINT collectors to meet all requirements. Limited assets must be prioritized in support of units and operations based on their criticality.




    	Time limitations. HUMINT collection, particularly source operations, takes time to develop. Collection requirements must be developed with sufficient lead-time for collection.




    	Language limitations. Although HUMINT collectors can normally use an interpreter, a lack of language proficiency by the collector can significantly slow collection efforts. Such language proficiency takes time to develop.




    	Misunderstanding of the HUMINT mission. HUMINT collectors are frequently used incorrectly and assigned missions that belong to CA, MP, interpreter or translators, CI, or other operational specialties.




    	Commanders’ risk management. Maneuver commanders, in weighing the risks associated with employing HUMINT collection teams (HCTs), should seriously consider the potential loss of a wealth of information such as enemy activities, locations of high-value personnel, and threats to the force that they will incur if they restrict HCT collection activities. J/G2Xs, operational management teams (OMTs), and HCT leaders must educate maneuver commanders on the benefits of providing security for HCTs and employing them in accordance with their capabilities.




    	Legal obligations. Applicable law and policy govern HUMINT collection operations. Applicable law and policy include US law; the law of war; relevant international law; relevant directives including DOD Directive 3115.09, “DOD Intelligence Interrogations, Detainee Debriefings, and Tactical Questioning”; DOD Directive 2310.1E, “The Department of Defense Detainee Program”; DOD instructions; and military execute orders including FRAGOs. HUMINT operations may be further restricted by Status of Forces Agreements (SOFAs) and other agreements, execute orders and ROE, local laws, and an operational umbrella concept. Such documents, however, cannot permit interrogation actions that are illegal under applicable law.




    	Connectivity and bandwidth requirements. With the exception of the size, activity, location, unit, time, equipment (SALUTE) report, most HUMINT reporting requires considerable bandwidth. Deployed HUMINT teams must be able to travel to, and report from, all areas of the battlefield. Digital communication equipment must be able to provide reliable connectivity with teams’ reporting channels and sufficient bandwidth for transmission of reports, including digital imagery.




    	Timely reporting and immediate access to sources. Except in tactical situations when HUMINT collectors are in immediate support of maneuver units, HUMINT collection and reporting takes time. In stability and reconstruction operations, sources need to be assessed and developed. Once they are developed, they need to be contacted which often takes time and coordination. In offensive and defensive operations, HUMINT collection at detainee holding areas sometimes may still be timely enough to meet tactical and operational requirements. See paragraphs 3-2 and 3-7 for more information on offensive and defensive operations.
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  ORGANIZATION AND STRUCTURE




  2-1. The success of the HUMINT collection effort depends on a complex interrelationship between command and control (C2) elements, requirements, technical control and support, and collection assets. Each echelon of command has its supporting HUMINT elements although no MI organization in the Army is robust enough to conduct sustained HUMINT operations under all operational environments using only its organic HUMINT assets. HUMINT units have specific support requirements to the commander. HUMINT units must be flexible, versatile, and prepared to conduct HUMINT collection and analysis operations in support of any echelon of command. A coherent C2 structure within these HUMINT organizations is necessary in order to ensure successful, disciplined, and legal HUMINT operations. This structure must include experienced commissioned officers, warrant officers, and senior NCOs conscientiously discharging their responsibilities and providing HUMINT collectors with guidance from higher headquarters.




  2-2. Regardless of the echelon, there are four basic elements that work together to provide the deployed commander with well-focused, thoroughly planned HUMINT support. The four elements are staff support, analysis, C2, and collection. Each piece of the infrastructure builds on the next and is based on the size, complexity, and type of operation as shown in Figure 2-1.




  [image: Figure 2-1. Tactical HUMINT Organization.]




  
HUMINT CONTROL ORGANIZATIONS




  2-3. HUMINT control organizations are the means by which a commander exercises command of a unit’s operations. HUMINT control organizations are vital to the effective use of HUMINT collection assets. HUMINT control organizations consist of the C/J/G/S2X and the HUMINT operations cell (HOC) at the brigade and above level and the OMTs at the battalion and below level.




  C/J/G/S2X




  2-4. The C/J/G/S2X is a staff element subordinate to the C/J/G/S2, is the primary advisor on HUMINT and CI, and is the focal point for all HUMINT and CI activities within a joint task force (JTF) (J2X), an Army component task force (G2X) or a brigade combat team (BCT) (S2X). The 2X can be organic to the unit staff or can be attached or under operational control (OPCON) to the staff from another organization such as the theater MI brigade. The C/J/G/S2X is part of a coherent architecture that includes organic HUMINT assets and HUMINT resources from national, theater, and non-DOD HUMINT organizations.




  2-5. The C/J2X is responsible for controlling Joint Force HUMINT assets, coordinating all HUMINT and CI collection activities, and keeping the joint force C/J/2 informed on all HUMINT and CI activities conducted in the joint force area of responsibility (AOR). The C/J2X is also part of the review and recommendation process concerned with the retention or release of detainees. HUMINT reports maintained at the C/J2X are considered during the review for release process. The C/J2X consists of the 2X Officer, a HOC, a Counterintelligence Coordination Authority (CICA), a HUMINT Analysis Cell (HAC), and a CI Analysis Cell (CIAC). At all echelons, the 2X should also include an Operational Support Cell (OSC) staffed to operate 24 hours a day. The authority and operational responsibilities of a C/J2X in combined or joint contingency operations (CONOP) takes precedence over service-specific CI and HUMINT technical control agencies. Specifically, the C/J/G/S2X—




  

    	Accomplishes technical control and support, and deconfliction of all HUMINT and CI assets through the Army component G2X, the HUMINT and CI operations sections, or the OMTs.




    	Participates in planning for deployment of HUMINT and CI assets in support of operations.




    	Coordinates, through the HOC and the CICA, all HUMINT and CI activities to support intelligence collection and the intelligence aspects of force protection for the deployed commander.




    	Coordinates and deconflicts all HUMINT and CI operations within the operational area.




    	Coordinates with the senior US national intelligence representative for specific operational approval when required by standing agreements.




    	Is the release authority for HUMINT reporting at his echelon and only releases reports to the all-source system after ensuring all technical control measures for reporting have been met.




    	
Coordinates with other HUMINT collection agencies not under the control of the command, such as Defense Intelligence Agency (DIA), Central Intelligence Agency (CIA), and Federal Bureau of Investigation (FBI).




    	Does not exercise OPCON over HUMINT and CI assets assigned, attached, or reinforcing the unit; however, he is the staff support responsible for creating a cohesive HUMINT and CI effort.




    	Coordinates with non-DOD agencies conducting HUMINT collection operations in the joint area of operations (JAO) to ensure deconfliction of sources, informants, or contacts and the HUMINT reporting that is generated by these collection operations.


  




  2-6. The J2X will maintain technical control (see para 4-10) of all CI investigative actions within its AOIR; however, all investigative matters will be in accordance with DOD policies, joint or Military Department doctrine, applicable US law and policy, SOFAs, or other International Standardization Agreements (ISAs). The J2X will advise the responsible Theater CICA (TCICA) of any Army CI element conducting investigative activities that fall under the purview of AR 381-20.




  OPERATIONS SUPPORT CELL (OSC)




  2-7. The OSC in the C/J/G/S2X staff will maintain the consolidated source registry for all HUMINT and CI activities in the unit’s designated AOIR. The OSC will provide management of intelligence property book operations, source incentive programs, and intelligence contingency funds (ICFs) for subordinate HUMINT and CI elements. The OSC responsibilities also include requests for information (RFIs) and/or source-directed requirements (SDRs) management and the release of intelligence information reports (IIRs).




  COUNTERINTELLIGENCE COORDINATION AUTHORITY




  2-8. The CICA is assigned under the J/G2X and coordinates all CI activities within its designated AOIR. (See FM 34-60 for a detailed explanation of the CI mission.) The CICA—




  

    	Provides technical support to all CI assets and coordinates and deconflicts CI activities in the deployed AOIR.




    	Coordinates and supervises CI investigations and collection activities conducted by all services and components in the AOIR.




    	Establishes and maintains the theater CI source database.




    	Coordinates with the HOC for CI support to detention, interrogation, refugee, and other facilities.




    	Manages requirements and taskings for CI collectors in the AO in coordination with the HOC.




    	Expedites preparation of CI reports and their distribution to consumers at all levels.




    	Coordinates CI activities with senior CI officers from all CI organizations on the battlefield.




    	
Performs liaison with HN and US national level CI organizations.




    	Informs the appropriate TCICA when Army CI elements are conducting CI investigative activities within the purview of AR 381-20.


  




  HUMINT OPERATIONS CELL




  2-9. The HOC is assigned under the J/G2X to track all HUMINT activities in the AOIR. The J/G2X uses this information to advise the senior intelligence officer (SIO) on all HUMINT activities conducted within the AOIR. The HOC—




  

    	Provides technical support to all HUMINT collection operations and deconflicts HUMINT collection operations in the designated AOIR.




    	Establishes and maintains a consolidated HUMINT source database in coordination with the CICA.




    	Coordinates with collection managers and the HAC to identify collection requirements and to ensure requirements are met.




    	Coordinates the activities of HUMINT collectors assigned or attached to interrogation, debriefing, refugee, DOCEX, and other facilities.




    	Manages requirements and taskings for HUMINT collectors in the AOIR, in coordination with the CICA.




    	Expedites preparation of intelligence reports and their distribution to consumers at all levels.




    	Performs liaison with HN and US national HUMINT organizations.


  




  OPERATIONAL MANAGEMENT TEAM




  2-10. A HUMINT OMT consists of senior individuals in MOS 351M (351E) and MOS 97E. Each OMT can control 2 to 4 HCTs depending upon assigned mission and operational tempo (OPTEMPO). The OMT performs a necessary function when two or more HCTs deploy by assisting the HUMINT element commander in tasking and providing technical support to assigned or attached HCTs. The OMT is optimally collocated with the command post (CP) of the supported unit. However, it must be located where it can provide oversight of team operations and best support the dissemination of tasking, reports, and technical data between the unit and the deployed collection assets. When a higher echelon augments subordinate elements with collection teams, it should include proportional OMT augmentation. When a single collection team is attached in direct support (DS) of a subordinate element, the senior team member exerts mission and technical control over the team. The OMT—




  

    	Provides operational and technical control and guidance to deployed HCTs.




    	Normally consists of a WO and noncommissioned officers (NCOs) whose experience and knowledge provide the necessary guidance for effective team collection operations.




    	Manages the use of ICFs and incentives for the HCTs.




    	Provides the collection focus for HCTs.




    	
Provides quality control and dissemination of reports for subordinate HCTs.




    	Directs the activities of subordinate HCTs and controls their operations.




    	Conducts limited single-discipline HUMINT analysis and mission analysis for the supported commander.




    	Acts as a conduit between subordinate HCTs, the HOC, and the C/J/G/S2X.




    	Reports the HCT mission and equipment status to the HOC and the command element.


  




  HUMINT COLLECTION TEAM




  2-11. HCTs are the elements that collect information from human sources. The HUMINT collectors deploy in teams of approximately four personnel in MOS 97E (HUMINT Collector) and MOS 351M (351E) (HUMINT Technician).




  2-12. The HCT may be augmented based on factors of mission, enemy, terrain and weather, troops and support available, time available, and civil considerations (METT-TC). Interpreters from the RC or civilian contractors with appropriate security clearances are added when necessary. TECHINT personnel or other specific subject-matter experts (SMEs) may augment the team to meet technical collection requirements. Another example would be pairing HUMINT collectors with dedicated analysts to provide sharper focus to the interrogation effort. In fixed detention facilities, these HUMINT collector or analyst relationships may become more enduring. Commanders are not encouraged to mix HUMINT collectors and CI agents on a single team. Doing so seriously undermines the ability to conduct both the HUMINT collection and CI missions simultaneously. However, commanders may find times when METT-TC factors make it reasonable to augment a CI team with HUMINT support for a mission, or vice versa.




  COMMAND DEBRIEFING TEAM




  2-13. A command debriefing team is normally not a table of organization and equipment (TOE) organization but may be task organized to meet mission requirements. This task-organized team is normally OPCON to the HOC. Although more prevalent during stability and reconstruction operations, senior personnel will often acquire information of intelligence interest during the normal course of their duties. The HUMINT collection assets, particularly at division echelon or higher, will normally task organize a team of more senior, experienced individuals to debrief these senior unit personnel. In offensive and defensive operations, this same team is prepared to interrogate high-value detainees (including EPWs) or debrief senior civilians. The command debriefing team should not be confused with the G2/S2 debriefing program, which also is critical and is an important conduit of information.




  DOCUMENT EXPLOITATION TEAM




  2-14. DOCEX teams are normally found at theater and national level organizations. Lower echelon HCTs may also be designated to perform the DOCEX mission based upon mission parameters and linguist availability. However, if organic assets are used, there will be a mission tradeoff. Dependent on the priority of exploitation and volume of documents, HCTs assigned the DOCEX mission may be augmented by military, civilian, or contractor personnel to accomplish their assigned mission. During operations, the DOCEX team will normally screen documents, extract information, and expedite the evacuation of documents to the Joint or Theater Document Exploitation Facility.




  HUMINT ANALYSIS AND PRODUCTION ORGANIZATIONS




  2-15. HUMINT analysis and production organizations analyze information collected from HUMINT sources, support the requirements management (RM) system, and produce single-discipline intelligence products. HUMINT analysis and production are conducted at all echelons, separate brigades, and higher. (See Chapter 12 for a description of the HUMINT analysis system and methodologies.)




  HUMINT ANALYSIS CELL




  2-16. The HAC is part of the J/G2X; however, it may be collocated with an analysis and control element (ACE) or Joint Intelligence Support Element (JISE) single-source enclave depending on facilities and operational environment considerations. The HAC works closely with the all-source intelligence elements and the CIAC to ensure that HUMINT reporting is incorporated into the all-source analysis and common operational picture (COP). The HAC is the “fusion point” for all HUMINT reporting and operational analysis in the JISE and ACE. It determines gaps in reporting and coordinates with the RM to cross-cue other intelligence sensor systems. The HAC—




  

    	Produces and disseminates HUMINT products and provides input to intelligence summaries (INTSUMs).




    	Uses analytical tools found at the ACE or JISE to develop long-term analyses and provides reporting feedback that supports the HOC, OMTs, and HCTs.




    	Provides analytical expertise to the C/J/G/S2X, HOC, and OMTs.




    	Produces country and regional studies tailored to HUMINT collection.




    	Compiles target folders to assist C/J/G/S2X assets in focusing collection efforts.




    	Analyzes and reports on trends and patterns found in HUMINT reporting.




    	Analyzes source reliability and credibility as reflected in reporting and communicates that analysis to the collector.




    	Develops and maintains databases specific to HUMINT collection activities.




    	Produces HUMINT requirements.




    	
Answers HUMINT-related RFIs.




    	Identifies collection gaps and provides context for better collection at their echelon.


  




  JOINT INTERROGATION AND DEBRIEFING CENTER ANALYSIS SECTION




  2-17. This section ensures that all members of the Joint Interrogation and Debriefing Center (JIDC) (see para 5-102) are aware of the current situation through the distribution of INTSUMs and products from external agencies. The Analysis Section also supports the JIDC by—




  

    	Providing situation update briefings to all facility personnel every 12 hours.




    	Preparing research and background packets and briefings for interrogations and debriefings.




    	Developing indicators for each intelligence requirement to support screening operations.




    	Conducting single-discipline HUMINT analysis based on collected information to support further collection efforts.




    	Correlating reports produced by the JIDC to facilitate analysis at higher levels.




    	Answering RFIs from interrogators and formulating RFIs that cannot be answered by the analytical section on behalf of the interrogators.




    	Reviewing IIRs and extracting information into analysis tools tailored to support the interrogation process.




    	Pursuing products and resources to support the interrogation effort.


  




  HUMINT ANALYSIS TEAM




  2-18. The HUMINT analysis team (HAT) is subordinate to the G2 ACE. The HAT supports the G2 in the development of IPB products and in developing and tailoring SIRs to match HUMINT collection capabilities.
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  3-1. Army doctrine for full spectrum operations recognizes four types of military operations: offensive, defensive, stability and reconstruction, and civil support. Missions in any environment require the Army to conduct or be prepared to conduct any combination of these operations. HUMINT assets will be called on to provide information in support of all four operations. Simultaneous operations, for example elements of a force conducting offensive operations while other elements are engaged in stability and reconstruction operations, will cause a similar division of the limited HUMINT assets based on METT-TC.




  OFFENSIVE OPERATIONS




  3-2. Offensive operations aim at destroying or defeating the enemy. Rapid maneuver, constantly changing situations, and a vital need for intelligence support at the point of contact influence HUMINT missions during offensive operations. The guiding principle to the use of HUMINT in support of offensive operations is to minimize the time between when friendly forces encounter potential sources (detainees, refugees, and local civilians) and when a HUMINT collector screens them.




  3-3. During offensive operations, at echelons corps and below, HCTs normally operate in the engaged maneuver brigades’ AOs and are further deployed in support of maneuver battalions based on advice from the OMTs. These collection assets may be in general support (GS) of the parent brigade or in DS of the maneuver battalions, reconnaissance squadrons, and other forward-deployed maneuver assets. The HCTs and their supporting control structure are deployed in accordance with METT-TC based on three principles:




  

    	The relative importance of that subordinate element’s operations to the overall parent unit’s scheme of maneuver and the overall ISR plan.




    	The potential for that subordinate element to capture detainees, media and materiel, or to encounter civilians on the battlefield.




    	The criticality of information that could be obtained from those sources to the success of the parent unit’s overall OPLANs.


  




  3-4. HUMINT missions in support of offensive operations include screening and interrogating EPWs and other detainees, questioning and debriefing civilians in the supported unit’s AO, and conducting DOCEX, limited to extracting information of immediate tactical value. EAC assets normally support offensive operations through theater interrogation and debriefing facility operations and mobile interrogation teams. These facilities are better equipped to conduct in-depth interrogations and DOCEX, so it is imperative that EPWs and other detainees who will be evacuated to theater facilities be transported there as soon as possible.




  HUMINT IN SUPPORT OF FORCED ENTRY OPERATIONS




  3-5. Forced entry operations (FEOs) are offensive operations conducted to establish an initial military presence in a target area in the face of expected enemy opposition. HUMINT collection assets may be able to provide vital information to tactical commanders in the critical early stages of the entry operation. Key considerations for HUMINT support to FEOs include:




  

    	HUMINT collectors attached or under OPCON of the initial force package to provide HUMINT collection support for the entry force. Collection teams will normally operate in support of battalion-sized or smaller elements. HUMINT collection assets should be integrated early and should participate in all aspects of planning and training, including rehearsals, to smoothly integrate and execute operations.




    	HUMINT assets supporting the entry force must include proportional OMT elements. For example, if 2 to 4 teams are attached to a maneuver brigade, an OMT also needs to be attached. Even if the teams are further attached to maneuver battalions, there must be an OMT at the brigade level to coordinate and control HUMINT collection activities.




    	HCTs and OMTs must be as mobile and as survivable as the entry forces. Team leaders should ensure that the supported unit will be able to provide maintenance support to the team vehicles, as appropriate, in accordance with the support relationship.




    	Attached or OPCON HUMINT teams must have robust communications connectivity with the supported unit and must have reach connectivity through their OMT.




    	HCTs must contain organic or attached language capability in order to conduct HUMINT collection effectively during FEO. It is unlikely that the teams can be augmented with attached civilian interpreters during this type of operation.


  




  HUMINT IN SUPPORT OF EARLY ENTRY OPERATIONS




  3-6. Early entry operations differ from FEOs in that early entry operations do not anticipate large-scale armed opposition. Early entry operations establish or enhance US presence, stabilize the situation, and shape the environment for follow-on forces. HUMINT collection provides critical support to defining the operational environment and assessing the threat to US forces. The considerations listed above for FEOs apply equally to early entry operations.




  DEFENSIVE OPERATIONS




  3-7. Defensive operations defeat an enemy attack, buy time, economize forces, hold the enemy in one area while attacking in another, or develop conditions favorable for offensive operations. Forces conducting defensive operations must be able to identify rapidly the enemy’s main effort and rapidly assess the operational conditions to determine the timing of counter-offensive or other operations. HUMINT support to defensive operations centers on the ability to provide the forward-deployed maneuver commander with information and intelligence of immediate tactical value. HUMINT assets should be placed in the AO of the forward elements to minimize the time between when friendly forces encounter potential sources (detainees, refugees, local civilians) and when a HUMINT collector screens them. HUMINT collectors are placed where the potential for HUMINT collection and the criticality of the information are greatest.




  3-8. In defensive operations, it may be necessary to divide the HUMINT assets equally among the subordinate elements to provide area coverage until the primary enemy threat is identified. The HUMINT C2 elements (team leader, OMTs, and unit C2) must be prepared to task organize rapidly and shift resources as the situation dictates, based on the changing situation and higher headquarters FRAGO. HUMINT missions in defensive operations normally include interrogation of detainees, refugee debriefings, and assisting in friendly force patrol debriefings.




  STABILITY AND RECONSTRUCTION OPERATIONS




  3-9. Stability and reconstruction operations sustain and exploit security and control over areas, populations, and resources. They employ military and civilian capabilities to help establish order that advances US interests and values. The immediate goal often is to provide the local populace with security, restore essential services, and meet humanitarian needs. The long-term goal is to help develop indigenous capacity for securing essential services, a viable market economy, rule of law, democratic institutions, and robust civil society. Stability and reconstruction operations involve both coercive and cooperative actions. They may occur before, during, and after offensive and defensive operations; however, they also occur separately, usually at the lower end of the range of military operations. The primary focus of the HCTs during stability and reconstruction operations is to answer the commander's information requirements (IRs) and provide support to force protection. In stability and reconstruction operations, the HUMINT collectors must be able to maintain daily contact with the local population. The nature of the threat in stability operations can range from conventional forces to terrorists and organized crime and civil disturbances. Consequently, intelligence requirements can vary greatly. Examples of HUMINT collection requirements include TECHINT to support arms control; extensive political information and demographic data; order of battle (OB) regarding several different former warring factions during peace operations; or extremely detailed target data. HUMINT collectors also help to ascertain the feelings, attitudes, and activities of the local populace. Stability and reconstruction operations may be conducted in coordination with other US departments and agencies, and in conjunction with other countries and international organizations.




  3-10. Centralized management and databasing are key to successful HUMINT operations. The HUMINT assets may operate in GS to the parent unit or operate in the AO of subordinate elements of the parent unit. For example, in a division AO, the HCTs would normally operate in DS to the division but each team would normally have an AOIR that corresponds to the AO of the division’s brigades or battalion task forces. There is close coordination between the HUMINT staff officer (C/J/G/S2X) and the OMTs to synchronize HUMINT operations properly, to develop the overall threat awareness, and to deconflict sources. The HCTs screen and debrief contacts to increase the security posture of US forces, to provide information in response to command collection requirements, and to provide early warning of threats to US forces. They may also interrogate detainees if permitted to do so by the mission-specific orders and in accordance with applicable law and policy. Applicable law and policy include US law; the law of war; relevant international law; relevant directives including DOD Directive 3115.09, “DOD Intelligence Interrogations, Detainee Debriefings, and Tactical Questioning”; DOD Directive 2310.1E, “The Department of Defense Detainee Program”; DOD instructions; and military execute orders including FRAGOs.




  3-11. Many stability and reconstruction operations are initiated with the establishment of a lodgment or base area. There is a subsequent expansion of operations to encompass the entire AO. The general concept of an HCT’s operation is that of a two-phased effort. In the initial phase, the HCT establishes concentric rings of operations around the US forces starting from the supported unit’s base of operations and working outward. Each ring is based on the threat environment and the commander’s need to develop his knowledge of the tactical situation. The second, or continuation phase, begins once the initial information collection ring is established. The initial ring is not abandoned but rather is added to as the HCT shifts its focus to expand and establish the second and successive rings. The amount of time spent establishing each ring is situationally dependent.




  INITIAL PHASE




  3-12. The initial phase of stability and reconstruction operations is used to lay the foundation for future team operations. In general, the priority of effort is focused inward on security. The HCT conducts initial and follow-up screenings of locally employed personnel, to establish base data for subsequent source operations. The supported unit S2, with the assistance of the HUMINT team leader, establishes procedures to debrief reconnaissance and surveillance assets operating in the supported unit AO, as well as regular combat patrols or logistics convoys. The HCT lays the groundwork for future collection efforts by establishing liaison with local authorities, as well as developing plans and profiles for HUMINT collection. While establishing the initial and subsequent rings, the HCT actively seeks to collect PIR information, whether it pertains to the current ring or any other geographic location.




  CONTINUATION PHASE




  3-13. Following the initial phase, the HCT’s focus shifts outward. While the HCT continues performing HUMINT collection and analysis functions within the base camp, it also expands its collection effort to outside the base camp to answer the supported unit’s requirements. During the continuation phase, the HCT conducts contact operations with local personnel who may be able to provide information of interest to the local commander or to satisfy the requirements of the tasking or request. The HCT also conducts liaison with local authorities, coalition forces (if present), NGOs, and others whose knowledge or activities may affect the success of the US mission. Any time the HCT is outside the base camp, it must be careful to observe the local population and report what it sees. The activities and attitudes of the general population will often have an effect on the commander’s decisions on how to conduct US missions in the area.




  LEVELS OF EMPLOYMENT




  3-14. HCTs may be employed with varying degrees of contact with the local population. As the degree of contact with the population increases, the quantity and diversity of HUMINT collection increases. In many instances, however, there is a risk to the HCT inherent with increased exposure to the local population. The ability of the HCT members to fit in with the local populace can become very important to their safety. Consequently, the commander should consider exceptions to the ROE, as well as relaxed grooming and uniform standards, to help HCT members blend in and provide additional security. Commanders must consider the culture in which the HCT members will be operating. In some cultures, bearded men are more highly respected than clean-shaven men. Relaxing grooming standards for HCTs in these situations will support the team’s ability to collect information. The decision regarding what level to employ an HCT is METT-TC dependent. The risk to the collection assets must be balanced with the need to collect information and to protect the force as a whole. The deployment and use of HUMINT collection assets may be limited by legal restrictions, mission-specific orders, directions from higher headquarters, and the overall threat level. The four basic levels of employment for the HCT are discussed below. Figure 3-1 shows these levels as well as their collection potential versus team security.




  Base Camp




  

    	

      Restricting the HCT to operations within the base camp minimizes the risk to the team. This action, however, minimizes the collection potential and maximizes the risk to the force as a whole. While restricted to a base camp, the HCT can maintain an extremely limited level of information collection by—




      

        	Interviewing walk-in sources and locally employed personnel.




        	Debriefing combat and ISR patrols.




        	Conducting limited local open-source information collection.


      


    




    	This mode of deployment should be used only when dictated by operational restrictions. These would be at the initial stages of stability and reconstruction operations when the operational environment is being assessed, or as a temporary expedient when the force protection level exceeds the ability to provide reasonable protection for the collectors. A supported unit commander is often tempted to keep the HCT “inside the wire” when the force protection level or threat condition (THREATCON) level increases. The supported unit and parent commanders must compare the gains of the HCT collection effort with the risks posed. This is necessary especially during high THREATCON levels when the supported unit commander needs as complete a picture as possible of the threat arrayed against US or multinational forces.


  




  [image: Figure 3-1. Team Level of Employment.]




  Integrated with Other Operations




  

    	Under some circumstances, when it is not expedient to deploy the HCT independently due to threat levels or other restrictions, it can be integrated into other ongoing operations. The HCT may be employed as part of a combat patrol, ISR patrol, or in support of an MP patrol or stationed at a checkpoint or roadblock. It can also be used to support CA, psychological operations (PSYOP), engineer, or other operations. This method reduces the risk to the team while greatly increasing its collection potential over the confined-to-base-camp method. It has the advantage of placing the team in contact with the local population and allowing it to spot, assess, and interact with potential sources of information.




    	The integration into other operations can also facilitate the elicitation of information. However, this deployment method restricts collection by subordinating the team’s efforts to the requirements, locations, and timetables of the unit or operation into which it is integrated. Integration can be done at the team or individual collector level. HUMINT collectors should be used only in situations with an intelligence collection potential. It is a waste of a valuable asset to use them in a function that could be performed by a civilian translator.


  




  As an Independent Patrol




  

    	Defensive. One of the key elements of the HCT success is the opportunity to spot, assess, and develop relationships with potential sources of information. Operating as independent patrols, without being tied to ISR or combat assets, enables the HCTs maximum interaction with the local population, thereby maximizing the pool of potential sources of information. The HCT must be integrated into the supported unit’s ISR plan and be provided with other command elements as needed to support the collection mission. The team leader will advise the supported unit on the specific capabilities and requirements of the team to maximize mission success. This method also increases the risk to the team. HCT members must carry the necessary firepower for self-protection. They must also have adequate communications equipment to call for help if needed. The team’s posture, equipment, and appearance will be dictated by overall force restrictions and posture. When operating as an independent patrol, the HCT should not stand out from overall US forces operations. If US forces are in battle-dress uniforms and operating out of military vehicles, so should the HUMINT collectors.




    	Soft. If the threat situation is such that soldiers are authorized to wear civilian clothes when outside base areas, the HUMINT collectors should also move among the civilian population in civilian clothes, so that they do not stand out from others in the area.


  




  CIVIL SUPPORT OPERATIONS




  3-15. Army support supplements the efforts and resources of state and local governments and organizations. If a presidential declaration initiates civil support for a major disaster or emergency, involvement of DOD intelligence components would be by exception. Civil support requires extensive coordination and liaison among many organizations—interagency, joint, AC, and RC—as well as with state and local governments, and in any case will require compliance with the Posse Comitatus Act, 18 U.S.C., § 1385, when US forces are employed to assist Federal, state, or local law enforcement agencies (LEAs). The National Response Plan provides a national level architecture to coordinate the actions of all supporting agencies.




  MILITARY OPERATIONS IN URBAN ENVIRONMENT




  3-16. Units are often task organized with additional ISR units and assets to meet the detailed collection requirements in the urban operations. The complexities of urban terrain cause degradation in the capabilities of many of the sensor systems. HUMINT collectors may have to be placed in DS of lower echelon combat maneuver forces (battalion and lower) to support operations. HUMINT and combat reporting by units in direct contact with threat forces and local inhabitants becomes the means of collection. For successful ISR planning, the S2 must be aware of the capabilities and limitations of the various organic and attached collection systems as they apply to urban operations. As in all environments, commanders must assess the risk involved in the forward deployment of HUMINT assets.
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Figure 2-1. Tactical HUMINT Organization.
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Figure 1-2. HUMINT and CI Functions.
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