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    To my family, whose unwavering support has shaped my journey.

And to the brave people of Iran—especially the courageous girls who fight for their freedom. Your strength, resilience, and unbreakable spirit inspire hope in the darkest of times. This story is for you.
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Chapter 1: The Glitch in the Grid
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The City Never Slept. Neither Did Nila.

She sat cross-legged on her mattress, bathed in the cold glow of six monitors stacked against the wall. The apartment was small, barely more than a box, filled with the low hum of cooling fans and the scent of burnt circuitry and stale tea.

Lines of code scrolled down her screens, fragments of stolen data whispering secrets from a corporate firewall she’d cracked hours ago. She should’ve logged off by now—cashed in, called it a night.

But something felt off.

The error logs from Iran’s national power grid weren’t normal. At first glance, they looked routine—misfires, overloads, the kind of glitches that happened in a system this old.

But the deeper she dug, the more it felt wrong.

Like fingers reaching into the country’s industrial backbone. Twisting wires. Corrupting processes.

Her hands moved fast, calling up security feeds, intrusion logs, timestamps.

The breach was spreading.

Refineries. Factories. Power stations.

Someone wasn’t just breaking in—they were taking control.

Then—her screen flickered.

Lines of code dissolved into static.

A single message appeared.

Typed in real time.

>> We see you, Nila.

Her breath caught.

No one should’ve been able to trace her. No one.

She killed the connection instantly, ripping out the link, heart hammering against her ribs.

Silence.

Except—she wasn’t alone.

Whoever they were, they weren’t just inside Iran’s networks.

They were inside her system.

And they wanted her to know.
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Chapter 2: Echoes in the Machine
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The moment Nila severed the connection, the room fell into an eerie silence.

No more flickering monitors. No more soft clicks of incoming data streams.

Just the steady hum of cooling fans. The distant noise of Tehran’s night. The pounding in her chest.

Then—her terminal beeped.

INCOMING DATA PACKET.

Nila’s fingers hovered over the keyboard. The file was small—just a few kilobytes—but something about it made her gut twist.

It was wrapped in quantum encryption—the kind only elite hackers or state agencies used.

Opening it raw would be suicide.

She exhaled, cracked her knuckles, and spun up a sandboxed environment—a virtual machine built to dissect malicious code without letting it touch her system. With a flick of her wrist, she routed the file into the isolated space and peeled away the encryption.

The packet opened.

A single text file.

Nila leaned forward.

She read the words.



> WE ARE INSIDE.

> WE ARE EVERYWHERE.

> YOUR CITY WILL FALL.

> YOUR MACHINES WILL DIE.

> YOUR WAR IS LOST.

> STOP DIGGING. OR BURN.



A cold shiver crawled up her spine.

This wasn’t a warning.

It was a statement of fact.

The Breach Runs Deep

Nila didn’t do fear. Not usually.

But this?

She knew cyberwarfare. She understood infiltration.

And whoever sent this wasn’t just inside Iran’s systems.

They were inside her system.

Her Neural HUD flickered—a subtle blue glow in the corner of her vision. She triggered a quick scan of her home rig.

0.0042 seconds.

That’s how long they had been inside before she’d cut the connection.

Not even a full second.

Just long enough to leave a message.

And that was the terrifying part.

If they could get in that fast?

They could have done so much worse.

Nila’s hands moved fast, launching a deep scan on her entire system. Every process, every open port, every hidden line of code.

Nothing could be trusted now.

If they had planted even one backdoor, she was already dead in the water.

She exhaled sharply.

Then, a new thought formed.

If they sent me this message... how many others have they reached?

A City on the Brink

She pulled up a city-wide threat map, tapping into public data streams, black-market security feeds, and insider intelligence.

Her screen lit up with red alerts.

	Industrial failures—labeled “routine,” but too widespread to be coincidence.
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