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Safety from external danger is the most powerful director of national conduct.

—ALEXANDER HAMILTON , 1787






PREFACE


Terrorism is a political tornado that has the capacity to wreck lives and disrupt societies. For those unlucky bystanders caught up in its path and for those who have lost loved ones in attacks, terrorism is a random, unforgivably cruel turn of fate. The specter of terrorism causes people to think twice about normal social activities: joining a crowd, idling at a café, boarding a plane, and taking the subway. Terrorists fray the intangible ties that bind, causing otherwise rational individuals and modern civilizations to act in irrational, medieval ways.

Al-Qaeda has been the world’s foremost purveyor of this particularly lethal form of social mayhem. Its 9/11 operation was notable not only for its destructive capacity but also for its audacity, striking the heart of the world’s superpower on a sunny Tuesday morning. And, unlike many terror groups that have focused on regional and parochial interests, al-Qaeda has taken its cause worldwide. Al-Qaeda members have attacked New York City, Madrid, London, Amman, Istanbul, Islamabad . . . the list goes on and on.

For all the rhetoric that followed 9/11, America did not possess a fully formed, off-the-shelf strategy to disrupt, dismantle, and defeat al-Qaeda. Rather, on September 12, the US began the first of a series of painful, halting steps to confront this determined adversary. America’s counterterrorism policy is a dense web of interconnected stories of men and women making tough choices and authorizing risky decisions. It is a complex series of tales filled with victories as well as defeats, resolute behavior, bureaucratic compromises, paths taken and those not.

As we enter the spring of 2012, America’s leaders insist that al-Qaeda is on the ropes. Upbeat evaluations have been the hallmarks of American  policymakers even in the worst of times. “I’m convinced,” defense secretary Leon Panetta said in mid-2011, “that we’re within reach of strategically defeating al-Qaeda.” Michael Vickers, who a generation ago provided creative solutions in the covert war against the Soviets in Afghanistan, expanded this sentiment, noting that “within 18 to 24 months core al-Qaeda cohesion and operational capabilities could be degraded to the point that the group could fragment and exist mostly as a propaganda arm.” Thankfully, this optimism may be merited. While al-Qaeda has proven itself a resilient and resourceful foe, America’s ability to track and destroy al-Qaeda operatives anywhere on earth has never been better.
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CHAPTER 1

FIRE FROM THE SKY

The Find-Fix-Finish Doctrine in Action

 



 



 




The crisp, clear morning of August 5, 2009, was the last one of Baitullah Mehsud’s life.1 The grim leader of Tehrik-e-Taliban Pakistan (TTP)—more commonly known as the Pakistani Taliban—had been responsible for Prime Minister Benazir Bhutto’s assassination and dozens of gruesome suicide attacks in Afghanistan and Pakistan. On that sunny morning Mehsud was lounging on the roof of a squat house in South Waziristan. Without warning, two missiles streaked through the sky and slammed into the house.2 Mehsud, like many of his victims, never saw his enemy until it was too late.

What happened? Two days earlier, Central Intelligence Agency (CIA) employees, stationed thousands of miles away in suburban Virginia, had identified Mehsud in surveillance footage and ordered the lethal Hellfire missile strike via an unmanned aerial vehicle (UAV). After the dust settled, the video feed indicated that Mehsud had been sliced in half and was unquestionably dead.3 A week later, President Barack Obama reported that “we took out” Mehsud, confirming it was indeed the US that felled the Taliban commander.4


In contrast to the many sanitized Hollywood storylines of American officials ordering precision air strikes against dastardly terrorists, eliminating  Mehsud had been a lengthy, messy process of trial and error for the US government. The Washington Post called finding Mehsud an “obsession” for the CIA; this was the sixteenth drone strike that the Agency, with explicit White House blessing, had executed intending to neutralize him.5 In pursuing Mehsud, the US had killed an estimated two hundred other individuals—combatants and noncombatants alike—since 2008.6 Not trusting just one method, American officials beginning in early 2009 even took a parallel approach, advertising a $5 million bounty for information leading to Mehsud’s death or capture.7


Mehsud’s death exemplified not only the capacity to hunt individuals in the remote badlands of Pakistan without committing ground forces to the area, but also American willingness to allocate resources to finding and killing one man—spending eighteen months, multiple strikes, significant analytical and operational capital, and countless personnel hours to do so. The death of Baitullah Mehsud was the culmination of a learning process for the US, and evidence of a new approach to countering America’s terrorist enemies in remote parts of the world.

The tenure of Baitullah Mehsud’s successor, Hakimullah Mehsud, lasted less than five months. It was cut short by another UAV strike, which severely wounded Hakimullah and occurred only five days after a video surfaced on Al Jazeera showing the new TTP leader seated beside a Jordanian militant who had just killed eight CIA officers in a suicide bombing in Khost, Afghanistan. The quick turnaround time from the video’s emergence to Hakimullah’s neutralization sent a clear message: the US was rapidly perfecting its ability to eliminate those who seek to harm America.

This energetic national security capability, which did not exist a decade before, now stands as a core component of the strategy the US deploys to defeat its adversaries. The new doctrine for national security is based on dramatically improved drone technology, close cooperation by civilian and military organizations and with host-nation intelligence services, lethal Special Forces, and a modern interpretation of the law of war that allows for the targeting of militants. The attacks on 9/11 were the catalyst for a radical restructuring of America’s attitudes toward security and stability, especially toward the protean threat of international terrorism. The revolution in counterterrorism operations began in 2001 with  the invasion of Afghanistan, which demonstrated the power of coordinated intelligence and military operations. Later, both Afghanistan and Iraq served as the laboratories for developing the capacity to suppress terrorism abroad and at home.




THE COLOSSUS SHIFTS ITS FOOTING 

For much of American history, when the US looked to take on foreign threats it focused on the menace of hostile nation-states. With rare exceptions—such as when Thomas Jefferson sent US naval forces to battle the Barbary pirates in the early nineteenth century, or when Woodrow Wilson authorized the US Army to (unsuccessfully) hunt for Pancho Villa in Mexico in the early twentieth century—the US has understood the primary threat to its security interests as coming from national adversaries.

No longer. The 9/11 attacks brutally exposed an inability to detect and disrupt a small, highly disciplined, well-trained group of individuals bent on massive destruction. Understandably, America’s efforts in the decade since have been refocused on targeting people and small groups who seek to find ways to disturb America’s advantaged position.

This shift, however, has affected US national security strategy beyond the immediate concern of eliminating the so-called terrorist threat. Developing the ability to target individuals has proven critical to achieving other national security priorities. The policy debate about the future of Afghanistan policy that occurred within the Obama administration in 2009 represented the formal arrival of a new strategic option: focused, small footprint counterterrorism operations aimed at crippling al-Qaeda in Pakistan and Afghanistan. In the end, President Obama chose to pursue a more expansive counterinsurgency (COIN) strategy. The COIN strategy in Afghanistan, or some variant, was appropriate to achieving a long-term solution to a conflict. But it required—more than guns, troops, or briefcases of cash—a long-term commitment from the American people. But polling in 2010 suggested that public support for the fight was declining, and by 2011 President Obama had announced the beginning of a complete withdrawal from Afghanistan.

Yet the terrorism threat emanating from South Asia did not simply evaporate. Until 2011 COIN represented the strategy for the main effort,  but parallel targeted counterterrorism operations increased dramatically on both sides of the Afghanistan-Pakistan border whose object was to find, fix, and finish the adversaries that threatened America’s national interests.




FIND, FIX, AND FINISH 

The idea of “find, fix, finish” is not new, Indeed, it has a classic American military heritage. In the 1950s General Matthew Ridgway rallied his demoralized troops during the Korean War by repeatedly exhorting his commanders to “Find them! Fix them! Fight them! Finish them!”8 Ridgway reportedly based his maxim on a study of General Ulysses S. Grant, who said, “The art of war is simple enough. Find out where your enemy is. Get him as soon as you can. Strike at him as hard as you can as often as you can, and keep moving on.”

Following the Korean War, General Ridgway’s exhortations evolved into national security policy during the cold war:
FIND: Find the enemy 
FIX: Ensure the enemy stays (is fixed) in that location 
FINISH: Defeat the enemy





The find-fix-finish mantra helped shape the cold war worldview of the adversary: the Soviet Union and its proxies. A bipolar world was a simple world, and the long-term US goal was to defeat the USSR, or at least hold Soviet power in check. The intelligence community knew its targets and its mission: finding and fixing Red Army divisions, strategic bombers, nuclear assets, and the like. Locating the enemy was the easy part; the Soviet Union had cities, citizens, and interests to defend. Finishing the Soviet Union militarily was a much greater challenge, one the US never undertook because of the threat of mutually assured destruction.

But once terrorist groups, not nations, were viewed as the main threat, the rules of engagement that had evolved under the bipolar system of nuclear powers—deterrence, containment, reassurance—were less relevant. There was no tangible adversary, no army of uniformed soldiers,  no arsenal regulated by carefully negotiated arms agreements, and certainly no state leader with whom to negotiate.

The fundamental assumption of the cold war—that neither side wanted to risk annihilation—was null and void, since the terrorists were willing to martyr themselves. Since the adversaries had changed, the find-fix-finish doctrine had to evolve as well. Now finishing the enemy would be relatively simple, but finding and fixing an individual or small cell became devilishly hard.

A number of intelligence professionals had begun to draw attention to this shift in strategic thinking. “For most of, certainly, my professional life, most of our work was out there on fix and finish,” said former CIA director Michael Hayden in 2007. “The world has turned upside down . . . the finishing is relatively easy. In this world it’s the finding that’s the hardest-to-do function, it’s the intelligence thing. And we now have to treat those sources and methods with the same almost sacred respect we treated the secrecy of troops movements and operational plans in the ’40s, ’50s, ’60s,’70s, and ’80s, because it’s those things at the front-end, the fine point, that have become the critical piece of that ‘find, fix, finish’ equation.”9


The current director of national intelligence, Lt. General James Clapper, elaborated on this point in mid-2009. “Many aspects of the intelligence community today, including some investments and practices, are legacies of the Cold War era and anachronistic,” mused Clapper. “Nowadays, with the kind of targets being pursued, the antithesis is true. Today’s targets are very elusive and therefore quite hard to find, yet once they are found, they are very easy to finish. This reality has a very profound effect on the way intelligence is done today.”10



Find 

Finding potential threats—figuring out who they are and where they are—is a core requirement of the new doctrine and has proven to be the most difficult aspect of counterterrorism. The intelligence and law enforcement communities have struggled to find regular criminals within American borders. Internationally, locating threats is an even greater task.

In order to accomplish these goals, the intelligence, military, and law enforcement communities have evolved significantly in both mind-set  and allocation of resources since 2001. Within American borders, the new nature of the threat led to the creation of the Department of Homeland Security (DHS) and a radical restructuring of the intelligence community, including the establishment of the National Counterterrorism Center and the position of the director of national intelligence (DNI). Controversially, law enforcement officials have additionally been given new powers in regard to electronic and physical surveillance.

Intelligence officials have strengthened working relationships with other nations’ intelligence and security services, arguing that the US cannot eliminate the global terrorist threat by itself. In 2005, CIA deputy director for operations Jose Rodriguez told Congress that nearly every capture or killing of a suspected terrorist outside Iraq since 9/11—more than 3,000 in all—was the result of CIA cooperation with foreign intelligence services.11 One CIA official who worked with Pakistan claimed in late 2009 that the country’s Inter-Services Intelligence Directorate (ISI) had captured or killed over six hundred US targets.12


Navigating the new challenges to finding terrorists has not been without incident. Revelations that the Bush administration launched controversial counterterrorism programs such as a warrantless electronic surveillance program riled an already tumultuous political environment. The operational necessity for extensive electronic surveillance of individuals within the US who have connections to terrorists abroad is clear; however, the murky legality of the Bush-era Terrorist Surveillance Program resulted in political controversy that distracted national security professionals from their core mission. Finding the enemy is essential, but at what political, moral, or legal price?


Fix 

In a global war against small groups of extremists, the US now more than ever places a premium on “actionable intelligence” and has developed new mechanisms to collect fresh tips and refine its dissemination. Whether this perishable information comes from signals intelligence or imagery analysis, from drone-based cameras or from human assets’ lips, US forces require precise input to be proactive. Since the targets are not lumbering armies but highly mobile individuals, the instantaneous and  momentary nature of the threat requires much greater speed to generate and synthesize this information than in the past.

The US and other countries struggled for years to “fix” Abu Musab al-Zarqawi, a Jordanian militant who arguably became the single most important instigator of sectarian carnage in Iraq from 2003. The fix did not occur until June 2006, three long, bloody years later.

The success was the result of years of trial and error that demanded a massive bureaucratic shift, which has not been fully completed. During the cold war, the intelligence community relied heavily on expensive satellite systems to clarify the capabilities and intent of America’s adversaries. Despite the enormous cost of these systems, disproportionate to their utility in locating terrorist individuals and small groups, the intelligence community has struggled over the past decade to reallocate its resources and budgets.

Technical methods can generate excellent intelligence, but satellite systems and electronic surveillance cannot see into men’s souls or divulge their exact location. Human intelligence is a crucial aspect of the effort to fix terrorists, and the US had to significantly improve its capacity in this area. In 2001, CIA had limited ability to operate in significant terrorist hotspots, including Afghanistan, Lebanon, Somalia, and Yemen. By the late 1990s, for example, the US still had not replaced intelligence officers in Afghanistan, all of whom had left when the US embassy in Kabul was evacuated in 1989. But over the past decade, the intelligence community has dramatically bolstered the cadre of collectors and informants in the toughest parts of the world. They focus on developing local sources that help the spies attack terrorist cells and provide the actionable details necessary to support capture or kill operations.

The US ability to act swiftly on this information is also rapidly evolving. The need for focused military action in combating smaller targets has led to the rising importance of the Joint Special Operations Command (JSOC) and counterterrorism task forces that combine a wide range of military and intelligence resources. For instance, JSOC, with CIA assistance, has increasingly exploited the use of on-the-ground technical analysis of cell phones, computer hard drives, and documents in combination with the debriefing of captured militants to quickly locate new targets for attack.13



Finish 

US decision makers have struggled, not only to establish a new paradigm for finding and fixing terrorists, but also new strategies for “finishing” them. The US now attempts to neutralize its targets using special military forces, an integrated group of military operators and analysts, high technology, and severe legal sanctions—which keeps US and civilian casualties to a minimum. The mechanics of finishing terrorists may include a combination of lethal action, physical detention, and prosecution. Terrorist suspects are successfully finished when they no longer represent a physical or ideological threat to US interests, not just when they are killed by military strikes or by covert action.

Many intelligence and military officials argue that detaining and interviewing terrorist suspects is the most effective way to finish them, since they can provide information that will allow the find-fix-finish cycle to begin again; the debriefing of one suspect can aid in locating, isolating, capturing, or killing others. After Khalid Shaykh Mohammed (KSM) was arrested in Pakistan, he provided actionable intelligence that was used to arrest the leader and several top members of Jemaah Islamiya, an extremist group in Southeast Asia.14 Still, the brutal circumstances under which KSM provided certain information—for example, after being tortured—proved controversial.

Also notorious was the case of Ibn al-Shaykh al-Libi, a Libyan militant captured by the Pakistani military and turned over to the US, which “finished” him by guaranteeing that he remained confined for the rest of his life within US, Egyptian, and Libyan facilities. While al-Libi is better known for providing erroneous information that Saddam Hussein and al-Qaeda had a high-level relationship prior to Operation Iraqi Freedom, he did provide actionable intelligence about pending attacks against US interests at the beginning of his detention.

Lethal action, as in the case of Baitullah Mehsud, and rendition, as with KSM and al-Libi, remove individuals from the global battlefield and prevent them from harming US citizens and interests. Lethal action may also disrupt ongoing or imminent terrorist planning, as critical individuals are removed from future plots.

The mechanics of finishing terrorists is easier than ever before, but significant legal, ethical, and political complications remain. Some of the complications of nonlethal methods were demonstrated in the cases of al-Libi and KSM. Once a terrorist suspect is in custody, US officials must decide how to proceed with his incarceration. One option is to bring the terrorist suspect to trial, but this obliges American officials to provide some sort of legitimate legal process. Another option is to detain him indefinitely, which, beyond the likely unconstitutionality of this alternative, begs thornier questions of where to imprison him and under what conditions. US officials can deport a detainee to a third country, as in the case of Osama bin Laden’s driver Salim Hamdan. After spending time in the detention center at the Guantanamo Bay naval base, he was deported and is today living quietly in Yemen. But freed individuals may then engage in terrorism or militant activity, as was the case for former Guantanamo Bay detainees Said Ali al-Shihri, who became the al-Qaeda in the Arabian Peninsula (AQAP) leader, and Abdullah Ghulam Rasoul, who became a Taliban commander.15


American attempts to adapt the find-fix-finish paradigm to a new era have not come without high political costs. The Bush administration famously stated that the war on terror should not be fought as a law enforcement exercise; at the same time, President Bush claimed that terrorists would be “brought to justice.” If we measure justice in terms of fair trials and convictions, the US has fallen short of that standard. Despite more than three hundred convictions for terrorist-related offenses in civilian courts and a handful in military courts since 9/11, the US has yet to place a single al-Qaeda leader on trial, let alone obtain convictions and sentences. Moreover, the ongoing debate inside and outside the Obama administration over whether al-Qaeda and Taliban militants should be tried in civilian or military courts—as well as other festering issues, such as the ongoing inability to shutter Guantanamo Bay—demonstrates the hard decisions Americans face in determining the appropriate manner of finishing the threat. The US continues to grapple with the thorny political, legal, and moral problems, seeking clear-cut answers that will maintain its legal and ethical footing in very uncertain, constantly shifting political terrain.




IN SEARCH OF MONSTERS 

Some might argue that America’s new national security paradigm ignores the warning that President John Quincy Adams uttered in 1821 and makes it a nation that goes abroad “in search of monsters to destroy.” Whether the US has the foresight to cease, as Adams said, involving itself “beyond the power of extrication, in all the wars of interest and intrigue, of individual avarice, envy, and ambition, which assume the colors and usurp the standard of freedom” remains up for debate. In an interconnected world, however, some of the monsters have the will to journey here unless they are stopped.

The ability of some organizations to create havoc should not be underestimated, especially when they have indicated a strong desire to procure chemical, biological, and nuclear weapons. Osama bin Laden said in 1998 that it was his obligation in furthering jihad to acquire weapons of mass destruction; this public statement followed al-Qaeda’s various attempts to procure uranium since the early 1990s.16 Beyond al-Qaeda, other terrorist groups, such as Egyptian Islamic Jihad, Jemaah Islamiya, Aum Shinrikyo, and Lashkar al Tayyib, have tried to acquire weapons of mass destruction.17 Indeed, the possibility of WMD—especially nuclear weapons—falling into the wrong hands is, as then-Senator Obama said in 2008, “the gravest danger” the US faces today.18


Pursuing an effective national security strategy abroad in the post-9 /11 era also requires a new approach to political consensus at home. Given the controversial nature of many of the tools now routinely used by the US government to protect our interests, it is critical to receive the support of Congress and the public at large. The hyperpartisanship displayed on various issues must not hinder our ability to pursue new threats to American security in an ethical and legal manner.

More importantly, scoring cheap political points at the expense of national security corrodes the public’s faith in the government’s ability to protect it from attack. What America sorely needs is an adult, bipartisan consensus within the legislative branch on how to proceed on security issues that brings legitimacy, intellectual rigor, and a sense of permanence to our often ad hoc security system. A new national security consensus will also allow the US to better appreciate the intelligence and  military costs of these efforts, as well as rein in future leaders guided by a misplaced zeal to protect the country from attack.

Finally, to confront security threats in the twenty-first century, the US will require a more nuanced approach to the world, as foreign liaison relationships, particularly with Middle Eastern and South Asian countries, become instrumental in isolating and ending terror networks. A standoffish attitude toward international laws and norms jeopardizes international relationships and the nation’s moral standing. Furthermore, using the new tactical tools in a sloppy manner—such as rendering people to noxious countries like Syria or firing Hellfire missiles into dwellings in Pakistan without regard to civilian casualties—will undermine these methods politically and morally, and make protecting US interests more difficult. By revealing how America reinvented its approach to security after 9/11 and by showing its successes and failures, we hope to contribute to a wiser, safer future for the US and its allies.





CHAPTER 2

ATROPHY

National Security Before 9/11

 



 



 




On December 21, 1998, the head of the CIA’s Osama bin Laden unit grumpily wrote to Gary Schroen, the CIA’s chief of station (COS) in Islamabad, that he had been unable to sleep the night before. “I’m sure we’ll regret not acting last night,” he told him in an e-mail. Faced with a National Security Council (NSC) “obsessed” with convincing the Saudis, Pakistanis, and Afghan tribal members to “do what we won’t do”—capture or kill Osama bin Laden—he was feeling very frustrated.1


The day before, the administration’s top national security and intelligence officials had assembled in response to intelligence indicating that bin Laden would be spending the night at the Taliban governor’s residence near Kandahar, Afghanistan. The question was whether or not to strike the house with a cruise missile, thereby ending the threat posed by bin Laden.

By this point, the NSC wanted to eliminate bin Laden. Just over four months earlier, al-Qaeda had simultaneously bombed the US embassies in Kenya and Tanzania, killing over two hundred and wounding thousands more. Still, top officials debated whether to support and authorize a strike against bin Laden. Available analysis indicated that an air strike  against him might kill hundreds of innocent people and damage a neighborhood mosque. Doubting the reliability of the intelligence—there was only a 50 percent chance it was accurate—the NSC decided that the plan was too risky and nixed it.2


This was not the first time the NSC had declined an opportunity to target bin Laden, nor would it be the last. By 1997, the intelligence community (IC) had recognized the magnitude of the threat he posed and had begun developing plans to capture or eliminate him. They took these proposed operations to President Clinton and NSC members. Following the 1993 attack on the World Trade Center in New York City and the 1996 attacks on the Khobar Towers military housing complex in Saudi Arabia, they recognized the necessity of acting against terrorist networks.

By all accounts, President Clinton approved the plans that were placed before him and authorized the IC to carry them out.3 Still, various members of the intelligence, military, and policymaking communities opposed the implementation of almost every capture or strike proposed against bin Laden, claiming each time that the chances of success were too low and the risks associated with failure were too high.4 Thus no matter how firmly the Clinton White House publicly stated its intention to counter the threat posed by bin Laden, little direct action—with the exception of one round of cruise missile strikes in 1998—was taken against him before 9/11.

The options, it seemed, were simply not good enough. Two days before the African embassy bombings, a note taker at a meeting of the NSC’s Counterterrorism Security Group scribbled that when it came to how the government should confront bin Laden, “there was a dearth of bright ideas around the table, despite a consensus that the [government] ought to pursue every avenue it can to address the problem.”5


In fact, a dearth of ideas wasn’t the problem; it was that for every plan there was a risk-averse counterreaction. In 1997 the CIA had begun developing plans to render bin Laden from Afghanistan and bring him to the US. These plans did not envision CIA operatives entering Afghanistan at all. Rather, the CIA would recruit and instruct members of the anti-Taliban Northern Alliance to conduct the operations.

However, CIA leadership rejected one such plan—allegedly the most detailed proposal prior to 9/11—three months before the African embassy bombings: the risks were seen as too great considering the low chances of success.6 All future plans to send US forces after bin Laden would similarly be rejected by CIA’s leadership, often in conjunction with members of the NSC, for a laundry list of reasons: al-Qaeda might retaliate against US interests; Afghan tribal elements or Northern Alliance forces might prove unreliable; there might be a lack of prosecutable evidence against bin Laden and the US might fail to convict him once he was captured; the operation, if discovered, might be misconstrued as an illegal assassination attempt; the financial cost might be too great; killing or capturing bin Laden might bring more extremists flocking to al-Qaeda’s cause.

The CIA could have eliminated one of the above objections—the unreliability of the Afghans—by sending a team from its Special Activities Division to hunt bin Laden. Doing so, however, would certainly have increased the risks associated with failure. Possessing relatively little capacity or will for paramilitary action and still reeling from budget cuts, personnel losses, and a decade of drifting leadership, the Agency was reluctant to risk yet another failed covert action.

Before 2001 the military was hesitant to conduct operations, despite the fact that it had some capacity to do so. Since the founding of Joint Special Operations Command (JSOC) in 1980, the military had been honing a special operations capability for counterterrorism. Following the 1998 embassy bombings, it had developed plans for capture or kill operations against terrorist targets including bin Laden. Still, the military leadership remained hesitant to authorize complex quick-strike operations deep in hostile territory, pointing repeatedly to the disastrous effects of the 1980 hostage rescue attempt in Iran and the 1993 battle of Mogadishu memorialized in the book and movie Black Hawk Down. To complicate matters further, the military had no suitable bases in the region from which to conduct operations against bin Laden or maintain backup and search and rescue capabilities if the operation went poorly. US relations with Afghanistan’s neighbors Iran and Pakistan were, to put it charitably, somewhere between strained and nonexistent, and the closest US military bases were a thousand miles away in the Persian Gulf.7


So despite the administration’s numerous requests for more options to eliminate bin Laden and al-Qaeda, launching cruise missiles from  offshore naval vessels was the only one to satisfy everyone’s need to minimize risk. Unfortunately, even this effort by the Clinton administration failed to achieve its objective.




ADRIFT IN THE POST–COLD WAR ERA 

“What are you going to do now that you’ve lost your best enemy?” Mikhail Gorbachev laconically inquired of national security advisor Colin Powell in April 1988.8 Although he was referring to the introduction of glasnost and perestroika in the Soviet Union, Gorbachev’s query suggested the problems top US policymakers would face when the USSR collapsed three years later. The shattering of the two-superpower framework of the previous half century left the US leadership struggling to construct a new national security strategy.

“The end of the Cold War was followed by a period of strategic drift,” remarked Brent Scowcroft, who took over as national security advisor in 1989.9 The first Bush administration promised that the period following the demise of the Soviet Union would provide a “peace dividend,” implying that the implosion of America’s greatest enemy had left the US with no tangible existential threats—and that a more peaceful world would emerge, with America as the undisputed beneficiary.

It was a hopeful time.

President George H. W. Bush had a full plate of foreign affairs conundrums, including managing the fallout from the collapse of the Soviet Union, the weakening of communism throughout Eastern Europe, and the first US confrontation with Saddam Hussein. However, Bush had no formal policy on counterterrorism because none seemed necessary. When Clinton took office in 1993, he similarly lacked a solid counterterrorism agenda. “The notion that terrorism might occur in the United States was completely new to us,” wrote Richard Clarke, head of the NSC’s Counterterrorism Security Group. “The National Security Council staff, which I had joined in 1992, had only ever concerned itself with foreign policy, defense, and intelligence issues.”10


Although the world had changed, the US government hadn’t. Congress did not reorganize its national security functions, and congressional committees did not change the way they handled foreign policy, defense,  and intelligence. Emerging issues like international terrorism, which fell under the jurisdiction of fourteen different committees, fell between the cracks. Later, the 9/11 Commission concluded that terrorism was a “second- or third-order priority within the committees of Congress responsibility for national security,” including the Senate and House Armed Services, Foreign Relations, and Intelligence Committees.11


One month after the Clinton administration took office, however, an event occurred that proved a harbinger of the changing nature of threats to the US. On February 26, 1993, a bomb placed beneath the North Tower of the World Trade Center in New York City ripped a hole through four stories, killing six people and injuring over a thousand. The damage, however, was not as great as the attackers intended. The leader of the attack, Ramzi Yousef, would later state he had hoped to collapse the towers into each other and kill some 500,000 people.12


FBI agents quickly deduced that a vehicle-borne explosive had caused the explosion. In fact, a truck containing over 1,300 pounds of explosive material detonated in the public parking garage. Sifting carefully through the debris, they discovered parts from the truck that had carried the bomb and traced the vehicle to a Ryder rental facility, where records indicated that Mohammad Salameh had rented the truck. Salameh, a cost-conscious international terrorist, attempted to reclaim the security deposit for the truck eight days later. Authorities quickly arrested him, and the FBI took three other conspirators into custody and, two years later, would catch up with Ramzi Yousef in Pakistan.

In hindsight, a speedy end to the 1993 WTC bombing had its disadvantages. Because the FBI quickly located and arrested the conspirators, and because the bombs killed relatively few people, many officials assumed that existing counterterrorism systems would effectively protect Americans. “It seemed like the counterterrorism machinery was working well,” wrote Richard Clarke. “It wasn’t. The FBI and CIA should have been able to answer my questions, ‘Who are these guys?’ but they still could not.”13 Because the IC did not fully identify the threat, neither the public nor the policy community could galvanize to counter it.

In the aftermath of the attack, the White House made no distinguishable policy shift regarding terrorism. “Clinton was aware of the threat and sometimes he would mention it,” said Leon Panetta, Clinton’s  first-term chief of staff, who would lead the CIA and the Pentagon under Obama. But the big issues at the time were “Russia, Eastern bloc, Middle East peace, human rights, rogue nations and then terrorism.”14


Complicating the issues, the White House maintained some distance from its intelligence bureaucracy, preferring to focus on domestic programs. Few major counterterrorism initiatives were proposed, and those that were—such as the FBI counterterrorism center—were not thoroughly implemented. President Clinton infamously avoided contact with CIA for almost two years after the bombing, not once meeting privately with CIA director James Woolsey. Woolsey later recalled that in 1994, when a two-seater Cessna aircraft crashed onto the White House lawn, administration staffers joked, “That must be Woolsey still trying to get an appointment.”15





PICKING UP THE PACE 

President Clinton announced in January 1995 that he would introduce “comprehensive legislation to strengthen our hand in combating terrorists, whether they strike at home or abroad.” In February, he worked with Congress to introduce legislation targeting terrorist financing and easing restrictions on deporting terrorists.

A bitter wind arrived later that year when two separate incidents vaulted terrorism into the public view and onto the list of US government priorities. In March, members of the Japanese cult Aum Shinrikyo released sarin gas into three different lines of the Tokyo subway system, killing twelve and injuring over a thousand. Japanese authorities later discovered that the cult was capable of producing enough sarin to kill over 4 million people.16 For the US government, the event demonstrated that a small group—with limited means and without backing from any nation—could develop its own chemical or biological weaponry and pose a significant threat.

In April, Timothy McVeigh, assisted by Terry Nichols, detonated a truck bomb in the Alfred P. Murrah federal building in downtown Oklahoma City and killed 168 people. It was the worst attack on American soil to date, and made a strong impact on the American psyche. One month later, the Clinton White House strengthened the proposed legislation, adding provisions boosting FBI surveillance authority and providing new money to the IC.

June 1995 brought the most significant change yet. That month, President Clinton issued Presidential Decision Directive (PDD) 39—“US Policy on Counterterrorism.” The directive delineated the responsibilities of the various government agencies in deterring and responding to terrorism and stipulated that they give “the highest priority to developing effective capabilities to detect, prevent, defeat and manage the consequences of nuclear, biological, or chemical materials or weapons use by terrorists.” PDD 39 also specified that terrorism should be viewed as a “threat to national security as well as a criminal act,”17 a declaration that assigned the counterterrorism portfolio to the NSC, Department of Defense, and the CIA as well as specific law enforcement agencies.

The directive also led to the expansion of the CIA’s rendition program, which empowered the agency to remove suspects from foreign countries without the benefit of the formal extradition process and bring them outside the country, even if that country did not officially approve of the transfer. “If we do not receive adequate cooperation from a state that harbors a terrorist whose extradition we are seeking, we shall take appropriate measures to induce cooperation,” read the PDD. “Return of suspects by force may be effected without the cooperation of the host government.”18


CIA Director John Deutch’s 1996 speech “Worldwide Threat Assessment Brief” recognized a shift in the general nature of threats facing the US. “The potential for surprise is greater than it was in the days when we could focus our energies on the well-recognized instruments of Soviet power.”19 However, Deutch mentioned terrorism as a threat to US security only after he concluded his remarks on India-Pakistan, China, North Korea, Russia, Iraq, Iran, Bosnia, Libya, Sudan, Mexico, Haiti, Cuba, and WMD proliferation. Accordingly, by 1996, President Clinton sought assurances from other countries that they would not provide safe haven to terrorists and directed the IC to target al-Qaeda specifically, despite neither the CIA nor the administration considering the organization the biggest terrorist threat to the US at the time. According to the worldwide threat assessment, Iran was still the main terror threat to the US.20


These changes would spur Congress to stabilize the CIA budget and increase the FBI’s starting in 1996. Also that year, Congress passed some  of Clinton’s proposals as the Antiterrorism and Effective Death Penalty Act. This legislation banned fund-raising by groups that supported terrorists or terrorist activities. It required all plastic explosives to contain chemical markers that indicate the presence of a bomb, expanded federal jurisdiction to prosecute and deport terrorist suspects, and strengthened penalties for terrorism. The bill, however, lacked a number of provisions requested by President Clinton, including increased wiretap and surveillance authority for the FBI.21 Most of the act’s provisions once again treated counterterrorism as a law enforcement activity, strengthening investigations that would occur after an attack.

In 1998, President Clinton signed PDD 62 and PDD 63, which reaffirmed the provisions set out in PDD 39. These two PDDs attempted to further define the role of governmental agencies in preventing and responding to terrorist attacks, sketched out recommendations regarding critical infrastructure protection, and promoted Clarke to national coordinator for security, infrastructure protection, and counterterrorism.22 Although Clarke would become a major advocate of find-fix-finish operations against terrorists, particularly bin Laden, his new position only allowed him to “provide advice regarding budgets for counterterrorism programs and lead in the development of guidelines that might be needed for crisis management.”23





TRIAL AND ERROR 

The new presidential directives would soon be tested in real life. On August 7, 1998, less than three months after the signing of PDD 62 and 63, al-Qaeda struck American embassies in Kenya and Tanzania with simultaneous suicide bombings, events that together proved a watershed for all organizations working in the area of counterterrorism. While the US first assumed that it was the work of Iran-backed Lebanese terror group Hizbollah—Iran was implicated in the Khobar Towers bombing in Saudi Arabia two years before—and sent CIA experts on Hizbollah to inspect the bomb sites,24 US intelligence eventually linked the bombings to al-Qaeda and bin Laden, and, almost as quickly, received information that several hundred terrorist leaders, including bin Laden, might be meeting at a training camp near Khost, Afghanistan.

In the months before the bombings, the Pentagon was asked to prepare a potential plan of attack on bin Laden and the al-Qaeda network. At the time, officials had suggested firing Tomahawk cruise missiles to destroy a series of targets. After the embassy bombings, that plan would become the NSC’s main retaliatory option. On August 20, cruise missiles launched from US vessels in the Arabian Sea struck the terrorist camp near Khost, several other terrorist training camps, and one target in Sudan: al-Shifa, a pharmaceutical plant US intelligence suspected was producing chemical weapons materials.

Although most missiles hit their intended targets, the strike failed to injure bin Laden and was almost immediately criticized both domestically and internationally as an overly aggressive move by the White House. Ahmad Kamal, Pakistan’s UN ambassador, warned that “such action, if condoned, acts as a precedent which can encourage other countries to pursue aggressive designs against their neighbors on flimsy or unsubstantiated pretexts.”25 The media scrutinized the motivations and evidentiary support for the decision, particularly after it was discovered that the intelligence on which the strikes had been based was “less than ironclad” by then CIA director George Tenet’s own admission—a category into which almost all intelligence falls.26 The Economist argued that “if it resorts to punishment raids without the best of reasons, and without the best of evidence, America risks finding itself increasingly friendless in truly important disputes.”27 Many alleged that President Clinton had attempted to use the strikes to distract attention from his dalliance with intern Monica Lewinsky.28


Following the initial strikes, the military developed plans for another round of missile attacks, code-named Operation Infinite Resolve. Other members of the NSC rejected all options for an ongoing campaign, pointing to the lack of political popularity of the strikes, worrying that such attacks would create increased Islamic extremism, and invoking a common argument of this era: that the targets were not worth the price of the expensive missiles needed to destroy them.29


The lack of sustained cruise missile strikes, however, did not indicate a lack of concern on the part of the government or of the IC. Fear of future terrorist attacks rose exponentially with the embassy bombings, and the analysis of the identity of the enemy shifted to more accurately reflect  the threat from nonstate sponsors of terrorism, primarily al-Qaeda. The NSC called for other options for dealing with terrorism from both the IC and the military.

The Clinton administration ended with an event that illuminated the government’s inability to neutralize the emerging threat. In October 2000 an al-Qaeda attack in Yemen killed seventeen Americans aboard the naval destroyer USS Cole. The NSC rejected a plan to strike al-Qaeda assets in Afghanistan in retaliation. Michael Sheehan, the State Department’s counterterrorism coordinator, then made the now infamous remark: “What’s it going to take to get them to hit al-Qaeda in Afghanistan? Does al-Qaeda have to hit the Pentagon?”30


President George W. Bush took control of national security concerns after a month of intense legal wrangling over his election results; the thirty-six days it had taken for the Supreme Court to decide to halt the recount of Florida ballots and declare Bush the winner cut the traditional presidential transition period in half. Already falling behind in hiring staff, his administration delayed establishing a terrorism policy, particularly as it related to Afghanistan, until regional policies could be established. Bush, like Clinton at the beginning of his term, had other concerns upon entering office. No al-Qaeda-focused NSC meeting would occur until September 4, 2001. Out of one hundred NSC meetings held by the NSC prior to 9/11, only two dealt with terrorism.31


Bush’s national security advisor, Condoleezza Rice, wrote an article for the Jan/Feb 2000 issue of Foreign Affairs, “Promoting the National Interest.” It foreshadowed the NSC focus on strategic relationships with the world’s major state actors, including China and Russia.32 “American policies must [maintain] a disciplined and consistent foreign policy that separates the important from the trivial,” wrote Rice; terrorism, mentioned only briefly in the article, seems to have belonged to the latter in her opinion. Likewise, for the first months of the administration’s tenure, substate actors attracted attention only from the members of the foreign policy team, which, in the words of General Don Kerrick, had the “same strategic perspective as the folks in the eighties” in how they thwarted “rogue state” actors.33


The NSC had debated the use of unmanned aerial vehicles throughout the summer and approved a draft of a presidential decision directive establishing  a three-year strategy against al-Qaeda. That strategy, however, would never be adopted, and one week after the draft was approved, on 9/11, it would become obsolete. Both the Bush and Clinton administrations failed to act aggressively against nonstate actors, pointing to not only a lack of political will on the part of the executive branch but also to the CIA, the military, and the FBI being either ill equipped or unwilling to carry out the proposed actions.




BLEEDING THE CIA 

In 1991, after the fall of the Soviet Union, some members of Congress proposed abolishing the CIA,34 and although they were unsuccessful, in 1992 Congress made deep cuts to the IC budget.

As the Commission on the Roles and Capabilities of the United States Intelligence Community found, the cuts were significant. The overall intelligence budget declined by billions of dollars in the 1990s. While the exact amount remains classified, former DCI George Tenet claims that the CIA budget declined by about 18 percent overall.35 In 1995, the FBI allegedly had more special agents in New York City than the CIA had case officers in the entire world.36


The limited funds made cold war–era satellite architecture an increasingly larger part of the intelligence budget. As staff levels fell, the IC fought to continue all proposed satellite projects—partly to take advantage of staggering advancements in satellites that could produce incredibly sharp images, and partly to satisfy the powerful military (and intelligence) industrial complex.37 The National Reconnaissance Office (NRO) received an estimated $5 to 7 billion annually during the 1990s—an amount twice CIA’s budget. In 1995 the Washington Post reported that the NRO had approximately $1 billion in excess funds.38


It was these funds that some members of Congress had intended to cut when they reduced overall IC funding; they argued that tracking troop and missile movements should no longer be the IC’s main priorities. For example, the chairman of the Senate Select Committee on Intelligence (SSCI), David Boren, argued that the IC should focus on human intelligence: “A satellite photograph cannot detect the actions of a terrorist making explosive devices in an abandoned building.”39


In fact, the CIA’s capacity for HUMINT collection—which would aid in tracking individual substate actors such as al-Qaeda and Hizbollah—substantially decreased during the 1990s.40 The CIA shuttered multiple stations and bases, including fifteen in Africa,41 and the Agency was forced to shift its dwindling numbers of analysts and case officers from threat to threat. Shifting from crisis to crisis to attempt to put out fire after fire—or to prevent new fires from flaring—distracted the CIA from some big-picture concerns. The loss of personnel, combined with a lack of understanding about future threats, left it increasingly unable to create the capabilities necessary for the new era’s challenges.

By the end of the 1990s, an executive branch increasingly aware of the threat of terrorism and al-Qaeda in particular would task the CIA to take the lead in actions it proposed against terrorism. From at least 1997 onward, the Agency emphasized counterterrorism issues, directing analysts to focus on tracking bin Laden and disrupting al-Qaeda’s activities. In December 1998, DCI George Tenet wrote a directive to top CIA staffers: “We are at war. I want no resources or people spared in this effort, either inside CIA or the [Intelligence] Community.”42


Yet few resources were actually shifted as a result of this directive. Although the Agency developed numerous proposals for aggressive operations against bin Laden and provided the targeting information for potential cruise missile strikes against al-Qaeda, almost all of these proposals remained just that: proposals. Before 9/11, the CIA never sent its own case officers after bin Laden, and, as Tenet would later admit, it was the CIA’s seventh floor leadership who would halt almost all of the plans to capture or kill bin Laden, deeming the risks too great.43


A lack of resources was certainly part of the problem. Facing a dwindling staff and fewer assets abroad, HUMINT capabilities withered. And, despite an increase in resources and importance in the late 1990s, the CIA’s Counterterrorist Center (CTC) remained a relative backwater in the Agency, vying with several competing intelligence priorities.44 Those working in the CTC’s Alec Station—the CIA’s first “virtual station” founded in 1996 to deal solely with bin Laden—were considered obsessive in their concerns regarding al-Qaeda and criticized for their “crazed alarmism” regarding terrorism.45 Underscoring that they were not taken seriously, the CIA placed an analyst from the Directorate of Intelligence to serve as the first head of Alec Station—a bureaucratic no-no, given that COS slots were almost exclusively reserved for officers from the Directorate of Operations. CIA veteran Robert Baer, who worked at the Agency from 1976 until 1997, claimed Alec Station “was the Siberia of CIA, located in a bleak office building in Tysons Corner, Virginia.” He recalled, “If you needed someone important to pay attention to you, you had to drive down Route 123 to the main building in Langley. And even then you’d be lucky to get fifteen minutes of anyone’s time.”46


When the executive branch demanded action at the end of the decade, there would be other impediments as well, including the Agency’s oft-cited inability to act decisively. The CIA recognized the threat posed by al-Qaeda, but by 1999 had neither infiltrated nor cultivated sources inside the group. CIA personnel complained about John Deutch’s requirement that they had to get special permission if they intended to recruit assets who were under suspicion of substantial criminal activity—a serious impediment since most people willing to betray secrets usually had other skeletons in their closet. Moreover, Cofer Black, the CTC director in 1999, allegedly told Richard Clarke that he had to get special permission each time he wanted to send a case officer to Afghanistan, even into those regions friendly to the United States.47


Some called this caution practical and even necessary. Covert action, after all, had generated most of the CIA’s bad publicity, despite the fact that it had consumed only a small percentage of the Agency’s activities throughout its existence. Ill-starred operations such as the 1980s mining of Managua harbor in Nicaragua had taught CIA leaders that risk taking without appropriate political cover could land them in a hostile congressional hearing or behind the defendant’s table in a courtroom. This had been the case with the Church and Pike committees, which investigated CIA participation in the overthrow of foreign governments, botched assassinations, the Watergate affair, and other Agency activities of the 1960s and 1970s. George Tenet pointed out the inconsistency: “A succession of administrations would tell them that they were expected to take risks and be aggressive. But if something went wrong, Agency officials faced disgrace, dismissal, and financial ruin.”48


Agency staffers remember this as a time of frustration, for although the sense of urgency regarding terrorism continued to increase, no viable  plan of action emerged. Agency operatives and management were uncertain whether they had the legal authority to try to kill bin Laden. Although President Clinton had, in fact, signed a memorandum of notification (MON), the CIA still believed that any operation against bin Laden must aim to capture him and could only kill him as an unintended side effect. These real and perceived legal impediments made planning against him more complicated, as Agency assets in Afghanistan—the Northern Alliance—found the proviso inhibiting to almost every plan they developed.49


An additional option that the NSC considered would later become a centerpiece of US strategy in the Middle East and South Asia: unmanned aerial strikes. At the time, however, when—and whether—to deploy armed unmanned aerial vehicles (UAVs), originally developed for reconnaissance purposes, was a titanic struggle among the CIA, the military, and the NSC leadership.50


In September 2000, the CIA and the military jointly launched a test run of the unarmed Predator drone over Afghanistan. The results were promising. The UAV’s cameras twice spotted a tall man in white robes at bin Laden’s compound, Tarnak Farms. But after the Afghan media and the Taliban took note of the drone’s appearances, CIA leadership expressed concern. Agency officers concluded that they would only be able to conduct another five missions before the Taliban shot down a drone, and, according to a deal they reached with the Air Force, the CIA would foot half the bill, or $1.5 million, of any lost aircraft.51 For the CIA, this made reconnaissance flights too costly, and the NSC, the military, and the CIA decided to put off further test runs until the UAV could be outfitted with lethal weaponry.52


The CIA’s reticence to engage in the project likely slowed the pace of drone deployment and indicated the bureaucracy’s aversion to counterterrorism innovations.53 According to most accounts, some Agency officers and members of senior leadership (who would eventually go along with the plan) were wary of deploying an armed drone until they understood who would fire the missiles and what the chain of command would be for strike authorization.54 One CIA official claims that the general perception at the Near East Division of the program was “Oh, these harebrained CTC ideas. This is going to be a disaster.”55





INSTITUTIONAL INERTIA AT FBI 

While the CIA attempted to combat terrorists abroad, the FBI, as the premier US law enforcement agency, took the lead in domestic counterterrorism operations. This area—as compared to foreign intelligence and military operations—was found by the 9/11 Commission to have “the most serious weaknesses in agency capabilities.” Two bureaucratic issues emerged repeatedly as root causes of this lack of preparedness: culture and resources.

The Clinton administration viewed the FBI as integral to counterterrorism efforts but prioritized collecting evidence for the prosecution of terrorist attack perpetrators over stopping them before attacks happened. Before 9/11, the FBI possessed a weak domestic counterterrorism intelligence capability. The Bureau employed underqualified intelligence analysts, developed only a small number of intelligence sources, conducted limited intelligence-related surveillance, employed few translators, and maintained “woefully inadequate” information-sharing systems.56


Ironically, this phenomenon was exacerbated by FBI successes. As well as the 1993 World Trade Center attack, the FBI had successfully investigated the 1988 bombing of Pan American Flight 103 over Lockerbie, Scotland, in which the strength of the Justice Department’s evidence forced Libya to admit responsibility, demonstrating that the FBI could root out those responsible for an attack and giving the appearance that the FBI could protect US citizens from terrorism. The decade prior to 9/11 also saw the successful conviction of five of the perpetrators of the first WTC bombing; Timothy McVeigh of the Oklahoma City bombing; and Omar Abdel-Rahman, also known as the “Blind Sheik,” who had encouraged his followers to attack various New York City landmarks.

Although the Foreign Intelligence Surveillance Act (FISA) of 1978 authorized the Bureau to surveil “agents of a foreign power” for the purpose of collecting foreign intelligence information, a series of procedures and institutionalized beliefs led many agents to believe that passing intelligence to other agents conducting criminal investigations—let alone other agencies, such as the CIA—was impermissible. Many agents claimed this phenomenon, informally referred to as “the wall,” compromised key investigations. According to Attorney General John Ashcroft, “the wall  specifically impeded the investigation into Zacarias Moussaoui, Khalid al-Midhar and Nawaf al-Hazmi.57 Records indicate that after the FBI arrested Moussaoui, agents became suspicious of his interest in commercial aircraft and sought approval for a criminal warrant to search his computer. The warrant was then rejected because FBI officials feared breaching the wall.”58


Within the FBI, terrorism investigations received relatively little attention. 59 FBI agents were rewarded in large part on the basis of arrest, prosecution, and indictment statistics. Counterterrorism operations provided few opportunities to achieve high numbers in these areas, particularly operations that were disruptive or preventative. Most staff and resources were, therefore, assigned to the Bureau’s traditional activities targeting organized criminal syndicates, violent individuals, and drug-related crime where agents routinely conducted physical and electronic surveillance operations, developed sources and informants, ran undercover operations, and invested significant resources to develop an understanding of traditional criminal organizations.60


This is not to say, of course, that no attempts were made to shift away from the law enforcement paradigm. After the 1993 World Trade Center bombing, FBI director Louis Freeh increased the number of legal at-taché offices abroad, created the FBI counterterrorism division, and arranged for exchanges and cooperation between the FBI and the CIA. He argued that “merely solving this type of crime is not enough; it is equally important that the FBI thwart terrorism before such acts can be perpetrated.”61 Unfortunately several of Director Freeh’s other policies hindered his counterterrorism goals, including his emphasis on a decentralized FBI characterized by strong local efforts but little information sharing.

In May 1998, three months before the African embassy bombings, the FBI would again attempt to force institutional change, announcing a strategic five-year plan that made national security and counterterrorism its top priorities. The plan stipulated that the Bureau shift resources to bolster its preventative counterterrorism capability, including intelligence collection, analysis, dissemination, and nationwide information sharing. To meet these goals, the FBI created new investigative services, counterterrorism, and counterintelligence divisions in 1999, oblivious to the  findings of internal reports that 66 percent of analysts were not qualified to perform their job. The Department of Justice’s inspector general would later find that although the Bureau’s counterterrorism budget tripled during the mid-1990s, counterterrorism spending had remained relatively flat during the late 1990s, and by 2001 only 6 percent of the Bureau’s personnel worked in counterterrorism.62 Unsurprisingly, by 2003, many facets of the reorganization had not been implemented and of those that had, several had fallen short of the mark.

The FBI had other institutional and bureaucratic demons to conquer. In 2000, the Bureau began its ill-fated Trilogy project, an attempt to update its information management and sharing systems, which had been designed and installed in 1995 using technology from the 1980s. These shockingly deficient systems were critical to the ability of FBI agents to collect the necessary information to identify and communicate threats within US borders. Before 2001, FBI agents had little ability to effectively search or store information or intelligence contained in its files within and across field offices, severely hampering its ability to identify and track potential challenges.63 Director Freeh infamously avoided using computers as much as possible. As such, after the 9/11 attacks, the FBI had to send photos of hijackers by mail as they were unable to email them.64 After the project started, however, the Bureau discovered that its computers were in even worse repair than originally anticipated, and, by 2003, the project was declared a “large disaster” by the chair of the Senate Appropriations Committee: “FBI software and hardware contracts for Trilogy have essentially become gold-plated. The cost is soaring. The schedule is out of control.”65 By 2005, the Bureau gave up and scrapped the project.




TAKING THE CONVENTIONAL ROAD AT THE PENTAGON 

As early as 1996, the US armed forces were asked to craft a plan to eliminate bin Laden. In response, the Joint Chiefs presented the NSC with a plan to strike a number of buildings in Sudan where bin Laden was supposedly living at the time. While still outlining the plan, however, the military briefer conducting the presentation reported that the Pentagon recommended against it. In response, national security adviser Anthony  Lake allegedly told the briefer, “I can see why. This isn’t stealth. There is nothing quiet or covert about this. It’s going to war with Sudan.” The briefer allegedly replied, “That’s what we do, sir. If you want covert, there’s the CIA.”66


For the military, the bureaucratic lanes in the road were clear. “The Pentagon wanted to fight and win the nation’s wars, as Colin Powell used to say,” said Michael Sheehan, a former counterterrorism coordinator at the State Department. “But those were wars against the armies of other nations—not against diffuse transnational terrorist threats. So terrorism was seen as a distraction that was CIA’s job, even though terrorists were attacking military targets and personnel. The Pentagon way to treat terrorism against Pentagon assets abroad was to cast it as a force protection issue.”67 The military waged war and war had traditionally been fought with state actors—not with nebulous terrorist organizations. During the late 1990s, the military would accordingly focus on the war in Kosovo and the Desert Fox bombing campaign against Iraq, “traditional” conflicts using conventional capabilities against troops and weapons systems.
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