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‘The attached detailed report concerns the possibility of constructing a ‘super-bomb’ which utilizes the energy stored in atomic nuclei as a source of energy. The energy liberated in the explosion of such a super-bomb is about the same as that produced by the explosion of 1,000 tons of dynamite. This energy is liberated in a small volume, in which it will, for an instant, produce a temperature comparable to that in the interior of the sun. The blast from such an explosion would destroy life in a wide area. The size of this area is difficult to estimate, but it will probably cover the centre of a big city.


‘In addition, some part of the energy set free by the bomb goes to produce radioactive substances, and these will emit very powerful and dangerous radiations …’


THE FRISCH-PEIERLS MEMORANDUM
‘On the properties of a radioactive super-bomb’, March, 1940.


‘Within four months, we shall in all probability have completed the most terrible weapon ever known in human history, one bomb of which could destroy a whole city.’


U.S. SECRETARY OF WAR HENRY L STIMSON
in a memorandum to President Truman, informing him of the
atomic bomb’s existence, April 25, 1945.


‘A few people laughed, a few people cried. Most people were silent. There floated through my mind, a line from the Bhagavad-Gita … “I am become death: the destroyer of worlds.”’


J. ROBERT OPPENHEIMER, ‘father of the atomic bomb’,
recalling the first nuclear test explosion, TRINITY, July 16, 1945


‘We have got to have this thing over here, whatever it costs. We have got to have a bloody Union Jack on top of it …’


BRITISH FOREIGN SECRETARY ERNEST BEVIN,
1946 on the pressing need for a British atomic bomb.


‘HAVE JUST COME FROM WRECKAGE OF B-47 WHICH PLOUGHED INTO AN IGLOO IN LAKENHEATH. THE B-47 TORE APART THE IGLOO AND KNOCKED ABOUT 3 MARK SIXES. AIRCRAFT THEN EXPLODED SHOWERING BURNING FUEL OVERALL. CREW PERISHED…. PRELIMINARY EXAM BY BOMB DISPOSAL OFFICER SAYS A MIRACLE THAT ONE MARK SIX WITH EXPOSED DETONATORS SHEARED DIDN’T GO …’


TOP SECRET/OPERATIONAL IMMEDIATE telegram
from U.S.A.F. GEN JAMES WALSH to Gen. Curtis LeMay,
Commander-in-chief, Strategic Air Command, after a near
nuclear weapons accident at Lakenheath, England, July 27, 1956.


‘Of all the challenges facing the [U.S.] Department of Defense in the future, none is greater or more complex than the threat posed by weapons of mass destruction.’


PENTAGON DEFENSE REFORM INITIATIVE REPORT,
November, 1997




To my beloved wife, Sally
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INTRODUCTION


I AM A CHILD of the Cold War. Although I was born immediately after the Second World War, the grim detritus of conflict remained all around for years afterwards: derelict bomb sites, anti-aircraft gun emplacements, air-raid shelters. Like millions of others, I grew up beneath the shadows of the terrible mushroom clouds of Hiroshima and Nagasaki; watched anxiously the race to develop and deploy atomic and thermonuclear, or hydrogen, bombs and worried over the environmental impact of the atmospheric weapons tests, culminating in the giant 50 megaton TSAR BOMBA explosion in October 1961 at the Soviet Union’s Novaya Zemlya site, a large island in the Barents Sea, 600 miles north of the Arctic Circle.


Finally, of course, there was the nuclear brinkmanship of the Cuban missile crisis in 1962 and the palpable sense of popular relief when the Soviet ships transporting more missiles were turned back on Moscow’s orders.


Later, as a journalist writing about defence issues, firstly for the Press Association, the UK national news agency, and latterly for Jane’s Information Group, the international purveyor of impartial and authoritative military data, I saw the Cold War close-up at first hand. Two very personal examples, at macro and micro level, illustrate what the Cold War meant on the ground.


In the late 1970s, I was allowed to spend a little time inside the Fylingdales Ballistic Missile Early Warning Site on the North Yorkshire moors, one of the chain of radar stations used by the North American Air Defence Command (NORAD) to warn of impending Armageddon. The radars, hidden inside huge, incongruous white golf ball radar domes, tracked space debris and watched for missile launches from the east, 24 hours a day. The radar arrays moved constantly in unnerving, noisy, jerky movements seemingly animate, like questing hounds, despite all their metal and circuitry.


Inside the command centre, four RAF officers manned the screens, checking what the radars picked up against constantly updated catalogues of known objects in space. Prominently on the wall above them were two display boards that summed up the nightmare of the Cold War. One was headed ‘Number of attacking missiles’, the other, ‘Minutes/seconds to impact’. Those status or tote boards were mirrored in command bunkers across the NATO commands. The watch commander kindly offered to demonstrate what would happen if nuclear deterrence – by then the policy of mutually assured destruction, aptly abbreviated to MAD – had failed and the major nations of the world faced imminent oblivion. After warning NORAD, 8,000 miles away, buried beneath Cheyenne Mountain in Colorado, that this was a training exercise, Fylingdales’ computers simulated an attack – a ‘bolt from the blue’ first strike by Soviet SS-11 ‘Sego’ intercontinental ballistic missiles (ICBMs) from the silo fields in the steppes and birch forests of the western Soviet Union. Western intelligence knew that each one was armed with three 350-kiloton (kT) nuclear warheads, independently targeted.


As the klaxons sounded and the RAF team analysed the data indicating the supposed attack, the display board on the wall showed 110 incoming missiles – in strategic terms, a small attack – but the minutes and seconds of life ticked away with mechanical precision. Unstoppable. Implacable. It was hard to keep a grip on reality. Particularly, as one of the officers wryly pointed out, at least one of the missiles had Fylingdales as its target.


Throughout, the RAF officers, like many thousands of their American, Russian, French, and Chinese counterparts, worked assiduously and professionally, in the full knowledge that one day, if diplomacy failed, if there had been a desperate mistake, if a lunatic was seated behind the anonymous desk of power, they had no chance of survival. Indeed, if this was real, they had only minutes to live. It was a chilling and sobering experience.


At the sharp end, I remember the tactical nuclear weapons, with the controls to increase or decrease their yields, jocularly known by the United States Air Force as ‘dial a death.’


There was surprise in the West, after the collapse of Communism, when it was confirmed the Soviet armed forces would have had no compunction in immediately using nuclear or chemical weapons in their drive to the Channel Ports in World War Three.


I recall one Russian nuclear planner telling me the Soviets had a plan to detonate tactical nuclear warheads on Denmark immediately after the start of hostilities. ‘Why Denmark?’ I asked. ‘Because,’ he said, in a stunning display of Slavic irony, ‘they are a nuclear-free zone.’ The objective was to demonstrate to NATO the Soviet Union’s power and might and raise concerns about the destruction that would be soon heaped upon the European allies. Denmark was clearly expendable, as far as Moscow was concerned.


This was all very strategic. At the micro level, the Cold War manifested itself 24 hours a day just a few yards from where I live, in a small remote village in the country, south of London. My next-door neighbour’s home was connected to the UK Warning and Monitoring Organisation (UKMO), the government agency ultimately responsible for informing the public of nuclear weapon bursts and the subsequent spread of radioactive fall-out across the nation. His dedicated telephone line produced a dull tone every few minutes to demonstrate the system was working – the very heartbeat of the Cold War. In the event of an alert, the UKMO would change the pulse into a scream, warning of imminent nuclear attack. Because of the remoteness of our community, well away from sirens or police stations where warning maroons or rockets would be fired, my doughty and public-spirited neighbour would rush out into the square with a hand-cranked siren to inform the village of impending armageddon. What this rural community would do in such circumstances can only be a matter of speculation.


As the elected chairman of the local parish council, the lowest tier of local government in England, I was surprised to learn of my wide sweeping powers in the event of a nuclear attack on Britain. I was very much on the bottom rung of the UK’s by then creaky administrative machine to cope with nuclear war. At the top, were the politicians and the senior civil servants in their heavily protected bunker, codenamed TURNSTILE, under the Cotswolds, near Corsham, with a frightening array of powerful weaponry at their disposal – the Royal Navy’s missile firing submarines, at least one of which is always patrolling the ocean deeps, ready to unleash Britain’s awesome retaliation.


The rules said I had to designate my wartime headquarters – with a carefully thought out view of such a grim future, I chose the cellars of the local public house – but discovered afterwards that this only entitled us to priority restoration of a telephone line by British Telecom. No doubt they would charge special rates. Occasionally, I received dour confidential documents detailing wartime plans from the Home Office. These instructed me in the mass burial of the dead (‘if possible, keep records of identifications’) and how to set up catering (‘construction of field kitchens’) for the hungry in the community. I was told that I was authorised to use ‘minimum force’ (‘we recommend the use of pickaxe handles’) to maintain law and order and to prevent looting. It all seemed very grim and rather lonely. We would clearly be on our own to survive.


This all seemed far removed from the rarefied world of government bunkers or airborne national command posts issuing orders to submarines or silo fields to loose off their missiles in a terrible rain of destruction. But if, using World War Two parlance, the ‘balloon had gone up,’ and nuclear war was visited on this unhappy planet, no one would have escaped its awful consequences.


This book charts the human race’s insane efforts to destroy itself. The desire to kill dates back to the dawn of man’s presence on Earth and whether we like it or not, it’s part of our genes. Scratch our civilised surface and it remains beneath today. Although some of the weapon concepts, such as chemical or biological agents, go back a long way, it was only in the 20th century that we learnt to harness technology to enable us to kill on a mass scale.


What constitutes a weapon of mass destruction? We are all only too aware of the horrors of present-day nuclear, biological or chemical warfare, with their capability to destroy or kill, to create casualty numbers verging on the astronomic in scale. Despite the end of the Cold War, those threats remain – in fact, they are worse today because these weapons may be in the hands of those who have not learnt the lessons of deterrence, or mutual assured destruction, or ignore the finesse of diplomacy. The mushroom cloud, the odourless, colourless vapour of nerve gas or the unseen but nonetheless deadly biological weapon remains with us, despite countless pages of international treaties banning them or reducing their numbers.


But the world has moved on in its definition of what is a weapon of total devastation. Who would have envisaged a civilian airliner, packed with passengers and high-octane fuel as a potential weapon of carnage and desolation before the events of September 11, 2001 in New York and Washington? And today, with the growth of international communications and computer technology, a cyber attack on a nation’s financial institutions with the subsequent damage to its economy may well be reckoned a weapon of mass destruction.


We remain vulnerable, scaringly so. A report from eminent politicians, statesmen and military leaders commissioned by the US Council of Foreign Relations in October 2002 warned that the USA remains open to a terrorist attack on its nuclear power plants and oil refineries. Only a tiny fraction of the ships and containers entering the 361 commercial ports in America are inspected. How easy would it be for a terrorist group to hide a nuclear device or a chemical or biological weapon inside the blank metal faces of a freight container? Just over 40% of all shipping containers flow through only two ports – Los Angeles and Long Beach, California – and the cost to the US economy of the detonation of a weapon of mass destruction there would ‘bring the global container industry to its knees,’ says the report.


Even though the Bush Administration has spent hundreds of millions of dollars after September 11 to build the USA’s defences against terrorist attack, their mighty nation remains vulnerable to biological attack – particularly through the food chain. Although the American public health system has received $1 billion, much of it being used for plans by individual States to respond to such an incident, the area of protecting crops and livestock remains largely undefended. The Food and Drug Administration doubled the number of its food inspectors to 1,500 in 2002, but the US government remains ‘woefully inadequate in this area’ according to some experts.


The scourge of weapons of mass destruction will never be removed. All the verification in the world will not eradicate the potential threat of these horrendous weapons. Charles Duelfer, former deputy head of UNSCOM, the weapons inspection team which spent six years trying to discover the location of Iraqi chemical, biological and nuclear weapons, believes the mission is hopeless.


He told a Senate hearing in 2002 that this realisation came to him in 1995 during a late night meeting with Iraqi ministers in Baghdad. In Saddam’s view, ‘possession of weapons of mass destruction had saved the regime on two occasions.’


The first was during the 1980s first Gulf War with Iran when Iraqi forces halted human wave assaults of Iranian volunteers by firing chemical artillery munitions. UNSCOM was told that more than 100,000 chemical weapons had been fired during the decade-long war. The second time was during DESERT STORM, the Coalition attack on Iraq in 1991, when Saddam’s forces were issued with chemical and biological weapons and told to use them if the enemy forces threatened Baghdad.


Subsequently, Washington was convinced that its threat of nuclear attack in response to the use of chemical or biological weapons deterred Saddam Hussein. But the Iraqi leader saw events differently. He believed the Coalition forces did not press on with their attack on Iraq after recapturing Kuwait because of the threat of his chemical weapons.


Even if the West destroyed all the weapons of mass destruction held by Iraq, the technology is known and could be reinstated within a matter of weeks. As the former British Defence Secretary Francis Pym stated bluntly: ‘Nuclear weapons cannot be disinvented.’ The same is true of chemical and biological weapons. Iraq knows how to build a nuclear weapon but lacks only sufficient fissile material to make one; indeed after the deposing of Saddam, a new Iraqi ruler may be unencumbered by UN sanctions and would find it easier to go down this path.


It may not only be an evil quest for regional power. The motivation to develop such weapons lies all around Iraq. Syria has developed chemical warheads, including nerve agents, for its extended-range Scud missiles. In the east, the traditional foe of Iran is said by western intelligence to be developing its own set of weapons of mass destruction and is certainly building the ballistic missiles to deliver them. Israel has at least 200 nuclear warheads of its own, perhaps more, together with long-range fighter-bombers or ballistic missiles to carry them. Some may reason that it is no surprise that Iraqis, of whatever political persuasion, developed their own deterrent.


This book makes grim reading.


The nervy but peaceful co-existence of the Cold War has given way to a new and dangerous era of uncertainty. But we cannot maintain our guard unless we fully understand the nature of the threat confronting us. As the Chinese general Sun Tzu Wu, born 544BC and author of the Art of War, wrote: ‘Know thy enemy’ – whoever they may be in the first decade of the 21st century. We should also know their weapons and their ability, as well as their motivation, to use them to harm us. I hope this book helps in that cause.


Robert Hutchinson


December 2002




CHAPTER 1


DR STRANGELOVE LIVES!


FICTION HAS AN UNNERVING HABIT of becoming fact. Remember Stanley Kubrick’s 1963 film satire on an unintentional, catastrophic nuclear war between the USA and the Soviet Union, Dr Strangelove, with its cynical sub-title How I Learned to Stop Worrying and Love the Bomb? At the climax of the movie, the grim-faced Russian ambassador to Washington discloses that Moscow possesses a massive ‘doomsday’ weapon that would be triggered, automatically, by an American nuclear attack, wiping out all life on the planet by a huge cloud of radioactive fall-out spreading over its entire surface. The film ends sombrely, with news footage of atomic and hydrogen bomb tests, towering harbingers of immediate global oblivion.


In reality, the Russians have laboriously and expensively developed a similar last resort ‘doomsday’ system and deploy it to this day. But instead of being a thermonuclear weapon of mass destruction, it is an automatic launch mechanism, ensuring that if Moscow’s top leadership is decapitated by an American ‘bolt from the blue’ nuclear attack, orders for a retaliatory strike will always get through to the missiles. A massive launch of Russian intercontinental ballistic missiles (ICBMs) would be triggered to avenge the destruction of Mother Russia, by obliterating the attacker. Therefore, the term ‘doomsday’ mechanism seems quite justified.


It’s codenamed Perimetr, although some in Russia use the more macabre nickname ‘the dead hand’.


Its existence was first revealed in the West by the foreign policies scholar Bruce G. Blair of Washington’s Brookings Institute in 1993, based on Russian ‘sources whose reliability and sincerity had long been established to my satisfaction’. The West’s intelligence community was initially very sceptical, believing Perimetr was mere Russian disinformation, designed to hoodwink and mislead American strategic planners. The agencies no longer doubt its existence – or its purpose.


Is the doomsday system really necessary, or is it symptomatic of the last vestiges of Stalinist paranoia for the overriding need for absolute state control? In part it is, but there are sound strategic reasons for its development. Perimetr’s origins date back to 1974 when the Soviet leadership was preoccupied by growing fears that a surprise US nuclear strike, employing submarine-launched missiles, could effectively knock out its command and control system. Multiple layers of redundancy in its authorisation procedures had therefore to be constructed, in case one or other communications network was destroyed. Internally, it was also concerned about preventing accidental or unauthorised launches of nuclear weapons, so it required true ‘failsafe’ systems. Coupled with embarking on the Perimetr programme, they began building a duplicate national command post, reportedly deep beneath a mountain, as an expensive insurance policy against an enemy attack designed to destroy the Kremlin’s political leaders. With no one left alive to issue the launch authorisation codes, no Russian retaliatory strike could be mounted. Bang (in every sense of the word) goes the concept of nuclear deterrence.


It is one of the great ironies of the Cold War that, aside from these all-pervading fears about vulnerability, it was the same leadership’s simultaneous major diplomatic offensive to destabilise, or indeed dismantle the NATO western alliance that accelerated the deployment of the doomsday system to protect the integrity of the Soviet Union’s nuclear arsenal.


It is a long and complex story, not without piquancy. In 1976, the SS-20 (NATO codename ‘Saber’) intermediate range road mobile missile entered service with the Soviet rocket forces. Moscow called the weapon Pioner and mounted it on all-terrain vehicles that could lumber around the Russian countryside and launch the missiles at short notice. The weapons were thus difficult, if not impossible, to locate and destroy by existing NATO forces, then comprising land-based US Air Force F-111 aircraft and the RAF’s ageing Vulcan bombers. These lacked the necessary range, without refuelling, to reach the SS-20s’ operational areas and the strike aircraft were anyway confronted by the daunting challenge of having to overfly successive layers of improved Russian heavy air defences before they could approach anywhere near the threatening missiles. Not many would survive such a mission. It was almost certain that none could accomplish it successfully. There was no credible NATO response.


Twenty-nine separate locations in the USSR, west of the Ural mountains, were built to house the SS-20s, each one with as many as five operating bases, containing concrete shelters fitted with sliding roofs to allow last-resort, quick-reaction launches. The missile was armed with three independently targeted warheads, each one of 150 kiloton (kT) each – explosive power equivalent to 150,000 tons of TNT. A total of 405 were deployed by 1987. Their 3,000 mile-plus range and increased accuracy meant that almost any target in Western Europe was now within easy reach.


The Kremlin believed that the SS-20 was invulnerable to NATO attack. To its chagrin and frustration, NATO HQ in Brussels believed so too. It was only too obvious that well over 1,000 of the alliance’s cities, military and naval bases and airfields in Europe were all now gravely threatened. The key element of NATO’s war plan to repel a Soviet invasion – massive reinforcement by US troops and their military hardware – would be swiftly neutralised if the ports and airfields were knocked out by salvoes of ‘Pioner’ warheads. But there was no intermediate rung in NATO’s ladder of deterrence between the strategic nuclear option and its less than adequate conventional forces. It was quickly apparent to those in the know that the balance of power in Europe had suddenly swung in Moscow’s favour.


The strategic objective of the SS-20 deployment was all too clear to NATO politicians and planners. It contained unsubtle, intimidating messages to the West. In effect, the Soviets were taunting the Americans with some unspoken but tough questions.


Would Washington dare risk or even contemplate an all-out nuclear exchange if the Soviets used, or threatened to use a weapon that could not possibly reach targets in the USA? Would Washington really use strategic nuclear weapons – the only potential military answer to the SS-20 – in defence of its allies? Was Europe really worth that terrible risk to the American people and way of life? The Kremlin had driven a ponderous missile vehicle straight through the West’s policy of ‘flexible response’ to nuclear threats. There was no flexible response to the SS-20. The Kremlin hoped that the stresses and strains that these implicit questions raised inside the Western alliance would rock it to its foundations, if not tear it apart.


It was a Cold War gambit worthy of the most cerebral and analytical of Soviet chess grandmasters. Here was a cynical attempt to decouple the European NATO partners from the American locomotive driving the Western alliance. The SS-20 really was a ‘NATO-busting weapon,’ both militarily and diplomatically.


Moscow congratulated itself on a stunning coup de force. Then matters, as far as the Russians were concerned, began to go horribly wrong.


NATO response was surprisingly robust, for an alliance whose acronym, according to some cynics in Europe, normally stands for ‘No Action, Talk Only.’ To the Kremlin’s astonishment, (and, frankly, many inside NATO were similarly taken aback), the alliance eventually agreed to deploy in Europe the American Griffin mobile ground-launched cruise and Pershing II ballistic missiles, both nuclear-tipped, beginning in 1983. The latter’s terminal guidance system, based on radar matching the terrain below its flight path with a satellite-generated map, provided unheard-of accuracy for its variable yield (five to 50 kT) warhead – with much less than 150 ft straddling a target.


The surprise in Moscow at NATO’s reaction quickly changed to vexation and alarm when it was suddenly realised, from reports from their military intelligence agency, the GRU (Glavnoye Razvedyvatelnoye Upravlenie), that the extended range Pershing IIs could now hit Moscow before the political leadership could be warned of an attack, let alone order the counter-strike.


The American missile’s forward deployment in Europe meant a very short flight before it reached Russian targets, or, put another way, much reduced warning times. Its pinpoint accuracy was enough to decisively knock out the Soviet national command centre and its earth-penetrating warhead would probably defeat all the concrete, earth and steel protective hardening the Russians could possibly heap on their command bunkers. Like the SS-20, Pershing II was mobile, and so was largely immune from any Soviet military attempts to neutralise it. The Kremlin was very much hoist with its own petard.


It was not only a clever strategy that had crumbled into dust. It did not take the Soviets long to wake up to a new strategic nightmare: by deploying the Pershing II, Washington had unwittingly created the first credible and effective nuclear first strike weapon against strategic targets in Russia.


It was a realisation that terrified the Kremlin, already haunted by fears about the vulnerability of their nuclear command structure. Despite substantial modernisation of the ‘Signal’ communications system in 1976–82, it still took 20 minutes between receiving a warning of an attack and the orders to launch being executed by the Soviet missile forces. The old, familiar threat of American submarine-launched weapons now paled alongside that posed by the US Army’s Pershing II with its average seven minutes’ flight time, launched from who knows where.


In an attempt to snatch success from the jaws of failure, Moscow tried to block the NATO deployment by offering to freeze the number of nuclear-armed missiles in Europe. The true intent of Soviet President Leonid Brezhnev’s offer was quickly bowled out in Western Europe, in that it would allow the SS-20 deployments to continue unaffected, whilst halting the basing of the US weapons. His offer came too late and offered too little and only served to harden resolve within those European nations that were hosting the new missiles. Despite much political soul-searching in continental Europe, the Griffin and Pershing II deployments went ahead.


No surprise then that NATO’s new missile deployments eventually brought a worried Kremlin to the international negotiating table. The result was the Intermediate Nuclear Force (INF) treaty eliminating short and intermediate range nuclear missiles with ranges of between 310 and 3,400 miles in Europe, signed on December 7, 1987. By May 1991, all the 120 Pershing IIs and 322 Griffins by then deployed by NATO had been destroyed, sliced up into scrap metal shards under verifiable supervision – as had the 405 Russian SS-20s in the field and a further 245 held in store.


The Kremlin had suffered a nasty scare, but was happy to trade in the expensive SS-20s to buy time to make their nuclear command structures more robust. Concurrently, they had also removed a grievous threat to the integrity, or rather survivability, of their nuclear strike authorisation system. The swift change in policy was a good example of decisive Russian realism.


Amidst all the international hubbub over the SS-20 and unknown to the West, the Perimetr project had been quietly gathering momentum, its progress accelerated by fears over the new threat posed by the Pershing II. The order authorising full-scale development had been signed in Moscow in October 1974. The Soviet concept of an automatic launch authorisation system was based on three key factors or events, all of which have to happen before their ICBMs could be fired.


FIRST, the Vyuga nuclear command link to the Soviet political leadership must be cut, presumably by enemy action and the dedicated Kazbek communications system interrupted – indicating that the Moscow national command post had been destroyed and the political leadership killed.


SECOND, the General Staff had previously to approve a nuclear strike, by issuing the first portion of the ICBM launch authorisation codes from its command post at Chekhov, 60 miles south of Moscow. Those in charge of the system had to stop it proceeding further down the critical path to launch, if this criterion was not met.


THIRD, a complex network of ground sensors had to detect around 500 nuclear explosions at a number of specific Russian targets – ICBM silo fields, command posts, early warning radar stations – by monitoring of seismic shockwaves through the Earth’s surface. Longrange infrared detection of nuclear airbursts at strategically important sites is also believed to form part of the sensor system.


This information would be instantaneously fed into a powerful computer system, believed to be held inside a special protective bunker under Yamantau mountain, in the Urals, which decides, purely on the basis of an algorithm, that Russia has been attacked and that the irretrievable catastrophe of nuclear war has occurred. The computer is programmed, on the basis of a database of earthquake effects, to discount natural phenomena in making its decision. The nuclear blasts have also clearly to be caused by a massive US attack: it is thought the system is not triggered by smaller bombardments as would be mounted by British, French, Israeli or Chinese strikes.


Perimetr therefore defines Armageddon in its truest sense: its authorisation to launch would be one of the last military orders to be issued before the holocaust of total nuclear war.


Instead of relying on normal communication lines used to launch the ICBMs, Perimetr employs special command missiles equipped with UHF radio transmitters to issue the final authorisation codes to the silo fields, initiating launches without the missile controllers turning any keys or pressing any buttons. In the doomsday scenario, they would be redundant. The missiles would just suddenly depart their silos.


Once all the three factors have come into play, Perimetr is activated, via a low- frequency radio antenna network, buried underground to protect it against damage caused by microwave emissions or electromagnetic pulses (EMPs), emitted during nuclear explosions. The command missiles’ 20–50 minute flight time takes them over a number of ICBM silo fields, as the unlock and launch codes are relayed.


Within a year of the go-ahead for the project, missile design bureaus began work on developing the command missile. In January 1978, a modified version of the two-stage 15A15 SS-17 (codenamed ‘Spanker’ by NATO) ICBM was selected as the vehicle for the new 15B99 communications nose cone assembly that would replace the missile’s normal four multiple, independently targeted, re-entry vehicles (MIRVs) with their variable-yield warheads. Another version, based on the Pioner rocket, had to be abandoned because of the INF Treaty’s elimination of this missile.


The Perimetr launch missile, designated 15A11 and designed by the Yangel Design Bureau, (now called NPO Yuzhnoye) at Dnepropetrovsk, Ukraine, was first flight tested in December 1979. A further six development tests were staged in 1981–2. A launch to prove the system’s operational capability was held on November 13, 1984 when a command missile was fired from Kapustin Yar which successfully launched an unarmed 15A14 SS-18 (‘Satan’) ICBM from its silo at Derzhavinsk, Kazakhstan. Two more launches were staged in 1983–4 to confirm the operational effectiveness, or integrity, of the system.


Perimetr entered service in January 1985 with launch silos at the SS-17 base at Vypolzovo (Yedrovo) in the Valday hills, 100 miles north-west of Moscow and at Kostromo, 150 miles north-east of the Soviet capital. Development, refining the system’s effectiveness, continued.


A new version, called Perimetr-PTS, embodying a new command module, designated 15P011, entered service in December 1990, based on the silo-launched version of the new Russian ICBM, the SS-27 Topol-M, designed by the Moscow Institute for Thermotechnology. This rocket is solid-fuelled, giving it a faster reaction time than the earlier liquid-fuelled SS-17. It was tested in a 1988 launch.


Various modifications were considered by the military but rejected for this new version. Some thought was given to including the remote launching of Russia’s submarine-based missiles by the upgraded Perimetr system, but this was ruled out because of the uncertain communications involved. The Russians also considered an option to boost the element of automated response by building in a mechanism that would always fire the Perimetr missiles after a set period had elapsed – unless a ‘stop’ message was received. This feature was also discarded because of fears of unauthorised or accidental launches if the countdown to firing somehow could not be halted.


Perimetr remains in service, with reports of a further modified version becoming operational in 1996. Russian officials maintain privately that far from being an automated path to nuclear war, Perimetr provides their leadership with a comforting step back from a hair-trigger launch of their nuclear forces. They say it creates confidence in the Russian nuclear command and control system as, if all else fails, there could always be a retaliatory strike, thus theoretically removing the temptation to launch the ICBMs early, when the network of warning radars report incoming missiles, rather than coolly waiting to evaluate the scale and severity of the attack. In the stress and tumult of decision-making while teetering on the brink of nuclear war, some may think that the notion of Perimetr bringing a calming reassurance that there remains one shot in the locker, is no more than conjectural.


Concurrent with the development of Perimetr, the Soviets continued with a programme to improve the survivability of their nuclear arsenal. New hardened ICBM silos were constructed, beginning at Tatischevo in 1976, to withstand air pressures of 190–220lbs per square centimetre, enabling them to withstand the enormous blast and shockwave of a nuclear airburst. Up to the early 1980s, the ‘Signal-M’ control system, via satellites, radio and landlines, hard-wired the missile silos to the national command authority so that ICBM launches could be directly controlled by the Soviet hierarchy. In addition, the new special Vyuga net used short wave and extremely long wave radio for General Staff communications to divisional command posts. Swift re-targeting of individual missiles – in 10–15 seconds – by the Soviet high command was accomplished by the introduction of the improved ‘Signal-A’ system in 1982. Each local command held various flight plans and targets in its computers and these could be remotely selected by the General Staff and downloaded into each missile’s guidance system. On top of all this, the Kremlin instituted an expensive programme to build new long-range over-the-horizon (OTH) Duga radars, a network of advanced high-technology Volga radars and launched more capable satellites, all to provide safer and above all, earlier, warning of attack.


By the late 1980s, at long last, the Kremlin’s long-standing paranoia about the vulnerability of Russia’s strategic forces seemed to have gone away, eased by the sweet panacea of technology. Massive redundancy built into the system provided strong assurances that no matter what an adversary could throw at them, the retaliatory strike capability would survive, still under Moscow’s rigid control.


Admittedly, there were some hiccups along the way. An OTH early warning radar station at Komsomolsk-na-Amure, Siberia, had to be closed down in 1990 after a disastrous fire. Then there was another OTH station, built at Pripyat in the Ukraine, right next door to a thriving nuclear power generation complex – at Chernobyl. This was closed in 1986 after the disastrous accident there. (Aficionados know these backscatter radars as ‘Russian Woodpeckers’ because of the rapid clicking of pulses that disrupt short wave radio transmissions.)


Overall, though, the Soviet strategic planners could congratulate themselves. At a very high price indeed, in roubles and scientific endeavour, the deterrence value of the inviolable policy of Mutual Assured Destruction1 had been preserved.


The satisfaction was not to last. The collapse of the Soviet Union in 1991 and the break-up of its communist empire suddenly brought back the nightmare of vulnerability, with undreamt-of ramifications to the security of the Russian state.


The much-vaunted SPRN (Sistema preduprezhdeniya o raketnom napademii) network of nine missile early warning stations, 16 long-range radars and a network of launch detection satellites had provided 24-hour protective coverage of all Soviet territory – from every direction. In the aftermath of the Soviet regime, ten of the missile early warning radars located in non-Russian republics, (two still uncompleted), suddenly found themselves on foreign soil, after those nations’ declarations of independence from Moscow. Some of the industries concerned with the support and maintenance of these radar stations were also now outside Russian political reach or influence. Almost overnight, the strategic picture, as seen from the Kremlin, looked very sick indeed. The all-seeing SPRN eyes had gone blind, at least in some directions.


The new Russian leaders were understandably eager to act. The new loose grouping of former Soviet republics, the Commonwealth of Independent States, or CIS (one can imagine the agonising over that choice of name), signed an Agreement on Missile Warning and Space Monitoring Systems on July 6, 1992, giving some access to data. However, the CIS states turned down proposals by Moscow for the radar stations to be used in a dual role, providing early warning coverage both for the Russian Federation and for the host state. Of course, said the Kremlin, the stations would remain as Russian military bases.


Just who is likely to attack us? asked the CIS states. Thanks, but that’s not for us. You can forget the military base idea too. We’re independent states, freed of the shackles represented by the hammer and sickle flag.


Desperate to rebuild its nuclear early warning umbrella, the unhappy Moscow negotiators were forced down the gritty road of bilateral talks with each new state possessing an early warning radar station on its territory. Latvia, on the strategically important Western borders of the Russian Federation now found itself with two radar stations, plus an unfinished new Daryal-UM radar at Skrunda, 50 miles inland from the Baltic, looking north-west towards the North Atlantic and Barents Sea and the Western missile submarine operating areas there. Russia finally agreed with the Riga government in 1994 to lease the Skrunda site but the incomplete radar facility was dismantled in 1995. The lease expired in August 1998, and the two operational radars closed down that month. Both were torn down in 1999.


The Kremlin turned to the more compliant Republic of Belarus to fill, at least partially, the gap in ground-based radar cover caused by the loss of the Latvian facilities. The fall of the Soviet Union trapped a partially constructed Volga type radar station on its soil, at Gantsevichi, near Baranovichi. Belarus agreed to lease the site to Russia for 25 years and construction work restarted there, but constrained by having to hammer out new contracts for electronics equipment with the old supplier Dnepropetrovsk Machine Building Plant, which was now in the Ukraine, and of course, grave shortage of funds in the Moscow coffers. The radar completed testing in October 2000 but was only expected to become operational at the time of writing.


The Ukraine had three radars on its territory – two of the older Dnepr (or Hen House, to use the unflattering NATO codename) facilities at Beregovo in the Zakarpatskaya Oblast and at Nikolayev, and an unfinished Daryal-UM site at Mukachevo. After very protracted negotiations, the Ukraine agreed in February 1997 to lease the Beregovo and Nikolayev sites, at a cost of $4 million a year paid in spare parts in order to maintain the Ukrainian air force’s ageing Soviet-vintage aircraft. Moscow would also cover all operating costs – but Ukrainian personnel would man the radar stations. Data is now being fed into the Russian early warning computers.


In Kazakstan, the two Dnepr radars at Balkhash tracking manmade objects in space, as well as providing early warning, remain operational, but disagreements remain over insistence that the area should be a Russian military base. Together with the Ukrainian sites, Balkhash provides much needed cover for the SW quadrant of the Russian Federation. The Daryal-U site at Balkhash remains unfinished and looks likely never to be completed.


Problems remain over status of the Daryal radar station at Gabala, Mingechuar, Azerbaijan, which became operational in 1985 and watches over the SE portion of the southern flank, including the Indian Ocean. The Azerbaijanis would not budge from the standpoint that the facility is their property and sought a five-year lease agreement rather than 20 years sought by the Kremlin. Eventually, they compromised on a lease until 2010, with $31 million paid by Russia for outstanding costs and a further $70 million until the agreement expires. However, the radar, now the property of the Azerbaijani government, reportedly operates only sporadically.


Russian president Vladimir Putin may well sit in Moscow and muse that ‘Change and decay in all around I see,’ to quote from the hymn Abide with Me. For those early warning radars happily still within Russian borders also faced their own problems – this time, of growing obsolescence and widespread lack of funding for development of new systems, or even maintenance. Putin may be comforted that latest thinking from his experts now points to greater reliance on satellites providing early warning rather than static ground-based radars.


But currently, here too Moscow faces grave problems, again mainly caused by shortages in cash. Originally nine Oko (‘Eye’) satellites had been planned and were operated in high elliptical 12-hour orbits around the Earth, watching westwards, high over Europe, for launches from the US ICBM fields and missile submarine operating areas in the oceans. The network could detect launches, calculate flight paths and predict the missiles’ targets. Another network of eight second generation Prognoz (‘Forecast’) satellites, this time in geostationary orbit, (allowing each to remain in one place over the Earth’s surface), was created in the late 1980s to watch over the US, China, the Pacific and Western Europe.


That was the plan. But by the end of 1997, 68% of Russian satellites had gone beyond their planned service lives and there was substantial ‘down’ time in coverage, due to mechanical failure, or them drifting out of orbital position. US estimates then suggested the satellites were operational for no more than 17 hours in every 24. With the launch of Cosmos 2388 from Plesetsk on April 1, only five out of the required nine Oko type satellites remained operational in elliptical orbit in mid-2002, and just one Prognoz remained in a 24-hour geostationary position – Cosmos 2379, launched from Baikonur on August 24, 2001. A second Prognoz was to be launched later in 2002. Fiscal constraints have restricted launches of more replacement satellites, even though seven have reportedly been built.


So, the current protective radar and satellite cover over the Russian Federation now has two yawning gaps in coverage. In the West, there is a 600-mile-wide corridor over France and northern Spain in which a submarine-launched missile attack from the North Atlantic could penetrate Russian early warning systems undetected. Similarly, a US ICBM strike could be deliberately programmed to exploit this corridor of opportunity, created by the loss of the Latvian radars. A second, more serious gap is in the east, 1,000 miles wide over Russia’s Kamchatka peninsula. A Trident missile strike launched from a submarine in the Gulf of Alaska, in US territorial waters, could reach Moscow in around ten minutes, completely unseen on Russian radar screens. The first the Russians would know of it could be nuclear airbursts over their capital.


If this is the stuff of nightmares for Putin, there’s worse to come. During the night of May 10, 2001, a fire, caused by a short circuit in a cable, in a building at Serpukhov 15, the early warning satellite control centre near the village of Kurilovo, in the Zhukovsky area of the Kaluga region, about 70 miles south-west of Moscow, knocked out all communications links with the then four remaining Oko satellites for four days, despite attempts to use another command station, Golichino 2., or the flight control centre at Koroljevo, near Moscow. Serpukhov 15 only came back on station on August 20, 2001.


Worryingly, Russian early warning systems, even working with a full complement of radar stations and satellites, are not infallible. A number of cases of false alarms have occurred, all with alarming potential consequences.


The Volga-type ground-based radar at Gantsevichi, Belarus, generated false images on its screens when it first became operational. The first known spurious alert was on September 26, 1983, when one of the Oko warning satellites on high elliptical orbits above the Earth wrongly detected what was believed to be a launch of American Minuteman II ICBMs from their hardened silos in the mid-West. Its infrared sensors, that detect light and heat, mistook the sun for the hot exhaust gases emitted from the motors of missiles leaving the Earth’s atmosphere.


Happily, the alert was speedily found to be false. The subsequent investigation indicated that a software glitch within the satellite’s computers created the false warning when the satellite moved from dazzling sunlight into the blackness of the Earth’s shadow thrown in space by the sun.


Reportedly, Colonel Stanislav Petrov, who was in charge of Serpukhov 15 that day, refused to pass the alert higher up the command chain because he doubted the veracity of the warning. ‘When people start a war, they don’t start it with only five missiles. You can do little damage with five missiles,’ he said afterwards.


A more serious and public incident followed around dawn on January 25, 1995, when the launch of a four-stage Black Brandt XII sounding or research rocket unintentionally triggered the creaking Russian nuclear defence command system by testing the SPRN missile attack warning system and found it wanting.


The Russian radar stations at Pechora, in Komi-Permyatsk, Olenegorsk, in the Murmansk region, and Skrunda, in Latvia, detected the innocent launch from Andøya Island, off the north-west coast of Norway, near Tromso. The computers believed it to be a Trident missile launched from an American submarine positioned off the North Cape, and issued an attack warning, possibly automated, which appeared on the Krokus special alert terminal inside the Russian command post near Moscow.


The Russian General Staff believed an explosion in the atmosphere of the single missile’s eight W-88 475 kT nuclear warheads would be an attempt to blind or cripple Moscow’s strategic communications through a series of massive electromagnetic pulses (EMPs). These destroy electronic components in much the same way, as do, on a smaller, localised scale, nature’s electrical storms. They reasoned that such an assault on their national command and control system could be a prelude to a full-scale pre-emptive nuclear attack and immediately triggered the top-echelon Kazbek communications system (used to issue orders for nuclear attack). They simultaneously raised their strategic forces’ level of alert. The Russian nuclear countdown had begun.


The then Russian president, Boris Yeltsin, Defence Minister Pavel Grachev and the Chief of the Armed Forces’ General Staff, Army General Mikhail Kolesnikov were quickly alerted via their mobile versions of Kazbek terminals, the black Chegets (nicknamed yaderniy chemodanchik, or ‘nuclear suitcases’), that accompanied them everywhere since 1983. They held a three-way emergency videoconference. One can only speculate as to their emotions and the tone and content of their conversation.


Eight agonising minutes elapsed before the same Russian radars determined that the sounding rocket’s trajectory was, in reality, taking it safely to a splash point off the island of Spitzbergen in the Norwegian Sea, rather than to Russia and flashed news of the error. There remained, perhaps, just two minutes before a ‘launch on warning’ decision for the strategic forces to retaliate would have confronted the Russian leadership, a decision that has to be personally validated by the President, using his Cheget.


Presumably, the order to rescind the countdown followed confirmation from the Russian early warning Oko satellite system, then functioning fully, that a follow-up attack by American Minuteman III or Peacekeeper ICBMs had not materialised. The failsafe system worked that time; although the Moscow leadership would not have been certain that a Trident attack was not building from the Pacific or North Atlantic. They may have gambled that it wasn’t.


It is believed this was the first and as yet only time the Russians had initiated the countdown to launch their nuclear forces in anger. Previously, it was doubted by some Western strategic planners that Moscow really would have initiated a counterstrike, using a launch on warning decision. Clearly, they might.


Of course, if Russian ICBMs had been launched, they would not necessarily have been armed. As part of the failsafe – an ironic word in these circumstances – precautions surrounding all nuclear weaponry, warheads are not armed until just before separation from their launch missiles and they begin to re-enter the Earth’s atmosphere, en route to their targets. This is not just an eleventh-hour, eleventh-minute function designed to avert the apocalyptic horrors of a modern Armageddon – there’s always an unspoken fear, amongst nuclear planners, of malfunction and an accidental warhead detonation as the missiles roar out of their silos in clouds of flame and smoke.


In addition, a national command authority has the closely guarded ability to order the missiles to self-destruct in flight, a necessary precaution in the event of accidental or unauthorised launch. The warheads would be harmlessly destroyed in the explosions. But imagine the reactions of the then US Strategic Air Command, deep in its command bunker, as Russian missile launches are detected and reported. Does the US Commander-in-Chief do nothing and waste precious minutes in the vain hope that the missiles remain unarmed or are destroyed as their trajectories take them ever nearer their targets? No, once any missiles are launched, by anyone, the nuclear war clock starts ticking inexorably onwards to the mass destruction of populations and nations. Only a miracle can stay its hands.


In 1995, that corrected coded message – ‘NO ATTACK, REPEAT, NO ATTACK’ – flashed to the Russian General Staff national command post at Chekhov, represented a very narrow step back from the brink. What had gone wrong? How could it happen?


In these days of swift and sophisticated global signals intelligence (SIGINT), there was no disguising of the fact that Moscow’s forces had escalated their nuclear alert status. In the international furore and recriminations that inevitably followed, it emerged that the Russian Foreign Ministry had received an official notification of the launch (which was merely routinely investigating nature’s aurora borealis or ‘northern lights’ over the polar region), from the Norwegian government some time before it was scheduled. The Ministry apparently failed to pass on this warning to the nuclear command and control system.


Then there was the issue of the 65ft-long Black Brandt rocket itself, which flies to an altitude of up to 800 miles above the Earth. Its first stage is based on a 1950s-vintage ‘Honest John’ intermediate range ballistic missile, with high initial take-off speeds, closely resembling those of Trident. The radar signatures may be similar, particularly if the third-stage burnt out below the Russians’ radar horizon. At least, that’s what Moscow claimed afterwards, (although as the NASA Sounding Rocket Program has between 20 and 30 launches a year, admittedly not all from this site, one would have imagined the Russians would be familiar with the flight characteristics). The importance of the incident, said Moscow rather sniffily, had been greatly exaggerated in the West.


Was the incident overblown? Would the Moscow leadership have decided to launch its missiles? Under the Strangelove-like nomenclature of nuclear strategy, a number of options or scenarios present themselves then, as now, to a political leadership forced into making that breathtaking, horrendous decision in a very few short minutes.


There’s Launch Under Attack (LUA): You must decide to fire your weapons in an immediate and devastating counterstrike in the face of a confirmed and overwhelming missile attack building on your radar screens. Launch on Attack Assessment (LAA) entails deciding to launch all, or some, of your missiles after establishing the scale and magnitude of the incoming enemy strike. Similarly, Launch Through Attack (LTA) is not for the faint-hearted national leader. This process involves making the decision to retaliate, if it is apparent that the incoming waves of missiles will sequentially hit their targets. A cool-headed political leadership would sit back, absorb the impacts of the first missiles, assess the strategy and destruction revealed by these early strikes and then launch a calculated response through the follow-on salvoes of enemy missiles. Launch On Impact (LOI) trades survivability of some of your own missile forces with the sure knowledge of your enemy’s intentions. You launch your counterstrike after nuclear detonations on or over your ICBM silos. You hope that some, at least, survive the bombardment. Launch on Warning (LOW) is always the most dangerous option to adopt. In the bizarre logic of nuclear strategy, this decision would only be taken to protect a land-based ICBM force – getting them out of their silos, or away from their mobile launchers before attacking missiles destroy them in a holocaust of blast, heat and EMPs. In US strategic thinking, LOW would probably be activated only if there are incontrovertible indications of an incoming massive attack. Certainly, a high state of readiness within the missile forces would be required for a LOW response.


In any event, submarine-launched missiles would be largely immune from pre-emptive strikes because of the difficulty of tracking the boats in the ocean deeps, and defeating (particularly in the Russians’ case) the protective ring of nuclear-powered hunter-killer submarines, short of a huge nuclear assault on the high seas. It would be virtually impossible to be certain that you had taken out every enemy strategic missile submarine and totally neutralised that threat.


Indeed, Russia’s leviathan missile boats, the 26,500 tons dived displacement ‘Typhoon’ or ‘Akula’ class submarines were designed to provide Moscow with a survivable post-pre-emptive strike capability. The boats, the largest submarines ever likely to be built, were designed to sit out US nuclear attacks safely under the Arctic polar ice cap. As the radioactive dust and rubble settled in the homeland, they would break through 12ft of pack ice and launch their 20 Makeyev SS-N-20 ‘Sturgeon’ missiles, each one armed with 10 200 kT warheads, in retaliation. Two missiles can be fired every 15 seconds. Their range enables them to reach targets anywhere in the world. (But with the Typhoon’s high cost of maintenance and complement of 175 crew demanding trained manpower that is not available, just two remain operational today.)


What was worrying about the 1995 Russian false alarm was the uncertain operational state of Moscow’s strategic nuclear forces, which raises question marks over warning and strike capability. Worryingly, another false alarm may yet do so again, despite Russian attempts to reassure the West, through a series of large-scale exercises, codenamed REDUT, in 1996 and the following year, which tested the nuclear command and control system and launched unarmed ballistic and cruise missiles.


Long gone are the days of the Soviet Union with its impressive triad of fully operational nuclear forces – ICBMs, submarine-launched missiles and manned bombers. In 1995, because of budgetary constraints, poor maintenance and indifferent crew training, Russia’s strategic missile submarines (in Royal Navy parlance, ‘bombers’), could only mount a few operational patrols in the Barents Sea or the Pacific. The same is true today. Most of the various variants of ‘Delta’ class SSBNs were (and are) tied up alongside at their bases at Saida Guba in the Northern Fleet, and at Strelok in the Pacific. Some were (and remain, in the short-term) 1960s-vintage ‘Delta Is,’ armed with ageing Chelomey SS-N-8 ‘Sawfly’ missiles with single 800 kT warheads – powerful ‘rubble bouncers’ in the stark and ruthless language of nuclear conflict.


Their crews have shown in trials that they can fire their missiles while the boats are alongside the piers, within nine to 15 minutes after receiving the launch authorisation codes from the General Staff. But, of course, by being in port, these boats and weapon systems have lost the submarine’s great strategic advantage: no longer can they avoid detection by hiding in the depths of the sea. US reconnaissance satellites, which can identify objects on the Earth’s surface of less than three feet in size, can readily spot their location. Inevitably, attacking missiles could target and destroy them.


In 1995, Russia had a total of 754 ICBMs, armed with 3,708 warheads, declared operational under the 1991 Strategic Arms Reduction Treaty (START 1) Of these, 366 (or 49%) were located in the silo fields in the remote birch forests of the Russian Federation. The remainder were less vulnerable to sneak pinpoint attack, being launched from railway trucks or mobile all-terrain vehicles. Most were ageing, with some verging on obsolescence, with designs dating back to the end of the 1960s, in the case of the SS-18 ‘Satan’ and SS-19 ‘Stiletto’ missiles, 97% of the silo-based force. With declines in funding for maintenance, how many would have worked on the day?


Of course false alarms are not the sole prerogative of Russia’s nuclear forces: the USA has been afflicted by this problem too.


There was the well-documented event at 08.50 on the morning of November 9, 1979, when US Air Force Minuteman missile crews were warned that a massive Soviet ICBM attack was en route to destroy US nuclear forces and the command infrastructure. They prepared to launch their missiles, unaware that a training tape had mistakenly been loaded onto the USA’s early warning system computers that had generated the false alarm.


The attack showed up on displays at Strategic Air Command’s bunker beneath Cheyenne Mountain in Colorado, at the Pentagon’s National Military Command Center and at the Alternate National Military Command Center at Fort Ritchie, Maryland. The National Emergency Airborne Command Post took off, (bizarrely, without the President on board), and a very senior officers’ threat assessment conference was hastily convened.


Within six minutes, the American network of early warning satellites and early warning radars had confirmed no Soviet launches had occurred and the alert was stood down. No doubt, whoever inadvertently fed the training tape into the system saw their career prospects suddenly and dramatically limited. After an independent investigation of the incident by the US General Accounting Office, a special off-site facility was created to run training or test tapes, outside the loop of the military command structure.


Seven months later, at 2.25 a.m. on June 3, 1980, another false alarm triggered a second preliminary warning to Minuteman crews to get ready to launch. Displays at the command bunkers showed attacking missiles but in an odd sequence; indicating the launch of 200 Soviet ICBMs, then zero missiles, then just two. Moreover, the numbers across the various command post tote boards did not tally. Again, data from watching US satellites was consulted – but again, no threat was present. The alert was exactly replicated three days later and the cause was found to be a rogue computer chip that was failing randomly, generating the figure 2 instead of the correct zeros.


With the possible survival of humanity at stake, it was natural for both superpowers to examine ways of minimising the risk of accidental missile launches, later perhaps impelled by publicly unannounced fears on all sides over the decay of the Russian early warning system.


In 1987, Nuclear Risk Reduction Centres (NRRCs) in Moscow and Washington were set up, linked by secure Group III fax link via satellite communications, so that if accidental or unauthorised missile launches occurred, both the US and Russian Presidents could exchange information and prevent rapid escalation into full-scale nuclear war, rather than rely on the slow telex of the old ‘hot line’. (Concerns over the Millennium Bug (Y2K) and its potential impact on the creaking Russian command structure, prompted the creation of a temporary joint US-Russian Y2K centre in Colorado Springs over the New Year 2000 period to negate any computer-generated false alarms. None occurred.) These NRRCs may have been superseded by the agreement to set up a Joint Ballistic Missile Early Warning Centre outside Moscow by June 2002, with separate US and Russian data monitoring ballistic missile and space vehicle launches. Any discrepancies between the information would be able to be resolved by the American and Russian monitoring teams. Eventually, the centre will handle information on launches by other countries such as North Korea and Iran, and will be accessible to up to 200 users.


On December 16, 2000, the USA and Russia signed a Memorandum of Understanding extending the process governing the notification of missile launches between both sides and to other states. An earlier agreement, signed in 1988, bound Washington and Moscow to provide at least 24 hours warning of all ICBM and submarine-launched ballistic missiles (SLBM), with details of the launch and impact areas.


Do these measures provide any comfort to those quite properly worried about the deterioration of the Russian early warning system and the likelihood of accidental nuclear war? On paper, they look good. In practice, they may be less than adequate. Take the jointly manned centre in Moscow. In reality, it is based in a renovated former school outside the city centre. It is clear the Russians place little reliance on its usefulness because in their heart of hearts, they cannot bring themselves to believe that the US side would confirm that an American missile launch showing up on the computer screens was the real thing. It takes more than a piece of paper with high-flown diplomatic phrases to erase the suspicions of two generations of Cold War thinking.
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