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Foreword


Thank you for taking a moment to read through the table of contents and to ponder how this text might benefit your program. The purpose of this foreword is to illustrate the logic of this book’s organization and to suggest how it might be used by your students across the core curriculum. The homeland security enterprise, as it has come to be known, is a large interconnected network of public and private organizations, academic disciplines, and a wide variety of practitioners. Practical applications and examples of real-life homeland security challenges not only add value to the classroom experience but provide exciting examples of classroom principles in practice and enable students to imagine how they might have thought about or handled a real situation differently had they been involved or in charge.


Our aim in putting this book together was to present case studies that facilitate such enhanced learning and show instructors how to engage their audiences. There were two fundamental approaches to how such a text might be organized. The more traditional style would have been to present case studies completely dedicated to a singular focus or application discipline—all intelligence cases, for example. We chose the second approach instead: the book is organized into seven application or focus areas (i.e., chapters), and the challenges facing each of those areas is highlighted with two robust case studies. This approach yields not only fourteen outstanding case studies representing the challenges that face the homeland security enterprise and its practitioners but also offers to academic programs an efficient and economically viable alternative to the “one book, one topic” structure.


You’ll notice that the fourteen case studies are organized into seven chapters and two parts. Our thinking in organizing the text this way is twofold; first, from an economic perspective, this organization allows academic programs to acquire one text that can be used in seven or more classes. With the chapter titles “Law and Policy,” “Terrorism,” “Environmental Security,” “Intelligence,” “Critical Infrastructure Protection,” “Transportation Security,” and “Emergency Management,” it is easy to imagine how this book might align itself with several core courses in most homeland security programs. In addition, each case study includes thoughtful and provocative questions that the instructor can use to motivate and structure class discussion. The instructor guide provides not only sketch answers to each of these questions but many helpful tips and resources to help you use the case study approach in your classes.


We hope you find this text to be an innovative, creative, and fun teaching tool that helps your students see the richness and complexity of the many wicked problems they will encounter as homeland security professionals.


Jim Ramsay and Linda Kiltz
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Introduction

JAMES RAMSAY AND LINDA KILTZ

Life is like riding a bicycle.

To keep your balance, you must keep moving.

—Albert Einstein

Threats to security and safety are constant companions in life. They can come from natural events, from technology and man-made systems, or from mindful, premeditated criminal behavior like terrorism or organized crime. History has shown us that how well a society manages the risks posed by such threats is often the main predictor of whether that society thrives or fails. Since the terrorist attacks of September 11, 2001, the United States has spent over $1.4 trillion on the global war on terror,1 and yet Al-Qaeda still exists, threats from similar organizations abound, many Americans are still concerned about terrorism, and as Hurricane Sandy proved yet again, Americans are still concerned about their ability to survive the aftermath of severe natural disasters. One might surmise that despite record-setting spending and massive popular support for military operations, the collective sense of safety and security within our nation and within our communities has been fundamentally challenged. Indeed, even a casual observation of the rhetoric of the 2012 presidential election campaign demonstrates that the nation is still coming to terms with the uncertainty of how to deal with the specter of transnational terrorism in the United States or the consistently looming threat posed by nature.

In this environment, both students and practitioners of homeland security and emergency management must learn not only how to prepare for an uncertain future but also how to best deal with the systemic stresses that homeland security and natural or technological disasters place on society and the government. In other words, they must use lessons learned from the past to know how best to move forward into the future.

The economic health of the United States greatly influences both the capacity and the efficiency of the homeland security and emergency management communities. Indeed, the fiscal austerity imposed on federal spending in 2013 is certain to challenge practitioners for the next ten years as they strive to do more with less—that is, to cope with smaller budgets and larger obligations. If either homeland security or emergency management professionals are to deal effectively with these types of complex challenges, they must be creative, know how to work across disciplines, and become skilled in higher-level thinking and reasoning. Thus, the use of critical thinking is vital to successfully navigating both the routine and the complex situations encountered in their day-to-day responsibilities. Failure to adapt adequately can lead to mass casualties, widespread destruction of property, and significant loss of public trust, as we witnessed after the 9/11 terrorist attacks in 2001 and again after Hurricane Katrina in August 2005.

Critical Issues in Homeland Security: A Casebook allows students and practitioners to enhance their critical thinking skills through the use of case studies and by providing real-world examples that highlight theories, practices, and principles in the field of homeland security. The homeland security discipline writ large and its body of knowledge seem to be in a nascent stage of development. Such is evident by the lack of both a well-accepted theory of homeland security and a universally accepted definition of it.2 Part of the debate about what homeland security is, and what it is not, seems to be due to the multidisciplinary nature of the field. For example, as seen in the structure of and interplay between the Department of Homeland Security (DHS), the federal law enforcement community, the intelligence community, the Department of Defense (DoD), the public and environmental health communities, and so on, the field of homeland security clearly comprises a number of academic disciplines—including criminal justice, political science, emergency management, public and environmental health, international relations, risk management, military science, sociology, computer science, and law—each of which contributes to theory, best practices, and policy. The cases in this textbook are written by scholars from a variety of disciplines and thus bring unique perspectives to the problems faced in homeland security.

So as to represent the multidisciplinary nature of homeland security, the text is divided into two parts. Highlighting the legal and policy challenges in homeland security, the chapters in Part I are dedicated to law and policy, terrorism, and environmental security. Part II covers the operational challenges in homeland security, with chapters on intelligence, critical infrastructure protection, transportation security, and emergency management. Each chapter contains two case studies that demonstrate not only the complexity and interconnectedness of the homeland security enterprise but also the challenges of implementing policies, strategies, and programs meant to prevent, deter, respond to, and recover from a vast array of disasters. At the end of each case are discussion questions that provide the reader with an opportunity to review, synthesize, and debate major concepts and issues.

In reading the cases, the reader will find that clear black-and-white answers or solutions to the problems posed by homeland security are rarely, if ever, possible. In fact, there are often multiple solutions and several possibilities, depending on one’s perspective. The cases should be seen as problems for students to attempt to solve using the knowledge, concepts, and skills they are learning in their coursework. Each case is designed to engage students through debate, group discussions, and problem-solving. Thus, this case method strategy promotes social change as students reflectively and critically examine their own thoughts in relation to course material and other students’ responses. Finally, since many cases focus on real-life problems and dilemmas, students should be able to transfer this information to other settings, such as their work environment. It is our sincere hope that all readers will enjoy and benefit from this text.

NOTES

1. Amy Belasco, “The Cost of Iraq, Afghanistan, and Other Global War on Terror Operations Since 9/11,” Congressional Research Service report 7-5700, March 29, 2011, http://www.fas.org/sgp/crs/natsec/RL33110.pdf (accessed November 20, 2012).

2. Linda Kiltz and James Ramsay, “Perceptual Framing of Homeland Security,” Homeland Security Affairs 8, article 16 (August 2012), http://www.hsaj.org/?article=8.1.16 (accessed November 20, 2012).






PART I






Legal and Policy Challenges in Homeland Security

On September 11, 2001, nineteen men affiliated with Al-Qaeda, an Islamic terrorist organization, hijacked four passenger jets. Two of these planes crashed into the World Trade Center in New York City, causing its collapse; one plane crashed into the Pentagon in Arlington County, Virginia, killing 184 people; and the last aircraft crashed into a field near the town of Shanksville in rural Somerset County, Pennsylvania, as passengers and members of the flight crew attempted to retake control of their plane from the hijackers. Excluding the nineteen hijackers, a confirmed 2,973 people died and thousands were injured as a result of these attacks.1

The idea that this event could have been a terrorist attack was not evident in the initial news reports of the first aircraft striking the North Tower of the World Trade Center, even though in 1993 Ramzi Yousef, a nephew of Khalid Sheikh Mohammed (the mastermind behind the 9/11 attacks), and six co-conspirators had detonated a 1,500-pound bomb in the underground parking garage of the World Trade Center that killed six people and injured more than a thousand.2

The 1993 World Trade Center bombing was conducted by a small, autonomous cell associated with the Egyptian terrorist organization Islamic Jihad, which was associated with Al-Qaeda. The goal of the 1993 attack was to devastate the foundation of the North Tower in such a way that it would collapse onto its twin, thus causing the collapse of both.3 As a nation in 2001, we initially did not perceive that we were under attack by Al-Qaeda, although this organization had been responsible for carrying out a number of highly destructive suicide bombing attacks against the United States before 9/11, including the 1993 WTC attack; attacks in 1998 against the American embassies in Nairobi, Kenya, and Dar es Salaam, Tanzania; and the attack on the USS Cole off the coast of Yemen on October 12, 2000. Thus, an understanding of homeland security in the United States must include knowledge about the domestic and transnational terrorist threats we have faced in the past and will face in the future. To this end, our chapter on terrorism in Part I presents two cases—one focused on the domestic threat of ecoterrorism and the other on the first WTC attack by transnational terrorists affiliated with Al-Qaeda.

Since the 2001 attacks, homeland security has been a dominant policy issue impacting the lives of people in the United States and abroad. Fear of future terrorist attacks spawned the development and creation of massive government programs, multiple agencies, and policies aimed at protecting the homeland. Among the most significant policies were the declaration on September 20, 2001, of a “Global War on Terrorism” by President George W. Bush, which has led to a military campaign against Al-Qaeda and the Taliban in Afghanistan that has lasted for more than a decade; the passage of the Homeland Security Act of 2002, which created the Department of Homeland Security from the merger and reorganization of twenty-two distinct federal agencies; and the passage in October 2001 of the USA PATRIOT Act, which expanded the meaning of “terrorist organization” under federal law and expanded the surveillance powers of the federal government. These and other policies have fundamentally changed our daily lives. For instance, we now accept long waits in security lines and personal searches at airports, searches through our purses and backpacks at guarded entrances to public facilities and sporting arenas, and constant surveillance by security cameras in public spaces throughout our communities. Americans seem to be willing to accept government imposition into their daily lives even if it extends to personal liberties. Warrantless surveillance, detention without trial, enhanced interrogations, renditions, military commissions, and targeted killings have succeeded in preventing another terrorist attack on the homeland, but these policies have also undermined our legal traditions and rights guaranteed under the US Constitution.4

Homeland security provides some of the most complex legal and policy challenges faced by our federal, state, and local government agencies. Our nation’s homeland security efforts go to the core of long-standing, intentionally designed tensions within our constitutional system of governance: security versus liberty, federalism in intergovernmental relations and constraining presidential power. In Chapter 1, on law and policy, two cases highlight presidential power and authority in responding to catastrophic incidents, whether natural or man-made, including terrorism. The case featuring the presidential disaster declaration authority compares and contrasts the presidential declarations of major disaster or emergency of President George W. Bush and President Barack Obama. Such presidential declarations have far-reaching consequences because they determine which jurisdictions are eligible to receive federal disaster assistance in the event of a disaster or emergency. The first case in Chapter 1 raises profound questions about the use of remotely piloted aircraft, or drones, for the targeted killing of suspected terrorists, including those who are American citizens. This case looks at the legality of such strikes under both US and international law.

Following 9/11, homeland security policy in the United States focused primarily on responding to the global terrorist threat posed by Al-Qaeda and preventing future terrorist attacks. This is clearly seen in the 2002 National Strategy for Homeland Security, which defines homeland security as “a concerted national effort to prevent terrorist attacks within the United States, reduce America’s vulnerability to terrorism, and minimize the damage and recover from attacks that do occur.”5 This definition has been expanded under President Obama to include other hazards after the catastrophic events of Hurricane Katrina (highlighted in a case in Chapter 3).

Following Hurricane Katrina, Americans had already begun to realize that even natural disasters can be so traumatic, expensive, and disruptive that they too are potential homeland security concerns—particularly given the need in large disasters for federal assistance through the Federal Emergency Management Agency (FEMA), an integral part of DHS. The Obama administration’s current strategy focuses on terrorism as the foremost of many threats, defining homeland security as “a concerted national effort to ensure a homeland that is safe, secure, and resilient against terrorism and other hazards, where American interests, aspirations, and way of life can thrive.”6 Perhaps one of the new hazards we must consider is that posed by global climate change. Global warming and the resultant, varying climate change around the world will be among the biggest challenges humanity faces. Chapter 3 looks at the links between environmental security and homeland security through two cases—one on Hurricane Katrina and the other on Arctic security.

NOTES

1. National Commission on Terrorist Attacks upon the United States, The 9/11 Commission Report: Final Report of the National Commission on Terrorist Attacks upon the United States (New York: W. W. Norton, 2004).

2. Peter Lance, Triple Cross: How Bin Laden’s Master Spy Penetrated the CIA, the Green Berets, and the FBI (New York: Morrow/Regan, 2006), 243.

3. Simon Reeve, The New Jackals: Ramzi Yousef, Osama bin Laden, and the Future of Terrorism (Boston: Northeastern University Press, 2002), 4.

4. Jack Goldsmith, Power and Constraint: The Accountable Presidency After 9/11 (New York: W. W. Norton, 2012), x.
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6. US Department of Homeland Security, Quadrennial Homeland Security Review (Washington, DC: The White House, 2010), 13.
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Law and Policy

The attacks of September 11, 2001, acted as a catalyst for major changes in US security efforts. The attacks altered not only how the nation identified and prepared for threats but also how it worked to prevent them. In the ten years after these devastating attacks, many new laws were passed and policies implemented to enhance homeland security, to protect key assets and critical infrastructure, to secure US borders, and to be better prepared to respond to and recover from a variety of threats and disasters. The primary goal of these new laws and policies was the protection of citizens within the homeland. Indeed, as Bentley suggests, citizens in a free society operate within legal checks and balances on governmental power. She goes on to suggest that those working in homeland security or emergency management need to understand the structure and the limitations of government.1 The cases in this chapter focus on two very different yet important areas of law and policy, while raising concerns about presidential power and authority, particularly in times of war and disaster.

National emergencies and war invariably shift power to the presidency. President George W. Bush’s counterterrorism initiatives, such as warrantless surveillance, detention without trial, enhanced interrogations, renditions, military commissions, and targeted killings, succeeded in preventing another attack on the homeland, but at what cost to our legal traditions and rights guaranteed under the US Constitution? Although Senator Barack Obama campaigned against the Bush approach to counterterrorism, as president he has continued almost all of his predecessor’s counterterrorism policies, including the use of drones for targeted killings.2

For years the US government has relied on unmanned aerial vehicles (UAVs), or drones, to find, target, and kill high-value terrorists in Afghanistan, Pakistan, Yemen, and other countries. While relentless drone attacks have decimated the top leadership of Al-Qaeda, they have created a great deal of controversy as well, not only because of the amount of collateral damage they have caused (the deaths of innocent civilians), but also because they have been used to kill American citizens. The first case in this chapter, “The Use of Drones in Counterterrorism: The Case of Anwar al-Awlaki,” first discusses the benefits and challenges of the use of drones in counterterrorism and then focuses on the legal issues surrounding the killing of Anwar al-Awlaki, a US citizen and Al-Qaeda terrorist. Finally, a future scenario is introduced in which the domestic use of drones has become necessary.

The law and policy of US disaster management accords the president a great deal of flexibility and discretion to decide what does or does not constitute a declarable “major disaster” or “emergency,” as highlighted in the second case, “Presidential Declaration of Disaster Decisions: The Case of Turndowns.” The first half of the case discusses all aspects of presidential disaster declarations, including the laws and policies involved, the process used by governors to seek a presidential declaration, the criteria used by the Federal Emergency Management Agency (FEMA) to guide presidential decisions, and the justification for turndowns and their impact on governors and states. The second half of the case presents data (from FEMA) collected on turndowns from 1953 to 2011, with specific focus on the turndowns of President George W. Bush and President Barack Obama. The case concludes with observations on the factors and possible motivations involved for both presidents and governors in their disaster declaration decision-making.

NOTES

1. Emily Bentley, “Homeland Security Law and Policy,” in Introduction to Homeland-Security, ed. Keith Logan and James Ramsay (Boulder, CO: Westview Press, 2012), 19.

2. Jack Goldsmith, Power and Constraint: The Accountable Presidency After 9/11 (New York: W. W. Norton, 2012), x.
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CASE 1.1
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The Use of Drones in Counterterrorism

The Case of Anwar al-Awlaki

TOBIAS T. GIBSON

Introduction

On September 11, 2001, the United States was attacked by a group of nineteen terrorists with ties to the Middle East. This group, using only small blades, took over four airplanes and flew those planes into the Twin Towers of the World Trade Center in New York City, the Pentagon in Arlington County, Virginia, and, after a passenger revolt, into a field in Pennsylvania. The crashes killed all on board the four commercial planes; counting the casualties from the Pentagon and the World Trade Center, more than 2,900 lives were lost all told.1

The response by the Bush administration was swift: an invasion of Afghanistan in October 2001 and an invasion of Iraq in March 2003 after declaration of the Global War on Terrorism (GWOT).2 Major portions of the Global War on Terror were fought by special and covert operators, utilizing new tactics and technology on the battlefield against Al-Qaeda and its affiliates.

One of these new technologies is the use of unmanned aerial vehicles (UAVs, or more commonly “drones”) to surveil and to kill suspected terrorists. On November 2, 2002, the CIA first used a UAV to kill Qaed Salim Sinan al-Harethi, an Al-Qaeda terrorist leader who was suspected in the bombing of the USS Cole, a US Navy destroyer, in 2000.3 Since then, the program to kill terrorists has expanded as more people have been targeted and as the drone program has been extended to several more countries. It is estimated that the total number of people killed by American drones may be up to 3,247, including several hundred civilians.4

While US soldiers have been deployed to Afghanistan and Iraq over the past decade, drones have been used to kill terrorist combatants affiliated with Al-Qaeda in a number of other nation-states. For example, drones were first used to kill terrorist enemies in Yemen. Also, although the United States went to war in Afghanistan and Iraq, many lethal drone attacks have been in Pakistan, with the permission of the Pakistani government.5 Strikes in Yemen are increasingly common under the Obama administration, and strikes have begun in Somalia as well, with the rise of the Al-Qaeda offshoot Al-Shabaab in that country. According to Daniel Klaidman, “When Obama accepted the Nobel Prize in December 2009, he had authorized more drone strikes than George W. Bush had approved during his entire presidency.”6 Indeed, the use of UAVs seems to be one of President Obama’s most common foreign policy tools. In the wake of violent protests in North Africa and the Middle East in September 2012, the United States sent drones to surveil those responsible for the death of US diplomat Christopher Stevens in Benghazi, Libya.7

Arguably, the single most important issue with regard to homeland security for the United States in the upcoming decade is the legality of using UAVs to target and kill suspected terrorists who are US citizens.8 This case study will discuss the benefits and challenges in using drones as a tool of counterterrorism. It will then focus on the legal issues surrounding the killing of Anwar al-Awlaki, a US citizen and Al-Qaeda terrorist. Finally, the case will set out a hypothetical scenario, based on perceived terrorist threats and newsworthy factual stories related to terror and the domestic use of drones, in which the domestic use of drones has become necessary.

The single most important question to ask when reading this case is: what is the appropriate trade-off between liberty and security?9

Benefits and Challenges to the Use of Drones

As with any new security technology, there are both benefits and challenges to the use of drones. To be sure, some of the criticism of drone use, with the attendant fears, is scathing. Perhaps the most important criticism is that drone attacks have resulted in the deaths of noncombatants who were not targeted by the US government. For example, award-winning journalist Simon Rogers of The Guardian estimates that of the 3,247 dead from drone attacks, perhaps 852 have been civilians.10 While estimates vary widely, one database tracking civilian deaths caused by drone attacks estimates that as many as nearly half of the people killed by drones in 2008 were civilians.11 While this estimate is likely to be high, it does give pause when considering the effectiveness of the use of drones by the United States, and particularly when coupling the loss of civilian lives with the realization that such collateral damage may lead to further recruitment by terrorists and strained relationships between the United States and other nation-states, including our allies.12

Another negative unintended consequence of the accidental killing of civilians by UAVs may be internal civil unrest due to mass protests and international diplomatic difficulties. For example, although the United States has received permission from the current and former presidents of Pakistan to use UAVs in the elimination of hostiles, their use has strained relationships with the country for a variety of reasons. First, as noted earlier, there is a wide discrepancy between the official US death count of civilians and data from other sources. For example, a May 6, 2011, strike killed only militants, with no civilian causalities, according to the US government. However, both Pakistani and British journalists reported the deaths of six civilians and the destruction of a school, a restaurant, and a house.13

As a result of the Pakistani ambivalence—and sometimes outright loathing—toward US drone strikes, it has become evident that securing a strong relationship with Pakistan is essentially out of the question at this juncture. Indeed, Pakistanis regard former president Bush more highly than President Obama . . . and Bush’s approval rating in Pakistani polls was only 19 percent.14 The diplomatic and strategic importance of strong relations between the United States and Pakistan is difficult to overstate. First, Pakistan borders Afghanistan and Iran, two countries with which the United States has either gone to war or has long-standing tensions. This is especially critical as the United States attempts to withdraw its military forces from Afghanistan and Iran continues to seek a nuclear weapons program. Second, Pakistan has long been a refuge for Al-Qaeda and Taliban fighters fleeing the US-led war in Afghanistan. Thus, a continued diplomatic trust between the United States and Pakistan may be important to continue to find and eradicate terrorists in Pakistan, such as Osama bin Laden, who was found and killed in the Pakistani city of Abbottabad. Third, Pakistan is a nuclear power and is in a long-term standoff with fellow nuclear power—and US ally—India over the disputed area of Kashmir. Thus, if the United States is to continue to be trusted by both India and Pakistan and help resolve diplomatic disputes between these two nuclear countries, it must maintain strong ties to Pakistan.

The use of UAVs as a counterterrorism tool and tactic has not only hampered relations with Pakistan and other countries, largely owing to the number of noncombatants killed in these attacks, but also has had a negative impact on the American ground-based pilots operating the drones. Klaidman quotes one drone pilot as saying, “I used to fly my own air missions. . . . I dropped bombs, hit my target, but had no idea who I hit. [With drones], I can look at their faces . . . see these guys playing with their kids and wives. . . . After the strike, I see the bodies being carried out of the house. I see the women weeping and in positions of mourning.” Indeed, then, it might be of no surprise that nearly one in three drone pilots suffers from “burnout,” and that nearly one in five is “clinically distressed.”15 Given this burnout rate, it may be difficult to recruit and train enough UAV pilots to meet future needs.

Though a number of risks are associated with the use of UAVs, there are a clear number of benefits. Perhaps the most important benefit is that there is no physical risk to the pilot. Indeed, the pilot is often “hundreds even thousands of miles away in perfect safety.”16 And as Rosa Brooks notes, it is “presumably a good thing” to be able to kill a hostile without exposing your own personnel to harm.17

Moreover, the cost of drones versus “real” airplanes allows the United States to secure the borders and project force globally at a fraction of the cost of fighters and bombers. This is particularly important during times of national economic hardship. According to the New York Times, “the shift [to drones] is also a result of shrinking budgets”; although the drone operation price tag was probably about $10 billion in 2011, “those costs are tiny compared with the price of the big wars.”18

Finally, an undisputed fact is that drones have been used to kill top terrorist threats to the United States. The best-known example may be Anwar al-Awlaki (or Aulaqi), who was the chief cleric and head of Al-Qaeda in the Arabian Peninsula (AQAP). Additionally, Abu Yahya al-Libi, who was suspected of plotting at least two attacks against New York City, was killed by a drone.19 Suspected USS Cole bomber Fahd al-Quso, a senior Al-Qaeda operative in Yemen, was reportedly killed by a UAV in 2012.20 In other words, for all the potential downsides, drone attacks have successfully killed all of these terrorists, without exposing US military personnel to physical harm. When coupled with the comparative cost, it is no surprise that the Obama administration has used the UAV as a foreign policy tool in countering the terror threat.

Anwar al-Awlaki: The Targeted Killing of an American Citizen

Despite the increased use of the drone program overseas since 2002, the most unsettling uses of UAVs will come in the future within our own homeland; indeed, with little media coverage, they may already have begun. The Department of Homeland Security has used surveillance drones over US borders since 2005.21 Moreover, there are reports of over sixty UAV bases on American soil,22 and more than three hundred Federal Aviation Administration (FAA) certificates of authorization were reportedly issued for drone flights over US soil in 2012; estimates put that number at thirty thousand by 2020.23 Of course, some of these FAA certificates of authorization are issued to state and local law enforcement agencies to enhance public safety and to universities for research purposes.24

The questions and concerns regarding the domestic use of UAVs is particularly important as the United States increases its use of drones in a variety of ways that may include spying on or killing American citizens. The Obama administration, in a break from prior understandings of citizenship protections, was the first presidential administration to allow the killing of citizens via UAVs. On September 30, 2011, a US drone killed an American citizen, Muslim cleric Anwar al-Awlaki. The strike, which also killed Samir Khan, another US citizen and editor of AQAP’s online magazine Inspire, was hailed by President Obama as “a major blow to Al Qaeda’s most active operational affiliate.”25 While drones were used in these cases to kill known terrorists, they have also been used to kill children who are not suspected terrorists.

On October 14, 2011, another drone strike killed al-Awlaki’s sixteen-year-old son.26 His son had no history of terrorism and was not suspected of terrorist activities. Very little is known about the reasons behind this attack. In contrast to the death of his father, which was “trumpeted” by the Obama administration and other government officials, no official reason has been given for the attack on this young American citizen.27 There was also backlash from some official quarters. For example, Senator Ron Wyden (D-OR) of the Senate Intelligence Committee sent a letter to Attorney General Eric Holder expressing his frustration that the administration refused to inform Congress of its legal justification for killing al-Awlaki and targeting other American citizens.28 While the drone attack on al-Awlaki’s son should be considered both unethical and illegal, many justify the targeted killing of a known terrorist such as al-Awlaki as necessary for national security.29

Anwar al-Awlaki was born in Las Cruces, New Mexico, and lived there until he was seven, when his family moved to Yemen. He returned to the United States to attend Colorado State University; though he dropped out, he did return to earn a degree after becoming a full-time cleric. The 9/11 Commission Report noted that two of the 9/11 hijackers attended al-Awlaki’s mosque in San Diego and that all three of the men moved to Virginia at about the same time. The two future hijackers again prayed at al-Awlaki’s mosque, this time in Falls Church, Virginia. The commission’s final report concluded that this contact was coincidental. There was some dispute, however, about this claim. According to one FBI agent, the American-born cleric was linked directly to the hijackers’ plans, may have had knowledge of the 9/11 plot, and kept “the hijackers spiritually focused.”30

Al-Awlaki was deemed a high-value target because he was directly involved in supporting terror plots against the United States: he had ties to Umar Farouk Abdulmutallab, the so-called Underwear Bomber who attempted to blow up an airplane in flight to Detroit, and to Major Nidal Hasan, the Army officer who killed thirteen military personnel at Fort Hood.31 Farouk was one of al-Awlaki’s students, and Hasan and al-Awlaki had email exchanges prior to the shooting spree at Fort Hood in November 2009. In fact, there were several distressing signs pointing to Hasan’s plans, all of which stemmed from electronic surveillance of al-Awlaki.32 Additionally, Zachary A. Chesser, an American citizen accused of trying to join jihadi efforts in Somalia, said that he too had had email correspondence with al-Awlaki prior to his arrest.33

Al-Awlaki had long been targeted by the Obama administration, having been placed on a “kill list” by the president no later than June 2010 and perhaps as early as January of that year.34 According to Stuart Levy, the US Department of Treasury’s undersecretary for terrorism and financial intelligence, al-Awlaki had “involved himself in every aspect of the supply chain of terrorism” and was “extraordinarily dangerous.”35 Going so far as to say that al-Awlaki was the number-one threat to the homeland, according to President Obama, Daniel Klaidman quotes the president as telling advisers at a terrorism briefing, “I want Awlaki. Don’t let up on him.” Importantly, according to government attorneys in the US Department of Justice’s Office of Legal Counsel, al-Awlaki was to be killed “only if it were not feasible to take him alive.”36

The Legal Explanation and Debate Around the Death of al-Awlaki

Al-Awlaki’s record of terrorism, combined with his calls for more attacks, presented President Obama with an urgent question: could he order the targeted killing of an American citizen, in a country with which the United States was not at war, in secret, and without the benefit of a trial? Al-Awlaki’s death by a US drone strike differs from the elimination of other Al-Qaeda operatives in Afghanistan and Pakistan in two critical ways: (1) al-Awlaki was not technically in a battleground or “hot zone,” and (2) he was an American citizen. In fact, al-Awlaki was the first American targeted under the Obama administration’s campaign against Al-Qaeda and its affiliates. This case is compelling because as Americans we must ask ourselves: were the president’s actions legal under domestic and international law and were his actions constitutional?

Most Americans believe that as US citizens we have a fundamental constitutional right not to be killed by the state without the exercise of due process. This is clearly stated in the Fifth Amendment of the US Constitution: “No American shall be . . . deprived of life, liberty or property without due process of law.” According to Black’s Law Dictionary, due process of law is “law in its regular course of administration through courts of justice” and includes “a course of legal proceedings according to . . . rules and principles which have been established . . . for the enforcement and protection of private rights.” And furthermore, for those proceedings to have “any validity, there must be a tribunal competent by its constitution” (emphasis mine).37 As a US citizen, al-Awlaki should have been guaranteed due process, which means he was entitled to a judicial hearing and an opportunity to defend himself in a court of law. These guarantees of due process have their roots in the Magna Carta and have long been considered procedural safeguards against tyranny and the abuse of presidential power.38 In discussing the impact of Boumediene v. Bush (2008),39 Michael Chertoff, the secretary of homeland security, has questioned the “very puzzling situation for al-Awlaki. Because, if you need court permission to detain somebody, and if you need court permission to wiretap somebody, how can you kill that person without court permission?”40

While some scholars argue that the US Constitution prohibited the Obama administration’s extrajudicial killing of al-Awlaki, others have argued that the killing was justified under the president’s commander in chief powers, which allow the president to take actions to protect the nation from attack by an imminent threat for self-defense purposes.41 The justification for the targeted killing of al-Awlaki was provided by a number of government officials, including Attorney General Holder.

In a March 2012 speech given at Northwestern Law School, Holder explained the legal reasoning behind the administration’s decision to kill al-Awlaki. First, Holder stated, the government used a three-part test for determining the legality of killing an American citizen who is beyond the immediate reach of US courts. “The government must determine after careful review,” he said, “that the citizen poses an imminent threat of violent attack against the US, capture is not feasible, and the killing would be consistent with laws of war.” But to date, the Obama administration has not released any legal memo or brief explaining what is meant by “careful review,” what the review consists of, who conducts the review, and on what legal standards such a review is based. Further, according to Holder, “the government may not use this authority [standing statutory law] intentionally to target a US person, here or abroad, or anyone known to be in the United States.” Though at odds with the policy of the Obama administration, this comment seems to prohibit the targeted killing of al-Awlaki. Holder continued by providing several examples of terrorists who had been prosecuted in a court. He then moved away from courts by noting that military commissions also provide viable alternatives to federal courts. Lastly, Holder stated that “the government must take into account all relevant constitutional considerations with respect to United States citizens—even those who are leading efforts to kill innocent Americans. Of these, the most relevant is the Fifth Amendment’s Due Process Clause, which says that the government may not deprive a citizen of his or her life without due process of law.”42 This claim is despite the fact that lawyers have been prohibited since 2003, by the national government, from taking some suspected terrorists as pro bono clients without explicit permission . . . from the national government.43

Perhaps the most controversial portion of the speech came when, in an effort to clarify the administration’s official reasoning for killing al-Awlaki, Holder stated: “Where national security operations are at stake, due process takes into account the realities of combat. . . . ‘Due process’ and ‘judicial process’ are not one and the same, particularly when it comes to national security. The Constitution guarantees due process, not judicial process.”44 Another concern related to due process was raised by David Cole, professor of law at Georgetown University, who questioned why Holder “opposes any judicial process, even where there is time to provide it.”45 After all, al-Awlaki had been on the kill list for months, if not years. Is the threat imminent if that much time has gone by? Holder, in a prescient move, addressed his future critic in his speech, noting that:

The evaluation of whether an individual presents an “imminent threat” incorporates considerations of the relevant window of opportunity to act, the possible harm that missing the window would cause to civilians, and the likelihood of heading off future disastrous attacks against the United States. As we learned on 9/11, al-Qaeda has demonstrated the ability to strike with little or no notice—and to cause devastating casualties. Its leaders are continually planning attacks against the United States. . . . Given these facts, the Constitution does not require the President to delay action until some theoretical end-stage of planning—when the precise time, place, and manner of an attack become clear. Such a requirement would create an unacceptably high risk that our efforts would fail, and that Americans would be killed.46

In this speech, Holder failed to explain how the administration determined that al-Awlaki was an imminent threat and under what legal standards this was determined. Perhaps the most troubling aspect of this decision was that it was conducted in secret without oversight by US courts. According to the Washington Post, in or around January 2010, the Obama administration added al-Awlaki’s name to a “shortlist of US citizens” containing the names of individuals whom the CIA was specifically authorized to kill on sight.47 The “kill list” was drawn up as part of a closed executive process involving secret criteria. This process was explained in the New York Times:

It is the strangest of bureaucratic rituals: Every week or so, more than 100 members of the government’s sprawling national security apparatus gather, by secure video teleconference, to pore over terrorist suspects’ biographies and recommend to the president who should be the next to die. This secret “nominations” process is an invention of the Obama administration, a grim debating society that vets the PowerPoint slides bearing the names, aliases and life stories of suspected members of Al Qaeda’s branch in Yemen or its allies in Somalia’s Shabab militia.48

The Obama administration officially has refused even to confirm or deny that such a list exists or to provide details on these processes.

Benjamin Farley of Emory Law School makes the argument that al-Awlaki and AQAP presented a threat such that placing al-Awlaki on a kill list was justified, because the United States was in an armed conflict with AQAP. However, because of the continuous targeting of al-Awlaki, the immediacy of the US self-defense claim is “troubling. . . . On its face, such continuous target-ability seems to violate self-defense’s fundamental principle relating a particular use of force to a particular armed attack and not merely the desire or hope of a state or armed group to launch an attack in the future.”49 Besides the question of the extent to which al-Awlaki was an imminent threat, we must also ask whether his status as a US citizen should matter given that he was an enemy combatant against the United States and also a Yemeni citizen.

Abraham U. Kannof believes that al-Awlaki’s US citizenship should not be of legal concern. Kannof makes the argument that al-Awlaki had dual Yemeni and American citizenship, but that the cleric had established his Yemeni citizenship as the dominant of the two, according to customary international law. He did so in many ways, such as living in Yemen, where he felt comfortable and safe, by taking a Yemeni bride, and by keeping a website dedicated to jihad against the United States. Although he would not completely strip al-Awlaki of his citizenship rights, Kannof wonders why al-Awlaki, having established his Yemeni citizenship as dominant, “should even be entitled to the full Constitutional protections afforded to US citizens?”50 This point, arguably, is supported by the Supreme Court, which recognized in Ex Parte Quirin (1942) that an American citizen is subject to the laws of war when acting as an enemy of the state.51

The Obama administration argues that the laws of war, coupled with the force authorized by Congress under the Authorization to Use Military Force (AUMF) in September 2001, provide the legal justification for using lethal force against those whom the administration designates as terrorists—namely, Al-Qaeda and its affiliates around the world. The AUMF authorized the president “to use all necessary and appropriate force against those nations, organizations, or persons he determines planned, authorized, committed or aided in the terrorist attacks that occurred on September 11, 2001 . . . in order to prevent any future acts of international terrorism against the US by such nations, organizations or persons.”52 The AUMF is the legal basis by which the United States has justified its military action in Afghanistan and other counterterrorism operations, such as the use of drones to target Al-Qaeda terrorists, including al-Awlaki, regardless of their citizenship status. Under the AUMF, according to the Obama administration, al-Awlaki was a lawful target in an armed conflict.53

There is also debate about the legality of the targeted killing of al-Awlaki because of the location where he was killed. Despite the Quirin opinion, the opinion in a more recent Supreme Court case, Hamdi v. Rumsfeld (2004), suggests that there may be limitations on the ability of the United States to kill in places such as Yemen. In Hamdi v. Rumsfeld, the Court reversed the dismissal of a habeas corpus petition brought on behalf of Yaser Esam Hamdi, a US citizen being detained indefinitely as an “illegal enemy combatant.” The Court recognized the power of the government to detain enemy combatants, but ruled that detainees who are US citizens must have the ability to challenge their enemy combatant status before an impartial judge. In Hamdi, the Supreme Court held that a US citizen is entitled to the full measure of constitutional protections; thus, if al-Awlaki is considered a US citizen, then he is entitled to the same constitutional rights. Also in Hamdi, the Supreme Court limited the Authorization to Use Military Force by noting that Hamdi was in fact captured in a war zone. Yemen, in contrast, probably does not meet that requirement of being a war zone. The Obama administration has argued that al-Awlaki’s location outside of a so-called hot battlefield such as Afghanistan did not preclude him from the armed conflict given his association with Al-Qaeda in the Arabian Peninsula.54 The United States, according to this argument, still had a right to use force to defend itself against him.

Leading experts on international law have not accepted the Obama administration’s rationale. Most importantly, the concept of an “armed conflict” has historically been understood to mean an openly declared military conflict between two countries. The vague and unending “war on terror” that the United States has declared on the entire world does not suffice to meet this standard. Mary Ellen O’Connell, a professor of law at Notre Dame, argues that drone strikes are not legal. Central, in O’Connell’s opinion, is the meaning of a nation’s self-defense, which she describes in this way: “the right to use military force for self-defense means using force on the territory of a state responsible for an armed attack.” This condition is not met in either Pakistan or Yemen.55

In contrast to these legal analysts, Kenneth Anderson, a professor of law at Washington College, finds strong legal support for the Obama administration’s use of targeted drone killings in Pakistan. Anderson notes that humanitarian advocates have long sought more precise means of killing hostiles in war, and drones are such a weapon. Moreover, senior administration lawyers, including Harold Koh, the State Department’s legal adviser, despite O’Connell’s claims, have said that drone attacks are justified owing to US rights of self-defense.56

Finally, although al-Awlaki was probably the first American citizen to be placed on the list of approved targeted killings, there is general consensus that other Americans are on the list. Some experts believe that al-Awlaki’s addition to the list may serve as precedent for the targeting of Americans within the United States. 57

The Hypothetical Case: The Nexus of Drug Smugglers and Al-Qaeda

Following the successes of the border surveillance UAVs, manufacturers begin a vast lobbying effort with Congress.58 Members of Congress from most of the border states and from several large cities, especially those with large Latino and Muslim communities, form the Drone Caucus in Congress.59 UAV production companies spend millions of dollars to lobby the national government to purchase more drones. This leads to the increased use of surveillance and armed drone technologies by federal border patrols and law enforcement agencies.60 In turn, many large cities also use drones for surveillance purposes, and a few cities, typically those with high levels of gang activity, even use armed drones during firefights between police and civilians, to disperse violent crowds, and as backup during large festivals or sporting events in which the threat of violence is elevated.

By 2017, drug cartels from Mexico, Colombia, and Venezuela have begun to cooperate with known Al-Qaeda in Latin America (AQLA) terrorists to disperse and sell drugs throughout the United States.61 Muhammed Akbar, leader of AQLA, has released several videos in which he notes that there are at least three reasons why AQLA has begun this relationship. First, the infestation of drugs leads to the addiction and death of many Americans and weakens the country from within. Second, ties to drug cartels have shown AQLA where and how the cartels enter the United States and thus have given the group easy points of access. Akbar recently claimed that AQLA operatives have established “strongholds” in at least ten major US cities.62 Finally, according to Akbar, the money made in shipping opiates and other types of drugs has provided AQLA with nearly $80 million in revenue in recent years.63 This number is substantiated by estimates from the Department of Justice and the Department of Homeland Security.

The Plot: A Worst-Case Scenario

A joint investigation by the Federal Bureau of Investigation (FBI), Coast Guard intelligence units, Immigration and Customs Enforcement (ICE), and the Bureau of Alcohol, Tobacco, and Firearms (ATF) has led to evidence of a training operation, on US soil, by AQLA. The evidence suggests that AQLA has purchased a great deal of property, in obscure, remote, and/or isolated places throughout the United States, that it is using as training grounds for a terrorist attack in the late summer or perhaps early fall. Suspected AQLA members have recently purchased weapons, including explosive components, high-powered rifles, and machine guns, but following these purchases the suspects have disappeared.

Perhaps even more distressing is the Internet chatter, picked up by the National Security Agency (NSA) over a period of several months, which may indicate that AQLA is entering the country at alarming rates, with falsified passports. The chatter indicates that many of these AQLA terrorists are entering the United States through international airports in the South and the Southwest. The chatter suggests that one suspected terrorist in particular, known only by his alias, Alif, has covertly entered the United States. No government agency can confirm or deny this.64

On August 10, a Yemeni man, Sharif al-Aqad, is detained during a routine traffic stop just outside of Phoenix, Arizona. When asked for identification after being pulled over for speeding and failure to yield, the local officer notices some discrepancies between al-Aqad’s license and passport. After a search of the car, the police department finds several names and flight arrival times in cities in the South and, perhaps surprisingly, in some northern states as well, including Michigan, New York, Massachusetts, and Pennsylvania.

When the FBI learns of al-Aqad’s arrest, agents take him into custody and begin to question him. After nearly ten days of being questioned, he begins to talk. He tells the FBI about sleeper cells in Phoenix, Dallas, and Houston. He also indicates that these cells are most likely “under the radar” of most local law enforcement, suggesting that the cells are tightly bound groups that have entered communities within the larger cities. On the eleventh day of his detention, al-Aqad dies in custody. The cause of death is not released.

On August 28, Akbar of the AQLA releases a video. The chilling message is one of imminent destruction within the United States. Akbar states, with a slight grin interpreted by law enforcement officials as egotistical and sure, that AQLA plans to explode multiple bombs, which will be unleashed “where the gladiators play.” Local and national law enforcement agencies, having connected the dots within days, believe the signs point to a massive siege of professional football stadiums on opening day of the football season.65 Opening day is slated for September 7, one week away.

The president addresses the American public about the dire straits facing the nation and promises that “every available officer and resource, military and otherwise,” will be used to prevent the bombings of the stadiums, including military aircraft patrolling the skies and the crowds. The football league asks the government if the games should be canceled. The government responds by telling the league that postponing the games might only lead to a retrenchment of AQLA resources. The games will go on!

Based on its intelligence, the national government focuses on protecting stadiums and locating terrorists in the following cities: Phoenix, Dallas, Houston, New Orleans, Detroit, and Buffalo. As a result, local and federal law enforcement agencies launch domestic surveillance drones in record numbers. Because some AQLA members are Middle Easterners, Middle East communities, mosques, and other common gathering areas such as ethnic restaurants and grocery stores in the six cities and surrounding areas are targeted by these drones. For example, drones are used to hover at mosques and Middle Eastern or Mediterranean restaurants and collect the pictures and identities of worshipers and patrons. Moreover, all conversations taking place within the buildings or surrounding grounds are recorded.66

Because AQLA has ties to African Muslims, such as members of Al-Shabaab, and also to the Latino drug cartels, historically African American and Latino neighborhoods, places of worship, and common gathering spots also come under widespread surveillance. Moreover, any gathering of more than three males believed to be African American, Latino, of Arab descent, or of the Islamic faith, between the ages of sixteen and fifty (estimated), is subject to surveillance. Vehicles with more than three passengers meeting this demographic profile are subject to being followed by a drone.67

In addition to drone surveillance, all local and national law enforcement and intelligence agencies are on high alert. Wiretaps are implemented with the permission of the FISA (Foreign Intelligence Surveillance Act) court. Social media monitoring has increased. Satellite technology has been used to intercept all forms of communications and, based on profiling of suspected groups, to cut off some types of electronic communication.68

Importantly, owing to the high threat risk, the Department of Homeland Security, its various agencies, and the CIA, with emergency presidential and congressional approval, begin to use armed drones above the borders and in the cities under intensified surveillance. These drones are outfitted with at least two Hellfire missiles designed for targeted strikes against homes, vehicles, and a variety of other targets. These missiles are extremely accurate and are thought to minimize collateral damage.

The American Civil Liberties Union (ACLU) and the Center for Constitutional Rights (CCR), two civil liberties organizations, sue all of the government agencies over the widespread surveillance and deployment of weaponized drones across the cities thought to be used to target AQLA terrorists. There are two fundamental issues these organizations are suing to have resolved. Their hope is to get some judicial answer as to “whether the entire world is a battlefield for legal purposes, or whether terrorism suspects who are found away from combat zones must, in the absence of an imminent threat, instead be treated as criminals and given trials.”69

The lawsuits are dismissed, for lack of justiciability. In other words, according to the court, the legal system is not the right place for the dispute to be resolved. There are two more reasons why the lawsuits are dismissed. First, the ACLU and the CCR lack standing, meaning that they lack “a concrete and particularized injury resulting from a defendant’s allegedly illegal activity.”70 In other words, neither organization is actually harmed by the deployment of drones.

More importantly, even if the plaintiffs could have shown that they had standing, the case presents a classic “political question,” or an issue that is best resolved by the two elected branches and from which the courts remove themselves. Indeed, “the quintessential political question case is one challenging a military or foreign policy decision,” and federal courts refuse to answer many such issues.71

Sweet Success

As a result of the dedicated surveillance across wide portions of the cities of Houston, New Orleans, and Buffalo, the local and federal law enforcement agencies have made several arrests. After arresting ten men between the ages of nineteen and thirty-five, authorities in Houston have determined that they have prevented the planned attack from occurring. Law enforcement agencies have found a great deal of incriminating evidence, including explosives, weapons, drug money, and computers with names in incriminating information for more than forty suspects across the Americas and North Africa. The president and the Director of National Intelligence (DNI) jointly make an appearance at the Pentagon, with the DNI stating that at least one entire cell of AQLA and its allies have been set back by “years” and that “the good people of Houston, Texas, and the United States can sleep better tonight knowing that their government is securing their lives and continued well-being.”

Federal law enforcement, after three days of constant and detailed surveillance, detain nine Arab and Latino men in New Orleans and more than a dozen Arab, Latino, and African American men in Buffalo. Many firearms, some legally registered, are found and confiscated, as are phones and computers. No bomb-making materials or drugs are found. Although money is found, it does not appear to be an amount that would meet the financial needs of a large, concerted terrorist effort in either city.

The local FBI in each city releases the statement that, although investigations continue, it is believed that the plots to blow up the football stadiums, filled with thousands of fans, have been thwarted in both New Orleans and Buffalo. Two days later, the FBI offices in those cities announce that, despite the mass arrests and searches of the information on the phones and computers of those detained, no evidence has been found that any of the detainees are part of a terrorist plot of any type, and certainly not one to blow up stadiums. Despite the lack of evidence, the men will be detained until the day after the football season opens, to ensure the safety of the public.72

Surveillance efforts in Phoenix also pay off. Drones track two men who are gathering munitions from stash sites around the city and the surrounding desert to a water treatment plant in the desert that had previously been thought to be abandoned, about ten miles from the city limits. Terrain issues at the former water treatment site combine with the discovery of about twenty armed men already entrenched there to lead the federal government—after consultations between the president, the secretaries of defense and homeland security, the National Security Council, and the DNI—to decide to send in an air force drone strike team to eliminate the threat posed by the terrorists at the former water treatment site. The air force sends five weaponized UAVs to rain Hellfire missiles on the site.

After the attack is over and the fires are put out, the remains of thirty people are found at the site. After the bodies are identified, it is discovered that ten of them were American citizens. Although three of them were adult males who match the descriptions of suspected terrorists, three of them were adult women and four were children. The women and children were not suspected of terrorist activities, and none of them had appeared on terrorist watch lists or “no-fly” lists. All of the American citizens were born in the United States, and only two had spent more than a year abroad. Nonetheless, it is clear that the site was a staging and training facility for terrorists. The military, local and federal law enforcement, and the president all deem the strike a success, as it prevented an attack on thousands of football fans.

Meanwhile, efforts in Buffalo are stymied, until Saturday night before Sunday’s kickoff. Finally able to tie several leads together, federal law enforcement agencies discover that the cell in Buffalo is much smaller than originally thought based on the predicted size and sheer number of terrorists killed in the Phoenix strike. In fact, only four terrorists are now thought to be involved in the plan to attack the Buffalo stadium by detonating an enormous car bomb outside the stadium gate just before kickoff. This plan could result in a sizable death toll immediately, as thousands of fans will be entering the stadium right at that time. Moreover, because they have to wait in line to have their tickets processed and pass through security, the irony of killing so many fans at the security checkpoint is not lost on the bombers.

The CIA and NSA discover that the terrorists plan to use one SUV as the bombing vehicle and three identical decoy SUVs, because of the increased surveillance by local police and federal intelligence agencies in the area. At 11:30 PM, a local police surveillance drone begins to follow a black, late-model GMC Yukon in Fredonia, New York, a city about an hour southwest of Buffalo. Pictures of the driver indicate that it is “Alif,” the terrorist who disappeared at New York’s JFK Airport. Video shows that the SUV is weighted down; it seems sluggish and lower to the ground than an empty vehicle would be. By 11:40, local police are scrambled to intercept the SUV. The president orders a DHS Predator drone to monitor the SUV and to attack it if the police are unable to stop it. Alif does pull over when the power to the vehicle is remotely killed by the manufacturer. After engaging with the police in a brief but fierce struggle in which two officers are injured, Alif is taken alive.

Efforts to prevent terrorist attacks at the Dallas stadium are successful, but the terror caused by such a threat significantly impacts the community. The game kicks off at noon, as scheduled. Only twenty thousand fans arrive, but many of them do so, according to local news outlets with reporters in the parking areas prior to the game, because they “aren’t going to let any terrorists dictate how they’re going to live” and because they “consider it un-American to kowtow to terrorists.” Indeed, despite the suspicion permeating the city, the logging of thousands of hours of drone time in the air, and the electronic surveillance of a sizable percentage of the city’s citizens, no one has been arrested. Moreover, despite the feeling of dread in the stadium during the game and the fear as the fans exit the building after a hometown loss to their big East Coast rival, there is no attack on the Dallas stadium.

DISCUSSION QUESTIONS

      1.      How comfortable are you with the US government killing American citizens, even if they are suspected terrorists and are living abroad?

      2.      What are the political and policy implications of the US policy as presented by Attorney General Eric Holder?

      3.      Are you comfortable with domestic uses of drones? Is domestic drone surveillance legally and morally sound?

      4.      What amount of collateral damage is acceptable? Is your opinion affected by the age or citizenship of the innocents killed?

      5.      How should the president balance the security of the nation and its citizens against the rights of suspected terrorists?

      6.      Present an argument for or against the domestic use of drones.
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