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DISCLAIMER









All the stories in the book have been at some point expressed in the public domain. Every effort has been made to ensure that all information is correct. Should there be any errors, we apologize and shall be pleased to make the appropriate amendments in any future editions.











INTRODUCTION









In the 1960s, British rock band The Who sang about not wishing to be fooled again, but when it comes to being scammed and swindled, it happens to us all the time. Why do we fall for the con artists? Whether it's via personal contact or, more likely nowadays, via a text or an email, scammers and swindlers are always finding new ways to ensnare us.




  There is a long history of scammers attempting to take money that isn't theirs. Back in the nineteenth century, the term "snake oil salesman" was used to describe those attempting to pass off a product consisting of water and dye as a life-saving potion. They had great success, and this practice still happens today. After a while, even the most cynical person might crack when presented with a must-have offer and hand over their hard-earned cash. You never know, it might just work…




  The con artist, the scammer, the swindler, the forger, the phisher and the insider trader still operate because they get a return on their schemes. In Britain in 2022, £2,300 was taken by fraudulent means every minute of every day, amounting to £1.2 billion.




  For all those who have been caught and appear in these pages, we can only wonder how many escape detection. What scams have been run that we never hear of? Not just those con artists that slipped under the radar and were not spotted, but those that were indeed discovered and, fearing bad publicity, the company or the individuals affected decided not to prosecute?




  The schemes we do know about can beggar belief. Among the line-up in our rogue's gallery are: the American man who made thousands from placing farmyard animals' testicles into human males' own scrotums, the fake Czech aristocrat who sold the Eiffel Tower, the Australian woman who made millions by saying alternative therapies saved her from a cancer she didn't have and the Indonesian man who put inferior wine into bottles of famous vintages and sold them at a huge profit. And no book of con artists could miss those giant figures whose names are synonymous with fraud: Charles Ponzi, Frank Abagnale, Bernie Madoff and Han van Meegeren.




  The one lesson from this book is to enjoy the tales while also keeping a watchful eye on anyone offering a scheme that might just appear too good to be true. Con artists are skilled in spotting the vulnerable "marks" who they feel sure will fall for their ruses. Don't be one of them!














CONFIDENCE TRICKERY








You might already be familiar with the "Nigerian Prince" scam in which someone claims to be a wealthy individual who needs help to move some funds. They are a constant feature in our email inboxes, but this is just one form of confidence trickery.




  Confidence trickery is when the scammer gains the trust of an intended target (known as a "mark") before getting them to hand over money or access to their cash.




  Much confidence trickery is done nowadays via electronic communication, whether by telephone, smartphone or laptop. They are used in the same way as older forms of face-to-face or letter correspondence (also known as "mail fraud"). One form of electronically-provided confidence trickery is a crime known in the US as "wire fraud", where a fraudster uses electronic communications to send information to the victim and then receives information or money in return.




  We don't know how these scams will look. The stories that follow will show the many different forms that confidence tricks and wire fraud can take. We might just become nostalgic for the Nigerian Prince scam.














YOU'RE FYRED









Music festivals are an established feature in the summer musical event calendar. From giant events like Glastonbury and Coachella to smaller ones that spring up around the world, they promise good music, a chilled atmosphere and, most importantly, a welcome respite from the stresses and strains of the modern world.




  The market for festivals is huge, with more and more people willing to shell out for the experience, whether it's for the day or an immersive long weekend. One such festival was the Fyre Festival, due to take place in 2017 on a private island in the Bahamas.




  Promoted by models Kendall Jenner, Bella Hadid, Emily Ratajkowski and Hailey Baldwin (or Hailey Bieber, as she is now known), this luxury music festival promised "the best in food, art, music and adventure". The video commercial showed models in both powerboats and swimming in the crystal-clear waters, and DJs played to adoring crowds. Entrepreneur Billy McFarland had rapper Ja Rule alongside as a co-founder of the event, which not only offered sun-kissed fun but also promoted a celebrity booking app which would be produced by McFarland's company, Fyre Media.




  McFarland had previously run a credit card membership scheme called Magnises that allowed millennials to sign up for membership so they could attend parties and events. Members paid $250 to receive a black, metal credit card (which worked by using the magnetic strip from their existing cards) and have exclusive access to VIP parties and events such as Johnny Walker whisky tasting or Tesla test drives.




  It was not clear how many had signed up. Was it ten thousand? Thirty thousand? A hundred thousand? All these figures were claimed by McFarland. In any case, there had been complaints about tickets for shows that never appeared or refunds never paid.




  Social media was key to selling the Fyre Festival. Kendall Jenner was paid $250,000 to make one Instagram post. Within two days, 95 per cent of the six thousand tickets were sold.




  Another attractive quality advertised was the location: Norman's Cay, an island organizers claimed was once owned by Colombian drug lord Pablo Escobar. This wasn't true, and when this claim was made in the promotional video, the island's current owners refused permission to hold the event. Great Exuma was then chosen as a replacement. It wasn't a remote private island as advertised, but a much larger one with existing hotels and even an international airport.




  Tickets cost between $1,000 and $12,000 and included travel, accommodation, entertainment, food and drink. Attendees would stay in luxury beachside villas with meals prepared by celebrity chefs. Festivalgoers could expect music acts like Blink 182; rappers Skepta, Tyga and Pusha T; synth-pop duo Disclosure; hip hop group Migos; and DJ trio Major Lazer.




  Despite the video commercial for Fyre stating, "The actual experience exceeds all expectations", things started to go wrong quickly. Some festivalgoers couldn't even get to the island: their flights from the US were cancelled by the event organizers because there wasn't anywhere for them to stay. The news was broken to the ticket-holders while they were sitting in the airliner. 




  Those who did make it to the island found that not everything was as advertised. The accommodation was not in beachside villas but disaster-relief tents, and securing one was a free-for-all. Luggage was unceremoniously dropped from the back of a truck. The food, which should have been prepared by celebrity chefs, was, in fact, a cheese slice and some bread, presented in a Styrofoam box. It had rained the night before the first guests arrived, and packaging and mattresses were left lying around the festival site, making it look more like a rubbish dump.




  It was immediately apparent that the organizers hadn't been able to coordinate the festival properly. Event organizers say a year is the minimum for such an event. Fyre was being organized and run in two months. It was chaos. One attendee tweeted that it was like The Hunger Games. Similarities to Lord of the Flies were also expressed.




  When $175,000 was needed to cover import fees in order to release four trucks carrying bottled mineral water, currently being held at the airport, McFarland asked his event producer to perform a sex act in lieu of payment. He was going to do it when the customs official relented, as long as he was paid (in money) first.




  With events spiralling out of control, music acts pulled out, and the event was cancelled. Attendees queued to get flights back. Some who had just arrived found there were no planes to take them home. They were locked in the island's airport. The islanders who had worked on the festival never received their wages. One business owner paid her staff with her life savings.




  The authorities investigated and found that it wasn't just the failed festival that was of interest.




  Billy McFarland was arrested and charged with several counts of wire fraud in relation to Fyre Festival and the celebrity booking app. While on bail, McFarland attempted a ticket-selling scam for events such as the Masters, Victoria's Secret shows, the Met Gala and even a chance to meet Taylor Swift.




  In 2018, McFarland pleaded guilty to multiple charges, including misleading investors about the financial status of his companies and his own personal wealth. Eighty investors in Fyre Media lost a combined total of $26 million. He was sentenced to six years in prison and ordered to forfeit $26 million.




  The judge at McFarland's trial, Naomi Reice Buchwald, called him a "serial fraudster" who had lied throughout his life. Prosecutors described McFarland as "the consummate con artist".




  A number of lawsuits ensued, including one for $100 million by 277 Fyre attendees. They eventually got the sum of $281 each. Ja Rule, who avoided any legal implications, sold a Fyre Festival NFT (non-fungible token) for $122,000.




  Since his release from federal prison, McFarland has promised a second Fyre Festival and a musical based on the first one.











HOLMES UNDER THE GAVEL









To be a success, a tech start-up company needs a number of crucial elements: a working product, talented employees, adequate funding and good publicity, and it especially helps to have a charismatic face of the company.




  Silicon Valley company Theranos had all of these – bar one.




  The firm was founded by Elizabeth Holmes. She was born in Washington, D.C. in 1984, the daughter of Christian, a vice president at Enron, and Noel Anne, a congressional staffer. Holmes went to university at Stanford, where she studied chemical engineering.




  While at university in 2003, she filed a patent for a wearable patch that would provide medicine to a patient and wirelessly send the results to their doctor, but the idea was unworkable and abandoned. She had also been in Singapore as an intern working on testing for SARS using nasal swabs, and this experience had inspired her to do something different in the field.




  In March 2004, Holmes dropped out of university and started working full-time at the company she'd founded, Real-Time Cures. It was going to develop a new approach to blood tests. Holmes soon renamed the company Theranos, from the words "therapy" and "diagnosis".




  The technology Theranos was developing was ambitious: it was to disrupt the healthcare technology sector. The device, called an Edison, would be able to test for hundreds of diseases and conditions from just a few drops of blood.




  Some of those who Holmes talked to thought it wouldn't work, but one did support the idea: Channing Robertson, who was a professor in chemical engineering at Stanford. Robertson had been her lecturer, and her first class with him was about advanced drug delivery devices, such as patches that released drugs into the body without injection. He became the company's first board member and acted as a technical adviser.




  Initial funding came from venture capitalists, who were sold the idea by Holmes. She was the highly-visible face of the company, and she frequently wore black turtlenecks, aping the image of another Silicon Valley entrepreneur, Steve Jobs (although she later claimed it was inspired by Sharon Stone's outfit at the 1996 Oscars). Her red lipstick added to the image that would appear on many magazine covers and newspaper profiles. Holmes also had a distinctive deep baritone voice, which she later admitted was a part of the character she was playing.




  By the end of 2004, $6 million had been raised in investments. For its first ten years, the company ran in "stealth" mode. Investments kept coming in, and by 2014, $400 million had been received. Investors included Rupert Murdoch and Oracle founder Larry Ellison. Eventually, $700 million would be put into the company.




  The Theranos board contained notable figures such as Henry Kissinger, former secretary of state in President Richard Nixon's government; George Shultz, a former cabinet member of both Nixon and Ronald Reagan; and former US Marines commander in Afghanistan, General James Mattis. These people lent the company much respectability.




  The company emerged from its stealth mode and started a publicity drive. Holmes was featured on the cover of Fortune magazine in September 2014. In her profile, Channing Robertson was quoted saying, "I realized that I could have just as well been looking into the eyes of a Steve Jobs or a Bill Gates." By then, Holmes was worth $4.5 billion due to the fact that she held half of Theranos's stock. Forbes magazine called her "the youngest self-made female billionaire in the world."




  Pharmacy giant Walgreens signed up and started rolling out testing centres. Despite the publicity, Theranos kept secret just how its technology worked. There were no peer-reviewed papers published.




  The company soon grew, and by 2015, it had 800 employees. However, a few of them had grave doubts about the product they were working on. One of the main problems was that it didn't work.




  Some of the staff decided enough was enough. George Shultz's grandson Tyler worked at Theranos. He became a whistleblower, speaking to journalist John Carreyrou at the Wall Street Journal. In October 2015, the newspaper ran a story highlighting doubts surrounding the effectiveness of the Edison, claiming that Theranos was using conventional testing machines instead of their own technology.




  Regulators investigated, and the company soon faced civil and criminal legal action. Holmes was arrested. In January 2022, after a 16-week-long trial, she was found guilty on four charges of defrauding investors, three counts of wire fraud and one count of conspiracy to commit wire fraud.




  Another senior executive of Theranos also faced charges. Holmes had met Ramesh "Sunny" Balwani when she was 18; he was 37 and had sold a successful tech company he'd founded. They started a relationship which was kept quiet. He joined Theranos in 2009 and became chief operating officer. In a separate trial, Balwani was found guilty of ten counts of wire fraud and two counts of conspiracy to commit wire fraud.




  While some lost money and their reputation, there were far more serious effects for others. Ian Gibbons, a British biochemist, was hired as Theranos chief scientist in 2005. He expressed reservations about inaccuracies in the technology's results. When faced with testifying in a civil action, Gibbons had the dilemma of telling the truth and damaging the company and his colleagues or lying and endangering potential customers' health. The night before he was due to give a deposition in May 2013, Gibbons attempted to take his own life. He died in hospital. When Theranos was informed, a company employee asked his widow for the return of Theranos property. His widow was told she'd face legal action if she spoke to the press.




  Holmes was given an 11-year sentence, and Balwani received 13 years. They were ordered to repay $452 million.




  In May 2023, Holmes went to prison for what the New York Times called "one of the most notorious cases of corporate fraud in recent history".











SOMETHING PHISHY









We rely on the internet for our shopping, banking, medical prescriptions, ordering food and drink – pretty much anything and everything. With so much of our lives online, there is always a risk of suffering harm, such as our accounts being hacked and losing personal information or money. This does not only affect individuals – companies both large and small can be affected too.




  Phishing is the term used to describe when electronic communications are exploited by scammers to dupe the recipients. It may come in the form of an email that contains a link that, when clicked, will download malware onto a personal computer. This malware can then send data to the scammer, such as credit card details. This attack can also come in the form of ransomware, which will lock off the functions of a website or company's IT services until a payment – or payments – are made.




  This is what happened to US company Colonial Pipeline in 2021. Its 5,500 miles of pipeline is a major part of the east of North America's infrastructure, bringing petrol for motor vehicles and aircraft and oil for heating homes from Gulf Coast refineries in Texas right up to New Jersey. Half of the motor vehicle and aircraft fuel for the East Coast comes via the pipeline – at a rate of 100 million gallons a day.




  On 6 May 2021, hackers managed to get into Colonial's IT network via a single-factor VPN (virtual private network) password. (More secure systems use two-factor authentication.) The hackers downloaded 100 gigabytes of data within a two-hour time period. They then left ransomware in the system, locking out computers and affecting the billing and accounting areas of the company.




  The cybercriminals left a ransom note in Colonial's network, letting them know they had breached the company's IT infrastructure. The cyberattackers threatened to leak the stolen data unless the ransom money was paid. They wanted 75 bitcoins (or $4.4 million). The ransom was paid by Colonial the day after the attack to get its systems up and running, restart the oil supply and have its stolen data returned. They also called in a cybersecurity company to investigate the incident.




  The hackers had used DarkSide, a type of Ransomware-as-a-Service (RaaS). It is available on the dark web, and its developers make money whenever a cybercrime group use it.




  Colonial had shut down the pipeline to prevent any risk of the malware affecting it. It was reported that this was done because the organization would be unable to bill customers using their fuel after the attack. The shutdown caused alarm since, with the supply halted, vehicle drivers rushed to panic-buy fuel. Long queues formed at gas stations in several states, including Alabama, Georgia and Florida. Price gouging took place as garage operators took the opportunity to increase prices. Some drivers filled plastic bags with petrol, leading to a warning from the US Consumer Product Safety Commission that asked people not to store the flammable liquid this way. Airlines were also affected, and American Airlines ran out of jet fuel.




  The US president, Joe Biden, urged calm and asked vehicle drivers to only buy what fuel they needed. He issued emergency orders allowing more fuel from other suppliers to be delivered.




  It took days for the supply to be restored. The pipeline only started up again on 12 May since the decryption key supplied by the hackers took several days to work. Even with this key, Colonial's finance systems were still being brought back to operation a month later.




  In June, the US Department of Justice's Ransomware and Digital Extortion Task Force announced they had recovered 63.7 bitcoins ($2.3 million as the price of the cryptocurrency had since fallen) of the ransom paid. Who the hackers were has not been discovered. President Biden stated that US intelligence agencies suspected that they were located in Russia but were not acting on the orders of the Russian government.




















TERRORS FROM THE DEEPFAKE










For a parent, the kidnapping of their child is a terrifying prospect. When that kidnapping is proven to be not real but, in fact, the result of an Artificial Intelligence (AI) deepfake, it adds another layer to the fear and anxiety.




  In January 2023, Jennifer DeStefano, a mother of two children, answered her phone. She had just collected her youngest daughter from a dance class in Scottsdale, Arizona; her 15-year-old daughter Brie was away skiing with her father. DeStefano didn't recognize the number displayed on her screen but, as her daughter was away, thought she should answer it, just in case. She heard her daughter crying and saying, "Mom, these bad men have me, help me, help me."




  A man then said she would be freed in return for $1 million. If DeStefano alerted the authorities, he would rape her daughter and leave her in Mexico; DeStefano would never see her daughter again. While she tried to contact Brie or Brie's father, DeStefano was able to negotiate, managing to lower the ransom demand to $50,000.




  Before any money was exchanged, the terrified mother managed to contact her daughter to find out she was completely unaware of any potential harm. DeStefano had been fooled; Brie's voice had been cloned using AI technology. A small snippet of a voice on social media can be sampled and used to say anything. Other samples of screaming or crying from TV or movies are added into the audio mix.




  Vishing (voice phishing) is part of what is known as "social engineering", where personal information is gathered and used by the scammer against an individual or a business. In 2023, hotel and entertainment company MGM Resorts experienced a ransomware attack thought to have originated from a vishing phone call. The details of an employee were taken from LinkedIn, and then the scammer phoned the MGM IT help desk, where they got log-in credentials. Once in the company's IT network, they launched the malware. The MGM's Las Vegas Strip casinos saw their slot machines, hotel elevators and electronic door keys stop working. After a similar cyberattack, Caesars Entertainment – owners of famous Las Vegas hotel Caesars Palace – paid a ransom amount of $15 million to have their systems restored.




  The vishing scam is not limited to the US. In Saskatchewan, Canada, two grandparents were contacted by their grandson, Brandon. He said he was in jail with no money and needed cash to get bail. They withdrew three thousand Canadian dollars from one bank and then went to another. When there, the bank manager told them that they had seen similar actions before and that it was probably a scam. The couple realized they had been duped.




  While those in these examples didn't pay any money to the scammers, others have not been so fortunate. The parents of Canadian Benjamin Perkin were phoned by a lawyer. He told them Benjamin had been involved in a car accident in which he'd killed a US diplomat and needed money to pay legal fees.




  This lawyer put Benjamin on the phone. His parents were unsure but convinced enough by his voice to send Canadian $21,000 via Bitcoin. It was only through speaking to Benjamin later that day that they realized they had been scammed.




  In a congressional hearing following her deepfake experience, DeStefano said, "There is no limit to the depth of evil AI can enable."











SMISH HITS









Smishing is another form of electronic fraud. As the name suggests, it is an amalgam of SMS (texting) and phishing. Smishing is very similar to phishing by email: an authentic-looking message sent by the scammer contains a link. The link will take the recipient to a malicious website asking to input their confidential information, or it could install malware on the recipient's phone, sometimes in the form of an app. Once installed, it will send private information, such as credit card details, to the scammer.




  Computer users are more aware of phishing attempts via email, but there is more trust for messages received on mobile phones. They appear more personal. Phone users also believe their phones are less likely to be infiltrated with malware than computers, and two-thirds of them don't realize when they are on the receiving end of smishing attacks. This lowering of scepticism allows the scammer a greater chance of succeeding.




  To detect email phishing on a computer, you can use the mouse to hover over the link, which will display the destination URL at the bottom of the browser, allowing you to establish whether it is a legitimate website or not – something that is not possible with a mobile device. The scammer can also hide the true mobile number with a decoy, which may be a legitimate organization's number, in a method called "spoofing".




  The volume of smishing attempts is growing. In April 2022, an average of 2.7 billion smishing texts were sent. There are many different formats for smishing texts. Some examples include:










	A bank or credit card provider asks the recipient to send their account information as there has been unusual activity on their account or the account has been locked for some reason. 


	A gift opportunity. This will offer the phone user the chance to claim a free gift, reward points or a money-off offer. A smishing attempt in 2020 offered a free iPhone for respondents who gave their credit card details to pay for a shipping fee.


	An order confirmation. An invoice will be sent from a retailer asking for confirmation of the order or from a parcel delivery company asking for confirmation of the item being delivered. A scam in 2020 saw users receive messages supposedly from FedEx. It asked the recipient to confirm delivery preferences for a package. The link in the message was to a fake Amazon page where taking part in a customer satisfaction survey would result in receiving a free gift – after handing over credit card details.









There are even smishing scams involving healthcare. While it may seem deplorable to take advantage of fears during a pandemic, this is exactly what some scammers did. In the US in 2020, messages were sent directing people to an online Covid-19 test. Luckily, most recipients realized that this wasn't possible. In Australia, fraudsters offered recipients guidelines on how to get tested. The links in these messages were not to a government website but to one that downloaded malware.


  Not all the smishing scammers are caught. One that was, however, was involved in a healthcare scam.




  In May 2021, at the Old Bailey in London, 21-year-old Teige Gallagher was sentenced to jail for four years and three months for committing fraud by false representation and for being in possession of articles for use in fraud. Gallagher was tracked down by the Dedicated Card and Payment Crime Unit, a joint unit of London's Metropolitan and City police forces.




  Posing as someone working for the NHS (National Health Service), the Londoner had sent text messages offering Covid vaccinations. He set up fake web pages that mimicked the UK government site's layout. To verify their identity and secure vaccinations, those duped would have to give personal details, including addresses, bank account details and credit card details.




  Gallagher used several smartphones to send messages purporting to be from banks, mobile phone networks, Her Majesty's Revenue and Customs, and streaming service Netflix. On one phone, he had 2,000 numbers. A SIM farm (devices that hold several SIM cards and facilitate bulk sending of scam texts) was also found in his home.




  It is not just individuals at risk of these scams. Employers are also being targeted. In 2022, with increased remote working and company-issued smartphones, three-quarters of companies in the US received smishing messages.











MILLER TIME









Social media influencers play a part in many of our lives. Their beautifully composed and carefully chosen images of them living their best lives are a feature of our insatiable curiosity about how others spend their time. One influencer, however, was not just getting likes and comments; she was getting government money.




  The Covid-19 pandemic impacted all aspects of everyone's lives. Besides the health effects on countless millions, economies faced severe problems as companies saw massive reductions in income. Governments took action by shoring up the income of individuals through furlough schemes and loans.




  Danielle Miller grew up in Manhattan, the daughter of wealthy parents, and was educated at the prestigious private Horace Mann School. Her father, a lawyer, was a former New York State Bar Association president.




  In the eighth grade, Miller got into trouble when she sent sexually explicit videos to a male classmate as part of a dare. The videos were circulated, and the 13-year-old was humiliated. Miller admitted later that she became a different person, growing into an active partygoer. After leaving high school, Miller enrolled at Arizona State University, but her notoriety followed her there.




  After graduating, Miller moved to Los Angeles and enjoyed the nightlife while working in PR. She was friends with Paris Hilton's brother Barron and started going out with a well-known DJ. While in Los Angeles, she reconnected with someone she knew from her high school days. The friend hung out with her until she discovered that five bank cheques had been paid to Miller from her account, something that Miller denied ever happening.




  In 2016, she started studying at law school outside Los Angeles, and after her first year, interned for a New York judge during the summer break. Miller would often visit a spa on the Upper West Side, running up a $5,000 bill she paid with stolen credit card details. She was arrested and charged with identity theft and grand larceny. 




  When Miller was released, she returned to California. There, she met Mackinzie Dae, an ex-US marine working in marketing. They set up a PR company together, but after the relationship ended, he accused her of setting up credit cards and loans in his name.




  Miller missed a court appearance in connection with the credit card theft because she had gone to Mexico to celebrate her birthday. She was arrested as she returned to the US and sent to Rikers Island prison for a year. When Miller entered Rikers, she received tips on how to survive imprisonment from an inmate called Anna Sorokin, also known as Anna Delvey, "the Fake Heiress" of Netflix fame. While there, Miller also met another scammer, Ciera Blas. In 2015, Blas had been arrested for credit card fraud, the money being used to fund a shopping spree. Blas used her Instagram account to show off the goods she had obtained. She was apprehended in the Manhattan luxury department store Bergdorf Goodman.




  Miller was released from Rikers in the summer of 2019 with only $30 and a travel card to her name. Her parents had disassociated themselves from her, and she had to use associates from Rikers for help. In early 2020, Miller bumped into Blas, who had been released shortly after her. Blas recruited her as a "trapper" – someone who was able to act as the person whose identity had been stolen.




  Miller and Blas spent the first Covid lockdown in spring 2020 in Miami, Florida. When the lockdown ended, the pair went shopping, with Miller impersonating a woman from Los Angeles whose details had been stolen in a burglary. They drove around in Porsche sports cars and Jaguars. The two then tried to withdraw $8,000 using the same identity at a drive-through bank. Bank employees were suspicious and called the police. When Miller and Blas were arrested, they were found in possession of fake driver's licences using Miller's photograph, as well as credit cards and $25,000 in cash. Blas bailed out Miller, who relied on another Rikers alum to give her a roof over her head.




  With the pandemic still very much prevalent, the US government offered loans to those struggling financially. Starting in July 2020, Miller made at least ten applications to receive money, including Economic Injury Disaster Loan funds through the Small Business Administration as well as Pandemic Unemployment Assistance. She used fake identities for individuals and companies. Funds totalling $1.5 million were received. The money was used to rent a luxury apartment and to buy clothes from Chanel, Gucci and Prada and other luxury goods like watches from Rolex and handbags from Louis Vuitton.




  Miller's 30,000-plus followers on Instagram saw her with her ill-gotten gains. She posted videos on TikTok of her driving a Rolls-Royce convertible with a Louis Vuitton bag on her lap. This wasn't the end of her spending: she flew on private jets to California from Florida to stay at a luxury hotel. For this trip, she used the same stolen ID to book the jet and the hotel.




  Money was also spent on something more personal: a Brazilian butt lift. In May 2021, while recovering from the surgery, Miller was arrested by federal agents. They found fake IDs, fake bank cards, tens of thousands of dollars in cash and a smartphone with messages from Miller in the guise of someone else.




  In March 2023, Miller pleaded guilty to three counts of wire fraud and two counts of aggravated identity theft. Each wire fraud charge could have earned her a 20-year prison sentence and a quarter-million-dollar fine. Aggravated identity fraud came with a two-year sentence. In June 2023, Miller received a jail sentence of six years, to overlap the previous five-year sentence she'd received for bank fraud in Florida.




  Miller was also ordered to hand over $1.3 million. While on house arrest awaiting trial in the autumn of 2022, Miller said in an interview, "I more so consider myself a con artist than anything." As of August 2023, she still has over 30,000 Instagram followers.











SCAMDEMIC









Miller wasn't the only one to take public money intended for those truly suffering financial hardship during the pandemic. In the UK, £47 billion was issued in the government-backed Bounce Back Loan scheme launched in May 2020. It was the biggest of the three UK Covid-related government loan schemes to protect businesses from going under, the other two being business interruption loan schemes.




  Small and micro-sized businesses could borrow a sum from £2,000 up to 25 per cent of turnover, with a maximum amount of £50,000, to be used for business purposes and not for personal purchases. A low interest rate of 2.5 per cent was applied to the loan, available from 24 accredited lenders such as banks and building societies.




  Those applying didn't have to sign a personal guarantee. The UK government acted as the loan guarantor, meaning that if the borrowers didn't repay, the UK taxpayer would have to cover the cost. Applicants for these "bounce back" loans applied online, and checks on the veracity of those claiming were not too thorough.




  A quarter of UK businesses were recipients of the loans: 1.6 million companies received money. They had to pay the money back over a six or ten-year period. Most loans went to very small businesses with a turnover of under £632,000.




  The scheme was open to opportunistic fraudsters. The UK's counter-fraud minister, Lord Agnew, resigned in 2022, citing the government's poor and "desperately inadequate" measures to halt any fraud or abuse of the funds. As the emphasis was on processing the loans quickly, there was not much in the way of scrutiny. In 2022, the government stated it would lose £17 billion from the scheme, with £1.1 billion lost via fraud.




  Fraudulent claims included one by the owner of a car breakdown recovery business in Newport, Wales, who claimed a £50,000 loan. Half of the money was used to buy a new tow truck, with the other half spent on drugs. He then sold the new vehicle to buy more drugs.




  There was also a self-employed roofer from Tamworth who asked a third party to make the application for a loan. The roofer received £13,000, far more than he was entitled to, which he gambled away in just three weeks.




  A director who gave his company's address as an Indian restaurant in Wrexham claimed £50,000. The company was liquidated in 2022 with debts totalling over £150,000. Insolvency investigators discovered that the company had ceased trading in 2019 and that the restaurant was owned by a different company. Similarly, a husband and wife running a Mexican chicken takeaway claimed the full loan of £50,000 by saying their company's turnover was £200,000 when it was nearer to £40,000. When they came under investigation, they paid back the money, but it was not enough to prevent both receiving jail sentences.




  Then there was the businessman in London who received £25,000 and then shut down his consultancy business so that he wouldn't have to pay back the money. He transferred the loan money to his personal bank accounts. He was given a six-month suspended prison sentence.




  Some people even claimed money by setting up companies that never traded. A total of £500,000 was claimed by a group of 11 companies registered in four locations across the UK: Berkshire, Lancashire, London and Shropshire. The Insolvency Service found no evidence of trading premises for the companies or that they had ever traded. Nine of the companies went for the maximum of £50,000, with one claiming two loans' worth of £100,000. The money raised was eventually transferred to Hong Kong.




  But perhaps the most surprising and shocking use of these funds was by a London barbershop owner who sent over £10,000 of his Bounce Back loan to fund the Islamic State terrorist group in Syria. He was given a 12-year jail sentence.




  And finally, the biggest Bounce Back loan fraud was orchestrated by a Russian and a Lithuanian man who were both jailed in March 2023 for a total of 33 years for laundering £70 million of money from criminal gangs. Ten million of this originated from Bounce Back loans. The two of them were out on bail when the pandemic began and were able to borrow large amounts. One of the UK banks gave them £3.2 million. The money was distributed through shell companies. 




  These are only some of the cases that are known about and where punishments have been issued to the guilty parties. Those running companies caught defrauding the country's finances could also face being banned from running companies at all. Over 750 company directors were disqualified after abusing the support schemes.



OEBPS/images/img01.jpg
SCAMS AND
SWINDLERS

Shocking True Stories of the
World’'s Most Daring Con Artists

JAMIE KING





OEBPS/nav.xhtml


    

      Table of Contents



      

        		

          Cover

        



        		

          TITLE PAGE 

        



        		

          CONTENTS 

        



        		

          INTRODUCTION 

        



        		

          CONFIDENCE TRICKERY 

        



        		

          ROMANCE FRAUD 

        



        		

          IMPOSTERS 

        



        		

          FORGERY 

        



        		

          INVESTMENT FRAUD 

        



        		

          SWINDLERS 

        



        		

          FINAL WORD 

        



      



    

    

      Guide



      

        		

          Cover

        



        		

          Table Of Contents

        



      



    

  

OEBPS/images/cover.jpg
 SCAMS AND

Lt ‘ o
» o ‘ i h . \ B lv
) e . :

Shocking True Stories of the
World’s Most Daring Con Artists





OEBPS/images/img02.jpg





