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“Psychological warfare methods were deployed to manage public responses to the assassinations of my uncle and father. In the modern digital world, PsyWar is becoming more and more sophisticated and successful in manipulating populations, groups, and individuals, and is now being widely deployed on Western nation citizens by their governments. This book is a manual on how to recognize and fight the effects of these methods and technologies that strive to control all information, thought, feelings, and speech.”


—Robert F. Kennedy Jr.


“Very few people have learned more in the past five years than Robert and Jill Malone—or been braver in telling the rest of us about it. The result is this remarkable book.”


—Tucker Carlson


“Dr. Robert Malone went from being a respected scientist to a pariah in the eyes of the establishment. All he did was to question the international COVID consensus. If we believe in liberty and freedom, then this book matters.”


—Nigel Farage, Member of Parliament and Leader of the Reform UK Party


“A compelling must-read! Warfare, power, and free speech converge in the covert battlegrounds of PsyWar. Robert and Jill masterfully tell the story at the heart of America’s decline, starkly warning of a future where our hard-fought freedoms and democratic values hang in the balance. The book sheds light on a global PsyWar strategy involving seen and unseen digital warriors and forces at play amidst the complexity and nonlinearity of the digital battleground. It exposes how our own government engages in PsyWar against its citizens—in collaboration with global powers, social media titans, big tech, pharma, and more! This collusion represents an unprecedented power grab and a stark threat to societal integrity. PsyWar delves into the true nature of a ‘digital panopticon,’ a looming surveillance state poised to control every aspect of our lives. This meticulously researched work forewarns a future where democratic values, free speech and moral principles are endangered unless history’s lessons are heeded. This book exposes these truths with undeniable clarity, essential for anyone concerned about our society’s trajectory. As Robert and Jill conclude, ‘. . . we must insist on freedom, dammit.’ Bravo!”


—Crisanna Shackelford, PhD


“Dr. Robert Malone’s contributions to the shift in America’s consciousness during the COVID-19 pandemic, away from the scientific lies and obfuscation that beset us and back toward objective data and important scientific insights, may never be fully appreciated, but the world would look different today were it not for his efforts. PsyWar extends that legacy by serving as an incisive resource for anyone who wants to learn more about the underside of governmental and organizational workings that aim to control human thought, undermine human sovereignty, and rob us of our God-given power—power that is rooted in our connection with the universe and one another. These forces, persistent as they may be, will fail and will fall. Dr. Malone’s book provides tools to help us fortify our minds against their assault. And those readers who also invest in ridding their bodies of the stress that contributes to our susceptibility to manipulation will find themselves forever free of these instruments of human enslavement.”


—Dr. Joseph Ladapo, author of Transcend Fear: A Blueprint for Mindful Leadership in Public Health; professor at University of Florida College of Medicine; and Surgeon General of Florida


“Knowing how and why they do it is crucial for anyone who seeks the truth. This isn’t a book, it is essential armor for the dark times we are currently in.”


—Hon. Andrew Bridgen, former Member of Parliament, United Kingdom


“Every government in world history has used fear and misinformation to control the citizens. Malone’s book illuminates the evolving strategies so clearly that readers will intuitively sense the undeniable truth.”


—Gavin de Becker, bestselling author of The Gift of Fear


“During the COVID-19 debacle, it is a proven fact that Americans were lied to by a handful of dysfunctional senior federal health bureaucrats who ignored their oaths, silenced dissent, stifled freedom of speech, and dismissed early drug treatments in favor of a mass mRNA “pseudo-vaccine” program. While this never prevented viral infection or halted pandemic progression, it did garner billions of dollars for the participating drug companies.


Marching in lockstep, every American’s right to “Freedom of Speech,” so fundamentally engrained in our constitutional Bill of Rights, was made a mockery. For physicians, the Freedom of Speech to speak out against the dysfunctional COVID response was twisted into a recognized punishable offense in some states.


As a result, compassionate American medicine, accurate medical research, and the inviolate concept of patient informed consent was effectively destroyed in the United States. Many of our once esteemed national medical associations and colleges, have become nothing more than conduits of “misinformation” espoused by the federal health agencies who now are desperately trying to minimize the injuries and deaths caused by an ill-advised and ineffective mass mRNA vaccination campaign.


How did we arrive here and why has this gone unchallenged? The controversial new book PsyWar is a highly provocative deep dive, which takes the reader through a step-by-step account of how modern communications technology and social media has now been coupled to a biased corporate mass media monopoly. This has created a nightmare of propaganda and censorship that has suppressed the truth of the COVID-19 debacle.


The book outlines the current heroic David/Goliath fight still underway by true physicians, against a small but powerful group of unconstitutionally motivated federal bureaucrats. It is a continuing fight, largely hidden from the American public.


PsyWar is a carefully referenced book with numerous examples that support the authors’ contention that modern cognitive and psychological warfare tools have been employed by the US government as part of a mass formation psychological strategy to mold American opinion. It describes the various tactics used by global governments who now clearly define what is mis-, dis-, and mal-information in the world. It presents often shocking and still controversial histories starting with the 1964 Warren Report, to illustrate the origin of this information control and how modern social media serves as an advocacy conduit used to minimize any set of popular beliefs that the government finds inconvenient.


This book is thought-provoking reading for all Americans who believe that Freedom of Speech is vital for the continuance of our Republic.”


—Dr. Steven Hatfill, pathologist and biological weapons expert, and author of Three Seconds Until Midnight


“In PsyWar, the Doctors Malone perform a brilliant autopsy on our diseased and dying intelligence community. From their first efforts at election meddling in Italy after the Second World War through our current 2024 election, the authors detail the shadowy influence of our creeping intelligence state. Perhaps it is inevitable that any nation that seeks to be an empire abroad cannot long remain a democracy at home. Like Alexander Solzhenitsyn going after the Soviet Union, the Malones attack the imperial administrative state with the vengeance of an Old Testament prophet. The situation is perilous, but hope remains, especially if we arm ourselves with knowledge and have the courage to speak without fear.”


—Kent Heckenlively, JD, New York Times bestselling author of Plague of Corruption, The King of Italy, and Twilight of the Shadow Government
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By means of ever more effective methods of mind manipulation, the democracies will change their nature; the quaint old forms . . . elections, parliaments, supreme courts and all the rest . . . will remain.


The underlying substance will be a new kind of Totalitarianism. All the traditional names, all the hallowed slogans will remain exactly like they were in the good old days. Democracy & freedom will be the theme of every broadcast & editorial. Meanwhile, the ruling oligarchy and its highly trained elite will quietly run the show as they see fit.


—Aldous Huxley, 1962




FOREWORD


by General Michael Flynn


The future soldier is one adept at functioning across all spectrums of combat operations. One of these future soldier formations is a United Kingdom psychological operations brigade (the famous 77th BDE) whose history dates to the Great War (WWI). The reformation of the 77th is a tell for many things happening in societies around the world. A unit that transformed itself from a brilliant fighting conventional force during the Great War to a counter-guerrilla force fighting the Japanese along the brutal Burma Road campaigns during WWII, now is reestablished to provide security assistance to the British military. What that “security assistance” represents is a readiness for a new form of warfare and a new form of soldier (fifth-generation warfare with a trained and ready fifth-generation warrior).


You might ask why spend so much time discussing a British army formation? As warfare is transforming, the world is transforming. The blending of this transformation has become far more difficult to discern and even more challenging to understand. If sophisticated armies are recreating themselves for a new type of warfare, regular citizens need do the same. One thing I’ve learned about warfare is that it isn’t fair and is not meant to be. In the future, all citizens must not simply rely on their militaries to understand and then defeat their adversaries. Every citizen now has a responsibility to understand the information and intelligence environments we live within. A battlefield is not only a physical game, most of the time, it is a mental game and one in which every single citizen must now prepare for.


Fifth-generation warfare is a blending of hybrid, irregular, and unrestricted capabilities and ideas and runs through the bloodstream of every society, nation-state, non-nation-state, and even inside the world of global corporations and globalist institutions.


All of us now tuning in to these tectonic and recent shifts in the global landscape are starting to realize that much of what we knew to be true is not. There is a purpose-driven intentionality that powers much of this. A globalist conversation that has proceeded for decades and is now coming into its own. This effort is led by real people with real ideas and even more important real resources.


In this seminal read (vital really), Dr. Robert Malone outlines the five W’s (who, what, when, where, and why) but also adds the “how” they are trying to achieve their goals and objectives. What I found both brilliant and enlightening in this magnificent manuscript, unlike many other books of this nature and category, Dr. Malone addresses the “how to defeat” these fifth-generation warfare threats humanity faces. They are real, and they are intent on changing the very nature of humanity.


We can no longer simply rely on the age-old conventional methods when facing future threats. Like the 77th, as citizens, we must also be transformative. I applaud every aspect of this book as I applaud the famous 77th Brigade. Each shows us a path of understanding the challenges that come with transforming; a clear path of achieving the means and steps by which we can take as citizens, never mind just those soldier warriors in uniform. And for all readers who care about the future of mankind, you’ll discover during your journey through the following pages, a whole set of new ideas that will help you better understand and operate as a citizen in a completely transformed world. As the very eloquent Benjamin Franklin stated, “By failing to prepare, you are preparing to fail.” To better prepare, read this book and win.




INTRODUCTION


All censorships exist to prevent anyone from challenging current conceptions and existing institutions. All progress is initiated by challenging current conceptions, and executed by supplanting existing institutions. Consequently, the first condition of progress is the removal of censorship.


—George Bernard Shaw1


Free speech is the most pragmatic tool we have for ascertaining truth. Only by examining all sides of an issue can the truth be chiseled out like a statue out of marble. But the underlying reality is that there can be many truths; we each have our own experiences, values, mores, and life. That is the beauty and wonder of being an individual. There can be no free speech without free and open access to ideas, knowledge, truths, and untruths. Without free speech, we are little more than slaves.


We must defend all speech—whether untrue, hateful, or intolerable, as that is the only way to protect our rights and abilities to understand the world. As soon as free speech is restricted, that restriction will be used to sway public opinion. As soon as one person can be defined as a heretic for uttering words, then soon everyone opposing the “officially approved” side of an issue will be labeled as a heretic. The next logical step will be for the state to define acts of heresy as criminal offenses. As soon as governments and those in power can sway public opinion by restricting free speech, democracy and even our republic of United States will be lost.


To illustrate how the US government has narrowed the definition of free speech, consider two recent examples. In February 2024, ex-Fox News and ex-CBS reporter Catherine Herridge was held in contempt for refusing to reveal her sources to US District Court Judge Christopher Cooper concerning reporting relating to a Chinese American scientist, Yanping Chen. Herridge had written a series of stories for Fox News in 2017 about Chen’s Chinese military connections and whether a school she founded was being used to help the Chinese government obtain information on American service members via statements the scientist made on immigration forms related to work on a Chinese astronaut program. For which statements the FBI had already been investigating her. Both CBS News and Fox News issued separate statements condemning the ruling and its “deeply chilling” effects on the First Amendment.2 This disturbing trend continued when the FBI under the Biden administration arrested Steve Baker, a journalist who was doing his job by reporting on the supposed “insurrection” by Trump supporters during the January 6, 2021, protest events.3


Our nation’s commitment to free speech has faltered. The Western world’s commitment to free speech has faltered. Worse than faltered, it has become de rigueur for governments and media corporations to censor private citizens, organizations, and even politicians. For governments to lie, spin stories, and propagate propaganda.


Free speech is being restricted in several ways. The most obvious is censorship, which is the tip of the iceberg. PsyWar is when a government or other organization coordinates and directs the deployment of propaganda, censorship, and psychological operations (psyops) tools and weapons in campaigns designed to manipulate public opinion. The United States government is now routinely waging PsyWar against US citizens.


Now is a time when America needs hope. But more than hope, we need to restore our Constitution and Bill of Rights as the foundational documents of our Republic. These documents support and protect our personal sovereignty and are at the core of our fundamental rights as Americans. We must work to make this country great again by restoring our commitment to these foundational principles and ethics.


All of us who are concerned about government-sponsored deployment of psychological warfare, censorship, and propaganda need to pick up the oars and row this boat called the US government to freedom once again. This is no time for slackers.


Make your own personal sovereignty a reality by choosing your words and behaviors carefully, accepting personal responsibility for all that you do, have been, and are, and taking action one well-considered step at a time. Beginning with a commitment to understand the nature, tactics, and strategies being used for modern PsyWar.




PART I


THE STATE OF THE UNION


A brief overview of how the US government has been manipulating the minds of the American people since the mid-twentieth century using propaganda and censorship is in order. These psyops techniques have chipped away at the fundamental rights that have created a free and prosperous nation.


Understanding what propaganda is, the types of propaganda, and who uses it is the first step to identifying it and stopping its undue influence. It is also important to examine psyops, which is the suite of strategies, tactics, and technologies involved in how ideas and thoughts of everyday Americans are being manipulated by governments, foreign actors, and organizations. The current heavy usage of propaganda, censorship, and algorithmic social media controls means that people are often unable to form independent opinions and are readily influenced to conform in thought and deed to a desired end point. This can change the outcome of elections. Even more nefarious is the role of the CIA, FBI, and the intelligence community in using psyops and psychological bioterrorism against the American people.


Psychological bioterrorism is the use of fear about a disease to manipulate individuals or populations by governments and other organizations, including pharma, academia, and a variety of nongovernmental organizations. Although the fear of infectious disease is an obvious example, it is not the only way psychological bioterrorism is used. Psychological bioterrorism is one method to exert global operational influence and facilitate the manipulation of the general population. Deployment of this strategic approach is a component of the larger domain of modern fifth-generation warfare; since psychological bioterrorism operates on both conscious as well as subconscious levels, this form of mental manipulation is an example of both PsyWar (targeting the conscious mind) as well as cognitive warfare (targeting the subconscious).


The government has come to believe that scientism is a formula for good governance. Scientism is the belief that science and the scientific method are the best or only way to render truth about the world and reality. But the underlying real truth is that using scientism to determine “truth” has all the hallmarks of a religion. Hence, bureaucrats and government officials act to suppress other forms of religious beliefs, as well as any scientists or medical health professionals who might question the official “scientism,” otherwise known as “The Science” narrative. This makes people who hold religious beliefs, as well as dissident scientists and medical professionals, heretics in the eyes of the law. More extreme views which support an approved narrative are rewarded as the narrative becomes fixed on one set of beliefs, while those expressing doubt, nuance, or moderation are punished. Over the past four years of the COVIDcrisis, the government has learned how to openly censor and smear people who oppose the prevailing scientific narratives using advanced methods. These include artificial intelligence, operational integration with corporate and social media, and a wide range of web crawlers, bots, troll farms, gang stalking methods, and computational algorithms.


The “Congressional Judiciary and the Select Subcommittee on the Weaponization of the Federal Government US House of Representatives interim report of the weaponization of ‘Disinformation’ Pseudo-Experts and Bureaucrats” documents how the federal government partnered with universities and Astroturf organizations to censor Americans. This report outlines how the government has worked to censor and smear citizens and representatives of Congress alike. The details of that report include information on how the Cybersecurity and Infrastructure Security Agency (CISA), a component of the United States Department of Homeland Security (DHS), working with Astroturf organizations and intelligence community cutouts, smeared and censored one of the authors of this book (Dr. Robert Malone). They did this through the use of fifth-generation warfare tactics developed for offshore combat against terrorist groups and insurgencies.




CHAPTER 1


The Abbreviated History of Modern American PsyWar


We are already witnessing another shaping operation to influence the outcome of the 2024 election. This time it is with the false claim that if one side wins, it’ll be the end of democracy. This is a lie contrived to ensure a particular outcome and to sabotage free speech.


—Lara Logan, journalist1


The government’s willingness to deploy modern cognitive and psychological warfare tools and technologies against their own citizenry, in combination with collusion and coercion using the power of modern big information technology, is an evil the world has never known before.


Freedom, sovereignty, personal autonomy, and the individual’s rights to succeed in society are important. As is the resistance to the imposition of the logic of Marxism, socialism, and communism by external actors. This is grounded in fundamental American principles codified in our Constitution and Bill of Rights. Also important is the constitutional commitment to self-governance. The social contract that the citizens of this nation-state have with the government through the electoral process. Historically, this has been referred to as a social contract between the ruler and the ruled. We give rights to our government in exchange for our government’s commitment to providing security, furthering prosperity, and respecting the people’s autonomy, sovereignty, and will.


Over the last four years, many have come to learn that there’s a suite of technologies and capabilities that have been developed over decades and can influence everything that we think, feel, hear, and believe. These technologies have been developed and deployed for offshore use, specifically to advance American interests through the US State Department, the Intelligence Community (CIA, etc.), and the Department of Defense. Historically, this suite of capabilities has been outwardly facing. This is generally also true for the Five Eyes intelligence alliance nations of Canada, the UK, Australia, the United States, and New Zealand. These nations have taken the position that it is acceptable to deploy propaganda and dirty tricks to achieve their foreign policy goals in a challenging world, so long as these tools aren’t deployed against their own citizens. Or, at least, that is what we have been led to believe.


For example, right after World War II, Italy faced a close pivotal election, and it looked like it might well go to a political party that would bring Italy into the sphere of influence of the USSR—in other words, the Soviet Union. In response, the United States State Department and US intelligence community thought it was justified to intervene using any dirty tricks they could deploy to influence that election to favor a pro-Western outcome.


They formed an alliance with the Italian Mafia, and they succeeded in skewing the election results. Now, was that a good thing or a bad thing? The answer to that question largely depends on your time frame. Over the short term, it yielded the desired outcome. Over the long term, it strengthened the Italian Mafia within Italy and worldwide. Was it ethical? Not in my opinion. Was it good that Italy ended up in a Western sphere and then the European Union instead of in a Soviet sphere of influence? Many believe, “Yeah, that was a relatively good outcome; it could have been worse.” But what about the unanticipated long-term consequences, the “blowback”? What if Italy had been allowed free and open elections without external meddling? Would it have still become the politically fragmented, corrupt, Mafia-dominated and failing nation-state of the present?


That pivotal Italian election is one example that has been subsequently used to justify the increased development and deployment of “dirty tricks” capabilities involving psychological manipulation, information manipulation, media manipulation, and cognitive manipulation. And like many things in government, these types of strategies have incrementally evolved into a slippery slope. “Well, it’s okay there. Maybe it should be okay here. Maybe we need to influence this government. We need to overturn that government.” And with that incrementalism, foreign nation sovereignty was repeatedly compromised, and the United States was transformed into an imperialist power.


But the truth is that if Italy had voted in that way (pro-USSR) and if they had a strong republic, the ship would eventually have been righted all by itself. It is a strong, stable republic that saves democracies, not outside influences. But that is not how the administrative state in the United States views its global role. They have a very different vision.


For many years, the unwritten consensus of the United States government was that as long as these psyops capabilities remained an outwardly directed tool of foreign affairs and foreign influence, these strategies were acceptable statecraft. Advancing the imperialistic interests of the United States and associated corporations was deemed acceptable as long as it wasn’t directed toward American citizens.


That was the agreement that guided the foreign policy positions of both “moderate” Democrats and “moderate” Republicans, otherwise known as the Uniparty. Based on this premise, there was a general consensus on foreign policy and the willingness of the State, DoD, and Intelligence departments to cooperate to influence global affairs.


They used dirty tricks to ensure that foreign governments and their respective stakeholders aligned with American political and economic interests. Then, the internet was developed. As the internet became a mature information ecosystem, there emerged an awareness that modern psychology, monitoring and shaping of emotions, and particularly neurolinguistic programming (NLP), could be integrated with the internet’s tools to profoundly influence both election outcomes and fundamental political belief systems.


Over the past two decades, the internet’s capabilities have become more sophisticated. Thus, these governmental agencies, along with cooperating nongovernmental organizations (NGOs) and institutes, have adapted to become more adept at using non-kinetic, psychological warfare to control foreign governments, their populations, and their election outcomes.


Suddenly, the United States had an incredible tool that could be used to influence all sorts of political situations, including political movements and elections in the Middle East. The US government could engineer social media tools in cooperation with Big Tech. Facebook was engineered as an intentional social media psychological manipulation weapon from the start. That is how it was built. It was built to create a comprehensive psychological profile of its users. This is part of an amazing database infrastructure that has been created, which aspires to basically know everything about every single person on the globe and to manipulate that information to support a wide range of commercial and political objectives. The fact is that Facebook shares user data with a variety of organizations, governments, and people. This fact became general public knowledge when the story broke that the British company Cambridge Analytica was using data collected on Facebook to influence US elections in 2015.2


The Arab Spring was a series of pro-democracy uprisings that swept across several countries in the Arab world starting in late 2010. The United States government deployed Twitter, Facebook, Instagram, and other digital tools, such as cell phone GPS mapping, to facilitate these uprisings and topple foreign governments. The first government to go down was Tunisia. With this new tool kit in hand, the United States had enormous success in overturning regimes throughout the Middle East during this period. It was incredibly powerful, like nothing they had ever seen, and did not require kinetic warfare measures. This worked like greased lightning.


In 2015, a key study was presented and published in a top-tier peer-reviewed journal, which demonstrated that Google could influence elections just by manipulating the information that a viewer sees on an individual basis in a transitory way. Undecided voters could be influenced to swing their votes by 20 percentage points just by how search results were arranged on the front page of Google. These search engine results are ephemeral—appearing briefly before users and then replaced by other information and images. Therefore, they are not traceable. These initial study findings were carefully validated, and the underlying relevant data have only become stronger since then.3 In fact, the lead author of that study, Dr. Robert Epstein, has gone on to document that Google tampered with US elections during the 2020 election cycle, using just such techniques. They manipulate us and our elections by controlling what you hear, what you think, what you feel, and what you are allowed to discuss. And what’s not to like about this technology if you are a political party bent on maintaining control?


The research findings of Robert Epstein and colleagues demonstrate how effective the application of the surveillance capitalism business model has been for manipulating thought and political behavior. In many cases, surveillance capitalism merges with PsyWar tools and technologies to power the modern surveillance state, giving rise to a new form of fascism (public-private partnerships) known as techno-totalitarianism. Leading corporations employing the surveillance capitalism business model include Google and Facebook. Surveillance capitalism has now fused with the science and theory of psychology, marketing, and algorithmic manipulation of online information to give rise to propaganda and censorship capabilities that go far beyond those imagined by the twentieth-century predictions of Aldous Huxley and George Orwell.




Surveillance capitalism is a novel economic system that emerged in the digital era, characterized by the unilateral claiming of private human experience as free raw material for translation into behavioral data. In this version of capitalism, the prediction and influencing of behavior (political and economic) rather than production of goods and services is the primary product. This economic logic prioritizes the extraction, processing, and trading of personal data to predict and influence human behavior by exploiting those predictions for a variety of economic (marketing) and political objectives.





Key features of surveillance capitalism include the following:


1. One-way mirror operations: Surveillance capitalists engineer operations to operate in secrecy, hiding their methods and intentions from users, who are unaware of the extent of data collection and analysis.


2. Instrumentation power: Surveillance capitalists wield power through the design of systems that cultivate “radical indifference,” rendering users oblivious to their observations and manipulations.


3. Behavioral futures markets: The extracted data is traded in new markets, enabling companies to bet on users’ future behavior, generating immense wealth for surveillance capitalists.


4. Collaboration with the state: Surveillance capitalism often involves partnerships with governments, leveraging favorable laws, policing, and information sharing to entrench its power further.


Blowback


Around 2016, two things happened that rocked the intelligence world: Brexit and Donald Trump. Suddenly, the State Department, the intelligence community, and the US Department of Defense realized they were confronting a new risk to the post-World War II political and economic structures they had worked so hard to create. The fifth-generation warfare tech and capabilities they’d built for offshore deployment and influence campaigns were suddenly being used in ways that were not to their advantage or in the interest of the policies they sought to promote. The risk was that Europe would fragment with the exit/populist movement, and if Europe fragmented then NATO would fall. Another version of the domino theory that dominated late-twentieth-century realpolitik geopolitical logic. The United States and NATO were suddenly facing the prospect of not only Brexit, but Frexit, Grecxit, et cetera. It looked like the European Union might fragment because of the ability of social media to distribute “populist” messages and disrupt elections. The occult internal US administrative and deep state political alliances (sometimes referred to as “the blob”) felt they had to do something. They had to do something in Canada. They had to do something in the UK and the EU. They also had to do something domestically. Suddenly, organizations like the Trusted News Initiative, the Global Alliance for Responsible Media (GARM) agreement, and many other Astroturf fact-checking organizations were formed—and began working on behalf of governmental entities by serving as guardians of information and approved narratives. These were all designed to resist the ability of populist and alternative media to affect significant and abrupt changes within Western governments. A censorship industrial complex was intentionally crafted, comprised of both government-aligned and mercenary branches available for hire, and began aggressively acting to algorithmically promote, patrol, and reinforce the narratives promoted by their employers.


These censorship and propaganda internet tools were advanced through nongovernmental organizations that have shadowy ties to nation-state security agencies and were capitalized by funds from both government and nongovernmental sources because there was a consensus among the core NATO and Five Eyes alliances of Europe, the Pacific theater, and the United States that it was going to be necessary to censor certain organizations and individuals in order to “preserve democracy.” That it would be for “the good of all of us.” Of course, what makes a stable government “for the people” is not democracy, but rather a constitutional republic. However, that fact is rarely mentioned by those deep state actors who represent the interests of the current hegemony. The concept of “Preserving Democracy” was transformed into just another jingoistic term to be repeated ad nauseum; weaponized against populist movements using modern propaganda methodologies such as neurolinguistic programming.


What Is Democracy?


The decision by elements of US political leadership that it was going to be necessary “to save democracy” by building and deploying a mercenary censorship-industrial complex against citizens was a turning point for our nation. Of course, this decision was presented as being motivated by the best interests of the citizenry. The leaders and political alliances responsible for this decision define their version of “democracy” as the idea that large established interests, essentially an oligarchy, should be the ones entrusted to define who the acceptable political candidates and positions are, and the rest of us are then allowed to vote within that portfolio. That was and remains their version of “democracy.” That is the truth behind the logic which is now being promoted with this talk about “saving democracy.” Saving it from whom? Apparently, the answer is that “democracy” must be saved from populist movements that threaten to disrupt the interests and plans of the American oligarchy. In order to “save democracy,” administrative and deep state actors, including prominent advocates such as former President Barack Obama, decided that the United States had to deploy the enormously powerful fifth-generation warfare or PsyWar technology that was designed by DoD, CIA, DIA and NSA for offshore, non-kinetic combat to advance the interests of the United States government and its allies globally. For the deep state and the global elites, democracy has come to mean the political stability of the current US political system (often referred to as the Uniparty) combined with continued US-led Western hegemony.


When a government is willing to deploy modern psychological technology’s power against its citizenry, then the concepts of social contract, sovereignty, and personal autonomy become completely obsolete. This is the fundamental consequence of PsyWar methods being deployed by a government against its own citizens. People think they are able to resist these modern propaganda tools and methods, but the data show that this is very difficult and that, actually, it’s often the most educated that are the most susceptible.4 The truth is that we are all susceptible to the power of modern psychological warfare and cognitive warfare technologies. Furthermore, there has been a decision made, a consensus, by certain elements of our government that it is acceptable to deploy these methods and technologies in order to avoid the disruptive effects of populist movements, which might otherwise result in major disruptions to current domestic and foreign affairs policies. Recent examples of disruptive populist political movements that are used to justify deploying these battlefield techniques against US citizens include the rise and impact of Nigel Farage/UKIP/Brexit and the election of President Donald Trump.


The Trusted News Initiative (TNI) is an international alliance led by the BBC (British government) which ties together traditional (corporate) news media, social media, and technology companies to combat mis-dismal-information on a variety of topics that a globally focused elite committed to “The Great Reset” and “New World Order” has decided it is not in our interest to know about. Another such entity was the “The Global Alliance for Responsible Media” (GARM), which disallows advertisers from sponsoring online sites that have been identified as having “harmful content.” The nature of that harmful content is not actually defined, but rather primarily consists of information that differs from governmentally approved narratives. That’s where we’re at right now. All of this was initially justified based on the thesis of Russian bot farms acting to manipulate US elections and the threat of Russian election interference. This was why the “Trusted News Initiative” was set up, and was also the initial justification used for developing so many of these other entities that currently constitute the mercenary censorship-industrial complex.


Because these capabilities were originally justified on the basis that they were required to resist Russian interference in US and British elections, this largely manufactured threat was used to justify domestic deployment. Then it was decided that it was going to be necessary to use these technologies against the rise of the “anti-vaxxer movement,” which was presented as a major threat to human health. In response to this new mission, the Trusted News Initiative pivoted from a contrived justification based on Russian election interference and was reformulated to address the “anti-vaxxer” movement. Then suddenly, shortly thereafter in late 2019, an engineered corona-virus entered the human population in Wuhan, and its rapid spread changed everything.


In response to the promoted fear of this new infectious disease “threat” (COVID-19 disease), a new rationale for deploying PsyWar on citizens was contrived—it was necessary to employ psychological and cognitive warfare technologies on the general population because of the threat posed by infection with this virus. A threat from a virus which, according to highly flawed modeling by Neil Ferguson of Imperial College, was associated with a “crude case fatality ratio of 3.67%”5 and, according to the World Health Organization, had a 3.4 percent infection fatality rate.6 That messaging became the approved and promoted narrative, which was then broadcast via every corporate media outlet. That is what governments were told by the various divisions of the United States Department of Health and Human Services as well as by the World Health Organization. This falsehood was published in a top academic journal, and then this article was propagandized worldwide, particularly in the West. The approved and promoted narrative became that SARS-CoV-2 was a highly lethal virus that posed such an enormous threat that it was acceptable and necessary to deploy PsyWar technology to advance and protect the public good and world health. The logic was that deployment of battlefield-grade psychological manipulation methods on civilian populations was necessary to ensure that we would have full compliance with the measures that governments prescribed for all of us in alignment with the advice of the World Health Organization. Never mind that the WHO had just radically shifted its prior infectious disease pandemic recommendations to align with the remarkably totalitarian policies then being deployed in Communist China, where the virus had originated.


The consequence of the decision to deploy PsyWar (or fifth-generation warfare) technology on domestic citizens is that what we now have is functionally akin to a series of mercenary propaganda and censorship armies or mercenary organizations, and they compete with each other. They almost all originated with academic links to places like Cambridge, Harvard, MIT, and Stanford. These organizations are actively competing with each other to garner government grants and contracts to censor and propagandize all of us and to deploy the most advanced psychological manipulation tools that they can develop “all for the common good,” all to “preserve democracy,” all to ensure that we have full compliance with vaccine mandates or recommendations. But it doesn’t stop there. These same institutions are now focused on shaping the 2024 presidential election and public opinion on climate change. Furthermore, they are now employing artificial intelligence tools to further their goals.


The typical modern reason cited for deploying censorship and psychological technology on the population is to maintain the status quo, which is favorable to a group of oligarchs who are pursuing a centralized, globalist agenda. They want to maintain their current status while guiding the world toward a new order or structure that is aligned with their financial and political interests, and they want to do it through the development, possession, and deployment of this kind of technology.


The practical consequence of this effort has been to create a situation, particularly in times of change such as what we’re in right now, where the difference between the current political and economic systems and optimal solutions gets larger and larger. The use of censorship, propaganda, and PsyWar methods prevents the culture, the economies, and governments from innovating and adapting to change independently. Instead, those who use these methods impose their consensus version of a better way forward. They force global populations and governments to comply with top-down planning rather than compete in an international free market of ideas and possible solutions. A free market of ideas and possible solutions emerging from the unique cultures and history of a diversity of independent nation-states.


The consequence is that the populace of each nation-state observes that their situation is getting worse and worse relative to what has previously been and what could be. Ordinary citizens observe a larger and larger gap between an optimal solution and the current solution. To any objective outside observer, it is no surprise that this naturally gives rise to populist political movements. Unfortunately, rather than dispassionately and objectively analyzing these natural forces and trends, the globalist oligarchy is instinctively doubling down on PsyWar propaganda and employing media surrogates to falsely label these populist movements as “Far Right,” “Fascist,” and “Neo-Nazi.”


In the case of elections, the obvious solutions, such as paper ballots and manual counting, in-person voting, voter identification requirements, and a general holiday for presidential elections, are not implemented. Instead, censorship and propaganda measures have been increased to promote the narrative that our elections are “fair and secure.” People are not stupid. They can see through the government game of charades.


Eventually, that gap between the artifice of propaganda and censorship versus situational reality gets so big that it can only be resolved in one way. That is through a revolution or another form of major disruption to the social-political-economic order. In contrast, allowing free speech and interaction through an exchange of ideas in a decentralized environment will enable incremental improvements. If gradual adaptation to change is permitted, the culture never gets to the point where the population has been locked into bad solutions. And then the probability that those major disruptions happen is reduced. With free speech and thought, there are gradual, incremental, evolutionary changes toward a better and better set of solutions for whatever the problem sets are. But by using the PsyWar tools of censorship and propaganda, the Western governments and globalist organizations are locking the Western populations, and increasingly the global population, into a suboptimal set of solutions.




Psyops are propaganda techniques used by the military, intelligence agencies, or the police.





Suppose we allow the expanding censorship/propaganda industrial complex to continue growing and developing. In that case, we’ll lock the world into a set of suboptimal solutions and prevent civilization from evolving by enabling innovative problem-solving, which can power the development of a better world for all of us.


The PsyWar campaign on America goes back decades. Senator Rand Paul stated recently: “There was a coup, and we lost our government.”


The day of that coup was November 22, 1963. That was the day that John F. Kennedy was assassinated in Dallas, Texas. That was the day the US government turned against its own people and began a PsyWar campaign against all of us. We just didn’t know it yet. Nothing has been the same since.


It has taken over fifty years to realize the extent of this PsyWar campaign fully, but now there is no denying it. A new book titled: The Assassination of President John F. Kennedy: The Final Analysis: Forensic Analysis of the JFK Autopsy X-Rays Proves Two Headshots from the Right Front and One from the Rear documents that President Kennedy was almost surely assassinated by the US government, who also led the cover-up and the ensuing propaganda/PsyWar campaign regarding the events of his death. The author and scientist, Dr. David W. Mantik, uses modern imaging to prove that the wound in the president’s throat and the massive blow-out in the back of his head involved frontal bullet wounds. As Lee Harvey Oswald supposedly shot the president from behind the motorcade, this analysis provides data which refute the government’s analysis that he was the lone assassin does not hold up to scrutiny. This book presents clear and compelling testimonial and documentary evidence that the surgeons performed pre-autopsy surgery on the president’s head to remove evidence of the forehead bullet, as well as to gain access to his brain. Hence, they were able to “sanitize the crime scene” by removing bullet fragments as well as bullet tracks in the brain tissue. The forensic evidence is clear that the CIA, the FBI, and/or the US Secret Service have been involved in and covered up the assassination of a sitting US president.7


As good as the forensic evidence is, there are now a vast number of books on the circumstances leading up to and after the assassination that reveal that Lee Harvey Oswald did not kill President Kennedy. In fact, there are books, studies, publications, and video reanalyzing the Warren Commission Report hearings and exhibits, as well as the House Select Committee Report, records from the Assassination Records Review Board, the National Archives and Records Administration records, and testimony from many eyewitnesses (including the many witnesses, who were not allowed to speak to the Warren Commission). Taken together, this evidence works to prove that the Warren Commission Report was a sham with a predetermined conclusion and was never meant as a real investigation to determine who assassinated President Kennedy. One book that stands out as thorough and compelling on this subject is The JFK Assassination Evidence Handbook.8


Another important book on this topic was authored by Colonel L. Fletcher Prouty. Prouty was a former CIA operative who worked for the agency during this period. His historic account shatters what we have all come to believe about the assassination of President John F. Kennedy. This is the book that was the basis for Oliver Stone’s movie JFK. Prouty outlines how Kennedy’s death was a coup d’état, and he presents strong evidence to that effect as well as details of the elite power base that was and is the hidden hand of the US government9—what is often referred to as the “Deep State.”


Our government not only lied about this to the American people, but they created a massive cover-up story, which included framing an innocent man for the murder. For over sixty years, our government has not only covered up this murder, but they also made up an alternate reality of facts that have been presented as truth to the entire world.


In 1865, we almost lost our democracy due to the assassination of President Abraham Lincoln. Is November 22, 1963, the day when we truly lost our democracy to the deep state? Can we believe anything that we have since been told by our government? Why hasn’t any US president come forward to tell the American people about what really happened that day?


The assassination of President Kennedy was a pivotal moment in the history of the modern PsyWar campaign against the American people by a rogue shadow government that has persisted up until this day. The rogue government that instigated this psyops upon the American people is still in control. The US intelligence community is the operational organization at the very heart of this PsyWar campaign, as well as the assassination. Full public disclosure of what has taken place and the dismantling of that apparatus is well past its due date.


The censorship-industrial complex has restricted our constitutionally protected right to freedom of speech by interfering with and manipulating what we are allowed to see and hear. With the advent of the internet, the tools available to this industry have only become more sophisticated.


Let’s go back to when the internet was founded. In the heady rush of the 1970s, the Defense Advanced Research Projects Agency (DARPA), whose mission is to develop emerging technologies for national security purposes, linked a number of supercomputers together to transfer huge amounts of data. The National Science Foundation eventually took over this project, which led to the creation of university networks, which then developed into the scaffolding of the modern internet. Therefore, DARPA has always had an outsized role in developing and exploiting the internet for its own uses. They did this by funding a variety of cutting-edge research projects.


Google was the result of one of those DARPA grants. The NSA and DARPA jointly funded a grant awarded to Larry Page and Sergey Brin. The goal was to chart how “birds of a feather flock together online” through search engine aggregation. Based on that research, these two individuals cofounded Google just a year later. Shortly thereafter, the company became a military contractor and was able to obtain rights to what is now known as “Google Maps” by purchasing CIA satellite software. From the outset, Google has always had a cozy relationship with our national security apparatus.


What Could Possibly Go Wrong?


Originally, our three-letter “intelligence” and “national security” agencies viewed exploitation of free speech on the internet as a way to circumvent state control over media worldwide, particularly in areas where the US government had little visibility. Our government created many ways for people to hide their identities on the web. This includes VPNs (virtual private networks), the dark web, encrypted messaging, and end-to-end encrypted chats. These technologies were then used to overthrow what the USA considered rogue governments, and that activity continued unopposed up until approximately 2014. Then, the tables turned. All of a sudden, these technologies began to be used by individuals to promote narratives in this country that the administrative and deep state was very uncomfortable with.


Until then, the US government was very much in favor of using the internet to interfere with and harm what they considered rogue nations. Governments opposed by the Obama administration, such as Egypt and Tunisia, were overthrown in part by exploiting surreptitious PsyWar capabilities embedded within Facebook and Twitter. The Arab Spring is often considered to have been a fifth-generation war won by Twitter. Never forget that Twitter was originally developed and deployed as a PsyWar weapon by the US intelligence community.


At this point in time, the State Department was working very closely with social media companies to keep social media online in these nations. There was a famous phone call from Google’s Jared Cohen to Twitter not to do their scheduled maintenance so that the preferred opposition group in Iran would be able to use Twitter to win that election in 2009.10 The use of social media during the Arab Spring highlighted its potential as a tool for political activism and social change. Free speech was transformed into an instrument of statecraft for the US national security state from the very beginning of the internet.


In 2014, after the US-sponsored coup in Ukraine, there was an unexpected countercoup where Crimea and the Donbas broke away from Ukraine to become independent states with the help of the Russian government. NATO was unprepared for this; it took them by surprise. They had one last Hail Mary chance: the Crimea annexation vote in 2014. When the hearts and minds of the people of Crimea voted to join the Russian Federation, that was the last straw for the concept of free speech on the internet in the eyes of NATO leadership. The fundamental nature of war changed at that moment. At that point, NATO declared something that they first called the “Gerasimov doctrine,” which was named after a Russian military general who they claimed made a speech describing how the fundamental nature of war had changed.


The Gerasimov doctrine is the idea that for Russia to win military skirmishes, which could lead to the takeover of central and eastern Europe, all that is needed is to control the media and the social media ecosystem because that’s what “controls” elections. Based on this doctrine, NATO realized that it could control opposition militaries by simply getting the right administration into power. This non-kinetic warfare, otherwise known as fifth-generation warfare, psyops, or PsyWar, is infinitely cheaper than conducting a kinetic military war. Wars can be won by simply conducting organized political influence operations over social and legacy media. That was the point when the Pentagon, the British Ministry of Defense, the European Union, and NATO accelerated the development of organized political PsyWar operations designed to have the military work hand in glove with international social media companies to censor Russian propaganda and then to censor the domestic, “right-wing” populist groups in Europe who were rising in political power at the time in reaction to mass in-migration from other countries and regions. This has become a core tenet of NATO diplomatic and warfare strategy, and NATO refers to this as hybrid warfare.


The US State Department, intelligence community, and DoD then began targeting political parties, like Germany’s AFD (the alternative for Deutschland), and political parties in Estonia, Latvia, and Lithuania. From there, it only required a simple pivot, a re-aiming of these new PsyWar weapons, to use these technologies to try to control “anti-vaxxers” (which soon became defined as any who opposed vaccine mandates), critics of COVIDcrisis public health policies, climate change deniers, people questioning elections, etc. But it is more than that. On the domestic front, these technologies are being used to shape opinions on election candidates and general policy options. They are being used proactively on our allies and in our own nation. This is PsyWar on the American people by their own government, as well as on the citizens of our friends and allies around the world.


But let’s turn the clock back to 2016. When Brexit happened, those events were interpreted as a crisis moment where suddenly NATO had to worry about more than just Central and Eastern Europe. The very next month at the Warsaw Conference, NATO formally amended its charter to commit to hybrid warfare as a new NATO capacity explicitly. In the blink of an eye, NATO went from an operational battle plan focused on deploying traditional warfare technologies to a focus on censoring tweets. Shortly thereafter, newly developed, advanced hybrid warfare capabilities began to be deployed against European political organizations that NATO, the Five Eyes Intelligence Alliance, and the US government interpreted as destabilizing or offensive. Populist movements by the citizens of allied Western nations began to be treated as military threats.




Hybrid warfare involves an interconnected group of state and non-state actors pursuing overlapping goals. Hybrid methods of warfare include propaganda, deception, sabotage, and other nonmilitary tactics aimed at destabilizing regions.





Around this time, NATO began publishing white papers purporting that the most pressing threat NATO faced was not from a military invasion by Russia, but rather the biggest threat would be losing domestic elections across Europe to the “right-wing” populist groups that were springing up because of the open-boarder policies being promoted by the UN and the EU (consequent to the UN “Agenda 2030” treaty).11 NATO promoted an argument that after Brexit, the entire rules-based international order would collapse (and take NATO with it!) unless the military took control over Western media using non-kinetic warfare spycraft. Recapitulating the realpolitik logic of the mid-twentieth-century “domino theory” concerning global communism, which was used to justify the US wars in Vietnam and Cambodia, Brexit would give rise to Frexit in France with Marine Le Pen. In Spain, Italy, and Germany, it was anticipated that there would be other populist parties that would want to leave the EU. Then there would be Grexit in Greece. And with that the whole European Union would tumble like dominoes. This political theory projected that the EU would come apart and NATO would be disbanded without a single bullet being fired. With NATO dissolved, there would be no enforcement arm for the World Trade Organization, International Monetary Fund (IMF), or the World Bank. Under that scenario and logic, the globalized financial stakeholders who depend on the battering ram of the US and allied national security states would be helpless against hostile governments worldwide.


The multilateral economic threats of rising Middle Eastern, Indian, Chinese, and Russian economic and political powers would compromise both the petrodollar and the many global institutions that sustain the carefully constructed US-aligned “New World Order.” From NATO’s perspective, if the military did not begin to censor the internet, then all of the “democratic” institutions and infrastructure that gave rise to a US-dominated post-World War II modern world would collapse. This threat was perceived as one component of a diplomatic onslaught for political control by non-US-aligned interests, and it was used to justify the development and deployment of a vast array of dirty tricks. Modern PsyWar, initially designed for offshore combat in the “war on terror,” was now deployed to rig elections, control media, and meddle in the internal affairs and sovereignty of every single person and organization in the USA and abroad.


Up until this point, most Americans had thought that America was different. The American people have been told again and again that the “intelligence” agencies that use psyops are not allowed to operate on American soil. The State Department, the Defense Department, and the CIA are often said to be expressly forbidden from operating on US soil. Although many US citizens believe that the Smith-Mundt Act of 1948 protects American citizens from domestic spying and PsyWar operations, that is not actually the case. The Smith-Mundt Act has very little scope or relevance to limits on the powers of the state to propagandize the American people.12 There have been executive orders from various presidents restricting the use of PsyWar on the American people and supporting the constitutional right to privacy, but those details rarely get in the way of administrative and deep state actors because virtually every one of these orders includes exception clauses which make it simple to bypass these restrictions routinely.


The US administrative state initially saw no moral, ethical, or legal contradictions as it sought to create an advanced mercenary censorship-industrial complex capability. This policy decision was implemented incrementally and justified as a necessary “lesser of two evils.” There was some diplomatic debate when PsyWar deployment began in the Middle East, then in all NATO European countries, and subsequently accelerated with Brexit. But then the unthinkable happened, and Trump became president in an unanticipated populist US wave election. The false flag operation called Russiagate cleared the way for papering over all moral arguments against aggressively propagandizing and censoring American citizens in support of administrative and deep state interests.


The logic propagandized by Russiagate was that Trump was a Russian asset, and therefore, this was no longer a traditional free speech issue. It was a national security issue. Eventually, in July 2019, Russiagate was exposed as a fraud. This became obvious when Special Investigator Robert Mueller admitted that after years of investigation, he had no evidence that Russia influenced President Trump or the 2016 election. But by then, an expanded and empowered censorship-industrial complex was in full operation. There was no turning back. The censorship architecture, spanning DHS, the FBI, the CIA, the DOD, the DOJ, and thousands of government-funded NGOs and private sector mercenary firms, had all transited from a foreign-oriented predicate, a Russian disinformation predicate, to a “democracy” predicate by saying that disinformation is not just a threat when it comes from the Russians, but rather disinformation is actually an intrinsic threat to democracy itself. In a 2024 interview with Tucker Carlson, Mike Benz, who was the Deputy Assistant Secretary for International Communications and Information Policy at the US Department of State’s Bureau of Economic and Business Affairs under Trump, summarized the situation:


It is almost beyond belief, but they were able to launder the entire democracy promotion regime change tool kit just in time for the 2020 election . . .


What I’m essentially describing is military rule. What has happened with the rise of the censorship industry is a total inversion of the idea of democracy itself. Democracy draws its legitimacy from the idea that it is ruled by consent of the people being ruled. That is, it’s not really being ruled by an overlord because the government is actually just our will expressed by our consent with whom we vote for. The whole push after the 2016 election and after Brexit and after a couple of other social media-run elections that went the wrong way from what the State Department wanted, like the 2016 Philippines election, was to completely invert everything that we described as being the underpinnings of a democratic society in order to deal with the threat of free speech on the internet. And what they essentially said is, we need to redefine democracy from being about the will of the voters to being about the sanctity of democratic institutions, and who are the democratic institutions?


Oh, it’s the military, it’s NATO, it’s the IMF and the World Bank. It’s the mainstream media, it is the NGOs, and of course, these NGOs are largely State Department-funded or IC-funded. It’s essentially all of the elite establishments that were under threat from the rise of domestic populism that declared their own consensus to be the new definition of democracy. Because if you define democracy as being the strength of democratic institutions rather than a focus on the will of the voters, then what you’re left with is essentially democracy is just the consensus building architecture within the Democrat institutions themselves.


But a counterweight has emerged against the government’s massive PsyWar against the American people. The uncensored mature internet ecosystem has allowed citizen journalists and independent voices to outcompete mainstream state-sponsored news media, which had been, to a greater or lesser extent, controlled by the administrative and deep states for many years.


It is our independent citizen journalists that just may set us free.




CHAPTER 2


Propaganda and Behavioral Control


This is a game of wits and will. You’ve got to be learning and adapting constantly to survive.


—General Peter J. Schoomaker1


Edward Bernays published the classic tome Propaganda in 1928. This book was an attempt to alert the public to the power of propaganda while also allaying their fear of it. One of the book’s core themes and underlying tenets is that there are elements in a democratic society that cannot be corrupted due to an incorruptible fourth estate (the free press).2


Propaganda concludes with the thesis that newspapers are the arbiter of news. Thus, the editors, writers, and owners act as gatekeepers, ensuring that the public has a fair rendition of both sides of any issue. The idea of a newspaper spreading propaganda was publicly undisputable during Bernays’s era because a polite, responsible society shared a general faith that it was the mainstream press’s responsibility and duty to report the news in a balanced fashion.


This may have been how journalism was perceived in the past, or perhaps it was just a convenient fiction akin to Camelot, but that is certainly no longer true in the present. To be honest, it never really was. The idea that the United States government or a political party might buy up enough advertising space so that a newspaper editor would think twice about running a story contrary to the government’s position was not even considered by Bernays. His view was that newspaper writers, editors, or the owners couldn’t be bribed or, even worse, converted to one cause or another. Therefore, the possibility that newspapers would only publish one opinion on any news topic seems not to have entered Bernays’s mindscape. The idea that multiple top-tier national news and opinion publications would be purchased by partisan corporations, agents, or large government contractors (ergo, the Washington Post and Jeff Bezos) and then act as state agents was completely inconceivable in Bernays’s analysis.


That the newspapers of today would become advocacy conduits for one set of beliefs held by the government or one political party over another set of beliefs that the government found inconvenient seemed far-fetched during the 1920s. Frankly, through most of the twentieth century, the fiction that a free press would be fair and balanced was paramount to the industry. That is, until the twenty-first century, when journalism schools began promoting advocacy journalism. More properly called propaganda, “advocacy journalism” is a perversion of more traditional journalistic ethics that advocates the adoption of a nonobjective viewpoint, usually to advance some social or political cause. Advocacy journalism is clearly a type of propaganda that has become normalized in academic journalism schools and society. It has been normalized to such an extent that it seems almost unthinkable that advocacy journalism would be anything but normally accepted journalistic practice.




Propaganda involves using facts, arguments, rumors, half-truths, or lies to influence public opinion and behavior. It has an agenda and a deliberate plan that relies on manipulating groups of people, usually for a political purpose. It is a method for manipulating public opinion by creating a specific narrative that aligns with a political agenda. It uses techniques like repetition, emotional appeals, selective information, and hypnotic language patterns to influence the subconscious mind, bypassing critical thinking and shaping beliefs and values. Propaganda can function as a form of hypnosis, putting people into a receptive state where they are more prone to accepting overt or surreptitious messages.





The purpose of propaganda is not necessarily evil, but it is always meant to manipulate the mental state of those receiving it, and usually for political purposes. Governments and organizations use propaganda for good and evil.


The distribution of “truthful” or “untruthful” information which causes the recipient to become wary or skeptical of the government and its intentions is defined by the US Department of Homeland Security (DHS) as malformation. Information that may or may not be truthful but differs from the US government’s approved narrative at that point in time is defined by DHS as misinformation. Either mal-information or misinformation that is being distributed for a political purpose is defined as disinformation.3 Under the Biden administration, DHS has determined that the spreading of mis- dis- or mal-information can be considered domestic terrorism. This ruling then technically allows various antiterrorism laws, policies, and US government programmatic infrastructure to be deployed to “counter” such information.4


In general, the levels of propaganda are classified by color: white propaganda, gray propaganda, and black propaganda.


White propaganda is a type of propaganda in which the producer of the material is clearly known, and the purpose is transparent. It is commonly referred to as marketing and public relations. White propaganda involves communicating a message from a known source to a recipient (typically the public or some targeted sub-audience). This type of propaganda is mainly based on truths, although the whole truth about the subject matter is typically not told. Instead, a selected subset of truth is promoted, resulting in a more positive or favorable impression than might be conveyed by a more comprehensive and objective analysis.


Gray propaganda is the communication of a false narrative or story from an unattributed or hidden source. Sometimes, the messenger or communicator may be known, but the true source of the message is typically hidden. By avoiding source attribution by the communicator, the viewer cannot determine the creator or motives behind the message. This is common practice in modern corporate media, where unattributed sources are often cited. An example of gray propaganda would be placing news stories in news outlets, also known as “pay to play,” instead of buying ads to appeal directly to the targeted audience. This common practice also extends to “ghostwriting” of entire articles by corporations or advocacy groups, which are then published as if originating from independent news outlet analysis and writing. When using gray propaganda, a message or false narrative coming through the news media appears to be neutral, thus believable. The related strategies and tactics of Astroturfing involve using fake, organized “grassroots” movements to spread a message or false narrative. These are often capitalized (funded) by shadowy shell organizations with ties to political parties, corporate interests, nongovernmental organizations, “intelligence” agencies, or other governmental organizations. These funding organizations use Astroturf surrogates to hide their involvement in advancing or inserting gray propaganda into media or public consciousness.


Black propaganda is designed to create the impression that it was created by those it is intended to discredit. It is typically used to vilify or embarrass an opponent or enemy through misrepresentation. Sometimes the source is concealed or credited to a false authority and used to spread lies, fabrications, and deceptions. When used effectively, a major characteristic of black propaganda is that the recipient is unaware that they are being influenced. It is most often associated with covert psychological operations. Black propaganda relies on the receiver’s willingness to accept the source’s credibility. One example of black propaganda is the method of “bad-jacketing,” which became a prominent FBI strategy to sow mistrust and division within the 1960s civil rights movement. Bad-jacketing involves spreading rumors that targeted leaders are not sincere and act on behalf of those they appear to oppose. This typically takes the form of promoted accusations that a leader acts as “controlled opposition.” Bad-jacketing and other black propaganda methods have been refined by application of the insights of modern psychology. Black propaganda is explicitly a method for waging fifth-generation or PsyWar against a targeted population.


With the advent of computational technology, particularly the internet—the ability of many different factions to use propaganda has grown exponentially. Computational propaganda can be described as an “emergent form of political manipulation that occurs over the internet.”5 Computational algorithmic propaganda is used in social media, such as blogs, forums, and other websites involving public participation and discussion. This type of propaganda is often executed through data mining and algorithmic bots, which can be created and controlled by advanced technologies such as AI and machine learning. By exploiting these tools, computational propaganda can effectively pollute an information landscape and rapidly distribute false news and contrived opinions around the internet.6


Truth be told, it isn’t just “bad actors” who are using computational propaganda. Examples abound of how governments openly discuss and deploy computational propaganda technologies worldwide to induce people to eat better, stop smoking, or even behave in public spaces. These methods are generally referred to as “nudge” technologies. The problem is the slippery slope associated with this approach to social engineering. Those who employ propaganda will often use whatever means are necessary to achieve their ends because they have already decided that it is ethically acceptable to manipulate human behavior surreptitiously. Propaganda technologies informed by modern psychology breach the right to personal freedom of thought, autonomy, and sovereignty.


The internet has become a force multiplier for modern propaganda methodology, resulting in the capability to hypnotize individuals and targeted groups functionally, and to control all that they think, feel, and believe based on information control and manipulation. This remains the case even when propaganda is justified as being in the service of advancing the “public good” and is backed up by “experts” in the field. Propaganda aims to control our thoughts and behaviors, and propagandists measure success by “effectiveness” in achieving this objective. Propagandists will typically use whatever tools they are allowed to use to achieve those ends under the twisted ethical logic that the ends justify the means. Currently, there are no government regulations on how far they can go and no effective legal boundaries on the distribution of propaganda or related methods of defamation or delegitimization of individuals seeking to oppose or correct promoted propaganda.


The tools available to modern propagandists have become increasingly sophisticated. Not only are we being subjected to data mining of the personal information freely available via the web for use against us, but these data are being combined with behavioral tools such as nudging, neurolin-guistic programming, hypnosis, visualization, repetitive imagery, and messaging, which are often employed through the use of bots and trolls.


During COVID-19, propaganda methods based on advanced applied psychology were developed and successfully deployed to coerce people into taking experimental vaccine products, as well as a variety of non-pharmaceutical interventions such as wearing paper masks that are not effective in preventing viral infection or transmission, social distancing, and quarantining or “lockdown.” We have all lived through the effects of these massive and globally coordinated propaganda campaigns, the likes of which the world has never seen before.


There is a misconception that the US government does not conduct propaganda or psyops on its domestic population. This may have once been the case, but no longer. According to the US Department of Defense Psychological Operations Manual of 2010, in the case of domestic crisis management, the DoD can become involved in psyops operations against civilian citizens during times of crisis management. The manual states:
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