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Introduction

Despite all the buzz about Snapchat, Twitter, Instagram, and other social media, email is still the most widely used way people communicate at a distance in writing, whether personally, as consumers, or in business—the “killer app” of digital communication.

According to market research firm The Radicati Group, in 2015 there were over 205 billion emails sent and received daily worldwide1—about seven million emails zipping around the digital superhighway that is the Internet in the time it took you to read this sentence.2 The average office worker gets 121 emails a day.3

Fierce CMO reports that 98 percent of consumers ages 18 to 64 check their email address at least one to three time per day. An article in Chief Marketer reports that millennials expect email to remain their preferred method of communication at work for the next five years.4 Some 86 percent of professionals surveyed by HubSpot prefer email for business communication.5 Since 2015, email use by business-to-consumer (B2C) marketers has more than doubled, increasing by 106 percent.6

The New Email Revolution is the definitive guide to writing effective emails both at home and at the office. It covers email messages for personal and social correspondence, business communication, and email marketing.

With this book in hand, you will be able to quickly and easily:

•   Find model correspondence you can use to create emails for many different situations.

•   Know the right wording and optimal word length for email communication.

•   Get recipients to read and respond to your email messages.

•   Understand when it is legal and not legal to send email to a person you do not know.

•   Incorporate photos, graphics, sound, and video into your email messages.

•   Avoid spam and get past spam filters and other blocks to increase email deliverability.

•   Measure the bounce rate, unsubscribe rate, open rate, and click-through rate to every marketing email you send.

•   Write clearer, more engaging, more persuasive email copy for every occasion.

I do have a favor to ask. If you have a particular email tactic or writing tip you’ve found useful, or a successful email that generated a positive result, please send it to me so I can share it with readers of the next edition of The New Email Revolution. I can be reached at:

Bob Bly

Copywriter

31 Cheyenne Drive

Montville, NJ 07045

Phone: 973-263-0562

Email: rwbly@bly.com

Web: www.bly.com



1     http://www.radicati.com/wp/wp-content/uploads/2015/02/Email-Statistics-Report-2015-2019-Executive-Summary.pdf.

2     If you read it aloud at a moderate pace, it takes about thirty seconds.

3     http://expandedramblings.com/index.php/email-statistics/.

4     http://www.chiefmarketer.com/millennials-still-favor-email-survey/.

5     Ray Schultz, “Email Still a Top Channel,” The Email Edge (MediaPost.com), 5/19/17.

6     http://www.thedrum.com/news/2017/06/23/email-marketing-up-83-2015-b2b-marketing-grows-200.


CHAPTER 1.

The Science and Mechanics of Sending and Receiving Emails

Over 2.6 billion people today use email as a quick and easy way of communicating with others, according to Radicati Group’s Email Statistics Report 2015–2019. By their projection, in 2019 there will be nearly 2.9 million email users, with two to three accounts for each person. Email is fast, simple, and you do not need a stamp to send it—just an Internet connection through a service provider.

So what exactly is email? In some ways, writing an email is similar to writing a letter. But the communication is delivered digitally over the Internet, usually within minutes of hitting the send button. Your message transfers electronically, from your computer’s email service, to another recipient’s service.

Email messages are usually shorter than postal letters, and much shorter than those long, handwritten letters people composed years ago. Sending email is faster and easier than mailing a letter with enclosures through the U.S. Postal Service, and much less costly than FedEx.

The bonus for using email is that you can also send pictures, animations, videos, or links to content where people can go view these on an online repository or cloud-based service. Files of nearly every type can be attached to an email, getting business documents to recipients much faster than sending bulky envelopes with a hard copy tucked inside.

How Was the Concept of Email Created?

Samuel Morse invented the telegraph and a “language,” Morse code, for sending coded messages with it.

With Morse code, telegraph operators use a series of short taps, called dots, and long taps, called dashes, to send coded messages over the wire long distance. The telegraph became the nation’s first electronic messaging system in the mid-1800s. The telegraph is a two-way communicator, consisting of two copper wires and a needle, with each device capable of both sending and receiving signals.

Before there was early commercial email, such as provided through dial-up CompuServe and AOL services, there were some smart people in the private sector who figured out how to get a message to another person in the same company. Otherwise, climbing up and down the stairs, or taking the elevator to that floor, was the only way to get that message there, particularly if it had sensitive information in it. This would have been time-consuming, time that should have been spent at the office desk instead.

Large corporations circulated interoffice mail throughout the plant, delivered by a mail room worker with a mail cart. When I was at Westinghouse in the late 1970s, we began using a robotic cart for interoffice memo delivery, and it worked very well.

When it comes to emails, while there is significant and ongoing controversy as to who actually created the first email, the most common story is that someone figured out how to place a message to another worker in the same company in their directory. It took knowing and writing the code, read by the computer system’s operating platform, which could read where that file should reside.

In 1978, Shiva Ayyadurai created an electronic message system for the University of Medicine and Dentistry of New Jersey (UMDNJ), with the typical Inbox, Outbox, Subject, Cc, and Bcc header form, still seen today in regular emails. This version was internal, for those that worked at UMDNJ, as a way to communicate rapidly with each other, within the system. As time went on, more users were added on within that system.

Essentially, this was the first Intranet, a private network comprised of a business’s many departments in the organization. (An extranet in today’s business world, as a private network, incorporates communications with outside vendors, partners, client, who wish to send invoices and other documents, vital to a business, but within closed secured parameters, thus bypassing telephones or conventional Internet emails, which might be unsecured.)

The first email as we know it can be traced back to the 1970s.7 Just a few decades later, email is all-pervasive in our lives, and email has become one of the most popular forms of communication. Not only does email save time and money, it’s also a great tool for personal as well as business communications. These statistics reveal even more about how much we depend on this channel of communication.8

•   The total number of email users worldwide is 3.7 billion9

•   92% of online adults use email, with 61% using it on an average day

•   30% of subscribers change email addresses annually

•   17% of Americans create a new email address every 6 months10

Whether you’re sending “one-to-many” emails (where a large list of people are sent the same or very similar emails from a source to which they’ve intentionally subscribed), or one-to-one emails, the basic anatomy of the message remains the same.

That being said, many people now have more than one email account. If you are working for a company or have your own business, you likely have an email account for business. At home, you probably also have a separate personal email account.

It is estimated that there were 205 billion emails sent and received a day, globally, in 2015, and these amounts are only reduced when you choose to unsubscribe or deregister with these emails. But many like having the notifications of sales, special events, and offers, that one ordinarily would not receive any other way. Who would have time to daily visit favorite websites to find out what the special of the day is? Therefore, it may be beneficial to continue to receive these email notifications.

Business emails in 2015 range at 122 billion sent and received, indicating that there is quite a bit of success coming from these send outs and, therefore, should be a major consideration in marketing/advertising strategies conducted by any business in the Internet marketplace. Direct mail strategies are still very popular, but email strategies in alignment with direct mail, serve to bolster the message. I believe that in digital marketing, email, and not social media or Search Engine Optimization, is truly the “killer app.”

Who Offers Email Services?

The first step to taking advantage of email’s speed, functionality, and power, whether for personal or business use, is choosing an email services provider (ESP).

Appendix IV lists a few of the most popular ESPs for both personal email and business emails. The main difference is that personal emails are typically sent to one individual, though a few other recipients may receive it when they are “cc’d” or “bc’d.” The names of recipients who have been cc’d are visible on the email while the identifies and email addresses of those who have been bc’d are not visible to other recipients.

Business emails too can be sent to a primary recipient and others who are cc’d or bc’d. But in addition, many business email messages are mass distributed or “broadcast” to lists of dozens, hundreds, or even thousands of recipients simultaneously, using some of the business email services listed in Appendix IV.

You can get started in email with a free account set up with a major browser, such as Google’s Gmail, which offers many capabilities for attachments, storage, and also sorts mail for you into three categories: primary mail, social mail, and promotions. You can also star those emails which are important to you, or mark all emails as read or unread, sort by sender or date, and place into category files, created on the left side index section. Those sent to trash or spam are with some services deleted automatically in 30 days or so.

With some services, when you click on an email, the folder, trash, and action buttons pop up above the email columns, allowing you to conduct whatever option you need to do with that email, or a series of emails. Consider archiving emails of importance, which you may want to access much later on, for one reason or another.

If you use Google calendar, you can also click on a link from an email verification you signed up for, which automatically takes you to the calendar date for the seminar, conference call, or other event scheduled on the calendar. There, you can edit the notification further for an alarm to be sent to you as a reminder, along with a number of other options.

Google is only one option, Yahoo! is another. Both have paid versions as well, which may work better for your needs, especially if you have a business website and need a contact email.

There is also Microsoft’s Outlook program, which comes with a trial or purchased version of any of its office suites, and is integrated with a calendar. Outlook has a great directory structure for storing emails by client, project, activity, source, topic, and any other way you want.

A problem with Outlook is that when you reach a critical mass of stored emails, it starts malfunctioning. The solution is to connect it to Microsoft Exchange, which solves the overload problem and can store a virtually unlimited number of emails.

Outlook also gets wonky when you have too many emails in your sent or delete folders. Clear these when there are just a few thousand. If you allow the volume of emails to get too big in these folders, Outlook may be unable to receive more email until you clear them. And when they are very full, the automatic clear function may stop working, forcing you to remove messages manually, which is time-consuming.

Microsoft Live has a free email program, using your Microsoft account that you need, initially, to sign into your new Windows 10 update or licensed platform version on your computer. Download the app (short for application) for it on your phone, and you can access your email anywhere. Yahoo! and Gmail also have downloadable apps for their mail services as well. You can find these apps through the Google Play phone app, or the Microsoft Store phone app. Alternatively, you can go to the Store app in your computer’s Windows menu, or just type in the Microsoft Live name on a web browser to get it online.

Consider that getting your emails on your phone is great, but if you want to easily respond back with a letter, you may want to carry a portable keyboard rather than using the phone’s keyboard. It just depends on your needs, unless you are a whiz at tapping or typing on phone keyboards. If a response is needed, maybe calling or texting a short note would be better, or wait until you get to your laptop, tablet, or desktop to send a longer response back.

Business vs. Personal Email

As noted in the previous section, the main difference between personal and business email services is this: personal emails go only to a few individually selected recipients vs. business emails are often mass-distributed to large lists of recipients that include both names and email addresses.

An important consideration is that, if you have a business, your email can come from your web domain, or has your domain name within the address you created for your email service, for that site. Example: my site URL is www.bly.com and the email address and the email address from that server is rwbly@bly.com.

Also, create a personal email address in one of the free or paid services to connect with family, friends, and others. I have a Gmail account as my second address. Sometimes if you have problems with your primary address, a backup address can keep you in business until it is fixed.

A benefit of email in communicating with clients in your business is that you can keep track of projects through sequential mailings in a chain of emails, generally called a conversation. Each new email, chains to the previous one, and both you and the client, are current on any changes to the project, what was previously discussed, and it all goes in your pre-designated folder. You can also archive these, for later access, if you need them. Doing so, frees up space on your service provider’s server.

Recently, a client called to complain that the website designer quoted a higher figure for doing his site than I said she would. When he told me the website designer was HL, I replied that I had recommended someone else, WB. He said I did not. I quickly went into my saved emails for that client in the Outlook directory I created. Sure enough, I found my original email recommending WB, whose estimate was exactly what I said it would be.

The Etiquette of Emails

While personal emails are two or more people sending messages in a tone that is familiar to the others, marketing and business emails should observe certain forms of etiquette, also called netiquette. There should not be any cursing or foul words used in your messages. You never know who you will offend. Messages should never be typed in all capital letters. That is equivalent to shouting in someone’s ear if they were standing next to you. The same is true in social media messages.

When you write your body of content, you should provide as much information as possible, in the least amount of words used. Be direct and informative with every word. Boasting about yourself or your work as being the best on the marketplace may raise eyebrows. Not everyone may agree with you on that count, unless you can prove it in some manner. Imparting information is the main focus of your message, but do provide interest, such as a story about how your product or your service improved someone’s life or work habits, for example.

Some messages work very well with emails, depending on what is being offered. Sometimes, the message in words can be enhanced with a video that shows more about the message, such as testimonials, or showing how a product works. It is a judgement call, as to how to design your message for your unique product or service. In recent years, email greeting cards with animated videos, which include words, music, and animation, have become increasingly popular; in 2016, Americans spent $393 million to send e-cards.11 However, for most of us, our personal emails are text only, eliminating unnecessary distractions while the recipient is reading the email.

If you can be found on social media sites, such as Facebook, LinkedIn, Pinterest, Instagram, or Twitter, you should add those icons from your site, directly into your email at the bottom. This expands your coverage and the opportunity to get your message out to those who are following you. Use only those social media site icons that allow you to market effectively to your customer base and communicate with your friends or others in your online community.

Best Word Length for Emails

Almost everyone agrees that emails should be brief. But let’s quantify how much shorter online copy is than offline. Should you compress your personal, business, or sales letter to half its length for email transmission? Less?

Kathy Henning, who writes extensively about online communication, says, “In general, online text should be half as long as printed text, maybe even shorter.” Not a precise formula, but a good starting point for estimation.

When deciding on the word amount of an email, using between 50 to 125 words is reasonable for greatest response optimization at 50 percent, based on Boomerang’s research analysis of forty million emails. Customer service emails, like the ones shown in this chapter, may need more words because it is outlining or solving a problem. Alternatively, emails with ten words or less barely get off the ground, as per Boomerang’s analysis. Longer emails can work when:

•   You have an existing business or personal relationship with the recipient.

•   The topic is interesting, important, or both to the reader.

•   You need to offer some proof of claims, arguments, or ideas presented in your email; for example, citing a scientific paper that demonstrates global warming is real.

Keep your writing level for readers at a seventh-grade level for most occasions, to garner the highest response rate. Use simple words and avoid run-on sentences. A sentence with too many words may lose the reader about three-fourths of the way through. Have you ever had to go back and reread the first part because you forgot what the writer was first writing about? Keep it short, simple, and easy to read.

“What works best in email copy length for business and especially online marketing?” I was asked for the umpteenth time the other day. “Long copy or short copy?”

For routine business and personal correspondence, short emails typically work best. Email is a quick, casual medium, much more “in the moment” and “on the fly” than postal mail was in the pre-Internet and especially the pre-PC days.

When I entered the corporate world in the late 1970s, writing and sending a letter was a big production. We agonized over the writing. Professionals and managers did not have typewriters on their desks, so a secretary typed the letter. You made edits. She typed it again. Then she put it in the outgoing company mail. The post office took a couple of days to deliver it to a recipient, for the price of a first-class stamp.

Now, we all have keyboards. We type our own short, quick letters and memos. Hit the send button. And our recipient has it in seconds. Cost to send? Nearly zero.

However, as for the optimal length for email marketing campaigns, the answer as to what works best, long copy or short copy, is a bit more complex. Let me explain.

There’s a widely held viewpoint that, on the Internet, the less copy the better. Web marketing experts tell us that the Internet is faster paced than the “snail mail” world, that attention spans are shorter, and long messages get zapped into oblivion with the click of the mouse. “Keep it short!” they extol in countless advisory e-zines.

General advertisers, for the most part, also believe that when it comes to copy, the shorter the better. Often their print ads have large pictures and only a handful of words. So they have no trouble embracing the “people don’t read” mentality the web marketing gurus say works best.

But traditional direct marketers whose products are typically sold with long copy direct mail packages and self-mailers—newsletter publishers, seminar promoters, magazines, book clubs, insurance, audio cassettes—have a problem. It goes something like this:

“In print, I have to use long copy to make the sale … or I just don’t get the order. We’ve tested short copy many times—who doesn’t want a cheaper mailing piece with less ink and paper? But it has never worked for our product. Now my web marketing consultant says the email should be just a few paragraphs. If a few paragraphs won’t convince people to buy offline, why should things be any different online?”

And they are right: Just because a person buys online doesn’t change the persuasion process. If he or she needs the facts to make a decision, he needs them regardless of whether he or she is ordering from a paper mailing or a website.

Yet we also have a sense that the web marketing gurus have at least a clue as to what they are talking about. We sense that our four-page sales letter, if sent word for word as a lengthy email, wouldn’t work. People would click away long before they got to the end.

I think I have some sensible guidelines to answer this puzzle. The answer is that in online marketing, though long copy may often win the day, the promotion’s text is divided between two messages. The first is the email you receive, and the second is the remainder of the sales copy posted on the web page you go to when you click on the call to action hyperlink in the email. Because this needs some explanation, I will take up the matter in detail and with precision in chapter 8, where the issue of copy length in email marketing will, I promise you, be made clear.



7     See: “Email Timeline,” https://www.theguardian.com/technology/2002/mar/13/internetnews.

8     See: “70 Email Marketing Stats Every Marketer Should Know,” https://www.campaignmonitor.com/blog/email-marketing/2016/01/70-email-marketing-stats-you-need-to-know.

9     See: “How Many Emails are Sent Every Day,” https://www.lifewire.com/how-many-emails-are-sent-every-day-1171210.

10   See: “15 Email Statistics that are Shaping the Future,” http://www.convinceandconvert.com/convince-convert/15-email-statistics-that-are-shaping-the-future.

11   https://www.ibisworld.com/industry-trends/specialized-market-research-reports/online-retail/lifestyle-services/online-greeting-card-sales.html.


CHAPTER 2.

CAN SPAM Laws, SPAM Filters, Junk Folders, ISPs, and Other Barriers to Email Deliverability

Forty percent of all emails in the United States are spam.12 Globally, estimates are as high as 86 percent.13 Despite the CAN-SPAM Act passed by Congress in 2003—as well as state-of-the-art spam filters—spam remains an everyday reality for anyone with an email account. You’ve probably received spam this very day, offering you a “free membership” perhaps—or worse, someone from Nigeria asking you to send money so he can help you claim a fortune waiting for you.

But spam is of special concern for business owners, marketers, and anyone who sends emails. Email authors may be unaware of when they can and cannot send emails to people whom they do not know—and what they are allowed and not allowed to say in them.

Laws, spam filters, junk folders, ISPs, and other barriers to email communication can undermine your email campaigns if you aren’t careful. Email communications can cause big problems for you if they break the law or aren’t getting delivered

When you follow the simple guidelines in this chapter, you’ll know just what you’re allowed to email and what not—and how to get it delivered.

Defining Spam

Spam is defined differently. Some define spam as unsolicited bulk email, in which an identical or almost identical message is sent to multiple recipients.

For instance, Spamhaus identifies spam as follows:

An electronic message is “spam” if (A) the recipient’s personal identity and context are irrelevant because the message is equally applicable to many other potential recipients; and (B) the recipient has not verifiably granted deliberate, explicit, and still-revocable permission for it to be sent.14

Others define spam as unsolicited commercial emails.

As email authors, however, we should primarily be concerned not with the definition of spam, which is somewhat subjective, but simply with what is regulated by law. And the law regulates commercial messages in general, whether solicited or unsolicited, spam or no. The Federal Trade Commission (FTC) defines a commercial message as “any electronic mail message the primary purpose of which is the commercial advertisement or promotion of a commercial product or service.”15

The CAN-SPAM Act passed by Congress in 2003 covers commercial messages of any kind, whether solicited or unsolicited. So commercial emails, not spam per se, should be the central focus for us.

The Difference Between Commercial Emails and “Relationship or Transactional” Emails

The basic distinction is the message’s purpose. If it’s an advertisement or promotion for a commercial product or service, it’s commercial. If the purpose is to “facilitate, complete, or confirm” a previously agreed-upon commercial transaction, it’s transactional or relationship. Included in the latter definition are warranty information, product updates or upgrades that regard the previously agreed-upon commercial transaction, and benefits and other communications information to your own employees.

It is primarily commercial messages that are regulated by the CAN-SPAM Act. While there are some less rigorous requirements for transactional/relationship emails, nonetheless, it is commercial emails that are of greatest concern.

The CAN-SPAM Act

In 2003, Congress passed the Controlling the Assault of Non-Solicited Pornography and Marketing (CAN-SPAM) Act16 to regulate commercial messages. This was a result of the onslaught of unsolicited emails of a commercial nature—and particularly those that were sexually oriented.

The CAN-SPAM Act does not prohibit commercial emails, it merely regulates them. The Act applies to any commercial message sent electronically. Again, a commercial message is “any electronic mail message the primary purpose of which is the commercial advertisement or promotion of a commercial product or service.” That means business-to-consumer (B2C) as well as business-to-business (B2B). B2B emails are not exempt from the CAN-SPAM Act.

Nor are solicited commercial emails exempt from this Act. If someone has “opted in” to your email list through a signup box on your website or has otherwise asked to receive your emails, your email messages are still regulated by the CAN-SPAM Act and you must follow its restrictions. These solicited emails are sent to those who have given “affirmative consent” (opted in) to receive your commercial messages. As you’ll see, the restrictions in this case are slightly less rigorous, though these solicited emails must still adhere to the majority of restrictions for commercial email.

Compliance Basics: A 10-Point Checklist

Many of these points are basic and already second nature to opt-in email marketers: no fraudulent transmission data, no harvesting email addresses. Others are more complex, such as rules regarding inclusion of a physical postal address. These are good starting points in ensuring your email program is in compliance with the law:

•   Don’t use fraudulent transmission data, such as open relays, which are Simple Mail Transfer Protocol (SMTP) email servers that enable users to send emails that hide the source of their emails. Also avoid using false headers, which deceive recipients as to the source of the email.

•   Don’t use misleading sender or subject lines.

•   Add your postal address to all email. The signature or “sig file” is ideal for this. Your email provider almost certainly allows you to create and then automatically add to all your outgoing emails a sig file with your name, address, and any other information you wish.

•   If your email list isn’t opt-in or double opt-in (“prior affirmative consent”), include a clear notice that states the email is an advertisement or solicitation in commercial messages. Please note that if your list is opt-in or double opt-in, you’re exempt from this provision. Double opt-in is a process of gaining permission to send an email to someone during which the recipient confirms that the email address is theirs—typically by clicking on an email link they receive from the sender. Double opt-in isn’t required, but it’s ideal because it prevents people from placing someone other than themselves on a list.

•   Include a “clear and conspicuous” unsubscribe mechanism in every email. And the unsubscribe mechanism must be simple: a link click or simple reply email.

•   Have a process for handling unsubscribes within the ten-day limit mandated by the CAN-SPAM Act. Ensure unsubscribe handling is in place electronically, as well as for unsubscribes received via postal mail (and any other contact information you include in the email, such as phone and fax).

•   Offer recipients a way to receive some types of email from you while blocking others, along with a “global unsubscribe” option to stop all future email from your organization. All quality email marketing services offer these options as a feature of the service.

•   Don’t share the address of anyone who has subscribed to the list or who has unsubscribed.

•   Don’t harvest email addresses or use automated means to randomly generate addresses.

•   Remove any sexually oriented material from your messages. The law requires such material be readily identified in the subject line as “SEXUALLY-EXPLICIT” in all caps. When “initially viewed,” the message body should include only instructions on how to access the sexually oriented material, as well as your postal address, a notice the message is an advertisement or a solicitation, and a working unsubscribe mechanism. You can ignore this if the message is sent to someone who opted in.

Another note, not so much on compliance as protection. Under this law, if you want to protect email addresses on your website from being harvested, add a privacy policy notice saying you don’t “give, sell, or otherwise transfer” these addresses to “any other party for the purpose of initiating, or enabling others to initiate,” email messages.

To download the complete text of the CAN-SPAM Act of 2003, visit: https://www.ftc.gov/sites/default/files/documents/cases/2007/11/canspam.pdf.

Special Restrictions for Emails Sent to Wireless Devices

Some email addresses cannot legally be sent unsolicited commercial emails at all according to the CAN-SPAM Act. These include email addresses given by wireless carriers to customers specifically for the purpose of mobile messaging. Because these messages in many cases would cost the recipient money, you must first have the recipients’ affirmative consent to send them commercial messages. That means they must opt in to your list or otherwise give permission to be emailed.

Also, you must gain this affirmative consent in a way that doesn’t cost them anything, as well as inform them that they:

•   Are consenting to receive commercial emails on their mobile device.

•   May receive charges for these messages (depending on their carrier and plan).

•   Can opt out at any time.

A list of the domains to which unsolicited emails are prohibited can be found at https://www.fcc.gov/consumer-governmental-affairs/domain-name-downloads (this list is continually updated).

These are a small minority of email addresses, however. You are not prohibited from sending unsolicited emails to most email addresses as long as they do not have a domain extension (e.g., joeblow@abc.com is from the domain abc) on the domain name list found when you click on the link in the paragraph above.

Best Email Practices

While not a requirement by law, getting permission (affirmative consent) to email your recipients commercial emails is an industry best practice. That means getting the opt-in to your list before sending commercial messages at all.

However, that is not always feasible. Email prospecting can be a cost-effective way to get your message out. Just make sure you follow the law. In some cases, getting affirmative consent is impossible, such as when inquiring about a job or when you have no inbound lead strategy in place.

Another industry best practice is to make sure you’re monitoring the effectiveness of your opt-out mechanism on a regular basis. Test it regularly to make sure it’s working. Sending emails to those who have already opted out (particularly after the ten-day window) is a recipe for disaster in your email campaigns.

Penalties for Noncompliance

The Federal Trade Commission (FTC) and Federal Communications Commission (FCC) have laws and rules that regulate the CAN-SPAM Act and interpret and enforce it. These entities also have the right to bring suit against offenders. Other agencies, ISPs, and states have the right to bring suit as well. Civil penalties can consist of up to $16,000 for each noncompliant email. So, if you are mass distributing a spam email, the fines can be in the hundreds of thousands of dollars.

Aggravated violations are especially subject to damages. These include:17

•   Address harvesting—automatically capturing email addresses posted to websites.

•   Spoofing—sending emails through another computer accessed without permission.

•   Dictionary attacks—trying many different combinations of possible email addresses to “hit” a valid one.

•   Automating the creation of many email accounts to send commercial email.

Violations regarding sexually oriented material are particularly serious and can lead to a prison sentence of up to five years.

Always follow the law in your commercial emails. If you have any specific questions about the law in your own situation, refer to the full text of the CAN-SPAM Act or consult a good attorney.

Deliverability Basics

In my business as a copywriter, I know that the greatest copy in the world means nothing if that copy doesn’t reach my intended audience. Often it’s not the message that’s the issue—it’s getting the message delivered to your target audience. There may be an amazing offer, stellar copy, and a targeted list. But if it doesn’t get delivered, it’s worth nothing.

I’ll use an analogy to direct mail. Earlier in the chapter we discussed the CAN-SPAM Act. When sending direct mail, we have strict limits on the envelope size, weight, what is contained in the envelope or package, and so on. We also have limits on the types of items we can send through the mail. Just as the law prohibits us from sending particular items through the mail—poisons, certain types of goods, etc.—so too does the law prohibit us from sending certain types of emails. Similarly, while gatekeepers (such as secretaries) may keep certain mail messages away from the decision maker’s desk, in the email world, spam filters, junk folders, and ISPs can also prevent our messages from reaching the intended inbox.

The rest of this chapter will show you how to better your odds of getting your email message delivered.

Issues in Email Deliverability

If we examine the process of sending an email, whether a personal message to a friend or a relative, or an email marketing campaign to hundreds or thousands of recipients, it would look like this:

[image: images]

You, of course, are the author, while the sender is your email program: Outlook, Gmail, Hotmail, or other email service linked to your ISP (Internet Service Provider). The Internet is that network of connections through which your message travels to get to the receiver ISP, which then delivers the message (hopefully intact and as you anticipate it to look and read) to your recipient.

Globally, average deliverability is only 79 percent. One out of every five emails are not being delivered to the inbox. In the United States, deliverability is only 73 percent. More than a quarter of sent emails aren’t even being delivered. Canadian marketers fare better, with 89 percent average inbox placement.18

For their 2016 report, GetResponse and Smart Insights surveyed a group of 1,831 customers, mostly senior managers responsible for digital marketing, asking, “How do you monitor and improve deliverability?” On average, across all types of industries, 28 percent of marketers are not managing or testing deliverability. By far the highest incidence of lacking testing of deliverability is the vacations, hotels, and leisure marketers, with 42 percent not testing deliverability before sending the email marketing messages. On the other hand, only 16 percent of travel and transportation marketers fail to test deliverability before sending.19

As you can see, deliverability is a big problem for many marketers. With 21 percent of all emails not even getting delivered to the inbox—and 28 percent of marketers not managing or testing deliverability—your care in these matters will put you ahead of much of your competition if you own a business or operate marketing campaigns. Even for personal messages, you can increase your chances of having your email delivered.

Factors That Affect Whether Your Email Gets Delivered

So where are these undelivered emails going? In many cases, they are intercepted by spam filters and landing in the junk folder. Junk, or spam, folders are ways email servers segment incoming emails. Emails deemed to be “junk” based on complex algorithms will be diverted into the junk folder, and you may never actually see them. You may very well have hundreds of emails sitting in your junk folder right now. Some of them may be emails that weren’t junk at all but got diverted to that folder anyway because of server policies.

Sender Reputation

The single biggest issue that affects whether your email gets delivered or is sent to the junk folder is your sender reputation. Sender reputation is a computation made by ISPs and email providers about the trustworthiness of your IP address. With all the spam and phishing emails being sent every day, your sender reputation is a measure of how trusted you can be not to engage in such practices.

The fact is that 83 percent of the time that emails aren’t delivered, it is because of poor sender reputation.20 Sender reputation is typically affected by spam filtering intercepting your emails, as well as spam complaints made by recipients. In every email program, there is the opportunity to label a message as spam. Get enough spam complaints or forwards of your messages to the FCC, and your sender reputation will suffer drastically—another reason why it’s important to avoid spamming recipients. You may even be blacklisted.

A blacklist is an access control mechanism that means, “Allow everybody, except email addresses on the blacklist.” An email spam filter may keep a blacklist of addresses, any mail from which would be prevented from reaching its intended destination. There are also a number of online blacklist websites intended to weed out spammers.

You can check out your own sender reputation for free at a number of different websites, such as senderscore.org.

Subscriber Engagement

In addition to sender reputation, subscriber engagement is a major factor in getting your email delivered. Your subscriber engagement is a measure of how involved, or “engaged,” your audience is with your emails. Are they being opened? Are the links being clicked?

In other words, your subscriber engagement will be poor to the extent that your emails are being ignored and left unopened, or links aren’t being clicked. Your subscriber engagement will be strong to the extent that your emails are being opened and links clicked. When your subscriber engagement is poor, your emails are more likely to be intercepted by a junk filter or land in the spam folder.

Since subscriber engagement is such a big factor in whether your email gets delivered (and it has been more so recently than it used to be), then it makes good sense to regularly clear your list of those who are not engaging. You may want to send an email informing them that they are about to be taken off your list unless they say otherwise. This process can dramatically help the subscriber engagement of your list. Even though you’re losing subscribers, your list as a whole is a better one, and you’re rendering your emails more likely to be delivered to the inbox. The quality of the list is just as important as, if not more important than, its quantity.

Bounce Rate

In email vernacular, a failed delivery is commonly called a bounce, because the undeliverable message literally rebounds back to the sender, often within seconds of being sent. There are, however, two types of bouncing going on.

Remember those large, underfilled pinkish rubber balls used in the lower grades of elementary school? Those things were rather annoying—they didn’t really rebound back to the thrower, but more or less came back without much velocity or energy. This could be seen as a soft bounce—and in the email marketing world, is typically due to a transitory problem. This could be where the recipient’s mailbox is full, or the recipient mail server is too busy.

Unfortunately, just because a bounce is soft doesn’t mean that repeated attempts to send to the address will be successful. Even if the address is legitimate, the recipient may have abandoned the email account so that the mailbox is perpetually full.

So, a “soft” bounce may be the result of the receiving mail server refusing the connection, either because it’s in general too busy or because the connecting mail server is considered to be spamming.

These refusals look something like this:

Server XISP.com is not accepting connections

Connection refused by: XISP.com

Sometimes, if your server is being “temporarily” blocked, the message will be categorized as a “soft” bounce, too:

Anti-spam YISP.com has refused your connection as your mail server has been temporarily blacklisted.

Then you’ve got those little, hard polymer “super balls,” available in those vending machines in pizza parlors and arcades—our local discount store has a rack of them at the exit—in the attempt to capture just a few more cents from the parents of small children. You know what I’m talking about—these super balls rebound so hard, and so fast they could put your eye out if you’re not careful! This image is a hard bounce. In email marketing, it’s generally the result of a permanent problem, such as when the recipient address just doesn’t exist. In that case, you’ll see an error like this one:

Requested action not taken: mailbox unavailable

JOHNB@EXAMPLE.COM is not a valid user

Basically, hard bounces tell your mail server to stop trying to send to this address.

Many ISPs use “hard” bounces to reject messages they consider to be spam. Spam is a scourge not only because it wastes your time to delete it from your inbox, but because it wastes your ISP’s network resources. A mail server that is busy processing spam has less capacity to handle email people want to receive.

The usual strategy ISPs and organizations have taken to combat spam is to block suspect messages or senders as soon as possible so as to keep their resources free for legitimate mail. In accordance with the rules of the Internet, they are supposed to inform the sender the reason why the mail was refused.

Here’s an example of that kind of message:

Message blocked for abuse. Please contact the administrator of your ISP or sending mail service.

Spam Trigger Words

While the bounce rate, sender reputation, and subscriber engagement are important factors in the deliverability of emails, avoiding spam trigger words still plays a role—especially considering the fact that sender reputation is affected by spam filtering.

Years ago, putting the word “Free” in your subject line would likely have automatically triggered a spam filter. Now, that’s not necessarily the case, as long as your sender reputation and subscriber engagement are strong.

Nonetheless, you’re still taking a chance at nondelivery if you use spam trigger words in your subject lines (or even in some cases in the body of the email). You’ve certainly seen these kinds of words and phrases in emails you’ve received. Here’s a small sampling of these kinds of terms:21








	
$$$


	
Affordable





	
Price


	
Profits





	
Cash


	
Save $





	
Discount


	
Credit





	
Eliminate debt


	
Lower interest rate





	
Increase sales


	
Click below





	
Visit our website


	
No fees





	
Fast cash


	
100% satisfied







You can find a larger list online at https://blog.hubspot.com/blog/tabid/6307/bid/30684/The-Ultimate-List-of-Email-SPAM-Trigger-Words.aspx.

Be sure to test delivery with good email tracking software or by using a service that tracks delivery for you such as Constant Contact. In some cases, you may find that even though a larger percentage of your emails are going to the spam folder, it’s still worth it in terms of response rates and sales to use the spam trigger word. After all, spammers use these terms for a reason: they work.

Recipient’s Whitelist or Address Book

Getting the “From” address used in your emails added to your recipients’ address book or personal whitelist is a crucial step in getting your emails into the inbox, instead of going into the spam folder. You need to remind people to take the step of adding your “From” address to their address book/whitelist. Consider adding a single sentence at the top of each of your emails.

Here are three examples of effective reminder statements:


To ensure our email is delivered to your inbox, please add the email address messages@ourcompany.com to your Address Book or junk filter settings.

To ensure regular delivery of our emails, please add us (youwanthis@mycompany.net) to your Address Book. Thank you!

To guarantee delivery of this newsletter, please add ournewsletters@finecompany.com to your email Address Book.



You may wish to go so far as to explain to the reader how to set the junk filter settings in a special section of an email message, or devote an entire emailing to this issue. Review the process for the major email applications and Internet Service Providers, and write up a step-by-step instructional email message.

Some companies offer phone support to any reader who may need a “walk-through.” Do what it takes to ensure your messages don’t get diverted into the bulk or trash folder—never to be opened or read.

10 Ways to Increase Deliverability

Here are 10 ways to help increase the likelihood your email messages will be delivered by the receiving ISP and avoid future deliverability problems:

1.   Understand content filtering basics: Ignorance of filtering mechanisms is no excuse for not getting messages delivered. Read any bounce messages received, track which messages had high bounce rates and low open rates, and see if you can reverse-engineer offending content.

2.   Monitor delivery and bounce rates by ISP/domain: Periodically, or better yet after every delivery, run reports by major domain and ISP on your messages. Look for unusual bounce, unsubscribe, spam complaint, and open rates at specific domains.

3.   Monitor spam complaints: Even the best permission marketers receive spam complaints. Monitor the number of spam complaints for each mailing, and establish a benchmark average. Look for mailings with spam complaint percentages that vary from the norm.

4.   Make only one connection per email message: When connecting to an email server, send only one message per connection. Some systems still try to shovel as many messages through one connection as possible, which can be likened to throwing five hundred email addresses into the BCC field. Generally speaking, however, using a good email marketing program will circumvent this issue.

5.   Limit the sending rate: Though the ideal send volume depends on the list’s nature, make sure to follow the special provisions of your email-sending application. Send bulk emails not all at once but in several different distributions. Keep in mind you will also need to accept feedback in the form of bounced messages—your outgoing speed shouldn’t affect your ability to receive bounces.

6.   Always accept bounces: Some email systems (especially older ones) have a habit of rejecting bounce messages. These “bounced bounces” arrive at the receiving ISP and can raise red flags. Nothing irks an ISP more than sending a response that a recipient doesn’t exist, only to have the notification rejected and the mailings continue.

7.   Validate your HTML content: One of the dirtiest tricks in a spammer’s arsenal is invalid, broken, and malicious HTML code. If you use HTML in your messages, make sure your code is error-free and follows W3C HTML guidelines.
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