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INTRODUCTION


THIS BOOK may save your life.

Or the lives of those you care most about—your children, your parents, your spouse, an aunt or uncle.

Or even the lives of complete and utter strangers—fellow passengers on a plane, happenstance commuters on a train, a passing pedestrian, or other guests at a restaurant or—if you’re a born-and-raised New Yorker like me—the local neighborhood bodega.

The point is not to scare you. If you’ve picked up this book, chances are you are all too aware of just how unsafe our world has become. Whether you are at home checking your social media accounts or abroad traveling for work or vacation, you quite simply are neither safe nor secure. Many of you reading this may have already experienced an attack on your own safety—from petty theft to sexual assault. Or, just by watching the nightly news, you’ve realized that the routine you take for granted could be gone in an instant.

Let’s review a few sobering factoids. A person is robbed in America every two seconds. An aggravated assault takes place every forty-one seconds. An innocent person is murdered every thirty-four minutes. There’s a rape every four minutes. A home is burglarized every fifteen seconds. Violent crime is showing signs of RISING—and violent crime even increased in 2015. And those are just crimes of malicious intent—what about building safety, street safety, car safety? What about broad-based attacks? And what about simple accidents?

From tragedies as shocking as mass, unpredictable shootings, to the common threat of our everyday internet use facilitating identity theft at never-before-seen rates, let’s face it: You are under threat of attack every single day. I wrote this book to help you mitigate what I see as ever-growing threats.

Every victim, when they walked out their door on the morning that changed their life and brought them pain, never anticipated what would happen to them that day—and just maybe, they didn’t know how to react or what to do at the moment their lives changed forever.

The fact is that in this day and age, you need to walk around prepared. You need to get into your car prepared. You need to enter your workplace prepared. You can’t afford NOT to be prepared. We need a guidebook, a user’s manual for making it through another day in this modern world—a world that can be terrifying.

For some of you, putting the basics of this book into practice will mean that that moment will never come for you. For others, you can follow every rule to the letter and malicious intent or a tragic accident will still befall you. The question is: Will you be able to rise to the challenge and do everything you can when danger strikes?

After you read this guide, you will walk through life prepared, not scared. This book identifies where you’re at risk—and then tells you how to best mitigate those risks with advice from the top experts in the field. I know of no other effort to bring together the insights and tips of so many experts. The book you hold in your hands today provides you with cutting-edge advice for a broad range of scenarios—as a reference you can use over and over again.



WHY THIS BOOK, WHY NOW


IWROTE THIS BOOK because, over the course of a three-decade career, I’ve seen too much not to write it.

I have cared about safety and security for about as long as I can remember. Since my childhood, I have been on the path to police officer, and ultimately security expert. Not because I can claim descent from a long line of law enforcement officers. My family origins are strictly civilian. My father was an ironworker and a cabdriver, and my mother was a secretary. But growing up with both parents working, whenever they weren’t sleeping, I was mostly raised by Grandma and Grandpa, and my babysitters were TV shows and movie theaters—specifically, John Wayne, Charles Bronson, and Robert Conrad, along with The Wild Wild West, Baretta, and Magnum PI. The die was cast—with those protagonists as my role models, I wouldn’t rest until I was a police officer.

Obsessed with protecting and defending, I started out by volunteering for the PS 175 Safety Patrol. From New York City’s standpoint, this meant a free crossing guard and doorman at the start of every school day. For me, it meant my first badge—which I believe my proud mother still has to this day.

Fast-forward, and after taking multiple police exams, my childhood ambition came true—at the ripe old age of twenty years and three days, I stood with my right hand raised, took the oath to protect and serve, and became a New York City cop. But as the excitement of initiation faded, I sensed that I had a long way to go. Most obvious to me at that time was that, although I had earned the badge, I could not buy a beer without risk of getting arrested myself.

They assigned me to the Fortieth Precinct. If you’re not familiar, let me paint a picture. At the time, the Four-O sat at 138th Street and Alexander Avenue in the South Bronx. Yeah, that South Bronx. My Alcatraz. Everything you’ve heard about it is true. It ranked among the highest crime areas in the city. Calling it a war zone would be a compliment. I joke, but for a rookie fresh on the street, without guidance or mentorship, every day brought risks on a big platter. You name it, it was worse. Anything could happen in the line of duty. But here’s the thing, and I didn’t know this at the time: Back in the 1980s, if you were assigned to the Fortieth as a young “boot,” that meant you had no connections or had screwed up something serious. Since I hadn’t had a chance to step on anyone’s toes yet, I’d prefer to think it was the latter. And it was true, I had zero connections. No NYPD friends or family to look out for me.

That precinct didn’t disappoint. It was my trial by fire. I saw horrendous things. But I also saw great things—tremendous acts of bravery, kindness, and heroism. I met some of the finest people walking the earth. Decades later, I’m still close with many of my brother and sister officers from the Four-O. And at the time, as my experience grew and I started drying out behind the ears, my drive to protect the weak grew. I was a cop. I could do this.

One officer in particular helped show me the good path forward. I was lucky. Not everyone gets the benefit of partnering with a thirty-year veteran of the force when they’re starting out. Sergeant Al Parlato was Obi-Wan Kenobi to my Luke Skywalker. He began as my Alcatraz mentor and remains my best friend and peer. Bronx born and raised, just like me, he served in the Army and then gave three decades to hard police work. He never left the streets to take a cushier, safer post. Much of what I know about the nuances of law enforcement, discretion, and common sense (which is a rarer commodity than you think), I learned from him. He taught me to conduct myself as an officer and, just as important, a gentleman.

So there I am, three years in, sitting side by side with Al in a radio car. It’s a routine night in March. We drove around so Al could check up on the other cops out on foot patrol. That’s what a good sergeant does. And then, boom, out of nowhere the radio barks in our faces: 1085-Forthwith, 1085-Forthwith. Officers in pursuit need assistance. Repeat, officers in pursuit need assistance.

Al said it way before the message ended: “Go.”

My adrenaline shot from zero to a hundred. It’s like the job changes in an instant—one second, all is well, the next, burn like hell.

First priority: Get there. Lights, siren, roaring engine, the works. Because now it’s real and you hear a cop yelling into his radio as he’s chasing someone down and the perp is armed and then you hear all kinds of noises and hard breathing and you just don’t know what’s going on.

Get there.

Now maybe I was young and dumb, or maybe I just thought the S in Stanton I wore on my uniform chest stood for Superman. But as I drove, I was drooling to get my hands on this bad guy. I had everything—training, physical ability, drive. If I got my cuffs on the bad guy, that meant one less bad guy, sure, but it also meant I’d be a bigger, badder cop than I’d been before I got behind the wheel that night. The bad guy would be my trophy. I could bust the other guys’ chops. “I got the guy. I beat you all.”

Al and I rolled up to the scene and I slammed the brakes. I was out before the car had time to settle on its shocks. I spotted one of our guys chasing the suspect out on some train tracks below street level. I climbed over two fences (no, I didn’t just smash through them, but I would’ve if I could’ve) and sprinted along a cement wall above the tracks.

They were about twenty-five yards ahead of me now. I knew I could catch them. But they headed for a tunnel and I needed to be down on the tracks to make it happen.

As soon as I jumped, I knew I was in trouble.

The top of the wall had been about six feet above the tracks. Had been. It was dark, so as I ran along the top of that wall, I couldn’t see that the tracks sloped lower as they got closer to that tunnel. So there I am, airborne, expecting a no-sweat six-foot drop, and now I’m airborne a lot longer than I should be. The drop turned out to be more like twelve feet.

Crap.

My feet hit and I instinctively put my hands out to break my fall. Better prep time and a little more knowledge and maybe I’d have braced for the drop and rolled on landing. Hell, maybe I would’ve been so smooth I’d roll and pop to my feet, running without losing a step. Superman unleashed. None of that happened.

My feet and hands hit and I fell backward. It felt like forever, and maybe it was a full second, but I got up and spotted the guys running into the tunnel. Ha. Lucky sucker. I’m OK.

I went for my gun without looking, but couldn’t get at it. Then I looked and it was weird. I couldn’t get my fingers to curl around the grip. What the . . . ? Then I held up my hand and saw all the blood. My right palm had landed on something that severed tendons and nerves. I didn’t know how bad it was at the time. All I knew was other cops were yelling, I was yelling, and blood was pouring down my arm into my sleeve and I’m so friggin’ pissed because I’m out of the game.

Little did I know, but would find out after a year of surgeries and physical therapy on my hand, that I was out of the game permanently. I did everything I could. But back then, the NYPD required all officers to be able to handle the sixteen-pound force required to pull the double-action trigger on a standard-issue .38. My right hand couldn’t hack it.

I learned the hard way that night about a lesson the Boy Scouts drill into every newbie: Good intentions matter, but if you impair yourself during a crisis, you’re no good to the people around you and you become a liability for other first responders. Being overzealous is sometimes just as bad as doing too little when it comes to stopping those with malicious intent.

When one door closes, another opens, and this one came with a red velvet rope! That door was the entrance to the famous China Club, at the time the hottest nightclub in New York City, if not the world. Out of the public service, I turned to the private sector—specifically, club security, working as a bouncer for several of the city’s best-known nightclubs. Luckily for me, club owners respected the ethics and professional skill set of an ex-NYPD officer. During my gigs as a bouncer, I was shot at, stabbed, punched, kicked, and pummeled. To be honest, I was probably in more danger than I was as a cop in the South Bronx.

While working at the nightclub Rascals, I met Jerry Glazebrook, a protection specialist. His credentials included serving as Secretary of State Henry Kissinger’s chief of protective detail. Glazebrook explained what “executive protection” actually requires—skills I was sorely deficient in. Yes, I could stop a crime in action, save victims on the brink of death, and spot shady characters at a nightclub, but what about examining a space for security breaches? Making sure a vehicle was safe to drive? Enhancing security in a home or office? I realized that my skills as a former rookie cop paled in comparison to the experience of Jerry. He had operated as a security professional for the highest levels of U.S. government.

Thanks to Glazebrook’s encouragement, I enrolled at the exclusive Executive Protection Institute (EPI)—my college and graduate school experience wrapped into one. If not for the patience and tutelage of Glazebrook, I’m certain I never would have gotten into this prestigious institution. At EPI, I learned what it takes to become a Secret Service–level protection specialist—situational awareness, strategic thinking, how to “read a room,” protective formations, driving, and advance work. I was fortunate to learn close quarters combat and shooting skills from the legendary firearms instructor Pat Rogers, isshinryu karate from Master Tommy May, and evasive driving from Tony Scotti. And I wrangled an invitation to a course in detecting deception by the CIA’s very best spy masters. Phil Houston literally wrote the book on how to detect deception (Spy the Lie). His ability to detect deception is fascinating, if not a little scary. Phil knows exactly when someone is lying and how to get the truth. Ultimately, the great instructors inspired me to pursue a Ph.D. of sorts in fighting crime from EPI.

Thanks to a combination of academic study and real-world application, I reached the cutting edge of personal security. For roughly a decade, I juggled EPI, the China Club, and an increasing number of personal executive protection assignments with various private investigation and executive protection agencies. I worked security for high-net-worth families in Aspen, Colorado, during the height of the holiday season. I protected royalty from Europe and the Middle East, as well as Americans such as [First Lady] Jacqueline Kennedy Onassis. I crossed paths with Police Commissioner Bill Bratton, along with his left and right hands, John Miller and Jack Maple. Back then, the newly minted CompStat was just starting to put a dent in the city’s crime rates. I partnered with Phil Houston, along with a few other former CIA officers, to form QVerity in November 2009. We would go on to investigate the tragic case of the missing infant Lisa Irwin (more on that in the first chapter).

A helpful dose of good luck and the word about town on the sheer diversity and strength of my different protection assignments eventually caught the attention of award-winning journalist Craig Horowitz, at that time a feature writer. In 2001, I was featured on the cover of New York magazine, with an eight-page profile.

However, the personal satisfaction of professional recognition in my hometown was short-lived. The tragic and world-changing 9/11 attacks made me realize that my prior efforts had done so little for most of the country. I decided to completely focus my new efforts on television, believing there was no better way to reach millions of ordinary, hardworking Americans. I was NBC News’ first safety and security contributor for the Today show, ABC’s first safety and security contributor for Good Morning America, and the focus of two Dateline specials.

I believe this manual is the natural next step. I hope it will reinforce the impact of my work on television. If reading Prepared, Not Scared teaches you more about safety and security, and you feel empowered yourself, then I’ve accomplished my goal.
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CHAPTER ONE




Home Sweet Home Security

The Importance of Preventive Security

DO YOU PLAY THE LOTTERY?

The likelihood that you will experience a property victimization of any kind—from having your car burglarized to a full-blown home invasion—are far more likely than ever winning.

Let’s start with the cold, hard facts: There is a burglary in the United States every fifteen seconds. For one in four burglaries, at least one innocent person is inside the home. One in fifty American residences are burglarized each year and nearly one in ten of those turns violent. The chance that anyone in your family will be the victim of a home invasion? The chances are low, but we do know that every year, roughly 100 innocent Americans die in a home invasion. These chances rival those of deadly cancers, for which doctors and experts are constantly urging vigilance and screening—and something you might pay more attention to than home security. Why not start having the same attitude toward protecting your home? If your home is burglarized, the chance that someone will be home and the invasion turns violent is one in one thousand—the same chance any woman faces of dying of breast cancer in the next decade. And how often have you been advised to get a mammogram? Surely, your home safety needs to take a front seat as well.

Planning for the very worst—whether it be an attack on our country, an attack on your home, or an attack on your person—became such a focus of the U.S. government after 9/11 that the Homeland Security Department launched the Ready Initiative—a comprehensive database of practical, accessible information that could save your life. Ready.gov has guides and facts for Americans in every walk of life, and I can’t recommend enough that you check out their site and put its advice into practice. https://www.ready.gov/make-a-plan puts fantastic information right at your fingertips, and the book you hold in your hands can help to amplify your future experiences. Like the Homeland Security Department, I want to prepare you for a worst-case scenario.

Education in safety and security is the best prevention from being hurt to begin with. I love and respect our nation’s first responders. But I also understand that they are, literally, responders. By the time they are on the scene, tragedy and disaster have usually already struck. This is especially true of home invasions, as my first Stanton Story demonstrates anecdotally all too well.


STANTON STORY: Baby Lisa

THE MOST HARROWING home invasion of my career involved every parent’s worst nightmare: a kidnapped child. “Baby Lisa Irwin” made worldwide headlines back in 2011, and updates still surface in places like People.com and other outlets to this day. The case captivated everyone and it could be boiled down to a simple home invasion, an easy crime of opportunity after a loser found, and followed through on, an easy entry.

That’s how it happens, folks. On the day you least expect it, the day you let your guard down, the bad stuff happens. Jeremy and Deborah Irwin prioritized home security, just like most people, but a lowlife cashed in on the one day they were careless. What happened to them could happen to anybody.

In October 4, 2011, the Irwins lived in a small, one-story house in Kansas City, Missouri. That morning, they realized their ten-month-old daughter Lisa was missing. They called the police and their lives have never been the same.

Soon after the kidnapping, I flew down to KC with the QVerity team and interrogated the Irwins for hours. I told them that my client was Baby Lisa—and if they were guilty, there would be hell to pay. To their credit, they opened up to the QVerity team and we were able to piece together the night’s events. We used CIA-honed skills to detect any deception on their parts. We identified exactly zero attempts to lie to us.

Their story: On October 4, Deborah Irwin was an overworked mom who just wanted to unwind. Jeremy was still at work, so she had a few drinks that evening and indulged their three children by letting them sleep in the main bedroom with her.

Jeremy returned late that night to find Deborah asleep with kids, the lights on, and the front door unlocked. When he saw the kids in their bed, he argued with Deborah, but she was still groggy and in no condition to talk things out. Despite the argument, as they told it later to the QVerity team, the Irwins thought they were in a good place. Jeremy cooled off and turned in. After all, why be mad at your wife for loving your kids so much that she needed them close to her?

At around 4:00 a.m., Deborah was half-awake and sobering up. At first, she thought she was dreaming. But a voice in her head urged her awake. Something was wrong; she just didn’t know what. Once they realized that Baby Lisa was missing and the window in her room ajar, they called Kansas City police and the nightmare began.

It wasn’t just the news coverage. The Irwins were painted as suspects and, eventually, murderers, even though no evidence connected them to Baby Lisa’s disappearance and no trace of Baby Lisa—alive or dead—had ever been found. Evidence and witness accounts pointed to an unsophisticated low-life trying to score—an unidentified man was spotted in the neighborhood before dawn carrying a baby—but no other leads have surfaced.

Five years later, the Baby Lisa disappearance remains an open case. I believe she’s out there, still alive, sent to her fate by some addict who sold her for drug money. But I also use her case as the ultimate cautionary tale for parents and home owners. Understand what home security really means and what it takes to achieve it. Because you just never know what could happen.




HOME SECURITY QUESTIONS




THIS CHAPTER WILL OUTLINE exactly how to protect those things, effectively, and without fear. Don’t hesitate to take that extra time out of your life to better secure the lives of those you love. Investing in your security is investing in your safety—and perhaps even your survival.

Our homes—big or small, rich or poor—are our Sanctuaries, our Havens, our Castles. For most Americans, our home is the most valuable asset we’ll ever own. That’s an understatement for those who are parents—for parents, and for so many of us, the home protects our most valuable assets: children, self, and loved ones.

Let’s arm you with an expert-tested list of key questions that helps you brainstorm about the worst mistakes people can make. Although I’ll cover later how to take realistic steps for notifying the police and getting help, the best way to stop home invasions is before they start. This list of questions will help you to identify red flags and effectively remove potentially dangerous habits you may have fallen into unknowingly.



	 

	Have you taken advantage of the free (and invaluable) services from your local police department?

	Start from the outside corners of your property and work your way in (in the security field, this is called “concentric circle protection”). Security should intensify as we move closer to your family. Call your local police department, and learn the crime statistics in your area. If, for example, cars are broken into, do you need to be focused more on your vehicle than on your house? You can also make an appointment, for free, with your local police, and they will gladly come to your home and advise you on your property’s most vulnerable spots.




	 

	Is your home well lit?

	On a dark night, watch your home for a few minutes from the street. Can you see where people are moving or sitting in the home? Are all entrances and the walkway to your home well lit, meaning that burglars will be deterred from the property, in fear of being seen or recognized?




	 

	Does your home offer tantalizing views of its interior?

	Have you mitigated this with blinds, shades, and securing and hiding valuables from outside view?




	 

	Do you have a good sense of how your home could be physically breached?

	Can the second story of your home be accessed? Do you have two locks on all exterior doors and at least one lock on every window?




	 

	Have you considered installing motion lights or a camera system?

	If yes, use their advertising and signage widely across the front and back of your property to prevent a criminal from casing your property.




	 

	Does every door leading into and out of the home have a lock that you’ve invested in?

	That means at least two locks, including a slap lock for every exterior door.




	 

	When you exit your home, do you always lock the door behind you?

	 




	 

	Are you testing your security investments every few weeks?

	Security systems, motion lights, and cameras are only as good as your engaging them.




	 

	Have you changed the factory settings of your garage door opener and your home security system, and do you change their passwords often?

	 




	 

	Does everyone with access to your home security system have their own code?

	Did you know that your cleaner, your dog sitter, and your architect can all use separate key codes to enter your home? That way, if a breach or burglary takes place, police will know who was home at the time.




	 

	Bad Guy POV: Are you an advertisement for thieves?

	In today’s world of social media, people are walking billboards. We put out to the world who we are—we’ve become our own PR advertising company. What you don’t realize is that you’re advertising to thieves. I would venture to say that in today’s world of Facebook, Instagram, and Twitter, the percentage of friends and family is far less than acquaintances. My advice? Do a self-review and audit of your social media. You’d be in awe of what you are telling potential bad guys: geo-time-stamped photos? Photos of you on vacation (so people know you’re not home)? Bad guys no longer need to “case” a home; they only need to be “linked in” (pun intended). When you’re preyed upon—and you ask now, “Who would do this to me?”—you’ve made your list that much bigger by using social media irresponsibly.




	 

	Are you aware and on the lookout for “inside jobs”?

	We’ve all been guilty of it, including myself—whether it’s dry cleaning, pizza, or a package being delivered—we’ve all let complete strangers into our home. They are getting an up close and personal view of who’s in your house. They can also take note of whether you have a dog or an alarm system, and your different entrance points—assessing your overall vulnerability. You’d be amazed at how many thefts across America are actually “inside jobs.”




	 

	How well do you vet your vendors?

	
Speaking of “inside jobs,” your nanny, babysitters, pool guy, plumber, and roofers all need to be vetted, because all will gain intimate knowledge of your home, your family, and even your trash!

If these vendors have honorable intentions, they will not be put off by your questions. In fact, these providers will welcome your pseudo-interviews as a good sign: Their client is smart and on top of things, meaning they’re likely to pay their bills.

RULE OF THREES: 3 Questions

→ Do you have three people within three miles of me that can recommend you?

→ Did you have at least three different jobs within the last three weeks?

→ What are your top three priorities when taking on a job? (Safety should be one of them.)






KNOW YOUR BURGLAR TYPES



Professional Thief



Does this for a living, all while holding down a legitimate job so people don’t ask questions. This soft-spot expert knows which doors, windows, cars, and locks are easiest to breach. It’s hard to stop a criminal with this much experience, but motion-activated lights, breach-proof doors, dead bolts, and closed and locked windows with drawn shades are great ways to start.

Opportunistic Thief



You know them, but you don’t. It’s the son of your yard worker, who could gain entry by stealing a key from his dad. It’s the niece of the manicurist, who you tell you’ll be away for the weekend. These aren’t necessarily evil people, but they’re either hurting or greedy, and if they see an opening, they’ll take it. Remember that your small talk can be a big opportunity for a person with bad intentions.

Addiction Thief



In the clutches of a disease, these victims of addiction will put aside all logic and compassion to score either your money or your prescription drugs. Don’t tell people what medicines you use, and be sure to keep any cash in your home fully out of sight.

SEASON, TIME, AND DURATION



Warm weather helps the bad guys: Burglaries increase across the country in July and August, and are most prevalent year-round in the South.

Most homes are burglarized between 10:00 a.m. and 3:00 p.m.—when they likely aren’t occupied. Remember, a criminal is hoping not to run into you: no witnesses to their crime, and no roadblocks to their score. In this chapter, you’ll find security guidelines especially tailored to those crucial hours.

The low-life who enters your home is usually there for ten whole minutes. Why? If you do have an alarm that goes off, they need to get away, but police usually take more than that time to arrive. Most invaders are not searching for a fight. Any altercation slows down the culprit and makes it more likely the police will arrive in time for an arrest. When a home invasion turns violent, 70 percent of the time, the family and the criminals already knew each other and burglary was not the main reason for the home invasion. (We’ll cover other types of home invasions in Chapter 10.)


Can where you live tell you whether you’ll be burglarized?

CAUTION! Do not listen to cheesy lists that tell you “Top 10 Cities for Burglaries” or “Worst States for Break-Ins”! Why? As the FBI writes at the top of its annual crime report, “Figures used in this report were submitted voluntarily by law enforcement agencies throughout the country. Individuals using these tabulations are cautioned against drawing conclusions by making direct comparisons between cities.” That’s right—cities have the right to withhold their information. So all you can learn from digging into these crime rates is which are the most insecure places of those that submitted data to the feds! And to take it a step further—what if ten families didn’t report a burglary to the police? Rankings get cloudy pretty quickly.

All that being said, I think we’re well within our rights to talk about national trends as the FBI describes them. So what’s going up, and what’s going down?

[image: Images] Robbery is on the decline (down 2 percent).



[image: Images] Burglary is on the decline (down 6 percent).



[image: Images] Larceny and theft rates are lowering (down 3 percent).



[image: Images] Motor vehicle theft rose in 2017 more than any other crime (up by more than 4 percent). The chapter on car safety will address this.



HIGH-RISK ENTRY POINTS



LET’S TALK ABOUT the weakest entry points and what to do about improving your home security.

Windows



Not only are windows weaker than walls, they’re necessarily see-through, which means criminals are able to use windows to degrade your security. Habits, object placement, and home lighting are all visible through windows.

Every window in your home should have a lock option and a shade or curtain—no exceptions.

Walk around the outside of your home once or twice with the mind of home invader. Which windows look easy to break or climb through? Through which windows can someone from the outside see the most expensive items, which could tempt them to open a window from the outside or break a window. After your homework, make sure each of these windows has locks, and curtains or blinds that can be drawn at strategic moments—like when most of the family is gone.

For a list of the best window brands, and window locks, with security in mind, there’s more for you in the “Let’s Get Physical” section of this chapter.

Drapes, drapes, drapes. Bay windows are a great view for you—and the bad guys. Close your blinds when you sleep or when you leave your home.

Big beautiful bay windows—like you look in with awe at Saks Fifth Avenue—potential intruders are looking at your possessions. This is where the security offered by drapes and blinds can make a huge difference when you’re not at home.

Garage Doors



A garage is one of the most vulnerable parts of the home—mainly because people don’t hang out in the garage and, in fact, usually avoid it.

You would not believe how many people close their garage door and believe that their home is secure. The physical weakness and technological weakness (the ability to hack a code or an industry button opener) of a standard garage door cannot be stressed enough.
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