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Preface
      

      As a consultant, I worked at many different software shops, and grew tired of seeing people reimplement the same code over
         and over again. I knew there had to be a faster and better way to write business applications than reimplementing security
         frameworks and remoting frameworks for every project. Code reuse was the whole appeal of OO programming, right?
      

      I started working with WebSphere in 2001—which led me to learn more about the J2EE specification. I was fascinated by the
         idea that my knowledge of the standard was portable; I could go to different companies that used J2EE application servers,
         and focus on learning and programming business code rather than tinkering with mediocre, homemade frameworks that would occupy
         my time and give me little portable knowledge, which is of paramount importance as a consultant.
      

      I wanted to experiment with WebSphere at home but found the lack of project and code transparency frustrating. I came across
         JBoss and spent many hours experimenting and learning about EJBs, JNDI, security, and class loading. Although I’d used open
         source frameworks, I had never taken advantage of pouring through the forums and code to learn and discuss the framework.
         I had taken advantage of the free price of open source, but not the freedom to distribute, examine, improve, and modify the
         code. I finally started understanding the benefits of this model.
      

      I started working with JBoss on a few projects in 2002 and wrote a couple JBoss-related articles in 2004. Then, toward the
         end of 2005, two interesting things happened at around the same time. First, the consulting and training company that I was
         working for became a JBoss Partner (before the Red Hat acquisition) and asked me to take ownership of the partnership and
         to start teaching JBoss courses. Second, I got a call from an Acquisitions Editor (the person who finds writers for the publisher)
         at Manning asking if I had any leads on somebody who would be interested in writing a book. She had run across my JBoss articles
         and thought I might be a good person to ask. I thought that writing a book would be as easy as writing a series of technical
         articles, so I offered to write the book myself. And after a little bit of convincing, I got the job.
      

      At that point, I had to decide what the book would cover and who it would target. Although I appreciated that the JBoss AS
         code and documentation was open, having read through much of the JBoss AS documentation and books, I just wasn’t satisfied
         with the style, quality, and expected audience of the material. Most of the documentation seemed overly esoteric and (in my
         opinion) geared more toward developers of the application server itself, not necessarily toward the users. But I also didn’t
         want to write another book on how to develop Java EE applications. Plenty of books and articles had already done that in an
         application server–agnostic fashion. I saw little benefit in writing another book on the specification with some bits and
         pieces of JBoss AS mixed in. I decided that the book should be geared toward developers and administrators who want to learn
         how to configure the application server.
      

      After knowing whom the book was geared toward, I had to decide what version of the software to cover. When I started, JBoss
         AS 4 was widely deployed; but, because JBoss AS 5 was originally supposed to be released in 2006, I opted to cover JBoss AS
         5 so that the book wouldn’t be outdated as soon as it was published.
      

      Deciding whom the book would be geared toward and what version I wanted to cover was relatively easy. Writing the book was
         a whole different game! I didn’t appreciate the myriad facets of an application server I’d have to understand in order to
         write a comprehensive book. An application server is like a universe, and few people are masters of more than a few parts
         of that universe. Although I had a good understanding of many parts of JBoss, I quickly realized that I had to learn a lot
         more. Another challenge was that I was covering JBoss AS 5, which was actively being developed. Every time I thought I had
         something figured out, it changed. I ended up spending an enormous amount of time trying to work around bugs in beta releases
         and trying to keep up with design discussions on the developers’ forums.
      

      In July of 2006, I realized I was in way over my head. I still thought that the JBoss AS 5 release was around the corner,
         so I told Manning that I wanted to bring somebody in to help me get the book out on time. I called everybody I knew and I
         scoured through the JBoss forums looking for people. I had a few leads, but I was most impressed with Peter Johnson. I found
         him on the forums, answering question after question. He provided detailed explanations, gave plenty of references and background,
         and used eloquent language.
      

      After talking to Peter, I realized that he had significant experience with JBoss AS. He works for Unisys, which has been a
         JBoss Partner since JBoss AS 3.2.3 came out, and was technical lead for the team that evaluated JBoss AS for its enterprise
         readiness. The lack of a decent administrative interface to JBoss AS was one of his concerns, which caused him to lead a team
         that developed an administration console which was open-sourced by Unisys and made available for JBoss AS versions 2.2.7 through
         4.2.3. He and a few of his coworkers also worked with the JBoss admin console team on a proposed admin console that was to
         come out with JBoss AS 5, but was later dropped in favor of Embedded Jopr.
      

      Unisys, as a good corporate citizen in the open source community—not just taking but also giving back—allowed Peter and his
         coworkers to participate in various ways, such as providing patches to improve performance of JBoss AS and PostgreSQL. Having
         been a teacher in a former life, Peter knew that the best way to learn a new topic is to try to explain it to others. He hung
         out in the forums, seeing what kinds of questions people asked, trying out what he thought were the solutions, and posting
         answers when he felt he could offer help or insight. By participating in the forums, he could kill two birds with one stone:
         give back to the open source community and gain a deeper understanding of JBoss AS.
      

      Peter was excited to join the project, and we seemed to agree on almost everything. We shared the same vision for the audience
         and direction of the book, and he dove right into writing, pushing out chapter after chapter, and providing me with great
         feedback on what I had already written.
      

      With my background teaching JBoss courses and Peter’s fervent dedication to the online forums, we had experience fielding
         many common questions. We decided to focus the book on the most common things that new and intermediate users of JBoss AS
         try to configure. For the most part, each chapter provides you first with background information and then with specifics on
         configuring common things for the part of the application server covered by the chapter.
      

      As for JBoss AS 5, the release date kept getting pushed back. This was expected because the application server underwent several
         major architectural and infrastructural changes. As I write this preface in December of 2008, the GA release of JBoss AS 5
         has just been released. We’re expecting a final release in January 2009, which should coincide with the U.S. print version
         of this book. Peter and I have been working long and hard on this project, and we hope that you find that it answers most
         of your basic questions and gives you enough background to figure out the ones that it doesn’t.
      

      JAVID JAMAE
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About This Book
      

      One of the things you quickly realize when you work with any of the technologies covered by the Java EE umbrella is that many
         things are part of the specification, and some things are left as “implementation details” or left up to the implementer’s
         discretion. In practice, this means that any time you learn a Java EE technology, besides learning the fundamentals about
         that technology, you also need to learn how to apply or configure the technology in the environment in which you wish to deploy
         it. If your deployment environment of choice is the JBoss Application Server, then this book is for you because it covers
         those areas that are outside the scope of the specifications.
      

      In this book, we cover a wide variety of technologies and show you how to configure those technologies specifically for use
         in the JBoss Application Server. Naturally, this can’t be done in a vacuum, so we provide simple examples that illustrate
         the technology and then walk you through the steps necessary to configure things such as deployment descriptors, access control,
         and encryption. Our intent isn’t to describe every nuance of any particular technology. For that, we recommend that you read
         books particular to those technologies (and we provide references at the end of most chapters). Instead, use this book to
         learn how to use the technology within the JBoss Application Server.
      

      We believe that you learn more by trying things out for yourself than by reading about how it’s done. By keeping our examples
         simple, we’re able to provide complete source code, including configuration files, within the book itself. If you want, you
         can try the examples using only the text in the book. All you need is a text editor. But we don’t provide build scripts in
         the book; instead, we provide diagrams showing the contents of the resulting packages (JAR, WAR, EAR, and so on). We assume
         that you can use whatever tools you’re familiar with to compile and package the applications.
      

      
Audience
      

      As programmers at heart, we wrote the book from a programmer’s point of view. Any programmer that uses the JBoss Application
         Server in his or her daily routine will benefit from reading this book. But we went beyond mere coding to look at what it
         takes to get an application configured and into production.
      

      With its focus on configuration topics, this book is also ideal for use by system administrators who need to configure and
         deploy applications to the JBoss Application Server. Many of the chapter introductions guide administrators, pointing out
         the sections on which they should focus.
      

      
Roadmap
      

      This book is divided into four parts. Part 1 covers JBoss Application Server (JBoss AS) basics. Here’s where you’re introduced to the application server, how it’s configured,
         and how applications are deployed; you’re also given an overview of security. Part 2 gets into individual Java EE technologies, such as web applications, enterprise applications, and messaging, and describes
         their configuration in detail. Part 3 covers the JBoss Portal, describing portal administration and configuration. Finally, Part 4 covers topics that you’ll want to consider when going into production—things such as performance tuning, clustering, and
         a whole checklist of other items.
      

      Chapter 1 gives you a 10,000-foot view of JBoss AS by showing you how to download, install, run, and deploy into it. You’ll learn about
         the installation structure and where important server configuration files go. We also provide you with some history and an
         architectural discussion to give you a broader background on the product.
      

      Chapter 2 provides a first look at configuring the application server. The techniques you learn here will be useful in the chapters
         that follow. You’ll learn how the application server is architected and, from there, how you go about configuring it. The
         chapter continues by describing various configuration topics not covered elsewhere and concludes with a look at some of the
         tools you can use to administer the application server.
      

      Chapter 3 discusses deploying applications and contains a discussion of class loaders. From the JBoss forums, we’ve gleaned some of
         the common deployment errors that crop up and have provided solutions to those issues. We end the chapter describing how to
         deploy data sources and Hibernate archives.
      

      Chapter 4 introduces you to security in JBoss AS. We start with a general overview of basic security concepts such as authentication
         and authorization. We then discuss how these concepts are implemented in JBoss AS. Finally, we show you how to configure security
         in JBoss, demonstrating how you can access security data from a database, LDAP, or other security datastores. After reading
         this chapter, you should have a general understanding of how to configure security in JBoss.
      

      Chapter 5 discusses the JBoss AS web application server, known as JBoss Web Server. First, you’ll learn how to build and deploy web
         applications. Then, you’ll learn the basics on how to configure web applications and JBoss Web Server. Finally, we build on
         the basic configuration knowledge to show you a number of practical things that you can configure in your web applications.
      

      Chapter 6 merges the discussions in chapter 4 and chapter 5 to show you how to configure security for web applications. We’ll teach you how to use all the standard web authentication
         models and how to tie them into your own security datastore. We’ll also teach you how to use secure public-key communication
         to encrypt access to your site.
      

      Chapter 7 talks about EJB applications and the EJB server, the heart of JBoss AS. We show you how to structure, deploy, and configure
         EJB applications. Then, we show you how to configure the application server, enabling you to do things such as change the
         communication transport and secure EJB applications.
      

      In chapter 8, you’ll learn about configuring JBoss Messaging, which is the JMS-com-pliant messaging server bundled with the JBoss Application
         Server. The chapter starts off describing JMS and how JBoss Messaging is architected. We present a simple messaging client
         application and then expand it to include a message-driven EJB and a message-driven POJO. We use this client to describe messaging
         configuration topics such as changing the messaging store to use another database, defining your own destinations, providing
         access control, and encrypting messaging data.
      

      Chapter 9 covers JAX-WS–based web services. After a brief introduction into web services, we present a simple POJO-based web service
         and its client. We expand the example by converting the web service into an EJB, and developing a C# client for the web service.
         We use the example to describe various configuration topics such as describing the web service using both annotations and
         descriptor files, configuring access control, and using WS-Security to both encrypt and sign web service messages.
      

      Chapters 10 and 11 provide an introduction into the JBoss Portal. Chapter 10 starts with a description of portals in general and the JBoss Portal in particular. We explain how to install the Portal
         and set it up to use a database. Then, we provide an example portlet that’s a little more complex that the other examples
         in this book because we want to highlight various portlet coding techniques. We then use the example to describe how to configure
         the Portal to include the portlet, using both configuration files and the Management Portlet. In chapter 11, you’ll learn how to use the Content Management System (CMS) that comes with the JBoss Portal, and how to define access control
         for your portal and portlets. The chapter ends with a section that puts everything you learn together to create a custom portal.
      

      Chapter 12 introduces clustering in JBoss AS. This chapter talks about the basics of clustering and shows the location of all the configuration
         files and how to configure the underlying clustering services. You’ll set up a simple cluster in this chapter and learn how
         to configure JGroups and JBoss Cache.
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