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To the memory of Ash Carter and the innovators in the U.S. Armed Forces he singularly unleashed.

And to Yuko, Manu, and John, who put up with our shenanigans, including occasional trips to conflict zones.






If there are to be yet unimagined weapons affecting the balance of military power tomorrow, we want to have the men and the means to imagine them first.

—James Killian, science advisor to Dwight Eisenhower

The second decade of the 21st Century was one of colossal missed opportunities for the U.S. military. The Pentagon missed the advent of modern software development, the move to cloud computing, the commercial space revolution, the centrality of data, and the rise of AI and machine learning. It’s a story of the U.S. getting ambushed by the future.

—Christian Brose, staff director, U.S. Senate Armed Services Committee

I think Henry Ford once said, “If I’d asked customers what they wanted, they would’ve told me a faster horse.”

—Steve Jobs
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INTRODUCTION: SLOW BURN

It was three in the morning, pitch black. Raj M. Shah, a twenty-seven-year-old U.S. Air Force captain, two weeks into his first tour of combat duty in 2006, was piloting an F-16 Viper along the border between Iraq and Iran when he suddenly realized he couldn’t easily tell which side of the border he was on. This was a problem, because American pilots who flew into Iranian airspace ran the risk of causing an international incident—or worse, not flying back out. The F-16 was a remarkable machine—it could fly at twice the speed of sound and outmaneuver any fighter jet in the world—but, frustratingly, its outdated navigation system couldn’t graphically pinpoint the plane’s location on a moving map. Slip over the line at five hundred miles per hour and in less than a minute Raj could be eight miles into Iran, well within range of its anti-aircraft batteries.

There was no way to update the navigation software. So Raj figured out a hack. Back in the barracks, he had a Compaq iPAQ, a handheld device for checking email and playing Tetris. He loaded it with civilian navigation software and digital maps, snuck it into the cockpit, and kept it strapped to his knee as he flew. The software in that little $300 gadget did a better job of telling him where he was than the system in a $30 million jet.

That was the first time Raj realized how far Silicon Valley had leapt ahead of defense contractors like General Dynamics and Lockheed Martin when it came to developing new technology, especially software.

A decade later, in 2016, when Raj, now a civilian, visited the air force command center in Qatar that coordinated the combat missions he flew, he found that instead of catching up, the military had fallen even further behind.

The outside world had self-driving cars, virtual reality goggles, and smartphones that could summon an Uber, handle banking, and pay for groceries. You could ask Siri for directions and tell Alexa to play Miles Davis. But in the military control center where airmen handled the life-or-death business of routing jets, directing air strikes, and managing refueling tankers over an active battlefield, in the middle of the war against ISIS, U.S. service members were using outdated Windows PCs and running software programs older than the officers using them. The air force controllers in Qatar weren’t the only ones forced to use antiquated technology. Legacy tech riddled the military’s ranks. It was as if the military had resigned itself to becoming a display in the Museum of Computer History. You could visit an army, air force, or naval base to see what people used in the past, then go to Best Buy to see how far technology had evolved.

But this time in Qatar, Raj could do a lot more about it than attach a pocket computer to his knee. The Secretary of Defense had appointed us (Raj and Chris) to run Defense Innovation Unit Experimental (DIUx), or Unit X for short, the Pentagon’s newly created outpost in Silicon Valley that was charged with bringing modern technology to the U.S. military. Before taking over DIUx, Raj had founded a cybersecurity startup, which he successfully sold, and he was looking for a chance to do it again. Chris, a Harvard educated Ph.D. political scientist, was the lead strategist for technology at the National Security Council. He’d spent over a decade working at the highest levels of government, attending meetings in the White House Situation Room and traveling with the chairman of the Joint Chiefs of Staff. We had complementary backgrounds. Raj was a tech guy who knew about national security. Chris was a national security guy who understood tech.

Our mission at DIUx wasn’t just to find hardware and software so military units around the world could better perform their mission. It was to disrupt and transform the culture of the largest and possibly most bureaucratic organization in the world by infusing its clogged arteries with the nimble, agile DNA of Silicon Valley—in other words, to hack the Pentagon.

Imagine a stealthy electric flying car that lands like a helicopter, flies in near silence, and can autonomously navigate behind enemy lines to drop off, pick up, or resupply U.S. forces. Or tiny AI-powered quadcopters that can map the inside of a building and recognize faces of terrorists before Navy SEALs break down the door. Or a constellation of microsatellites that can see through clouds, enabling intelligence agencies to keep a constant eye on ISIS troop movements and North Korean missiles. Or a fleet of seagoing drones that can scan for threats for a fraction of the price of a single navy destroyer, for years at a time.

All these advanced technologies—and many more like them—were being developed in 2016 when Raj visited Qatar. They were designed not by brand-name defense companies but by plucky startups in Silicon Valley. And guess what? The U.S. military barely knew anything about them.

DIUx would drive a massive and long-overdue revamping of tools and capabilities that would mean the difference between victory and defeat, life and death. The U.S. had fallen dangerously behind its rivals when it came to technology. By the time we were recruited to DIUx, it was an open secret inside the Pentagon that if the U.S. went to war with China, we’d lose far more soldiers, sailors, marines, and airmen than our war plans anticipated. We might very well suffer an outright defeat, ending the era of American supremacy that began at the Second World War’s end.

Modern warfare—whether against sophisticated militaries or crafty insurgents—is no longer just about multibillion-dollar battleships, aircraft carriers, and stealth bombers. Small bands of ISIS fighters have successfully foiled SEAL raids with hobby drones sold on Amazon. Ukrainians have similarly stymied the Russian Army by using quadcopters and citizen spot-reports, submitted by smartphone, to direct fire at advancing tank columns. Even illiterate farmers in Afghanistan can build improvised explosive devices powerful enough to blow apart our most heavily armored vehicles. And while our aircraft carriers project an image of supremacy, they can now be sunk in the opening minutes of a battle by an adversary’s hypersonic missile.

For decades, the United States maintained superiority by deploying better technology than anyone we might face on the battlefield. But starting around the year 2000, our advantage began to erode. The world changed as commercial technology surged, but we didn’t. The Pentagon spends three-quarters of a trillion dollars a year—roughly $5,000 from every taxpayer, more in total than the GDP of Saudi Arabia—but until recently we were buying the wrong things. Our shopping list contained the same old expensive, unwieldy, and even obsolete weapons systems—the F-16 with no moving map—while our rivals sought new technologies that cost a fraction of what we were spending, built with off-the-shelf components churned out in China and Taiwan.

A decade into the new millennium China especially was speeding past us in 5G telecommunications, investing heavily in autonomy, artificial intelligence, and surveillance. In a boom heard around the world, its military leapt ahead of ours in October 2021 by launching the world’s first nuclear-capable hypersonic weapon—an arrowhead-shaped sheath of titanium that flies at ten times the speed of sound, can’t be seen by early warning radars, and, unlike slower intercontinental ballistic missiles, can change direction in flight, evading all known defenses. With this weapon, the People’s Liberation Army can strike anywhere in the world in under fifteen minutes. The chairman of the Joint Chiefs of Staff called it “China’s Sputnik Moment,” comparable to the surprise Soviet launch of the world’s first satellite in 1957.

How had this happened? How did the country with the largest economy and most innovative technology companies fall so far behind?

Quite simply, sometime in the 1990s, Silicon Valley and the Pentagon stopped talking to each other. The two-decade explosion of consumer electronics that began in the 2000s somehow became invisible to the Pentagon.

Even as Apple, Google, Microsoft, and Amazon grew into technical and business behemoths, each bigger by market capitalization than the entire defense industry combined, the Department of Defense was content to keep dealing with a handful of giant defense contractors, like Lockheed Martin, Northrop Grumman, and Raytheon—known in Washington as the “primes.” This arrangement suited members of Congress who controlled the budget, because they were keen to protect the job-creating mega-contracts that had brought prosperity to their districts. The Pentagon even relied on the primes to develop the military’s IT and software, a folly akin to hiring Microsoft to build an aircraft carrier. Nobody bothered to talk to Google about AI or to Amazon about cloud services, even though those companies and others like them now harnessed the brainpower of the world’s best engineers and technologists, and collectively wielded research and development budgets larger than the Pentagon’s own. The Pentagon had even less of an idea how to work productively with hundreds of tiny startups building astonishing stuff that no one else had thought to invent. The disconnect was not just about hardware or software or how to buy both. It was also about the new way Silicon Valley worked, coupling concentrations of talent with incremental infusions of capital. Rather than becoming curious about how to build transformational technology with the speed and efficiency of a startup, the Pentagon stuck to its old labs full of old scientists who built things the old way. The two worlds drifted apart. For two decades, no Secretary of Defense even bothered to set foot in Silicon Valley—not when Google invented search or Apple the iPhone or Facebook social networks or Amazon cloud storage.

For its part, the Valley had soured on doing business with the Pentagon. Startups didn’t need the headache of dealing with a customer that took years to close a sale and then even more years to start using the product and paying for it. Too often, promising products were abandoned in their journey to the battlefield. In a reference to Psalm 23, they died in what’s called the Pentagon’s “Valley of Death,” a hellscape of unused products and the skeletons of entrepreneurs and companies that didn’t make it to the other side. Tech companies had no idea how to navigate the corridors of power inside the Pentagon, while the primes had spent decades wining and dining generals and building massive lobbying machines. Moreover, many engineers and technologists in Silicon Valley had deep moral objections to creating products that might be used to kill people, and they demanded their companies refuse to sign contracts with the military or intelligence agencies. Young people working in the Valley grew up watching the botched invasion of Iraq. They might have seen Saving Private Ryan, but their formative memories of the military were of the abuses at Abu Ghraib, torture at Guantánamo, and drone strikes that killed civilians.

The final break came in 2013, when Google and others learned, via material leaked by Edward Snowden, that the National Security Agency was surreptitiously tapping their data interconnects to vacuum up intelligence about foreign threats. The rest of the world now looked at American tech firms as extensions of American intelligence agencies—as spies. Not only was their own government spying on them, Silicon Valley engineers learned, but no one could any longer trust the companies they worked for to secure their data—not Americans, not Europeans, not customers in international markets. To many in Silicon Valley, the U.S. government had become the enemy.

In ordinary times, the de facto divorce between technologists on the West Coast and policymakers on the East Coast wouldn’t imperil the future of American power. In California, coders would continue to code and venture capitalists would continue to fund new companies. In Washington, policymakers would continue giving speeches and writing strategies. But the 2010s weren’t ordinary times. Other militaries sensed the fragility of what held together the world order—the ability of the U.S. military to unquestionably win wars and keep the peace. Russia’s Vladimir Putin, Chinese president Xi Jinping, the supreme leader of Iran, and North Korea’s Kim Jong-un each saw new ways to defeat the U.S. technologically.

While most people on both coasts missed the significance of what was happening, a few of us saw the slow-motion car crash that had already begun, and we started doing all we could to stop it.

A turning point came in 2015 when President Barack Obama appointed Ash Carter to be Secretary of Defense. Carter, a Rhodes Scholar and physicist, had been in and out of various Pentagon roles since the 1990s. For most of that time he’d been pounding the table about the shift toward commercial technology and its implications for defense. The Pentagon was devoting too much of its budget to chasing legacy technology and not enough to the future, Carter said. In a prophetic 2001 paper, he wrote, “Tomorrow’s defense innovations will largely be derivatives of technology developed and marketed by commercial companies for commercial motives.” The military “must be the world’s fastest adapter and adopter of commercial technology into defense systems.” At first, nobody listened. But as soon as Carter was sworn in as secretary, he traveled to Silicon Valley, hoping to make amends by giving an address to the tech industry. He was not welcomed with open arms. Google, still furious about the Snowden revelations, refused to let him set foot on its campus. Carter instead went to Stanford, which had become a kind of Switzerland for visiting government officials—neutral ground. There he spoke to an audience of CEOs and influential venture capitalists, the kingmakers who’d helped build the world’s most valuable companies. He began by acknowledging the damage that the NSA had caused by spying on tech companies. It wasn’t quite an apology, but close enough.

Then he made his pitch: the military needed their help. Carter talked about defending our way of life at a time when democracies were coming under new threats. Whatever feelings those in the audience might have about warfare, he said, surely they agreed that if the U.S. did go to war, it would be better to win than to lose. But unless we could set aside our differences and work together, that might not happen. That’s what was at stake. Did they want to live in a world where the U.S. became a second-rate power? Carter wasn’t openly alarmist, but the digerati understood.

Carter also reminded his audience of influential executives that some of Silicon Valley’s biggest companies had succeeded by building their products on research funded by the government. Google got its start with a grant by the National Science Foundation, and its self-driving cars grew out of a Grand Challenge by DARPA, the Defense Advanced Research Projects Agency. DARPA had invented the Internet as well as Siri, Apple’s AI-powered voice assistant.

Now it was time for Silicon Valley to repay the favor.

“We need to drill holes in the wall that exists between the Department of Defense and the commercial and scientific sector,” Carter implored.

He promised that the Pentagon would change its ways. He vowed to shake up the Department of Defense and adopt the nimble business practices of Silicon Valley. Most importantly, he wanted to start buying tech products. Lots of tech products. The skeptics in the audience might not have been moved by the stuff about defending the Western liberal order—but they did care about money. And the Pentagon spends more money than any organization in the world. Carter’s message was loud and clear: the Pentagon was open for business and wanted to push a giant shopping cart down the aisles of Silicon Valley.

Since shopping on the West Coast is hard to do from the East Coast, Carter announced that the Pentagon would open an embassy-slash-venture-fund in Silicon Valley called the Defense Innovation Unit Experimental, or DIUx. A thirty-person team would be housed in an office building at Moffett Field, a decommissioned naval air station in Mountain View, across the fence from Google’s campus.

The historical resonance wasn’t lost on military innovators. Admiral Moffett—the station’s namesake—had figured out in the 1920s that aircraft carriers, not battleships, would win the next war. The father of naval aviation died in a fiery 1933 crash on the dirigible USS Akron, then the world’s largest blimp. Had he not reoriented naval doctrine, we might be speaking German or Japanese.

At the very place where military innovators figured out how to harness the power of carrier-launched aircraft, a group of technologists and uniformed officers from each military service would scour the Valley to find commercial products that could be adapted for military use. They’d be the military’s on-site matchmaker. If a SEAL team needed a way to shoot down the commercial drones disrupting their raids, DIUx would find a startup to build a drone-killer, and the navy would deploy it. If a new company came to DIUx with a game-changing cybersecurity tool, DIUx would find a customer in the military that would buy the product. With the military as an early user, the startup could get up and running. And with the promise of future revenue the military could provide, venture capital firms would be more likely to invest. This was Carter’s vision: to use military money not just to buy existing products but to help entrepreneurs develop new ones, and to harness the financial power of venture capital firms to back more businesses selling to the Defense Department. Thanks to DIUx, the Pentagon would be able to draw on the resources and brainpower of commercial tech companies in Silicon Valley for the first time in years. This infusion of new technology and new thinking, Carter hoped, would inspire the military to mimic those methods, bringing speed and efficiency to a culture of cost overruns and delays. DIUx would be the fulcrum on which Carter would pivot the entire U.S. military. If DIUx was successful, the military would spend the rest of the 2010s readying itself for the conflicts many saw coming in the 2020s.

But DIUx faced a daunting challenge—how to fix the parts of the Pentagon that would open the floodgates to commercial technology. Carter had vowed to speed things up and transform its risk-averse culture so that innovative products could zip from office parks in Palo Alto and Mountain View into the hands of service members without getting lost in the Valley of Death. That sounded great, but after thirty years of neglect, the Valley of Death was now Grand Canyon−sized. It was unclear how a scrappy little band of people in a makeshift office was going to ferry key technologies across it.

The Department of Defense is the largest organization in the world, with 3 million employees, a sprawling set of offices that oversee the army, air force, navy, and marines, more rules and regulations than the Byzantine Empire, and an ingrained resistance to change. This was the organization that fielded fighter jets with outdated navigation systems and operated command centers with decades-old mainframes running software so buggy that the bugs had bugs. Now they were going to start using artificial intelligence and iPhones?

Carter’s plan envisioned Silicon Valley’s founders and engineers eagerly answering his call. But, as Snowden had revealed, this was the same group the government had secretly manipulated to conduct espionage. The Iraq War, warrantless wiretapping, and drone strikes were things many in Silicon Valley opposed. How could a group of people so understandably alienated from the hard power of the military be enticed to help enhance its lethality? They’d come of age building technology that would make the world a better, not deadlier, place.

It was easy to give a speech about innovation and transformation and drilling holes in walls. But who in their right mind would sign up to do the drilling?

Well, that was us.






CHAPTER ONE UNIT X


At first neither of us wanted the job.

Defense Innovation Unit Experimental was already six months old when Secretary of Defense Ash Carter asked us to lead it and become his personal emissaries to Silicon Valley. The original team at DIUx had started off so badly that Silicon Valley had already written off the group as a hollow embodiment of Carter’s promise to rebuild ties. The office was “out of Schlitz,” as the Milwaukee beer slogan went, better to be avoided than engaged.

To be fair, our predecessors had been dealt a bad hand and played it poorly. Initially announced as a department-wide priority, the launch of DIUx was overseen by Bob Work, the Deputy Secretary of Defense, a forceful advocate who’d coined DIUx’s name and was one of the first officials to worry the U.S. could be defeated technologically. Work had led the review of the Pentagon’s growing inadequacy in a top-secret effort known as the Advanced Capabilities and Deterrence Panel. He then handed the new unit to the Pentagon’s fourth-highest official, the head of acquisition and technology, who—fatally—transferred responsibility three layers farther down. The office that came to oversee DIUx was located nowhere near the outer “E-ring” corridor of the Pentagon, the power center of the military where generals and admirals enjoy the building’s only outside views through bullet- and bombproof windows. It wasn’t even near the office of the fourth-highest official. Instead, it was around the corner, down a narrow corridor, behind multiple doors, and through a windowless passageway, a route that resembled a dimly lit maze in the catacombs of the Pentagon. It was in the Pentagon’s equivalent of Eastern Siberia.

Deep in this bureaucratic wilderness the acting official in charge of setting up Carter’s advanced technology incubator shared the opinion of his boss four levels up, as good bureaucrats do, that DIUx was a cute idea but not the game-changing fulcrum Carter envisioned. Charged with turning Carter’s idea into a reality, he tapped a team of people who knew little about Silicon Valley and had never worked on the E-ring. Given a blank canvas on which to paint something grand, they defaulted to the easiest and least imaginative option. As Ash Carter later wrote in his memoir, “Initially, I allowed DIUx to be organized and staffed by the Pentagon’s research and engineering arm. This quickly proved to be a mistake.”

Instead of renting a modern office in Palo Alto with open space, unfinished brick, and dual monitor workstations, the Pentagon hid DIUx’s Silicon Valley office in a vacant wing of a National Guard armory. The armory sat on the edge of Moffett Field, a decommissioned naval air station so sleepy that few even knew it was there. The armory and the dirt fields that surrounded it had become a black hole, something people drove past every day on their way to work without ever noticing what was inside. Even Google Maps didn’t have DIUx listed—we ultimately appealed to our friends at Google to add it so visitors stopped getting lost.

Upon arriving in Silicon Valley, the Pentagon team botched the initial setup so badly that DIUx couldn’t even get furniture or a working Internet connection. For six months the first team worked at folding card tables and used 4G hotspots bought at Best Buy. It took less time than ordering coffee at Philz for Silicon Valley insiders to discern that the new outfit had no money, no clout, and no viable plan to buy technology at scale. Instead of encouraging startups to take meetings at DIUx, venture capitalists told them to run away.

When word filtered back to Carter that DIUx was floundering, he sent Todd Park, President Obama’s chief technology officer, to visit and find out what was wrong. Park, a veteran tech entrepreneur, had built multibillion-dollar businesses in Silicon Valley and was known in Washington as the man who fixed the failing website HealthCare.gov. He took one look at the card tables and Best Buy hotspots, talked to the two guys in charge—and understood the problem. Back in Washington, he gave Carter an unvarnished assessment of DIUx: “It’s fucked,” he said, delivering the kind of tough talk a Valley venture capitalist tells a failing startup. “You need to get rid of the people in charge and find new leadership. Give them real resources and real authority. And don’t do this quietly. You need to make a big deal of it. Show everyone in the Valley that you’re starting over.” In Silicon Valley, Park told Carter, it is better to fail fast and reboot than to try to hide failure behind incremental fixes.

In the Secretary of Defense’s mind, the stillborn office would be known as DIUx 1.0—the initial release. Carter would personally oversee an upgrade to DIUx 2.0. The new version would have many new features, including the two of us at its helm, with Raj as managing director and Chris as founding partner. Two other partners would join. Not only would Carter remake DIUx, he’d fly out to Silicon Valley to re-christen it.

In Washington it counts as crazy to turn over the keys to the Pentagon’s newest unit to a thirty-seven and thirty-eight-year old. Most of the graybeards that dominated the civilian and uniformed military looked at us as mere kids, fifteen years too young to run anything serious in the building even as we were fifteen years older than many first-time founders in the Valley. Yet we both had overlapping strengths purpose-built for the turnaround job that lay ahead.

Chris was the National Security Council’s director of strategic planning and previously had been the senior civilian aide to the Chairman of the Joint Chiefs of Staff. His Ph.D. focused on technology breakdowns in national security. He’d helped craft the Pentagon’s first cyber strategy, helped champion DARPA breakthroughs, and helped open the military’s eyes to how rapidly commercial technology was evolving. When Ash Carter decided to create DIUx, he and Bob Work asked Chris to chair the Pentagon working group that developed the concept.

After Raj graduated from Princeton, where his senior thesis was titled “The Efficacy of Coercive Airpower,” he flew F-16s in combat in Iraq and Afghanistan, learning firsthand the awesome power of military systems as well as their antiquated quirks. He then went on to business school and a stint at McKinsey & Company before becoming an entrepreneur himself, building a successful cybersecurity software startup. All the while, he served in uniform in the Air National Guard, strapping into F-16s on weekends. Growing up in rural Georgia as the son of immigrants from India, Raj always had flying on the brain. His childhood room was full of model airplanes he’d assembled and painted.

We’d known each other for years. We first met at the Council on Foreign Relations when we were each term members, a junior status granted to young professionals in government and business. We liked each other and started lunching each time Raj came into D.C., often meeting at Founding Farmers, three blocks from the White House. We were on opposite sides of the political spectrum—Chris an Obama Administration appointee, Raj a former Bush Administration appointee—but saw the world much the same, united in our conviction that Washington hadn’t yet awakened to the tectonic shifts in technology emanating from Silicon Valley. Together, we might just be able to pull this off. Raj had experience discerning real innovation from vaporware and could read a balance sheet with eagle eyes. Chris could walk blindfolded around the West Wing and the Pentagon and was on a first-name basis with the national security advisor and the Secretary of Defense. The Pentagon had acronyms, Silicon Valley buzzwords. Together, we could navigate both worlds.

And yet—we were reluctant. Raj had recently sold his first startup, to Palo Alto Networks, and was on his way to founding another. Putting those plans on hold to go work for the government would delay his entrepreneurial ambitions. Worse, if DIUx failed again, he might never be able to raise capital and start another company in the Valley. Chris’s credibility in Washington was likewise on the line. Too many missteps in such a high-profile role and he’d be looking for a new career.

The mission was two-pronged. In Silicon Valley we’d have to overcome deeply rooted skepticism that the government could ever be a good customer, and persuade top executives as well as rank-and-file engineers that the military would use the technology they developed in morally acceptable ways. On the other side lurked an even more entrenched fight. The military brass thought Silicon Valley programmers were spoiled and had no idea of the hardships men and women in uniform endured to keep them safe. They were appalled that some tech firms were willing to sell to China but not to the Department of Defense. Many still doubted that Silicon Valley could do a better job than big defense contractors. Deep down, they thought the iPhones their kids clamored for might look cool but weren’t something you took into combat. Even in 2016, there was little understanding on the E-ring of the profound shift that had taken place. In sum, we’d have to break an enormous amount of glass in the Valley and in the Pentagon to have a chance at success.

“Okay,” Raj said, over dinner with Chris. “I’ll do it, but only if you do it.”

“And I’ll only do it if you do it,” Chris said.

But we also knew that reporting to an office in the Pentagon’s equivalent of East Siberia would cement our failure. If the Pentagon’s middle management, which consisted of thousands of people, could tell us no, we could not honestly tell a startup CEO that yes—DIUx could deliver contracts on a timeline that mattered. So we made a wish list of necessary authorities, without which we knew DIUx 2.0 would fail.

The Secretary of Defense oversees 3 million people, 4,018 nuclear warheads, and 800 bases in 70 countries. Only the President is higher in the military’s chain of command. The Secretary of Defense doesn’t negotiate with terrorists, dictators, or his own subordinates, let alone two thirty-somethings to whom he just offered plumb jobs. Carter was an intimidating figure with a towering intellect and a prickly personality. However, the Secretary’s office would have to negotiate with us, as we weren’t going to take the job unless Carter set the conditions for success.

Carter’s chief of staff Eric Rosenbach became Raj’s interlocutor to draw up a “term sheet” detailing how DIUx 2.0 would operate. Over phone calls and one-on-ones in Rosenbach’s office adjacent to the Secretary’s suite, the two worked out a way forward.

“Raj, I can give you most of the things you’re asking for, but I can’t lend you an air force Gulfstream for your travel to D.C.,” Eric said.

“Negotiating 101,” responded Raj. “Always include one giveaway provision so your opponent has the illusion you are compromising.”

The funniest moment happened at the end.

“The Secretary doesn’t sign term sheets, especially with future hires,” Eric told Raj.

“Well, someone has to sign it,” Raj said. “How else do I know you’re serious?”

The Secretary’s lawyers debated for over a week about whether anyone could or should sign. In the end, Rosenbach lent his signature on May 5, 2016.

It was an impressive set of terms.

First, we would report directly to the Secretary. We would have a weekly call with his chief of staff, and he would assign one of his special assistants to support us. We would control our own budget and hiring. We would not deal with the Pentagon’s ordinary administrative support staff—the people who left our predecessors with card tables and Wi-Fi hotspots. Instead, the chief management officer of the Pentagon would personally oversee the setup of the rebooted office. Every part of the DoD would lend support if requested. If some policy got in our way, we could request that the policy be waived. If the request was denied, the Secretary would decide immediately—we would not waste time going up and down the chain of command. And nobody from the Pentagon would visit Silicon Valley unless they coordinated with us.

Finally, and most important, the Secretary would put this in writing, in a directive-type memorandum—the DoD’s most important decree, which carried the force of policy—and he would sign it.

We weren’t being difficult for the sake of being difficult. We needed to do business at Silicon Valley speed. We had to get contracts signed quickly. We had to promise companies that we’d pay them on time and in full, and we had to keep those promises. If we couldn’t do that, we’d end up failing, just like our predecessors.

Five days after the terms were finalized, the Boeing 757 that ordinarily serves as Air Force Two flew from Andrews Air Force Base to San Francisco, with Secretary Carter on board. The next morning, May 11, 2016, a convoy of armored Suburbans and staff vans, escorted by the California State Highway Patrol, whisked him and his phalanx of aides, advisors, and the traveling Pentagon press corps to Moffett Field.

Two hundred guests awaited, including unicorn company founders, some of the biggest venture capitalists in Silicon Valley, and many who would become close associates and partners for years. The night before, we’d been inundated with calls from Silicon Valley admins asking about the words “formal attire” on the invitation. Did this mean “East Coast” formal—a suit and tie? No, we assured them. While the Secretary would most certainly wear a suit and tie, they didn’t need to. Neither did we. In fact, showing up in a suit in Silicon Valley immediately gets you written off as a clueless outsider. The very fact the invitation listed a dress code at all signaled how little the Secretary’s protocol office knew about the audience the Secretary was trying to court. So we wore jeans and sport coats. Doug Beck, the Apple executive being announced as the commander of our new Reserve Unit, even left his shirt untucked.

The Secretary, true to form, wore a dark suit and bright blue tie. He walked in with an armed security detail and a dozen uniformed military aides carrying top-secret communications gear and binders with ready-to-go battle plans. One of the military aides, as always, would be carrying a locked briefcase with equipment for nuclear command and control. With rows of TV cameras filming, and the ceremony broadcast live to military bases worldwide on the Pentagon Channel, Carter introduced the two of us and our leadership team. We stood in a line, an American flag on one side and the blue battle flag of the Secretary of Defense on the other.

In his remarks, Carter acknowledged that just months before he’d been out here announcing the first version of DIUx, and that it had fallen short. But DIUx 2.0 would be new and improved, he vowed. “One of the most important things since starting DIUx is how much we’ve learned over the last eight months, not only about what works, but also what can make it work better,” he said. “So armed with this knowledge, we’re taking a page straight from the Silicon Valley playbook. Today we’re launching DIUx 2.0, and there’s several new features I’d like to tell you about.”

He closed by explaining why Valley technologists should work with us. The point was not that startups could create value by doing business with the Pentagon—which they most certainly could. It was that in the global struggle between democracy and autocracy, we were all on the same side. “It has to do with our protection and our security, creating a world where our fellow citizens can go to school, dream their dreams, live their lives, and one day give their children a better future,” he said. “Helping defend your country and making a better world is one of the noblest things a business leader, a technologist, an entrepreneur, or a young person can do.”

With that, Carter flew back to Washington on Air Force Two. We stayed behind and mingled with the Silicon Valley elite, who, despite DIUx’s rocky start, seemed enthusiastic about giving us another chance. The team ended the day at the Space Bar at NASA Ames, enjoying a beer in the shadow of Hangar One, one of the world’s largest freestanding structures, whose eight acres of inside space was used in the 1930s to house the navy’s first zeppelin, a giant airship that met the same fate as the Hindenburg, with Admiral Moffett—the father of carrier aviation—on board. The real work would start tomorrow, after the camera crews had left, when we met the team.

Our first all-hands meeting was a critical moment to earn the trust of the people we’d lead—a motley crew of technology enthusiasts who’d come from all corners of the military. Though none of those on active duty wore their uniforms to the office, close-cropped hair and a certain bearing gave the place the feeling of a startup run by neatniks. Most were chipper except for one stern Special Operations guy, who never broke character. We only had a few proper technologists at first. Most everyone else bought a military skill—flying jets, driving tanks, leading infantry battalions, serving in combat.

The thirty-odd military and civilian personnel now in our charge had already had a rough go, having been announced to the world by the very same Secretary eight months before only to lack the tools they needed to succeed. With all the subtlety of a flashbang grenade, we’d arrived on scene and their former director and his leadership team had been sent home. Because the announcement had been kept under wraps until the last possible moment, very few knew the full details. The uniformed officers and enlisted personnel, civilians, and contractors who actually worked at DIUx were, quite literally, the last to be informed that their nascent organization was being rebooted and that we’d be the ones doing the rebooting.

In the weeks leading up to this moment Raj had quietly interviewed sitting team members without being able to fully explain what was about to happen. He’d picked up on a toxicity emanating from a small part of the org chart and decided to make decisive changes. Assessing the personnel who’d been detailed to DIUx from across the military, Raj kept most but asked that some be let go before the new leadership team arrived. We worked out a precise timeline with the Secretary’s office of how the transition would occur. Two weeks before the Secretary’s announcement, personnel identified for transfer were notified and given a last day in the office. Shortly after, all DIUx staff were made aware of the pending leadership change. A transition official was named to help the outgoing director hand off key responsibilities. Understanding that good people are sometimes put in unwinnable situations, the last thing Raj did before Carter landed for the announcement was take the outgoing director, George Duchak, out for a drink.

They met at the Four Seasons in Palo Alto, the hotel where Carter and his delegation were staying. Duchak—a Naval Academy graduate, P-3 pilot, and former head of an air force R&D lab—huddled with Raj for a private conversation at an out-of-the-way table while members of the Secretary’s staff kept walking by, not noticing the handoff that was happening. George radiated disappointment at the Pentagon for not providing basic support such as Wi-Fi or furniture, and left Raj with a warning: “Watch out for the antibodies in the building. They’ll come for you too.”

After Todd Park recruited us, we recruited two others to form a core leadership team and also retained the commander for DIUx’s Reserve Unit. Following the model of a venture capture firm, the core leadership team would be known as “partners” and share decisional authority. Raj, our managing partner, would have ultimate responsibility. But the idea was to embrace the flat structure of a startup.

A blitz of recruiting across the Valley led us to Isaac Taylor, a Harvard-educated Google X executive. Isaac had run operations for some of Google’s biggest bets. Early in Google’s self-driving car project, he’d been seriously injured on the highway just south of Google’s campus when one of his fellow engineers pushed the car’s algorithms beyond their breaking point. Unfazed, Isaac went on to a leadership role in Google Glass, one of the first attempts to build augmented reality glasses for consumers. Isaac would be our in-house hardware guru, bringing with him experience from the catalog of Google moonshots.

Our fourth partner was Vishaal “V8” Hariprasad, a decorated cyber operations officer in the air force who’d been a cofounder at Raj’s cybersecurity startup. Vishaal, or V8, the military call sign he went by, was born in the Bronx to immigrant parents from British Guyana. He rose to be included among the first cadre of the USAF’s cyber warriors, deploying to Iraq and working on some of our military’s most clandestine missions. He’d be our in-house expert on software and oversee any project with code at its heart.

We secured Doug Beck’s commitment to continue leading the DIUx Reserve Unit, a group of part-time military personnel who held civilian jobs in the tech sector while supporting DIUx a weekend a month. Beck, a naval reserve officer who’d deployed to Iraq and Afghanistan and like Carter was a Yale-trained Rhodes Scholar, was one of Tim Cook’s direct reports at Apple. Doug had been part of the informal team behind the idea of DIUx and saw “dual fluency” reservists like Raj and himself as a central part of the solution. He had a knack for evangelizing to the military brass about the opportunity that existed in Silicon Valley and had charmed Pentagon officials during the run-up to DIUx 1.0 by showing them the original Apple Watch before it was released to the public, with Apple’s permission.

We were meticulous in our preparation for the first all-hands.

Todd Park fired up the team with opening remarks. Raj then began with an energizing slide deck.

Part of the reason DIUx 1.0 had foundered was that it had become all things to all people. A matchmaker. An embassy. A technology scout. Raj’s first slide was three carefully chosen pictures, each of a current DIUx team member—a Navy SEAL, a fighter pilot, and a cyberwarfare officer—deployed in a war zone. “Our mission,” Raj said, “singularly and above all else, is to deliver commercial innovation to the warfighter.” We would place in their hands new tools and technology they didn’t have today. Success would be helping them accomplish their mission in better ways. Whether they were more effective would be our metric of success.

Raj’s first directive was to stop all meetings, since the previous group had conflated success with the number of meetings they could secure. We had carefully read the weekly updates the inaugural director sent back to the Pentagon, which resembled a “meetings taken” scorecard, recording get-togethers with companies, investors, and academics. The Pentagon office overseeing DIUx 1.0 must have liked this, because as time went along each subsequent update focused more and more on meetings. The updates were a case study in how outputs can be mistaken for outcomes and how headquarters can reinforce low-yield behavior.

Raj’s second directive to the staff was that DIUx 2.0 was going into stealth mode. Much like a startup that had just raised a big round of funding, we needed time to figure out what we were doing. Though our goals were now clear, how exactly we were going to achieve them was not. We needed to find focus and build an apparatus.

Raj then unveiled the new tools we’d been given to carry out our mission—the extraordinary set of authorities the Secretary had granted us.

“How are we going to deliver innovation to the warfighter faster than any thought possible?” Raj began. “We’re going to need superpowers. There are going to be antibodies. So we negotiated, directly with the Secretary, a set of authorities no one else has.”

Raj then put up on-screen the term sheet signed by the Secretary’s chief of staff. It was an awesome sight to behold, dramatically signaling to DIUx’s rank and file that they now had more operational authority than many generals and admirals.

First, as Carter had mentioned, we’d report directly to him as well as having regular meetings with the Vice Chairman of the Joint Chiefs of Staff and Deputy Secretary of Defense. Further, we’d receive administrative, logistical, and personnel support from the chief management officer and additional assistance or support as requested from any DoD component. This clause was important because it meant we had the Secretary’s imprimatur to ask for whatever help we needed from whomever we needed it from, and that they were expected to give it. The next term concerned hiring. The Secretary wanted personnel decisions made by DIUx leadership to be executed in fourteen days. Most civilians waited seven to nine months to be hired. Fourteen days was unheard of. The term sheet also included provisions for an O-7 billet—military-speak for assigning a general or admiral to work at DIUx.

Raj saved the most transformational authority for last—waiver authority.

“I’m now going to talk about our nuclear weapon,” Raj said. “This authority is what truly sets DIUx apart. What it means is that if we run into a regulation or policy that impedes our mission, we can ask the owner of that policy to waive it for our purposes.”

“You mean they have to change the rule just for us, and all we have to do is ask?” exclaimed Trek, one of DIUx’s six original team members.

“Yeah,” Raj replied. “They do. We can’t break the law. If it’s in a statute, we have to follow it. But we can deliberately break rules set by others if we have a good enough reason.”

“Wow,” Trek said. “I’ve never heard of anything like this.”

“There’ll be a process. The partners will approve each request. The rule owner has fourteen days to respond. But if they turn us down, it goes immediately to Secretary Carter for review. He’s encouraged us to use waiver authority if we need it. It’s not just for show.”

This was the bureaucratic version of the nuclear option. The fight would be far from fair. The minute some official wanted to throw a wrench in our gears just because they could, we had a powerful antidote. Carter was a no-nonsense guy. He wasn’t about to endorse normal procedure for its own sake. Following normal procedure was exactly what had precipitated the slow-burn crisis in military power that DIUx had been created to help solve.

These authorities, especially waiver authority, were unheard of in the Department. The director of DARPA didn’t have them. Nor did the head of the Pentagon’s nuclear, biological, and chemical programs. Nor did any of the combatant commanders running our wars around the world. The director of a DoD agency couldn’t even take an interview with a reporter without receiving permission from the relevant undersecretary. Yet we could do all these things and more because of the terms we’d negotiated.

To make full use of our authorities, we announced an additional personnel appointment. Crane Lopes, the legendary general counsel of DARPA, widely known as the most skilled technology lawyer in the Department, volunteered to be DIUx 2.0’s interim general counsel. Crane would do this while still serving in his DARPA post. It was the legal equivalent of announcing Muhammad Ali as the interim boxing coach. Throw the rule book at us, and Crane would use it to punch you in the face. There was no better signal that we meant business.

Looking out at the staff, and seeing the floored expressions on their faces, we knew we’d solved the Pentagon version of the irresistible force paradox—what happens when an unstoppable force meets an immovable object. DIUx was the unstoppable force, and the Pentagon the immovable object. There was now no doubt the Pentagon would budge when we collided. Or so we hoped.

The outpouring of energy in the hours that followed was a validation of what we had all come to do. Everyone started to think bigger.

It turned out the person thinking the biggest that day was one of the smallest in stature. Her name was Lauren Dailey. Literally half the size of our stone-faced Special Operations officer, she came to Raj to share an idea. It was only partially formed and written down in a short paper Lauren had worked on in her spare time. But if true, it would change everything. Raj, Lauren, and Chris soon huddled to discuss how to turn her hunch into reality. It would be DIUx’s first big break.






CHAPTER TWO ZEROIZED


The halo that Carter’s visit gave us didn’t last.

Two days after the announcement, a friend on Capitol Hill called Raj with catastrophically bad news.

“Hey Raj,” our source said, “there’s something I need to tell you.”

Raj, reading the tone, knew he was about to hear a whopper.

“I just got out of a meeting,” said our personal Deep Throat. “They just whacked your budget for next year.”

“Okay,” Raj said. “How much did they shave off?”

“That’s the thing,” Deep Throat said. “They shaved all of it.”

“All of it?” Raj asked.

“All of it,” Deep Throat said.

For reasons unknown, our $30 million budget for the upcoming fiscal year, which started in only four months, was reduced—to zero. In Washington they call this getting “zeroized.” It is the strongest way for the first branch of government, Congress, to tell the second branch, the Executive, to go to hell.

The Pentagon press was still busy penning fawning stories about the new whiz kids who were about to revolutionize military technology. They had no idea that we were on the verge of being dead in the water.



Our first trip to Washington was supposed to be a victory lap. Fresh off the Secretary’s announcement in which he’d personally vested his authority in us and our mission, we were going to press the flesh with the brass, meeting with the Department’s entire military and civilian leadership. This included the civilian secretaries that oversee each military service—the navy and marines, air force, and army—as well as the top uniformed four-star military officers—the chief of naval operations, commandant of the Marine Corps, and chiefs of staff of the air force and army. We were also seeing the head acquisition officials of each service—the officials whom we could presumably help the most.

While these meetings were crucial for us to get off on the right foot, the focus of the trip was now damage control. Our grand voyage would be over before it began if we didn’t claw back that budget.

Congress wasn’t the only one already taking shots. Halfway through the flight, our government credit cards stopped working. Our hotel informed us we’d need to rebook with a new form of payment. This welcoming present came from the crack administrative support team that had left our predecessors without office furniture. As payback for being removed from our chain of command, they canceled our cards rather than transferring them to the new team.

Dead travel cards were only a whizzing BB compared to the heavy artillery already arcing toward us from the Appropriations Committee. Carter and Rosenbach hadn’t warned us that our next fiscal year’s budget was at risk. They didn’t even know. Had they known, they wouldn’t have trotted us out on stage in Silicon Valley. They’d have postponed the announcement and sent their legislative staff to battle stations.

The timing couldn’t have been worse.

At this late stage in the convoluted budget process, “zeroizing” wasn’t something Carter could unilaterally fix. The DoD doesn’t control its purse; Congress does so by systematically narrowing what it will and won’t support in decisions that, once made, can’t be reversed. When most people think of spring in Washington, they picture cherry blossoms and school trips. What they don’t think of is thousands of budget officials huddling inside government buildings putting together a giant jigsaw puzzle, piece by piece.

We did some quick sleuthing and learned that the decision to zeroize DIUx had been made by two congressional staffers on the House Appropriations Committee, whom we’ll call Evelyn and Ed. We had no idea who they were. And we couldn’t imagine how these people had even found our tiny $30 million line item in a $770 billion defense budget, let alone why they wanted to erase it. Why had two Hill staffers dared to poke the Secretary of Defense and cripple the organization we were now leading? This was our first taste of how skillfully the empire would strike back and how we would have to artfully battle to achieve our mission.

Murder mystery theater is a familiar occurrence along the Potomac come budget season. Its rules derive from the Founding Fathers, who created the Executive and Legislature as co-equal branches of government. To ensure the elected representatives of the people can hold the Executive Branch to account, Congress approves every last penny the Executive spends on its programs. What the “power of the purse” means in practice is that a small number of staffers on the Appropriations Committees of the House and Senate wield enormous power over the federal budget. While the biggest decisions are worked out between the White House and congressional leaders, much of the nitty-gritty is decided at the committee level. And it is here that committee staffers accrue vast and functionally unchecked power to micromanage, so long as they aren’t egregious in their individual decisions and are able to keep the trust of the members of Congress they serve.

Only a handful of staffers—about twenty—manage the Pentagon’s $700 billion dollar budget. That’s one staffer for every $35 billion—an astonishing scope of responsibility for one person. In their view, they are doing the Founders’ work, keeping fast-talking administration appointees in check and balancing the initiatives they advance with the steady, institutional wisdom of committee staff. While most staffers bring broad experience to their work and are excellent stewards of their outsize responsibility, on the whole the institution is full of people who have not worked outside the Beltway and are less interested in pursuing a career elsewhere. A good number previously worked in the agencies they oversee, often in lower-level roles years earlier, a sometimes dangerous combination that gives them a false sense of overconfidence even as they view their convictions as hard-earned. The worst of these staffers wait years to reign over a slice of the federal pie and take joy in pushing around the military and civilian officials who were once their superiors. At least, it can feel that way.

It had begun to dawn on us that while Carter valued us, his sphere of protection only extended so far in Washington—perhaps far shorter than we’d bet on. We’d just announced to Silicon Valley that DIUx was open for business. Yet rather than scouting for deals, we were fighting a rearguard action 2,435 miles away. If this was our first week on the job, what would next week bring? We didn’t know it yet, but one or both of us would end up flying to D.C. almost every week for the next year—so numerous would be the fires to be put out. Raj counted fifty-five red-eyes over his two years as managing partner, plus five more setting up DIUx 2.0, every flight in coach. We became such frequent flyers that once when Secretary Carter walked past us twice in two weeks in the E-ring, he stopped and bellowed, “Hey, I’m paying you guys to work out west.” “I know, sir,” Raj uttered without skipping a beat. “We keep having to come here to get your bureaucrats out of our way.”

Thus began a routine of landing at Dulles, showering at the Pentagon gym ($8, cheaper than paying for early check-in at the hotel, which the government doesn’t reimburse), changing into suits, and heading out as the sun rose to knock down the latest hurdle someone had put in our path. So on that first trip to D.C., with too little sleep and no way to officially pay for the Uber we took to Capitol Hill that morning, we found ourselves opening the door to Hart House Office Building Room 405, “Appropriation—Defense Subcommittee.”

“Hi, we’re with DIUx,” we said to the receptionist. “We’re here to meet with Evelyn and Ed.”

“Just a minute,” she said, giving us a chilly appraisal.

The receptionist eventually ushered us into a room off the lobby. Our antagonists walked in a few minutes later.

Evelyn was a retired army officer who had worked in the Pentagon before becoming a congressional staffer. While in the Public Affairs Office, she once oversaw the army’s annual birthday celebration, a spirited affair with cake and military bands. Ed—also ex-military—had been on the Hill even longer. They were old enough to be our parents. We knew them by reputation to be among the most aggressive overseers on Capitol Hill.

As we were shown into a conference room with worn paneling and tired furniture, the meeting had a pretense of going all right for just longer than you could hold your breath. Before we made it five slides into our deck, Evelyn cut straight to the point. She informed us that she had killed our next year’s budget because she worked for a congressman from Indiana and DIUx was not spending any money in Indiana—a statement which was, to put it politely, insane.

“The money’s all going to California,” she said. “That’s all you guys care about, the West Coast. You’re not paying any attention to the Midwest.”

We tried to explain that California is where the startups are: 92 percent are founded there, so it’s not surprising that much of our budget would ultimately be spent in the Bay Area. If Indiana had a thriving startup scene, we’d spend money accordingly.

“We have tech companies in Indiana,” she said.

“And we’ll talk to them,” Chris promised. “But we can’t do it if you cut our funding.”

Evelyn gave him a withering look. She’d taken an immediate and intense dislike to Chris. For what it’s worth, the feeling was mutual. A meeting that began with restrained anger now became openly hostile.

Evelyn let us know that she wasn’t impressed by our Ivy League degrees. She actually said aloud the names of our alma maters—as if this was the reason why Indiana wasn’t in on enough of the action. Where we went to school suddenly had become relevant to whether Congress would fund DIUx.

It turned out Evelyn was only warming up.

“You’ve never even had a real job in the Pentagon,” she told Chris. “You know, working in the acquisition systems or running a program office.”

“Excuse me?” Chris said.

“I wore the uniform,” she said, “and I had real jobs in the Pentagon, doing the real work of the institution.”

We were impressed: at least she’d done her homework. But Chris, who’d worked for six Secretaries of Defense, wasn’t used to getting dressed down like this, and his fury showed.

Raj made an excuse to stop the meeting and managed to drag Chris out before the exchange devolved further.

“So that went well,” Chris said, out in the hallway.

“Yeah. Really well. She seems to really like you.”

Raj suggested that he go it alone for the remainder of the meeting.

Back in the conference room, he tried everything he could think of, including offering to explore establishing a branch office in Indiana. Later that year, DIUx opened additional offices in Boston and Austin because those cities are important innovation hubs and in part to avoid the very perception Evelyn held. Subsequently, as Raj got more savvy, DIUx began identifying military reservists in all fifty states who were interested in the innovation mission. We started calling them “Points of Presence” to show we had boots on the ground in most states and many legislative districts. Evelyn would ask Raj in a future meeting whether the Secretary would fly to Indiana to announce DIUx’s team there. Raj pointed out that he worked for the Secretary, not the other way around, and couldn’t make promises for his boss.

For Ed it came down to a grudge. He was peeved because Carter had once refused his request to use an air force Gulfstream to take a congressional staff delegation overseas. These trips were one of the few perks of the job. Visiting overseas military bases on congressional recess is decidedly less glamorous when flying coach. Now Ed was getting his revenge by killing Carter’s pet project.

“Hey, I feel bad for you,” he told Raj. “I really do. You seem like a good guy. And I know you just started and now it’s going to get shut down. That kind of sucks.”

Raj was a business guy. He knew how to find common ground and work out a way for both sides to win. He and Ed had served in the military. Ed knew our military needed better gear. “Think of those front-line service members,” Raj said. “Think about what’s at stake.

“I know we can find a way to work this out,” Raj added.

Ed gave Raj a look that said, “You’re new around here, aren’t you?”



It looked like Ed and Evelyn had us in checkmate. It was time to make some calls. In the hallway, we escalated the impasse to top budget officials at the Pentagon and alerted the Secretary’s office to the trouble we were now in. But for the moment, backstabbing, score-settling, and small-mindedness had won the day. Chris vented to Raj the whole ride back to the Pentagon. Here he was, paying for an Uber on his personal credit card, having been double-crossed by fellow public servants, one of whom had just told him he never had a “real” job in the Department of Defense. “I guess she didn’t read the part of my bio that said ‘served in Iraq,’ ” Chris fumed. Raj was more even-keeled, but still caught off guard. “So this is why you wanted to move to California?” he joked.

We were vulnerable to people like Ed and Evelyn because we didn’t yet have an officially approved budget. DIUx came together so rapidly that the Department had cobbled together funds for the first year and just assumed, wrongly it turned out, that Congress would approve the small line item the Secretary’s staff rushed into next year’s budget bill.

Carter was moving fast because he knew the average tenure of the Secretary of Defense was under three years. Nominated with less than two years remaining in Obama’s second term, Carter could only count on one year and 338 days in the job. With sand rushing through the hourglass, he sometimes moved with a speed that felt like whiplash.

One of the consequences of Carter’s moving so quickly was that DIUx’s budget had not been approved through normal processes. Nor were DIUx 2.0’s new mission and resources previewed by the congressional committees that oversee DoD. In fact, to get DIUx 2.0 money before it was announced, the Pentagon comptroller had had no choice but to resort to a budgetary sleight of hand designed to avoid seeking congressional concurrence.

“It goes back to the way Mike set us up,” Chris said, in reference to comptroller Michael McCord. “He was trying to do the right thing, and now we’re paying for it.”

It had all started in Mike’s office before our announcement as DIUx’s leaders. Raj was in town for a few days of frantic planning. Carter had agreed we needed “walking around money” to remedy the perception in the Valley—which was accurate—that DIUx 1.0 had had no ability to close a deal. The idea was to use funds under our own control to prime the pump, bridging to larger pools of funds that would flow from other parts of the military. DIUx 1.0 had also been run by a skeleton crew—eight people to be exact, including the director, plus two dozen military and civilians sent on detail from other departments and branches. More people worked in the Secretary’s mess. Carter also agreed to beef up our operation so we could have real technical muscle on staff as well as more liaison officers from relevant parts of the military. By the time we stepped down from our roles DIUx had over one hundred people in its ranks. But even though the Secretary had agreed to resource DIUx 2.0 in this way, the plan wasn’t coming together fast enough in the beginning.

Chris used to sit three chairs down from Pentagon comptroller Mike McCord each morning at the senior staff meeting, which started promptly at 7:30 a.m. Though years apart in age, they were both from Columbus, Ohio, and both endurance athletes—Chris an accomplished runner and Mike a triathlete who finished an Ironman while serving as comptroller.

To settle the matter of DIUx’s budget before the coming announcement, Chris asked Mike if he and Raj could see him. On a Tuesday morning we found ourselves sitting on Mike’s couch in his imposing E-ring office. He had a view to the north, toward the Pentagon’s helipad, with Arlington Cemetery in the distance.

“Well, Mike,” Chris started, “the Secretary wants us to have some walking around money, so we can show good faith right away in the Valley. We also need to hire a larger team. I know we’re off-cycle with the budget. What’s the best approach given we’re three weeks away from being announced?”

Mike knew how much of a priority DIUx was for the Secretary. As comptroller of an $800 billion enterprise, he also knew how to find money. In fact, he’d probably never before had a meeting to discuss so small a budget item.

“All right,” he said, after thinking for thirty seconds. “I have an idea. The Senate put through a large technology fund in last year’s NDAA,” referring to the National Defense Authorization Act, the one bill Congress must pass each year. “We can draw from that to get you guys R&D funds. Now, we can’t risk a reprogramming”—the lengthy and often contentious process by which the Department seeks approval from Congress to move more than $15 million of funds from one account to another. “But I can get you $14 million this fiscal year and another $14 million right after the new fiscal year starts in October. That will get you guys around $30 million. We can figure out what happens after that in the regular process.”

We were relieved. Mike had just addressed our greatest concern—being able to sign deals on day one. “Now on O&M,” Mike said, referring to operations and maintenance funds, which covers salaries, travel, and facilities expenses, “you guys know this place. Tilt a couch and a couple million bucks spills out,” he said, gesturing to the couch we were sitting on. “How about I get you guys another $5 million of O&M to plus you up through October, then get you $15 million for fiscal year 2017.”

We spilled out into the hallway like kids exiting a candy store. After Mike shut his heavy vaulted door behind us, Chris turned to Raj and said, “See, I’ve got your back in this building. We can make things happen.” Raj was astonished. A major who’d come up through the ranks doing things by the book had just witnessed the Department’s top fiduciary officer handing out tens of millions of dollars on the basis of a verbal ask. Changing the tires on the F-16 Raj flew required multiple levels of approval and a paper trail to match. In less than fifteen minutes, McCord had gassed up the tank of DIUx 2.0 with a simple nod. The Secretary would soon announce that DIUx 2.0 had $30 million to acquire products from startups, establishing our credibility in the Valley.

Little did we know how much trouble this would land us in with Evelyn and Ed. Not only were they out for us, but so too was the small circle of Senate staffers who’d created the technology fund Mike raided. They hadn’t put in all that work to see someone pull out amounts just below the threshold that would have triggered a veto.

Now, riding in an Uber after our drubbing by Evelyn and Ed, and deprived of funding for the next fiscal year, we still weren’t ready to give up. Since even Carter might not be able to bail us out of this one—Congress controlled the purse strings—our best hope was to quickly lock down as many deals as possible using the initial funds McCord had transferred to DIUx. If we had SEAL teams and air force and army generals counting on us to deliver them products, we’d make ourselves indispensable. Evelyn and Ed would have to back down; they’d be shamed into restoring our funding.

Back in Mountain View, we assembled the team and told them that we needed to shift into warp speed. Stealth mode was out. Dealmaking was in. Without explaining the depths of the crisis we were facing, we instructed the team to start taking pitch meetings. They didn’t fully realize that signing contracts and delivering solutions to warfighters was the only way to keep our unit alive.

The credit card fiasco and the tussle with small-minded congressional staffers were only the beginning of our troubles. Those first weeks at Moffett Field, even the easy things got hard. No one had fully thought through how an extension of the Secretary’s office would function across the country from the Pentagon. The near-term result was that we had control of neither our website nor our email.

Washington Headquarters Service, a four-thousand-person field activity that provides Pentagon agencies every kind of equipment, from paperclips and staplers to emergency gear that is donned during a chemical attack, had yet to work out a way to provision us with the same email system used by the Office of the Secretary of Defense (OSD). This was actually a lucky break, because we didn’t want it.

OSD’s email system experienced outages and security breaches so often that the joke was: if we ever lost a war, it would be because we couldn’t email each other. We’d met the enemy, and it was us. The system was so bad that when Chris was working with Vint Cerf, who had cofounded the Internet while at DARPA, one of Cerf’s own emails bounced back. You know your IT system is in trouble when the founder of the Internet can’t get through.

So, we thought, why not just use Gmail? Every startup had long ago figured out that it’s far cheaper and more secure to let the enterprise professionals at Google, Microsoft, or Amazon run your network for you.

Using a modern enterprise provider rather than the Office of the Secretary’s email servers meant we could issue Apple laptops and iPads to employees on day one, while the rest of the Department was stuck with government-issue Dell laptops four inches thick. Our colleagues had been shackled for their entire careers to an IT system they hated. All their IT was ugly—their laptops, the apps on them, the BlackBerries many were still forced to use. We were signaling that it didn’t have to be this way, that we could do better.


A RACE TO SIGN DEALS

It was now time to sign contracts, deliver on the mission, and save our necks.

We had the money McCord had transferred, working email, and a direct report to the Secretary. A month in, things were looking up. What we didn’t have was a way to buy technology at Silicon Valley speed.

DIUx 2.0 was set up to operate like a venture capital fund, making bets in five “portfolio” areas: artificial intelligence, autonomy, human systems, information technology, and space, each of which had a dedicated team. These teams would meet with military units wanting to carry out their mission in a better way, canvass startups that might help them, decide which matches between mission and technology were most promising, and then pitch them at a weekly “deals” meeting. There, by matching opportunity, technology, and available funds, we decided what projects to move forward with, and which to kill. And we were finding a lot we wanted to move forward with. But the same fatal flaw that had hamstrung DIUx 1.0 was about to afflict us too—the creaky contracting machinery that buys all the military’s stuff once everyone agrees to do business together.

It turned out that before Silicon Valley tech could be used on the battlefield, we had to go to war to buy it. We had to hack the Pentagon itself—its archaic acquisition procedures, which prevent moving money at Silicon Valley speed. In Silicon Valley, deals are done in days. The eighteen- to twenty-four-month process for finalizing contracts used by most of the Pentagon was a nonstarter. No startup CEO trying to book revenue before their next venture capital raise can wait for the earth to circle the sun twice. We needed a new way.

One of our team members figured out a hack that could cut the contracting process down to little more than a month or even faster and make it possible to seamlessly go from buying one to a thousand or more of whatever piece of technology we needed, with no further renegotiation needed.

Lauren Dailey, a twenty-nine-year-old acquisitions manager, had transferred from Washington to work for DIUx when it was launched. She was a civilian who came from an army family—her dad worked on the crew of a tank. Working at the Pentagon was her way of serving.

In our introductory meeting, Lauren told Raj that she’d been looking through the Pentagon’s rules and regulations for acquiring products and believed she’d found a loophole—a new authority in legislative language just passed by Congress—that we could use to sign contracts in weeks rather than months and then turn pilot projects into full production contracts, immediately.

“How come nobody else ever thought of this?” Raj said.

She shrugged. “I guess they didn’t look.”

Which really meant: nobody else spent their spare time poring through thousands of pages of newly passed legislation.

“Is it legal?” Raj said.

“Maybe?” she said, smiling.

Raj decided that he and Lauren were going to get along.

“Okay, so write me up a memo explaining how it works,” he said.

“Actually,” she said, “I already did.”

She handed him a twenty-page white paper. Now Raj was sure that they were going to get along. Lauren was a Pentagon employee with the mind-set of a Silicon Valley growth hacker. Not only would Lauren’s hack help DIUx 2.0 move past the failures of DIUx 1.0. It would change the way the entire Pentagon bought technology.

Lauren had arrived at Moffett Field in October 2015 to find six people sitting at card tables using Wi-Fi through hotspots. “Welcome to DIUx,” one of the team said. “You’re employee number seven. The topic of our meeting today is how to get Internet and get more people out here.”

“I didn’t know what the mission was,” Lauren remembers of those early days. “Are we the customer who is supposed to be buying things? Are we connecting other customers in the military to startups? Our role wasn’t clear in the early days. There was this sense that we’d go meet startups, introduce them to warfighters that have problems, and magic will happen.” But magic didn’t happen. “We quickly found that a startup and a customer would talk, but nothing would happen because there was no easy way to test out a prototype and try the technology.”

In Silicon Valley, deals are agreed upon a handshake. Paperwork flows quickly. A few DocuSigns later, it’s done. In government, deals begin with a warranted contracting officer, who is legally allowed to assume fiscal liability on behalf of the federal government. No one else, not even the President of the United States, can sign on the dotted line for Uncle Sam. The first problem was that DIUx didn’t have any warranted contracting officers of its own. Most military units that initially worked with DIUx didn’t either. They had to reach back to higher headquarters, which in turn put them in their contracting office’s queue. The second problem was that warranted contracting officers default to the standard way the Department buys technology, via the Federal Acquisition Regulations, the government’s acquisition bible. The FAR’s defense supplement, or DFAR, is over thirteen hundred pages long. It reads like the Old Testament. Whole schools of interpretation have built up over decades to make sense of its conflicting provisions. Even in the hands of the most nimble contracting officer, FAR-based contracts can take twelve to eighteen months to negotiate, or longer.

The real slippage between the Pentagon’s technology buyers and Silicon Valley entrepreneurs was one of mind-set. “DoD is used to buying aircraft carriers, missiles, tanks,” Lauren says. “As the single buyer, it ordinarily has the power in the market relationship.” The economic term for this is monopsony, when a buyer controls all the demand. As with a monopoly, ordinary rules of a free market don’t apply. The buyer gets to call the shots. While this holds in defense markets, it’s the opposite in technology markets. When you look at Silicon Valley, startups are chasing the $25 trillion global market for consumer and enterprise technology. The Pentagon’s $200 billion acquisition budget is a rounding error in their business plans, and an unattractive one at that.

Not only do FAR-based contracts take eons to negotiate, but they impose obligations small firms can’t support. DoD contracting practices have evolved so far away from commercial norms that non-defense businesses have to create separate accounting, audit, and compliance systems if they want to do business under the FAR. The cost and hassle are simply not worth it in most cases.

Over one thousand people work in the Office of the Undersecretary of Defense for Comptroller. The force that keeps DoD’s coffers in order also includes the Defense Contract Audit Agency and the Defense Finance and Accounting Service, DCAA and DFAS. DFAS employs 11,000 people. DCAA has a workforce of 3,500 spread over 230 offices around the world.

The Pentagon has created an entire army of contract enforcers to ensure that when it buys aircraft carriers, it can control costs in very specific ways. This oversight is needed because even though the Pentagon is often the sole buyer, in the defense market there is often only one seller as well. Detailed financial accounting and intrusive audits are the only way to ensure the taxpayer is not being overcharged. (Think $400 hammers and $600 toilet seats.) This system works well enough for stealth bombers and nuclear submarines but is a disaster when it comes to startups. “In Silicon Valley,” Lauren explains, “DoD faces a very different market than what their acquisition tools, rules, and culture are built around. We fundamentally had to find a way to change that paradigm to allow DoD to become a better and more attractive customer.”

DIUx 1.0 wasn’t sure how to square this circle. Their first instinct was to admire the problem. “Maybe we should do studies of how Silicon Valley does business” was the thinking. Lauren knew right away that DIUx had to toss out the FAR. It would never work. A more promising strategy would be embracing a little-known authority called OTA, for Other Transactions Authority. Developed during the space race to enable NASA to buy parts from mom-and-pop suppliers, OTAs were still used in a few corners of the Department, including DARPA. The OTA is a tool and a mind trick all in one. By avoiding the FAR’s ossification, it gives hardened contracting officers and the lawyers that support them permission to shed the routines they have clung to. But OTAs already had a bad name in the Valley. The most common example of them was the consortia model. In this, a defense lab or other entity would contract with a group of companies that would share technology they had in response to a request for proposal. To startups whose most valuable possession is their intellectual property, consortia OTAs were insane. They gave your competitors full insight into your technology and its pricing. The consortia model wouldn’t work for anyone at technology’s bleeding edge.

OTAs had a second problem. They were only for technology pilots, not for actual contracts that could scale technology across the military. If the pilot worked, you ended up right back at square one, having to issue a new solicitation using the FAR to win an actual deal that would generate revenue. The prize for proving your technology worked was another twelve to eighteen months of competition that you could lose if someone else swooped in with similar technology at a lower price, or worse, with better lobbyists.

DIUx had to escape this loop. Yet so abysmal is the Pentagon’s record for developing new procurement tools that the official history of that search is titled Defense Acquisition Reform, 1960-2009: An Elusive Goal. The eureka moment came when Lauren was reading the 2016 National Defense Authorization Act. Passage of the NDAA, usually in November, was like Christmas for acquisition nerds—the final bill usually contained new authorities hidden within it. Deep in the act, in section 815, Lauren found an astonishing passage that was just a few sentences long. She had to read it several times to make sure she got it right. The passage gave the Department permission to advance successful OTA prototypes directly to production contracts, without requiring companies to go through another round of competition. This was the contracting equivalent of the Declaration of Independence. It allowed military customers who found technology that worked to scale it immediately without going back to square one. As soon as a tech company’s pilot program succeeded, they could start selling products Department-wide and in volume.

The new authority had been inserted into the bill by a renegade Senate staffer named Bill Greenwalt, who for years had been trying to shake up defense procurement. It had limits—it could only be used for contracts under $250 million, though that ceiling too could be waived if the undersecretary of defense for acquisition assured Congress in writing the contract was “essential to meet critical national security objectives.” Greenwalt hoped someone in the Department would discover his handiwork and run with it. That person was Lauren Dailey.

Lauren immediately began conceiving of a whole new kind of OTA, one she named a “Commercial Solutions Opening.” CSOs, as they came to be called, would allow DIUx to engage directly with a company and buy its technology at scale as soon as a successful pilot was complete. What’s more, the prototype-to-production language in section 815 allowed anyone to add on to an already negotiated production contract. If a drone pilot program at DIUx succeeded, and the army wanted to buy an additional ten thousand or one hundred thousand drones, it could, using the production contract DIUx had worked out with the vendor. For the first time a mechanism could be built to mainline the technology of startups straight into the Department without the usual barriers to entry. Lauren, leveraging Bill Greenwalt’s gift, had found a way to leap over the Valley of Death.

The only problem? This idea was in Lauren’s head. The twenty-page paper she’d written was a blueprint for a revolution. We had to find a way of carrying it out, and fast.

Chris flew to Washington and obtained time with every senior leader needed to approve this landmark shift in policy. Chris and Lauren’s first meeting was with the Pentagon’s head of acquisition policy, Claire Grady. A serious operator who’d cut her teeth on the Coast Guard’s acquisition staff, Grady had a warm and welcoming personality.

Lauren already had an ally in Grady’s operation. Victor Deal, a senior procurement analyst, had, like Bill Greenwalt, been striving to make it easier for the Department to better engage startups. An Air Force Academy graduate who went on to get his MBA, he and Lauren had been talking ever since the new NDAA came out. Deal spotted the same new authorities Lauren did and had greased the wheels with Grady. So had Chris, who’d already won over Carter to Lauren’s idea and let it be known that the Secretary wanted to see it become policy, pronto.

Before Lauren walked into Grady’s office on the Pentagon’s third floor, she’d only seen her on stage at DoD procurement summits. Grady was functionally her boss’s, boss’s, boss’s boss. Now Lauren sat across the table from her, a marked-up copy of her white paper in Grady’s hands. Lauren did all the talking and got everyone’s heads nodding. Grady embraced the idea. The trick now was to get it through Legal.

Our next stop was Susan Raps, the Pentagon’s top acquisition lawyer. Susan was well acquainted with Chris from late night and early morning phone calls as they worked to clear an endless stream of documents, speeches, memos, and charters for the Secretary’s reboot of DIUx. After tweaks, Susan gave her blessing. Chris, not one to leave things to chance, then walked the draft framework, now over one hundred pages, into the office of the Pentagon’s general counsel, who gave it her enthusiastic endorsement. With the puff of white smoke now visible to all, we told our boss, the Secretary of Defense, about our first big policy win.

This was a land speed record on the E-ring. In little more than two weeks, DIUx had invented a whole new way of buying technology that superseded seventy years of how OTAs were structured. We did this by putting our hands on the pen that wrote the new guidance and making sure it suited our needs. Because the Secretary wanted it done instantly, a process that would have taken years took weeks.

The white paper Lauren wrote became a how-to manual for using the new contracting method. With DIUx’s seal on the cover, we posted the white paper on our website, where it was downloaded by DoD acquisition cells all over the world. Two months later, our how-to manual was rebranded as official DoD policy, with the Department’s seal replacing our own as it became the first update to the Department’s guidance on OTAs since 2004.

What we needed now was warranted contracting officers to wield this new tool we’d created, which, as mentioned previously, Lauren had dubbed the Commercial Solutions Opening (CSO). We got the first volunteers from a unit known for being willing to work outside the FAR, a group of army civilians based at Picatinny Arsenal in New Jersey, led by Paul Milenkowic. This off-the-beaten-track unit specialized in OTAs. Their lawyer, a sunny woman named Denise Scott, was game to enact the first CSO—a nontrivial responsibility since it would be Picatinny assuming the legal risk if anything went wrong. We had Carter ring up the head of Army Acquisition and the head of Picatinny Arsenal to share his enthusiasm for giving this CSO thing a go. Carter later visited Picatinny, and in a military tradition he gave everyone in the contracting unit his personal coin—heavy, round, and embossed with the Secretary’s seal.

Before we knew it, warranted contracting officers were flying to Mountain View from New Jersey in rotation. Someone was always on hand to sign a deal. While the process was fast, it had dozens of legal steps that had to be executed with precision. It was a team effort. One such team member whose selfless dedication to the mission was central to DIUx’s success was chief operating officer Ernie Bio. Ernie was a former F-16 pilot who’d flown in combat with Raj before he earned his MBA at NYU and became a management consultant and cyber expert. He was one of the original DIUx members who had relocated to CA to help launch the initiative. Ernie kept the trains running smoothly and on time for our entire tenure, enabling Lauren and the rest of us to make astonishing progress.

Lauren’s breakthrough let us start signing contracts almost immediately. In the years that followed, the military went on to use Lauren’s hack to buy $70 billion worth of technology. She became a rock star in the acquisition community overnight, and eventually was invited to a meeting with President Trump.

But all that would come later. What we needed now was to deliver game-changing technology for the warfighter, ideally before October, when the fiscal year—and our funding—would end. Otherwise, we might cease to exist.
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